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Chapter 1. Product overview

From the product overview, you can learn the basic knowledge about IBM Application Delivery
Intelligence for IBM Z (IBM ADI), its key benefits, and its new features.

Overview of IBM Application Delivery Intelligence for IBM Z

Throughout the DevOps lifecycle, a very large amount of data can be produced, including code,
requirements, designs, test artifacts, and operational information about applications. ADI is a web-based
tool that is built on the Jazz® framework to facilitate enterprise DevOps adoption and drive continuous
improvement across the lifecycle of product development, delivery, and maintenance.

The vision of ADI is to provide an insight dashboard with actionable recommendations to enterprise by:

« Analyzing and visualizing historical trend information on application, usage, code coverage, complexity,
quality, and performance

« Providing near real-time application and process health checks
 Analyzing code coverage data and recommending tests to run to achieve better tests and code coverage

« Monitoring previously hidden performance and resource data to make performance issues exposed
before production time

« Showing the application inventory and quality trends to reduce development and maintenance costs

 Highlighting the artifacts that are related to the performance concerned areas and providing the call
graph of the corresponding transaction that shows the artifact complexity metrics of risk assessment

- Facilitating the inventory creation of business and IT artifacts for future usage such as code refactoring
and API discovery in order to modernize applications

- Making information accessible to stakeholders through a simple and intuitive interface

Key benefits of using ADI

ADI's cognitive capabilities allow users to analyze the correlated runtime performance data, with static
code quality data, as well as the testing details over time. It pro-actively alerts users on early problem
detection so that resources can be shifted to the areas that need attention. By working with ADI, the
typical users, such as the enterprise architects, test teams, developer teams, and operation teams, can
benefit from ADI's functions to improve their DevOps process.

By using ADI code coverage function, a tester can:

- See the current and previous test coverage status in a single dashboard view.
« Determine the test coverage of a build and identify the modules that need more testing for each build.

« Develop a test list that contains the minimum number of test cases to run for a regression for the next
build.

By using ADI code coverage function, a test manager can:

 Receive recommendations for test case optimization.

- Identify testing coverage issues. With the help of test coverage trends to examine overall release
quality, test managers can act sooner in the development cycle.

By leveraging OMEGAMON for CICS data or System Management Facility data, a developer can:

- Be alerted about potential performance problems before the code goes into production.
« Analyze transactions or jobs that have performance issues.

© Copyright IBM Corp. 2016, 2019 1



« See whether their code changes drive up response time that includes DB2 and file I/O percentage wait
time with the performance information of transactions that they own and the associated trend data.

By monitoring the application inventory and quality trends, a developer can:

- Visualize whether their codes are becoming easier to maintain.

« Identify unreachable codes to further simplify the code base.

By monitoring and comparing maintainability trends, development and test managers can:
« Ensure accountability of outsourced projects and in-house projects alike.

- Enable quantifiable improvement objectives to be established by organization.

By correlating performance data from OMEGAMON for CICS and code quality data from Application
Discovery, a developer can:

« Pinpoint the artifacts that are directly related to the performance problem.

 Assess the risk of changing those artifacts based on when the code was changed and the maintenance
indexes.

By building an inventory of business and IT artifacts, an enterprise architect can:

 Quickly discover the business terms and implementation terms from both business artifacts and IT
artifacts.

- Have a dictionary that maps the business terms to their implementation terms to make the business
stakeholders and IT stakeholders understand the same language.

 Quickly see the scope of the IT artifacts that are impacted by the business terms.

What's new

ADI further integrates with IBM Application Discovery to provide the business rule discovery
functionalities. The following features are added to facilitate the business rule discovery activities.

V5.1.0.5

The following fixes were made to IBM ADI V5.1.0.5:

« Defect fixes and improvements for all features
- Documentation fixes to migration instructions
« Accessibility and globalization fixes

V5.1.0.4
The following fixes and stability improvements were made to IBM ADI V5.1.0.4:

Business Rule Discovery feature:

— Fixes to enable saving multiple business terms that are associated with a snippet
— User interface fixes for business term discovery details navigation

Code Coverage feature:

— Refreshed Code Coverage headless data collection to fix for missing test ID
— Defect fixes and improvements

APA/SMF feature:

— Defect fixes and improvements
Other fixes:

— Fixes to the startup issues with ADI server
— Accessibility and globalization fixes
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New features and enhancements in ADI V5.1.0 and later

Keyword discovery through the static analysis of data usages in application artifacts

ADI provides a ranked list of keywords based on the usage analysis of the keywords within application
artifacts such as source code. The usage information for analysis includes the usages in included files,
usages in condition statements, usages in computation statements, file input/output usages, database
input/output usages, and IBM MQ usages. With the usage information, you can quickly identify business
terms and potential business rules from the keyword list and their usages.

Automated discovery of potential business terms from enterprise artifacts

Most of business terms and business rules are documented in enterprise artifacts as natural languages.
ADI helps to expedite the business term discovery process by automatically discovering the potential
business terms that use Natural Language Processing (NLP) method.

Team collaboration on managing the inventory of business terms and business rule packages

You can collaborate with your team members to build the inventory of business terms and business rule
packages through the list of discovered keywords. While your team collaborates, business terms can be
tracked and managed. You can identify the usages of business terms in the source code or enterprise
artifacts and define them as snippets. The snippets typically contain business logic that is part of
business rules. You can package business terms and snippets that are related based on their business
logic as business rule packages.

In addition, ADI can leverage System Management Facility (SMF) and Application Performance Analyzer
(APA) data to monitor and analyze the performance of applications.

For more information about the updates and fixed APARs of IBM ADI, see Fix List for IBM Application
Delivery Intelligence for IBM Z page.
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Chapter 2. Terminology overview

You can find the technical terms and abbreviations that are used in ADI in the terminology overview.

To view glossaries for other IBM products, go to www.ibm.com/software/globalization/terminology.

Application Discovery (AD) project
A project in AD is a user (typically an admin role) defined grouping of program artifacts (source codes),
dependencies (copybooks or includes), build scripts (JCL) and so on, on which the static analysis is
performed and analysis metrics are gathered.

build
The process of creating an executable to identify the user activities that an application intends to
address.

For z Systems®:

« Only changed programs are built. If changes are made only in a sub program, only the subprogram
is compiled and linked in with the UI module or main program.

« A build can consist of only one module, depending on the size of the application and the changes
that are going in.

« The test team tests the whole application, which includes all the programs that constitute an
application.

For example, getting an insurance quote consists of:

« A UI program to accept user input and display the insurance quote or errors.
< A main program that validates the user input.

« Asub program that is called by the main program to get or calculate the insurance quote and return
the value or error to the main program.

All these programs, modules, or files need to be built together to verify the insurance quote
application tasks.

business rule
Business rule describes a business policy, business operation or business procedure. For business
applications or enterprise applications, business rules are commonly expressed in programming
language statements with one or more business terms and condition logic.

business rule package
An ADDI term that represents the information of a business rule. It groups business terms and
snippets that are related and represents business logic or a business rule.

business term
A terminology that is commonly used in business operations. It provides a definition of the key
business information. The list of business terms are usually different by industry, for example, there
are business terms for financial, banking, and healthcare industry. For business applications or
enterprise applications, business terms are usually implemented in the system. Hence, there is
traceability between the business terms and the IT artifacts.

code coverage
A measure of how much of code in a program or file is being executed as part of a test or test case.
The result can contain coverage for one or more programs or files, depending on how the test is
structured.

CICSPlex
A CICSPlex is an environment in which multiple and interconnected CICS regions operate. A CICSPlex
lets CICS and associated applications use the full capabilities of Parallel Sysplex® architecture.

data provider
Data source. A workbook can have multiple data providers that ideally cover the DevOps entry points.
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Examples:

- Build

« Performance

- Static analysis of source code

file / program
A software artifact that contains the logic to perform one or more of the application's activities.

Examples:

- Updating a database record

- Calculating the insurance quote
« Calculating mortgage rate

- Validating UI fields

 Querying the account balance

implementation name
A name or term that represents the business term in the IT artifacts. It is the term by which the
business term is implemented in the source code of business applications or enterprise applications.
For example, in COBOL applications the implementation name can be the data-name; in Java
applications the implementation name can be the variable name or class name.

keyword
A term that has potential to become a business term or an implementation name. The term is
discovered by ADI from the AD static analysis or enterprise artifacts.

service class
IBM OMEGAMON?® for CICS® allows users to define a service policy, that is, a set of categorized goals
called service classes that define the targeted performance throughput and which transactions the
goal applies to. And users can apply the service policy to the workload running in the environment. A
default service policy and set of service classes is provided upon installation of IBM Tivoli®
OMEGAMON XE for CICS. Users can customize the default service policy and service classes and also
add additional service classes.

shared resources
Data sources that are used by multiple projects within the Application Discovery data provider. Data
source types can be database table, IMS database, or data set.

shippet
A small part of source code or a small part of text from enterprise artifacts.

test / test case
A set of steps to verify a specific activity, a set of activities, or part of an activity that the application is
intended to support.

For IBM Z:

« Tests are mostly manual tests.

 Atest case might or might not contain a list of steps to go through.
Examples:

e Running a transaction.

« Submitting a batch job or jobs with different set of inputs.

workbook
ADI uses the concept of a workbook to define the scope of artifacts on which to perform analysis. You
can group the related artifacts from different data providers in a workbook. One workbook can be
associated with one or more data providers.
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Chapter 3. Tutorials

Tutorials provide the step-by-step instructions with which you can explore the key capabilities of ADI.

ADI also provides tutorial videos that demonstrate how to work with ADI based on the scenarios designed
in this Tutorial chapter. You can watch the videos that are included in the IBM Application Delivery
Intelligence Tutorial Series playlist on YouTube.

Installing and setting up ADI

This tutorial guides you to install and set up ADI as an administrator.

Installing ADI and configuring JTS to be the foundation of ADI

This lab guides you through the installation of ADI and steps to configure IBM Jazz Team Server (JTS) as
the foundation of ADI.

Before you begin the installation, you need to update the host file to understand the public URI you use
for the setup. Complete the following steps to update the host file.

1. Go to Start > All Programs > Accessories and run Notepad as an administrator.
2. Open the host file to edit from Windows > System32 > drivers > etc directory.
3. Update the host file for the localhost as the following example.

# localhost name resolution is handled within DNS itself.
127001 localhost
127001 healthcare example.com

# ul localhost

4. Save the host file.
Complete the following steps to install ADI.

1. Unzip the ADI installer that you obtained.

2. Browse to the location where you unzipped the ADI installer and navigate to the \adi\server
directory.

3. Run server.startup.bat in a command window. Wait until the server starts up.

4. Start the Mozilla® Firefox® browser and go to https://healthcare.example.com:9443/jts/
setup.

5. Optional: Allow the browser to connect to the website when a message warning that your connection
is not secure appears.

a. Click Add Exception.
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ﬁ Your connection is not secure

The owner of healthcare example.com has configured their website
improperly. To protect your information from being stolen, Firefox has not
connected to this website.

Learn more. .,

Go Back Advanced

healthcare.ecample.com:9443 uses an invalid security certificate.

The certificate is not trusted because it is self-signed.
The certificate is only valid for localhost

Error code: SEC_ERROR_UNENOWRN_ISSUER

Add Exception...

b. On the Add Security Exception pop-up window that appears, click Confirm Security Exception.
" Add Security Exception C)

& Youw are about to overnide how Firefox identifies this site.
! & Legitimate banks, stores, and other public sites will not ask you to do this.
Server

(X5 Tt S ealthe are example com:Od43 o/ setup Get Certificate

Certificate Status
This site attempts to identify itself with invalid information. |

Wrong Site

The certificate belongs to a different site, which could mean that someone is trying to
irmpersonate this site.

Unknown Identity

' The certificate is not trusted because it hasn't been verified as issued by a trusted
suthorty using a secure signature.

[¥] Permanently store this exception

Confirm Security Exception | | Cancel |

S E

6. On the Jazz Team Server login page that appears, log in with ADMIN as the user ID and ADMIN as the
password (case sensitive).
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The Jazz Team Server at locahosl in Jazz reguires a user D and password
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7. Take the following steps when the JTS setup wizard appears.

a. On the Welcome page, select Express Setup and click Next.

Y

TEAM SERVER & APPLICATION SETUP

L]
ADMEN | Log Out

Welcome to the Jazz Team Server & Application Setup
The setup wizard provides two oplions for setting up the server. Express and Custom

If you are not sure which oplion o choose, the Custom Setup 8 recommended as i will provide all available options. Read the
descriptions for each option carefully and choose the best wizard for your installation.

@ Express Setup
Use this wizard to run through a simplified version of setup, The defaul database will be sat to Derby and the sander
will use the Liberty Basic Registry or Tomcat User Registry. This s recommended for trial or demo environments.

Custom Setup

Use this wizard to run through the full version of sstup, This wizard will alow you to use enterprise databases,
LOWAP user registries, and sst up distributed deployments. This is recommended for production environments.

[Hut:-

EmEan LAEET - Droasr of B o oo BES Crem 3 BL B AE YT YHE men L, G G - - o g .
Im Linenga LAz oparty of IBAY Com. © Copyright IR Corp. and B Boeneors 2008, 2075 Al Migres Msmanad. IBLE, e IBLE bgo, Jazz. and Matonal e W"'ﬂl'!

fraderari of BL! Comonalion. In e Uniisd Stabes. ofnes couniries and regions. or bofn. Bl on Ecipes s & frademart of Eclipes: Foundafion. inc. Jas and &
HAIRED ORI Y 008 B0k FEMETACG OF Oracie Iraer B BT

b. On the Configure Public URI page, complete the following steps.
1) Step 1: Configure Public URI

The default Public URI at this step is the https://healthcare.example.com:9443/jts
that you've set previously. You can also use the localhost as the Public URI for evaluation
purpose. However, for the production server, you need to update the Public URI to a valid one.
When the Public URI is set, you are not able to modify it.
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Step 1: Configure Public URI

Propert; Current Value

Public URI hitps:thealthcare example.com: 944 3/jis

2) Step 2: Confirm Public URI
Check to confirm that you understand that when the Public URI is set, it cannot be modified.

Step 22 Confirm Public URI

The Public URI (which includes the fully qualified hostname) must be chosen carefully because once it is zet,
it becomes integral to the data on the server and any data on any other server or application that references it.
This is particularty important when configuring a preduction server. Please review the information on this page
and refer to the Planning your URIs topic for guidance and recommendations on configuring the Public URL

|:| | understand that once the Public URl is =&t, it cannot be modified except with additional administrative commands
and in a limited set of scenarios, which can result in broken links from other applications that do not support

changing URL=s.

3) Click Test Connection to test the connection to the server.
4) If the test is successful, click Next.
c. Complete the Create Administrative User page with the following information and click Next to
create an administrator user for setting up ADI server in later steps.
« User ID: AdiAdmin
« Name: Adi Admin
« Password: AdiAdmin
« Re-type Password: AdiAdmin
« E-mail Address: adiadmin@healthcare.com
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ADMIMN | Lowg Ot

2

TEAM SERVER & APPLICATION EXPRESS SETUP

& Click Mexi o begin the Express Setup.
Create Administrative User

To begin, creale an administrative user for yoursell. Once you have completed the form, click "Next™ to start the setup

Create an administrathee user for yourself in the Jazz Team Server.

Property Valug il

UseriD Adiadmin Your user 1D (e.g. Tsmith’)

Mame Adi Admin Your full name (&.g. "John Smith’)
Passward LTI Enter a secure password
Re-type Fassword sasssnan

E-mail Address adiad min@healmcare.com Your e-mail address (e.q

':5:’!‘..!"’.@[—;5:‘21[‘“} COmy)

<gack N[ [ net> | Finigh

d. Click Next to proceed. The Setup Progress page appears.
e. Wait until the setup progress completes. Click Next.

Note: Now you are switched to AdiAdmin user.
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22—

TEAM SERVER & APPLICATION EXPRESS SETUP

@) The Express Setup process has completed succassfully, Click "Mext” o assign a license to the new user

Setup Progress

+ Sefting up application “Rational Jazz Team Senver” (1
<" Configure Public UR
«" Configure Database
«" Configura E-mail Notification
«" Configure User Registry
< Configure User Registry
« Save User Information
«" Disable ADMIN User Account
«" Register Applications
«" Configure Data Warehouse Database

«" Seting up application “IBM Application Delivery Intelligence (AD1) (1

«" Configure Database

« Finalize Application

«" Configura Data Warehousze Databaze
«" Start Diagnostics
+" Finalize Lifecycle Projedt Administration Setup
+" Complete Setup

IEM cended blaterial - Property of IBM Cop. @ C fit 1B Conp. and s 5o
* md RpsAE] b TR iy ol 15 i Unned Suites, Sthed Souningd ped

psa Foundation, Inc. Java and all Java-based trademarks and logos ane trademanks. of

LR

e

Ciracly andior its affilabes

ol

2018, AN Rights Peserved. 1B, tha 1BM logo, Jazz,
h PbE i B ek of

AdiAdmin | Log Out

Finish

[T software

f. On the Assign License page, select the Activate Trial link next to the license of IBM Application

Delivery Intelligence — User.
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Adisdmin | Log Out

2

TEAM SERVER & APPLICATION EXPRESS SETUP

Assign Licenses

Step 3 Assign Client Access Licenses

(D License assignment is not enabled at this ime because there are no licenses available. Use the “Activate Tral
linkiz) below to activate licenses. Once a license is activated, you will be able to assign it

Awailable Licenseas Client Access Licanse Type
IBM Application Delivery Intelligence

@  Mone

Activate Trial IBM Application Dalivery
(30 day trial)

< Back Next > Finish |

Im Licensed Material - Property of IBM Corp. @ Copyright IBM Corp. and its icensors 2008, 2018, Al Rights Resarved. 18U, the IBM logo, Jazz ﬂt’ﬂll‘
. e Raticegl poe brademarks of IBM Ceporation Uisitid Siabes, ofhi Souninies and megicnd, of Both. Bull o Ecipds i 3 rademark of
Eclipss Foundation, Inc, Java and all Java-based trademaris and logos ave rademarks of Oacls andior its af filaies

g. On the Client Access License Agreement dialog box that opens, select I accept the terms in
license agreement and then click Finish.

Client Access License Agreement

IBM Application Delivery Intelligence User Client Access License Agreement

»

IMPORTANT. READ CAREFLILLY

m

Two license agreements are presented below

1. IBM Intemnational License Agreement for Evaluation of Programs
2. IBM International Program License Agreement

ifLicensee is oblaining the Program for purposes of productive use (other than evaluation, testing, trial Ty or buy,” or demonstration). By
dlicking on the “Accept” button below, Licensee accepls the IBM Intemational Program License Agreement. without modification

IFLicensee is ablaining the Program for the purpose of evaluation, testing, trial "try or buy,” or demonstration (callectively, an “Evaluation™): By
clicking on the “Accept” button balow, Licensee accepis both (i) the IBM International License Agreement for Evaluation of Programs (the
“Evalustion License™), without modification; and (i) the IEM Intemational Program License Agreement (the “TPLAT), without modification

The Evaluation License will apply during the term of Licénseea’s Evaluation,

The IPLA will automatically apply f Licensee elects to retain the Program after the Evaluation (or obtain additional copies of the Program for
use after the Evaluation) by entering inte 3 procurement agreement (e.g., the IBM International Passport Advantage or the IBM Passpor
Advantage Express agreements).

The Evaluation License and the IPLA are notin effect concurrently. neither modifies the other, and each is independent of the other,

The complete text of each of these two license agreements follow

| accept the terms in the license agreeament.

I do not accept the terms in the license agreement

Finish | | cancel

h. Click Finish to complete the Express setup.
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Setting up a project area to start applications to be analyzed
After you finish the Express setup for ADI, you need to create a project area for analysis.

Complete the following steps to set up a project area.

1. Open your Firefox browser and navigate to https://healthcare.example.com:9443/jts/
admin. The JTS Administration home page appears.

2. Select the Create Users link in the Manage Users section.

Manage Users 2 (3)

The Jazz Team Sener provides a single synchronized user database that is shared by the
server and all registered applications. Yow can create and manage user accounts and user
license assignments directly in the centralized Jazz Team Server administration or the
applications registered with the Sener

& Create Users

}} Manage Users
Lo Assign Client Acoess Licenses

(¥) About managing users

3. Take the following steps to create users.
Note: In these tutorials, you need to create 3 users for use.
« Marco, a developer lead
« Tammy, a test manager
- Trish, a tester
a. Complete the form for creating a user with the following information.

« User Name: Marco

User ID: Marco

E-mail Address: marco@healthcare.com

In the Client Access Licenses section, select the checkbox in front of IBM Application Delivery
Intelligence - User.

« Click Save to create this user.
b. Select Users > Create User on the top menu to create another user.

FE"= i< Server Administration

i} Active Users
@ Usercre i) Archived Users
. [&7] Client Access License Managament
0 Ta {a] Acquired Floating Licenses

Overvie| & create User

Details

3 Import Users
User|D (ca i

c. Complete the form for creating a user with the following information.

- User Name: Tammy
« User ID: Tammy
« E-mail Address: tammy@healthcare.com
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- In the Client Access Licenses section, select the checkbox in front of IBM Application Delivery
Intelligence - User.

- Click Save to create this user.
d. Select Users > Create User on the top menu to create the third user.
e. Complete the form for creating a user with the following information.
« User Name: Trish
« UserID: Trish
« E-mail Address: trish@healthcare.com

- Inthe Client Access Licenses section, select the checkbox in front of IBM Application Delivery
Intelligence - User.

« Click Save to create this user.

4. Navigate your browser to ADI application from https://
healthcare.example.com:9443/adi/web address.

Note: You may want to disable the pop-up blocker from this page before you start.
5. On the All Projects page that appears, click the project area management link to set up a project.

Note: For the first time user, no project is available.
All Projecis B Manage All Projects

There are currently no project areas.

To create a project area, visit the project area management section of the Adrministrative Interface,

6. The application navigates to the Application Administration - IBM Application Delivery Intelligence
(ADI) page. Take the following steps to create a project area.

a. Click Create Project Area on the upper right corner of the Active Project Areas section.

Ona of the , Licansas wpires in 2 days B

I: - ££ Application Administration - IBM Application Delivery Intelligence (ADI) (/adi) Adiadmin Jgt - | $F - | @ ~

Project Areas (= "y & " Search Users Q

(@ Mo project areas exist

Active Project Areas § |l Create ProjectArea | & Create Lifecydle Project 2

Use this interface to create and update project areas. To create 3 new project area, click the “Create Project Ares” link. To edit an existing project area, click the project area’s
name in the table below.

» Did you want to create a Project Area or a Lifecycle Project?
4 Previous | 0-00f0 | Ned » =

Mame Description Actions

b. Complete the Create Project Area form with the following information.

« Project Area Name: HealthCare4All
« Summary: Health Care Systems
 Description: Project to store data to be analyzed for Health Care systems.

 Process: Select IBM Application Delivery Intelligence Application Default Process if it is not
yet selected.
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BB i< Application Administration - IBM Application Delivery Intelligence (ADI) (/adi)

Project Aress
oo
88 Aciive Project Areas =

40 " HealthCare4All :

o | save
Details Preview
Summary. Health Care Systems
Description

Project to store data to be analyzed for Health Care systams.

Process

@ Use process templale to initialize this projed area
drailable Processes:

4] Fitter by locale;  English (United States) ~

Summary.  The B Delivery (ADI). default process lemplate provides preconfigured elements that are commonly used in projects. Use this tempiate to create projects.
Locale English (United States)

c. In the Members section, assigh members to the project area.

1) Click the Add link on the upper right corner of the Members section.
2) On the Select Users pop-up window, click Show All to see all active members.

3) Multi-select Adi Admin, Marco, Tammy, and Trish from the Matching users list.
4) Click Add and Close.

Select Users

Enter a name filter to load the list

Use ™ and *7" as wildcard characiers. Show Al

Matching usars:

ADMIN - ADMIN
Adi Admin - AdiAdmin
GUEST - GUEST

Marco - Marco
Tammy - Tammy
Trish - Tnsh
adi_user- adi_user
As_user- jfis_user

[T show archived users

[ Add and Close | [ Add | [ Ciose |

d. In the Administrators section, assign users as administrators of the project area.

1) Click the Add link on the upper right corner of the Administrators section.
2) On the Select Users pop-up window, type Ad on the search box.

3) Select Adi Admin from the Matching users list.

4) Click Add and Close.
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Select Users

Enter a nama filter 1o load the list

Use ™ and 7" as wildcard characters, Show All
Ad

Matching users:

ADMIM - ADMIMN -
Adi Adrmin - AdiAdmin

adi_user - adi_user

Ul show archived users

[ Agaanacuse | [ Ada | [ close |

e. Click Save next to the project area name on the top to create the project area.

Note: Upon saving the project area, a warning message appears showing that some new members
were added without process roles. Those members will have the permissions of the "Everyone"
role. The role permissions will be set up later in the next 2 steps.

Active Project Areas
b Some new members were added without assigning process roles. Members with no assigned role will have the permissions of the "Everyone” role, which can be limited

Itis good practice to assign a specific role to 3 member. To assign process roles, select the Process Roles action from the Actions column within the Members section of
this editor. show details

f. On the pop-up window that appears, select Cancel to cancel sending team invitations to the new
members .

Note: If you are running the production server and you have set up the mail server, you can select
the users which you would like to send team invitations to.

Send Team Invitations to Mew Membears?

Mew members were added to the team.
Please selectthe members who should receive a team imitation email;

Adi Admiin

| SelectAll || DeselectAll |

(oK [ cance

g. Go to the Members section to add process roles for all members.

Note: Process roles are set in order to control the access for different users. The following three
roles are available.
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- Data Provider Administrator: As an administrator of this ADI project, you can create, modify,
and delete data providers and workbooks.

« Workbook Owner: As a workbook owner, you can modify the memberships and settings of a
workbook that you own. You can create builds and upload coverage results for Manual Builds
data providers and Rational Team Concert Builds data providers. You can also request data
collections for data providers and delete a workbook.

« Workbook Member: As a workbook member, you can review all data in a workbook and its data
providers. You can modify only the settings of the workbook.

1) Hover over the name of Marco, the Members menu appears in front of the name.
2) Expand the Members menu and select Add Process Roles.

Members Add...

Roles grant users permissions and determineg the preconditions and
follow-up actions that run. Roles assigned here are inherted in all team
areas within this project area. All users in the repository have the Everyone
{default) role whether they are a member or not

;7 EditProcess Roles...
ae Add Process Roles...

vai Imvite to Join Team...

Adm o Remove Member —

If youl require parmissions, contact an administrator. Project administrators

3) On the Add Roles pop-up window, select Workbook Owner.
Add Roles

Add roles to 1 members

Available Roles:

|Wnrkbnnkru1ember

Data Provider Administrator

Description:

Chwns an workbook and can make changes to
memberships. Can create builds and upload coverage
results, as well as can request data collections for data
providers.

Add Cancel

4) Click Add to add process role.
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5) Repeat steps 1 - 4 to add process role for AdiAdmin, Tammy, and Trish. Assign the Data
Provider Administrator role to AdiAdmin, the Workbook Owner role to Tammy, and the
Workbook Member role to Trish.

h. Click Save on the upper right corner of window to save this project area.

You have now finished the setup of project area for the HealthCare4All project. You can navigate to
HealthCare4All project on the ADI Application by clicking the Home icon on upper left corner of window
and then select IBM Application Delivery Intelligence (ADI) > HealthCare4All from the drop-down
menu that appears.

- %% Application Administrz

¥ Personal Dashboards

* |BM Application Delivery Intelligence [ADI)
My Projects  All Projects
5 HealthCare4All
& All Projects

F Administration
,

The following screen is the Welcome page of ADI application. ADI requires you to select a role before you
can continue on the analysis.

= IBMADI Search Workbooks and Provide o x hdi Admin v

Welcome to Application Delivery Intelligence

ion Delivery i (ADI) is designed to facilitate ise DevOps adoption and drive continuous
improvement across the lifecycle of product development, delivery and maintenance.
Learn more

Select your role:

Getting Started

Connections Data Providers Workbooks

(Create a Connection to connect to data Create a Data Provider to collect from Define a Workbook to get the analysis
SOUICe Server, the data source server. visualization of artitacts from different
data providers.

Learn more Learn more Learn more

Setting up Manual Builds for Code Coverage Analysis

In this tutorial, you play the role of Alvin, an ADI administrator who is also known as Adi Admin, to create
a Manual Builds data provider as a data source for code coverage results of SAM application. Then you
will switch the role to Tammy, a test manager. Tammy wants to use ADI to perform a code coverage
analysis for a new application, SAM Application.

You will perform the following activities in this tutorial:
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Creating a Manual Builds data provider as a data source for code coverage results.

Defining a new application as an Analysis workbook.
Adding the code coverage files to the first build.
« Viewing the code coverage analysis results of the first build.

Later, when the new build is available for testing, you as Tammy will add a new build to the SAM Manual
Builds data provider as a place to store code coverage results from her testers. Then, you will switch your
role to Trish, a tester, to test a new build and upload the code coverage results to perform analysis as well
as communicate the results to the rest of your test team. Therefore, you will further perform the following
activities.

- Adding a new build as a test manager.
- Adding new code coverage results to the existing build.
 Performing the code coverage analysis as a tester.

Prerequisite
Before you begin this tutorial, you need to complete the following task.

- Installing and setting up ADI

Setting permissions for the Workbook Member role

By default, a workbook member can only view the analysis results of data provider through the workbook.
But in the case that your organization would like multiple testers which are workbook members to upload
their code coverage results files, you need to grant this permission to them first.

Complete the following steps to grant the permission to add and delete data of a data provider to the
workbook members so that they can upload the code coverage result files.

1. Navigate your browser to https://healthcare.example.com:9443/adi/admin.
2. Log in as the ADI administrator with AdiAdmin as the user ID and AdiAdmin as the password.
3. Select Project Areas > Browse Active Project Areas on the top menu.

Project Areas v  Templates Reports

1.4 Active Project Areas

¥ Archived Project Areas

1y Project Area

& Lifecycle Project

4. On the Active Project Areas page that appears, select HealthCare4All.
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Active Project Areas o (@& Create ProjectArea (@ Create Lifecycle Project &=

Use this interface to create and update project areas. To create a new project area, click the "Create Project Area” link. To edit an existing
project area, click the project area's name in the table below.

» Did you want to create a Project Area or a Lifecycle Project?

4 Previous |1-10f1| Next » aQ
Mame Description Actions
HealthCaredAll Health Care Systems

Project to store data to be analyzed for Health Care systems.

5. On the page for HealthCare4All project area that appears, select Permissions on the left menu.

roject Areas =

]

L

0 HealthCare4All

=
3!

Owverview
Timelines
Foles
[teration Types
Access Control
Process Description
History

* Team Invitation

Email Template

6. Select Workbook Member on the Permissions page.

Permissions

(@ Show by Role
() Show by Operation

Select a role:

Everyone (default)
Woarkbook Member
Warkbook Owner

Data Provider Administrator

7. Expand the Data Provider row under the Operation on Permissions for Workbook Member.

8. Click Grant Permission action icon on the Add and delete data of a data provider row under the
Modify a data provider section.
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Permissions for Workbook Member: © e EE
Operation Permission Actions
Application Delivery Intelligence

= Data Provider
Create a data provider
Delete a data provider
= Modify a data provider

Add and delete data of a data provider @

0 0 0 0 00

Modify the data provider and conneclions

9. Click Save on the upper right corner to your settings on role permissions of the Workbook Member.

Creating a Manual Builds data provider as a data source for code coverage results

A data provider is a source of data being analyzed. To add a new application, you need to start with adding
a data provider. In this lab, you will play the role of ADI administrator to create a Manual Builds data
provider.

Complete the following steps to create a Manual Builds data provider to store code coverage results.

1. Navigate your browser to https://healthcare.example.com:9443/adi/web/projects/
HealthCare4All.

2. Log in with AdiAdmin as the user ID and AdiAdmin as the password in the role of administrator
Alvin. The Welcome page appears.

Note: As an administrator, you do not need to select any role on this page. The role selection is only
required when you want to view the analysis dashboards and reports.

3. Click the Menu icon next to the IBM ADI header to open the menu pane.
4. Click Data Providers to go to the Data Providers page.

On the Data Provider page, a warning message shows that no data providers have been specified

yet.

Data Providers

Currently no Data Providers have been specified.

Select create data provider butten in the header to create one. If you do not see the create button ask an administrator to do it for you er provide you with the required permissions.

5. Click Create Data Provider. The Add Data Provider page loads with choices of available data
providers.

< Add Data Provider

Select o datn provides kind ta define 2 new provider and specify data to callect.

@ & & ®
Yy oo -
Ente r:“l".:;.-{é."'i'r-. Manual Builds Rational Team Concert OMEGAMON for CICS Application Discovery

< »

6. Click the Manual Builds data provider card. A form for creating the Manual Builds data provider
appears.

7. Complete the form with the following information.
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« First Build

— Build Name: 2015Nov10Build

— Date of Build: 11/10/2015, 12:00 AM. You can select the date from the drop down calendar
to complete the Date of Build field.

— Description: November 10, 2015 build for SAM application.

First Build
Build Name ~ Date Of Build
2015Nov108uild 11/10/2015, 12:00 AM

Description

Movember 10, 2015 build for SAM application.

» Code Coverage Files:

You don't need to upload code coverage files at this point. You will upload the code coverage files
as Tammy in the “Adding the code coverage files to the first build” on page 29 section.

« Data Provider Details

Name: SAM Manual Builds.

Description: Manual builds for SAM application.

Enable headless collection support: Make sure that the box is unchecked.
Select All Days for the number of days to keep data in the data warehouse.

Data Provider Details

Mame

SAM Manual Builds

Description

Manual builds for SAM application.

| Enable headless collaction support

How many days' data do you want to keep in the data warehouse?
All Days
8. Click Add to create this data provider. The Data Providers page appears with the SAM Manual
Builds data provider added.

Note: Now you have created a Manual Builds data provider for the SAM application.
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Data Providers

SAM Manual Builds

9. Optional: If you want to edit the Manual Builds data provider you created, take the following steps to
update the data provider details.

a. Click the Options Menu icon on the upper right corner of the SAM Manual Builds data provider
card. An options menu appears.

Data Providers

SAM Manual Builds :
él:; Manual builds ..}
| Delete
Add Builds
View Builds
Download

b. Click Edit to edit the Manual Builds data provider information. The Edit Data Provider page loads.
c. On the Edit Data Provider page, you can update the details of the Manual Builds data provider.
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¢ Edit Data Provider

Updiate the provider details.

Data Provider Details

Name *

SAM Manual Builds

Description

Manual builds for SAM application.

Enable headless collection support

How many days’ data do you want to keep in the data warehouse?

All Days ~1

Ill

d. Click Save to save your changes. You can also click Cancel to quite editing.
10. Click the User menu on the upper right corner of the view.

. Adi Admin

Welcome to ADI

My Profile

Logout

11. Select Logout to log out from ADI. The Login window appears. You are now logged out from ADI.

As the ADI administrator Alvin, you have now successfully created the SAM Manual Builds data provider.
Next you will switch your role to Tammy, the test manager. You need to create a workbook to represent a
new application that you want your team to use for code coverage analysis.

Defining a new application as an Analysis workbook

In ADI, a workbook is used for grouping the same or disparate artifacts for analysis. In this lab, the
workbook is used to represent an application. You will play the role of Tammy to define a new application
as a workbook and then associate the workbook with a Manual Builds data provider that stores the code
coverage results of that application.

Complete the following steps to define a new application as a workbook.

1. On the ADI Login window, log in as Tammy the test manager, with Tammy as the user ID and Tammy as
the password.

2. On the All Projects page, select the HealthCare4All project.
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All F'rojects &5 Manage All Projects

(healthcare. example.com)

My Projects All Other Projects Archived Projects

HealthCare4All

Health Care Systems

Project to store data to be analyzed for Health Care systems.

L1 Explore Dashboard

ﬁ Manage Project

3. On the Welcome page that appears, select the Test role and click Continue.

Select your role:

QO Development @

@ Test &

(O Operations @

The Workbooks page appears with a message that no workbooks have been specified at this point.

Create Workbook W

Workbooks

Currently no Workbooks have been specified.

Create a Data Provider first and then come back here to create the Workbook that uses
that provider by selecting the create workbook button in the header. If you do not see the
create buttons ask an administrator 1o do it for you or provide you with tha pedguired

DermiIssons.

4. Click Create Workbook and then select Analysis form the drop-down list.
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Create Workbook W

Analysis
API Discovery

Business Rule Discovery

5. Complete the Add Analysis Workbook page that appears with the following information.
« Name: SAM Application
 Description: This is an analysis workbook for SAM application.
- Contributors: Select Trish as Member.

Note: By default, the user who creates an Analysis workbook will be automatically added as the
owner of this Analysis workbook.

 Providers: Select SAM Manual Builds. The Code Coverage Data Provider Settings section appears.
— Code Coverage Threshold: Slide the left slider to 50% and the right slider to 70%.

— Refine Custom Scope: You will not see any files to select at this point because you have not yet
loaded the code coverage results to SAM Manual Builds.
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< Add Analysis Workbook

Define a Workbook that groups all data for ane or more providers and defines which team members have acoess to this data

Mame®

‘ SAM Application |

Deecription

‘ Thiz ie an anelyeie workbook for SAM Application. |

Contributors

O\ S=a O\ Search
- C—
Adi Admin @ Tamimy
@ Trieh
Providers*®

SAM Manual Builds
Maruwcd builds for SAM
appBcition.

Code Coverage Data Provider Settings

Code Coverage Threshold

—] [—

50% T0%

Refine Custom Scope
» Expand and select specific files to include in this collection or skip this step to include all files.

6. Click Add to add this Analysis workbook. The Workbooks page appears with the Analysis workbook
you added.

Workbooks

LR

SAM Application

A No Data

Mo Data

Code Coverage

Now you have created the Analysis workbook. Next, you will load the code coverage results into the first
build of the SAM Manual Builds data provider to perform the code coverage analysis.
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Adding the code coverage files to the first build

In this lab, you play the role of Tammy, the test manager, to add the code coverage files for analysis to the
first build that is being created in the Manual Builds data provider.

Complete the following steps to add the code coverage files to the first build.
1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the SAM Manual Builds data provider card. An options
menu appears.

Note: The options menu are different from what you have seen in the previous lab. This is because of
the role permissions that are assigned to this user. Tammy has only the role permissions as a
workbook owner. As a result, she can not edit nor delete a data provider. For more information about
role permissions, see “Assigning role-based permissions to ADI users” on page 151.

SAM Manual Builds .

Edit
Delete
Add Builds

View Builds

Download

4. Select View Builds from the options menu that appears. The Builds page with all the builds in the
data provider appears. Currently only one build is available, that is, 2015Nov10Build.

5. Select the Edit icon ( @ ) on the 2015Nov10Build row.
< Builds®
SAM Manual Builds

Create and manage builds, Select | 1) to create a new build or use the Actions menu on the right to edit an existing build as well as upload

more coverage files for a specific build.

Sha'.'.'lngl-l'

2015Nov10Build Nov 10, 2015, 12:00:00 AM na [ 2O

Showing 1-1 First

The Edit Build page appears.

6. On the Edit Build page, click the Add icon (®) next to Code Coverage Files header section.
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< Edit Build

5AM Manual Builds

Build Marmg *
2015Mov10Build

Date OfBuild*
11/10/2015, 12:00 AM

Description
Movemnhber 10, 2015 build for SAM application.

Code Coverage Files|@®]

Browse and select one or more code coverage zip files created by testing this build. You can add more files later.

MNo files have been uploaded

7. Select samtl.zip, samt2.zip, samt3.zip, samt4.zip, samt5.zip, samt6.zip, samt7.zip as
the code coverage files.

Note: Browse to the sample data folder. Open the Installed ADI folder > adi >examples> cobol-
coverage > SAM App > November 10 2015. Multi-select samtl1.zip, samt2.zip, samt3.zip,
samt4.zip, samt5.zip, samt6.zip, samt7.zip files.

Code Coverage Files®

Browse and select one or more code coverage zip files created by testing this build. You can add more files later.

Filename Upload Date User Description

samtl.zip
samt.zip
samt3.zip
samtd.zip
samt5.zip
samto.zip
samt7.zip
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8. Click Save to upload the code coverage files. The confirm dialog appears.

9.

10.
11.

12.

x
Do you want to proceed?
You made the following changes to the

code coverage files of this Build:

7 Files Added
0 Files Removed

Code coverage results will be recomputed accordingly,

Click OK to confirm the files you upload. The Builds page appears with a message that shows the
data collection is scheduled. You will be notified when the data collection is completed.

e Mar 8, 2018, 12:19:35.520 AM - @ID@I Code Coverage files were changed for automation result 2015Nov10Build and a new data collection for updating coverage metrics was scheduled. New coverage metrics will only be
available once this data collection has finished.

Click the Back icon on the Builds page header to go back to the Data Providers page.

Wait for a couple minutes till the data collection to complete. To view the status of data collection,
click Notifications (bell) icon on the upper right corner of the window.

SAM Manual Builds: CRIDAQD&3I Finished the code
° coverage data collection for automation result
O 2015Nov10Build.
SAM Manual Builds: @ID®@] Code Coverage files were
changed for automation result 2015Nov10Build and a
) new data collection for updating coverage metrics was
scheduled. New coverage metrics will only be available

30 minutes Ago

B0 minutes ago

once this data collection has finished.

After the code coverage data collection is completed, you can go to the Analysis workbook to see
which source files are tested based on the code coverage results that have been loaded. In real-life
scenarios, there can be hundreds of source files for an application which makes it hard for the testers
to focus the testing in different area. In this case, you can create multiple Analysis workbooks and
define the focus area within each Analysis workbook by using the custom scope. You can complete
the following steps to define the custom scope .

a. Click the Menu icon next to the IBM ADI header to open the menu pane.
b. Click Workbooks to go to the Workbooks page.

c. Click the Options Menu icon on the header of the SAM Application card. An options menu
appears.

d. Select Edit to edit the SAM Application information.
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SAM Application :

Edit
Delete
Pin

SAM MANUATBUNGS

Code Coverage

e. On the Edit Analysis Workbook page that appears, scroll down to Refine Custom Scope section
and click the Expand icon to view the source files that are loaded to the Manual Builds data
provider. These source files, SAM1.cbl and SAM2. chl in this case, are tested as part of the code
coverage results.

Notes:

« By default, if you do not select any files, ADI considers all files for analysis.

- If you want to define your own scope for this Analysis workbook, select the Pin icon ( # )in
front of the item name to include the file in the scope.

Refine Custom Scope

b

Provider SAM Manual Builds

For this tutorial, you will not define the custom scope for SAM Application. Click Cancel to cancel the
changes.

Now as Tammy you have added the code coverage files to the first build of the SAM Application Analysis
workbook. You are now able to see the code coverage analysis results of the 2015Nov10Build from the
Workbooks page.

Viewing the code coverage analysis results of the first build

In this lab, you can view the analysis of code coverage results of the first build that you have loaded in the
previous lab.

Complete the following steps to view the analysis of code coverage results for 2015Nov10Build from the
Workbooks page.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.

2. Click Workbooks to go to the Workbooks page. On the SAM Application card, you can see that SAM
Application has only 66% code coverage.
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Workbooks

SAM Application '

66%

SAM Manual Builds

3. Click the header name of SAM Application card to view the detailed code coverage reports. The SAM
Application page appears with summary charts.
< SAM Application

Review the summary charts for each contributing data previder. Many charts and ehart groupings provide a more detailed breakdown when selected. ¥

Code Coverage

Provider Bulld )
SAM Manual Builds  2015Nov10Build () view Files
Charts (SAM Manual Builds: 2015Nov10Build) Compare With: No Previous Builds W
Code Coverage @ Coverage Changed vs Un Coverage Drops @

0%

0%

0%

66% 0%

Executable Lines Covered Trend @

.

On the SAM Application page, you can see the analysis of 2015Nov10Build in the Charts section.
The first chart is the latest Code Coverage result of SAM Manual Builds that shows 66% Code
Coverage. Next to the Code Coverage report are the comparison of code coverage for changed and
unchanged executable lines of code and the files biggest code coverage drops. You can see no data
for both reports since there is only one build for SAM application. For the same reason, you see no
trend lines on the trends analysis reports in the Trends section.

For each report, you can hover over on the Help icon (@ ) to see the report information.

4. Under the SAM Application page header, click the Expand icon to view the Workbook Summary. You
can see the summary information of all the data providers for this Analysis workbook.
< SAM Application

Review the summary charts for each cantributing data provider. Many charts and chart groupings provide a more detailed breakdown when selected. 4.

Workbook Summary @
Code Coverage

Provider Type Collection Interval RTC Project Area RTC Build Definition
SAM Manual Builds. Manual

5. Click the Expand icon to close the expanded section.
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6. Select View Files icon on the upper right corner of the header to view detailed analysis.

Code Coverage

Provider Build
@ View Files
SAM Manual Builds 2015MNov10Build

7. Observe the Build Analysis page that appears. On the header section, you can see the summary for
the entire build. The current build is in the yellow state with 66% code coverage. Next to the code
coverage percentage is the percentage of code coverage changes comparing to the previous build.
Since this is the first build, there is no percentage of code coverage changes yet. It is for the same
reason that the number of modified files and new files are zero. For 2015Nov10Build, you can see
that 7 tests are tested against this build. ADI analyzes that you can run only two tests to get the same
code coverage results.

( SAM Application  Provider ~ Build ~ Compare With ~  Filters +

Build Analysis SAM Manual Builds ~ 2015Nov10Build  No Previous Builds (P Files A PinnedFiles  EBTests  (File Trends

66% 0 0 7 2

Code Coverage Modified Files New Files Historical Tests Minimal Tests

On the table section, you can see the code coverage analysis details of all the files within the build.
SAM2.cbl has a red warning icon because SAM2. cb1 has only 40% code coverage, which is lower
than 50% threshold that you set earlier in the lab of “Defining a new application as an Analysis
workbook” on page 25.

Executable Lines @

Item Name ® Warnings @ Code Coverage @ Covered ® Total (@ @ Historical @ Minimal @
3 > SAMl.chbl 78% 137 176 7 2
£ > SAM2.cbl N 40% m— 31 77 3 1

8. Click the name of SAM2 . cb1 to view the list of Historical Tests to Run and Minimal Tests to Run. ADI
recommends that for SAM2. cbl you can just run SAMT4 test to get 40% code coverage instead of
running all the historical tests.

SAM2.chl

Historical Tests to Run: 3 Minimal Tests to Run: 1
SAMTL SAMT4
SAMT3
SAMTA4

From the detailed code coverage analysis, you can see that only 31 executable lines are tested
among the 77 executable lines. SAMT1, SAMT3, and SAMT4 are three test cases ran against
SAM2.cbl. ADI suggested SAMT4 test case as minimal tests to run. This means that your test cases
are not effective. SAMT4 covers the same executable lines that are covered in SAMT1 and SAM3.

9. Click the name of SAM2. cb1 again to hide the information section.

10. Select the Expand icon ( ) in front of SAM2. cb1 file to view the code coverage analysis result of
the flowpoints within SAM2. cbl. You can see that 100-VALIDAT-TRAN-ACTION and 200-
PROCESS-TRAN are not properly tested. These two flowpoints cause insufficient code coverage for
SAM2.cbl.
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2 W SAM2.cbl N 40% — 31

“a
<
w
r

MAIN 75% I 6 8
100-VALIDATE-TRAN A 28% . 7 25
110-VALIDATE-TRAN-ACTION 88% I 7 8
200-PROCESS-TRAN PN 0% V] 24

CRUNCH 100% I 2 2
310- 88% I 7 8

You can also notice that all three tests are testing exactly the same set of flowpoints, which means
that the test cases are not all effective. As the test manager Tammy, you should pay attention to
these test cases in the future tests.

11. Click the Expand icon in front of SAM2. cbl file again to close the flowpoint analysis section.
12. Select the Tests menu on the upper right menu.

@ Files ® PinnedFiles |BB Tests| @) File Trends

The Tests menu view loads. The view shows all the tests which are executed against the entire build
and their code coverage details. You can notice the code coverage details of SAMT1, SAMT3 and
SAMT4 which you observed in the previous steps. You can see that SAMT1, SAMT3, and SAMT4 have
almost exactly the same detailed information, such as number of lines tested, flowpoints tested, and
files tested. But SAMT1 has a slightly higher number of lines tested. As a result, SAMT3 and SAMT4
are candidates for retirement.

< ::l':d?:::;:-lm ::\:“ ::;u:l Builds :;i.l:N;leE!qu ::'::vru::: iE'!:n:s ey (Pries A PinedFies EBTests | QDFileTrenos
66% 0 0 7 2
Code Coverage Modified Files New Files Histerical Tests Minimal Tests

Item Name ® Code Coverage @ Covered @ Total @ Covered @ Total @ Tested @ Missing @ @ Elapsed Time @
SAMT1 66% 168 2583 21 23 2 "] 4 sec.
SAMT2 55% 97 176 12 17 1 V] 4 sec.
SAMT3 65% 165 253 21 23 2 0 4 sec.
SAMT4 65% 165 2583 21 23 2 "] 4 sec.
SAMTS 68% 120 176 15 17 1 V] 4 sec.
SAMT6 62% 109 176 14 17 1 0 4 sec.
SAMT? 60% 106 176 14 17 1 0 4 sec.

Now as Tammy you understand the quality issues of the 2015Nov10Build. You communicate the results
to your teams and ask them to do a better job of testing SAM2 . cb1l for the future builds. Now you have
seen how to set up an Analysis workbook to analyze code coverage results. Next, you are informed by the
development team that there is a new build available for testing. You will add a new build to the SAM
Manual Builds data provider.
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Adding a new build as a test manager

In this lab, you will continue to play the role as the test manager Tammy to add a new build to the existing
manual builds data provider.

The development team informs Tammy that the new build will be available for testing. As Tammy, you
add a new build to the SAM Manual Build without code coverage results and inform your team that the
build is available for testing. Take the following steps to complete this task.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.

2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the SAM Manual Builds data provider card. An options
menu appears.

(]

SAM Manual Builds

Edit
Delete

Add Builds

View Builds

Download

4. Select Add Builds from the options menu that appears. The Add Build page loads.
5. Complete the Add Build page with the following information.
 Build Name: 2015Nov11Build

- Date of Build: 11/11/2015, 12:00 AM. You can select the date from the drop-down calendar to
complete the Date of Build field.

« Description: November 11, 2015 build for SAM application.
« Code Coverage Files: Do not enter anything at this point.

< Add Build
SAM Manual Builds
Build Name * Date Of Build *
2015Nov11Build 11/11/201%, 12:00 AM
Description

November 11, 2015 build for SAM application.

Code Coverage Files®

Browse and selact one or more code coverage zip files created by testing this build. You can add more files later.

No files have been uploaded

6. Click Add to add the 2015Nov11Build.
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¢ Builds®
SAM Manual Builds

Create and manage builds. Select (*) to create a new build or use the Actions menu on the right to edit an existing build as well as upload more coverage files for a specific build.

Showing 1-2 First Page | Previous Page | Next Page
2015Nov118uild Nov 11, 2015, 12:00:00 AM N/A AS)
Nov 10, 2015, 12:00:00 AM 66% S OE
O New 30, 2017, 11:26:29.234 PM - CRIDADOS6T Added 32 new rows of data to the warehouse for automation result 201ENov10Build
Showing 1-2 First Page

You have now added a new build to SAM Manual Build. The testers can add code coverage results to
the build and perform the analysis of the results they upload.

Adding new code coverage results to the existing build
In this section, you play the role of Trish, the tester, to add the new code coverage results to the existing
2015Nov11Build build and to perform the code coverage analysis.

Trish is testing the new build. She wants to use ADI to analyze the code coverage results of the build that
she is testing. She goes to ADI to upload the code coverage results to the build created by Tammy. She
then reviews the results of code coverage analysis to see if she has improved the code coverage for
SAM2.cbl as instructed by Tammy or if any other quality issues occurs. In the real-life scenario, you may
have multiple testers testing the same files, each of the testers can come in to upload their own code
coverage results of the builds.

Complete the following steps to add new code coverage results to an existing build and perform the code
coverage analysis as Trish.

1. On the Login page, log in as Trish, a tester, with Trish as the user ID and Trish as the password.
2. On the All Projects page, select HealthCare4All.

All Projects

My Projects all Other Pr

HealthCare4All

Health Care Systems

Project to store data to be analyzed for Health Care systems.

'LLH Managa P

The Welcome page appears.
3. Click the Menu icon next to the IBM ADI header to open the menu pane.
4. Click Data Providers to go to the Data Providers page.

5. Click the Options Menu icon on the header of the SAM Manual Builds data provider card. An options
menu appears.
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Data Providers

SAM Manual Builds .

I

View Builds

Manual
fus
_-LT_] Download

6. Select View Builds. The Builds page appears with a list of builds.

7. From the list of builds, click the Edit icon ( 4 ) on the 2015Nov11Build to edit this build.
¢ Builds®
5AM Manual Builds

Create and manage builds. Select () to create a new build or use the Actions menu on the right to edit an existing build as well as upload more coverage files fora
specific build,

Showing 1-2 First Page | Previous Page | Next Page

1 of Bt Actior
Coverage
2015Nov11Build Nov 11, 2015, 12:00:00 AM na [ 21O
2015Nov10Build Nov 10, 2015, 12:00:00 AM 6% & (0O
@ nov 30, 2017, 11:26:29.234 PM - CRIDAOO661 Added 32 new rows of data to the warehouse for automation result 2015Novi0Build.

8. On the Edit Build page that appears, click the Add icon (®) next to the Code Coverage Files
header.

9. Select samtl.zip, samt2.zip, samt3.zip, samt4.zip, samt5.zip, samt6.zip, samt7.zip as
the code coverage files.

Note: Browse to the sample data folder. Open the Installed ADI folder > adi >examples> cobol-
coverage > SAM App > November 11 2015. Multi-select samtl1.zip, samt2.zip, samt3.zip,
samt4.zip, samt5.zip, samt6.zip, samt7.zip files.
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Code Coverage Files @

Browse and select one or more code coverage zip files created by testing this build. You can add more files later.

Filename Upload Date  User Description

samtl.zip
samt2.zip
samt3.zip
samtd.zip

samt5.zip

samtb.zip
samt7.zip

Cancel

10. Click Save to upload the code coverage files. The confirm dialog appears.
]

x
Do you want to proceed?
| You made the following changes to the

code coverage files of this Build:

7 Files Added
0 Files Fremoved

Code coverage results will be recomputed acoordingly,

11. Click OK to confirm the files you upload. The Builds page appears with a message that shows the
data collection is scheduled. You will be notified when the data collection is completed.

12. Wait for a couple minutes till the data collection to complete. To view the status of data collection,
click Notifications (bell) icon on the upper right corner of the window.

SAM Manual Builds: CRIDADO&3I Finished the code
ﬂ coverage data collection for automation result e i

2015Nov11Build.
SAM Manual Builds: @ID@I Code Coverage files were
changed for automation result 2015Nov11Build and a

- B new data collection for updating coverage metrics was
scheduled. New coverage metrics will only be available
once this data collection has finished.

4 minuies ago

Now you have successfully added new code coverage results to the existing application. You can view the
results of the code coverage analysis in the next lab.
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Performing the code coverage analysis as a tester

In this lab, you will continue with the role of Trish to review the code coverage analysis results of the new
build that you added in the previous lab. You can pin the critical files which you need your team to pay
attention to when they perform regression tests.

Complete the following steps to perform an analysis on the code coverage results of the new build.

1. Click the IBM ADI header to go to the Welcome page.
2. Select the Test role and click Continue.

Select your role:

O Development @

@ Test @

O Operations @

The Workbooks page appears. You can immediately see that the code coverage of the SAM
Application is now improved to the acceptable area at 74% which is a good sign.

Workbooks

SAM Application

i

/4%

SAM Manual Builds

Code Coverage

3. Click the header name of SAM Application card to view the detailed code coverage report. The SAM
Application page appears with summary charts.
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< SAM Application
Review the summary charts for each contributing data provider. Many charts and chart groupings provide a mare detailed breakdown when selected. W
Code Coverage
Provider v Build ;
ViewF
SAM Manual Builds  2015Novi18uild 80 viewFiles
Charts (SAM Manual Builds: 2015Nov11Build) Compare With: Previous Build v
Code Coverage @ Coverage Changed vs Unchanged Code @ Biggest Coverage Drops @
N SAM1.chl 0%
SAM2.cbl -24%
/
l" \
|
\ |
Number of files covered:2 / 2
Number of tests: 7
Trends
2015Nov108uild 2015Nov118uild
Code Coverage Percentage Trend @ Executable Lines Covered Trend @
o 250 L -
80
- 200
FE—
8 1504
1004 |
X 50 |
< o , § 1
o > o o
o S L g - St
@ Coverage percentage @ Current Build

You can see that code coverage of SAM Application is now increased to 74%, up by 7.115%. The
Code Coverage Percentage Trend and the Executable Lines Covered Trends are now updated with the
data for Nov 10 and Nov 11 builds.

Note: From two builds, the total executable lines of two builds are the same but the executable lines
hit are increased from 168 to 186. This is the reason that the overall code coverage for SAM
Application is increased.

4. Click View Files icon on the upper right to view detailed code coverage analysis of SAM Application.
The Build Analysis page loads. You can immediately see that there is no file with a red warning.

SAM Application  Provider ~ Build Compare With +~  Filters «
< | Butdmnaiyss S Mamialoulds 201N 10010 Prevous il b gopmiis [l @
0
O TA% 71 1 0 7 3
Code Caverage Modified File New Files Historical Tests Minimal Tests
Q,
- sts @
Item Name ® Warnings ® Code Coverage @ Change % @ Covered @ Total @ Added ® Updated ® Change% @ Deleted @  Historical @ Minimal @
# > SAMLlcbl 78% I ~0.159% 137 176 [} 1 ~0.568% 0 7 2
2 > SAM2.cbl A 64% ~23.740% 49 77 0 0 0.000% 0 5 1

5. Click the Expand icon in front of SAM2 . cb1l to view the code coverage analysis for SAM2. cbl at the
flowpoint level in the expended section.
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Ttem Mame & Warnings (O Code Coverage (B Change % & Covered (@ Tolal @ Added (B Updated (@ Change % B Delsted (D | Historical B Minimal (&

A > SAMlch TE% I 0% 137 176 o 1 ~1% o 7 3
& ¥ SAMZch €455 ~24% a3 77 1} o 0% o 5 1

55% I ~13% 7 8 [1} o 0% o

60% ] 25 [1} o 0% o

N-ACTION 100% I ~12% 8 8 Q 0 0% o

y:y 33% - ~33% 8 24 a Q 0% o

100% I 0% 2 2 o 0 0% o

55% I 0% 7 8 [1} o 0% o

6. Click Show All 6 Flowpints to navigate to the Flowpoints Analysis view. On the Flowpoints
Analysis view, you can see the code coverage analysis for each flowpoint. For example, Main is
tested 88%, which is increased 13% from the previous run. You can also notice the two flowpoints
that had issues previously. Although the code coverage percentages are increased, they are still in
the poor and insufficient code coverage threshold.

< | Flowpoint Aryss Pl S0 Fillers

Item Namea (3 Code Coverage (%) Change % (D Cowered 3 Total ) Added (9  Updsted ) Change% (D Deleted (9 | Historical )  Minimal ¢

B3% I 2 Q o 0% 0 5 1

60% 1 2! Q o 0% 0 5 1

100% I 8 8 0 o 0% a 5 1

% . 2 24 0 o 0% 0 5 1

100% I 0% 2 n) o 0% a 5 1

B83% I 0% 7 8 1) 1] 0% o 5 1

7. Click the Filters drop-down box on the top menu and check the Code Coverage Percentage box. The
slider bars shows the threshold between 0 - 50% appears. This is by default the value of the
insufficient code coverage threshold which has been set when you set up the workbook.

Filters

:| Changed Flowpoints Only |:|

Line Changes Percentage |:|
Code Coverags Percentage |_,,_g|
B 0% 50% B

8. In the Flowpoints Analysis view, it now shows only the flowpoint where the code coverage is lower
than 50%. You can move the right slider to 70%. The view is refreshed to show the flowpoints where
the code coverage is lower than 70%.
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9.
10.

11.

12.

13.

roentage

Code Coverage Percentage [ e R [ e (0

Item Namea & Cod [_:[_ h (D | Covered B Total & Added Updated (® Change% (® Deleted (@ | Historical ® Minimal &
03 0%

60 B2% 15 25 0 0 0% 0 5 1

33% ~33% 8 24 0 0 0% 0 5 1

Showing1-2

Click the Back icon to go back to the Build Analysis view.

Click the Close icon (X) in the filter dialog message box to clear the filter on the Build Analysis view.
Both SAM1.cbl and SAM2.cbl are displayed.

Click the Pinicon in front of SAM2. cb1l name. As Trish, you decide to pin the SAM2. cb1 file since this
is the file which you would like your team and yourself to pay attention to for the next round of testing
for this build.

Ttem Name @  Warmnings @ Code Coverage @  Changs% (@ | Coversd @ Total @ Added @ Updated @ Change% (@ Deleted (@ | Historical @ Minimal @
P > SAM1ch 78% I 0% 137 176 0 1 ~ 1% 0 7 2
* > SAM2ch 649% A~ 24% 49 77 0 0 0% 0 5 1

In the real-life situation, there would be hundreds of files within a build. It would be much more
difficult for you to easily notice the problem areas. The filter function helps you to find these areas
easier. The pin function allow you and your team to communicate on the files which need attention,
such as the regression areas or the files that are more vulnerable than the others.

Click Pinned Files on the top menu.

(P Fites | # PinnedFiles | BB Tests @ File Trends

The updated view shows only the code coverage information of the files that are pinned. The header
section shows the code coverage summary of the pinned files along with the code coverage summary
for the entire build.

SAM Application  Provider Bulld CompareWith +  Filters +
< Bulld Analysls  SAM Manual Builds  2015Novi1Build  Previous Build (@ Fies | A pinnedFiles | BB Tests  (DFile Trends
©74% ~72% 64% -23.% 10 00 5 31
Code Coverage Moified File New Files Historical Tests Minimal Tests
Item Name @ Warnings @ Caode Coverage Change % ® Covered @ Total @ Added ® Updated @ Change% ® Deleted ® Historical @ Minimal @
A > SAMZcbl 64% ~23.740% 49 77 1] ] 0.000% 0 5 1

14. Under the Summary section, click on the right side number of the Minimal Tests.

3 1

Minirnal Tests

The list of the minimal tests file which ADI recommends to run for the pinned files appears. This is
the list of minimal tests that ADI analyzed based on code coverage results. They can yield the same
code coverage percentage as if you run all tests. In the real life scenario, when you have many test
files but have limited resources to perform the manual tests, ADI can help you to reduce time to run
all these tests.
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Item Name (@ Code Coverage ® Covered ® Total @ @ Covered ® Total @ | Tested @ Missing ® | Elapsed Time ®

SAMT] 74% — 186 253 22 23 2 0 10 sec.

You have now explored how to upload the code coverage results to ADI for analysis and how to perform
the code coverage analysis based on the code coverage results you uploaded.

Setting up automated code coverage data collections

This tutorial guides you through how to set up automated code coverage data collections.
ADI supports various automation scenarios for code coverage data collection as below.

- Automated code coverage data collection utilizing the headless code coverage collector daemon
program of RDz (IBM Rational® Developer for z Systems, 9.5). ADI ships the headless collector and
allows debuggers and code coverage engines to send code coverage data directly over the network so
that ADI can collect the code coverage data automatically.

- Automated code coverage data collection from RTC (IBM Rational Team Concert 6.0 or higher) Build
results. ADI supports connecting to RTC servers (6.0 or higher) and accessing RTC build results that
have code coverage data attached. This capability allows you to download these coverage files and add
them automatically to ADI.

In this tutorial, you can explore one of the automation scenarios that ADI supports. That is, the
automated code coverage data collection utilizing the headless code coverage daemon program of RDz
9.5. You play the role as Tammy, the test manager, to add a new application in order to perform the code
coverage analysis. This task is similar to “Setting up Manual Builds for Code Coverage Analysis” on page
19. However, in this tutorial, while creating the data provider, as Tammy you enable the headless
collector for ADI to automatically collect the code coverage data.

Prerequisites
Before you begin this tutorial, you should complete the following activities.

« “Installing and setting up ADI” on page 7

 “Setting up Manual Builds for Code Coverage Analysis” on page 19

Adding a Manual Builds data provider to collect code coverage data automatically

In this section, Tammy the test manager wants to start monitoring code coverage for a new application
called Health Care application. She wants the code coverage data to be automatically collected by ADI.
So she requests Alvin, the ADI administrator, to create a new data provider to collect the data for her
Health Care application.

As Alvin, you need to complete the following steps to add a Manual Builds data provider to collect code
coverage data automatically.

1. Navigate your browser to https://healthcare.example.com:9443/adi/web/projects/
HealthCare4All.

2. Log in the ADI administrator with AdiAdmin as the user ID and AdiAdmin as the password.
3. Click the Menu icon next to the IBM ADI header to open the menu pane.

4. Click Data Providers to go to the Data Providers page. The Data Providers page loads with a Manual
Builds data provider: SAM Manual Builds.
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Create Data Provider

Data Providers

SAM Manual Builds

"
M
M
; Manual builds for SAM application.
[ |
L

5. Click Create Data Provider. The Add Data Provider page loads with choices of available data
providers.

¢ Add Data Provider

Select a data provider kind to define 2 new provider and specify data to collect.

x e <) ® ¥

Enterprise Artifacts Manual Builds Aational Team Concert OMEGAMON far CICS

Application Discovery
Builds P t L

€

6. Click the Manual Builds data provider card. A form for creating the Manual Builds data provider
appears.

7. Complete the form with the following information.
a. First Build
1) Build Name: 2016Feb2Build

2) Date of Build: 2/2/2016, 12:00 AM. You can select the date from the drop-down calendar
to fill in the Date of Build field.

3) Description: February 2, 2016 build for Health Care application.

First Build

Build Name *

2016Feb2Build

Date Of Build *

2/2f2016, 12:00 AM

Description

February 2, 2016 build for Health Care application.

b. Code Coverage Files
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You won't load any code coverage files at this moment.
c. Data Provider Details
1) Name: Health Care Manual Builds

2) Description: Manual build with automated data collection for Health Care
application.

3) Enable headless collection support: Select the check box.
4) Collection Trigger: Select Manual.

Note: In the real-life scenarios, instead of manually triggering the data collection, you would
set the interval time for ADI to collect data automatically.

This is to set how the code coverage data is to be collected. It can be on demand by selecting
Manual or on schedule by selecting Automatic and specifying the collection interval in hours.
For the objective of demonstration in this tutorial, you do on demand collection in order to see
the code coverage data being loaded immediately.

5) Select All Days in number of days you want to keep data in the data warehouse. You can
choose among All Days to keep the data forever, 90 Days, 120 Days, 180 Days, and 360 Days.

Data Provider Details

Name *

Health Care Manual Builds

Description

Manual build with automated data collection for Health Care application.

[/] Enable headless collection support

Collection Trigger

Manual v

How many days' data do you want to keep in the data warehouse?

All Days w

Add Cance

8. Click Add to add this provider. The Data Providers page appears with the Health Care Manual
Builds added as the first card.
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Data PrDVidE G <o

-Ew

Health Care Manual Builds SAM Manual Builds .

Manual build with automated data Manual builds for SAM application.
collection for Health Care
application.

9. Click the Options Menu icon on the upper right corner of the Health Care Manual Builds card. An
options menu appears.

Health Care Manual Builds .

collectionfor G

application, Delete
Refresh
Copy Startup Key
Add Builds
View Builds
Download

10. Select View Builds to view all the builds of this Manual Builds data provider. The Builds page appears
with one build available.

Note: The Code Coverage value indicates N/A at this point because ADI has not yet collected the
code coverage data.
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< Builds®

Health Care Manual Builds

Create and manage builds. Select 'f;'_\l to create a new build or use the Actions menu on the right to edit an existing build as well as
upload more coverage files for a specific build.

Showing 1-1 First Page | Previous Page | Next Page

Name Date of Build Code Action
Coverage
. &
2016Feb2Build Feb 2, 2016, 12:00:00 AM NA SO

Showing 1-1 First Page | Previous Page | Next Page

11. Select the Back icon next to the Builds page header to go back to the Data Providers page.

Alvin has now finished creating the data provider with automated data collection. Next he will create
a workbook, associate the workbook with this data provider, and set up a build to collect code
coverage data automatically for analysis.

Note: In the real-life scenario, Tammy, the test manager can create her own workbook and trigger
the data provider to collect code coverage data. For the purpose of this demo, you will continue as
ADI admin.

12. Click the IBM ADI header to go to the Welcome page.
13. Select the Test role and click Continue. The Workbooks page appears with one workbook available:

SAM Application.
Create Workbook %

Workbooks

# %

SAM Application

_
@

©74%

SAM Manual Builds

ywle Coverage

14. Click Create Workbook and then select Analysis form the drop-down list.
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Create Workbook »

Analysis
API Discovery

Business Rule Discovery

The Add Analysis Workbook page appears.
15. On the Add Analysis Workbook page, fill in the following information.
« Name: zMobile Health Care.

« Description: This is an analysis workbook for the core Health Care
application.

» Contributor List: Select Tammy, Marco as Owner and Trish as Member.

« Provider: Select Health Care Manual Builds. The Code Coverage Data Provider Settings section
appears.

— Code Coverage Threshold: Slide the left slider to 60% and the right slider to 80%.

— Refine Custom Scope: You will not see any files to select at this point because you have not yet
loaded the code coverage results to Health Care Manual Builds.
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< Add Analysis Workbook

Define a Workbook that groups all data for ane or mone providers and defines which team memibers have acoess to this data.

PMame*

| zMobile Health Care

Deecription

| Thiz is an analysis workbook for the care Health Care application.

Contributors

Q\EEE.:, 0\555:'
®
@ o
Adi Admin
Providers*®

Health Care Manual Builds SAM Manual Builds
A

Code Coverage Data Provider Settings

Code Coverage Threshold

—]

&0%

Refine Custom Scope

» Expand and select specific files to include in this collection or skip this step to include all files

16. Click Add to add this Analysis workbook. The Workbooks page appears with the Analysis workbook

you added.

Workbooks

SAM Application E zMobile Health Care

©74% A No Data

SAM Manual Builds Mo Data

Code Coverage Code Coverage

17. Click the User menu on the upper right corner of the view.
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Welcome to ADI

My Profile

Logout

18. Select Logout to log out from ADI.

You have successfully created the Health Care workbook with the first build and set it up in the way that it
can automatically collect the code coverage files. In the next section, you will play the role of Tammy, the
test manager, to load the code coverage files into the location where ADI can collect them for analysis. In

real practices, the step to prepare and load the code coverage files into an ADI location can be done
automatically depending on the programming languages and tools you are using to generate code
coverage data. For more information, see Chapter 6, “Preparing external data sources,” on page 163.

Loading the code coverage results and triggering the data collection from ADI

In this lab, you play the role of Tammy, the test manager, to load the code coverage results to the location

where ADI can collect data automatically. Then you trigger the zMobile Health Care Manual Builds data
provider to collect the code coverage results.

As Tammy you need complete the following steps.

1. Log in as the test manager with Tammy as the user ID and Tammy as password. The All Projects page

appears.

2. Click HealthCare4All. The Workbooks page loads with two workbooks: SAM Application and

zMobile Health Care.

Workbooks

SAM Application

©°74%

SAM Manual Builds

&

: zMobile Health Care .

No Data

Mo Data

ode Coverages

Note: At this point, no data is available for code coverage analysis report of zMobile Health Care.
You need to load the code coverage files into the ADI location and trigger ADI to collect code

coverage data.

3. Click the Menu icon next to the IBM ADI header to open the menu pane.
4. Click Data Providers to go to the Data Providers page.
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5. On the Data Providers page, click the Options Menu icon on the upper right corner of the Health Care
Manual Builds data provider card. An options menu appears.

Data Providers

Health Care Manual Builds s

Manual build v
[" 1 collection for F Refresh

application.

Copy Startup Key
Add Builds
View Builds

Download

6. Select the Copy Startup Key from the option list to copy the start up key to the clipboard.

7. Open the Notepad program and paste the startup key to the Notepad. You will see the text similar to
the following sample. Remember the provider ID. In this case the providerid is LFB1QG.

TEST(,,. TCPIP&127.0.0.1%8005:%)
ENVAR("EQA_STARTUP_KEY=CC, providerid=LFB1QG testid=<fill in your test-id>")

8. Browse to the sample data folder: Installed ADI folder > adi > examples> cobol-
coverage > zMobile Health App > Build1l. Select all the zip files under Build1 folder and
copy them to the clipboard.

9. Browse to the ADI location. Select adi > server > conf > adi > headless-CC-files.

10. Open the folder that has the same name as providerid. From this example it is the LFB1QG-files
folder. Paste all the zip files you copied to this folder.
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« v « adi > server » conf » adi > headless-CC-files » LFB1QG-files v Q| | Search LFB1QG-files R
Name N Date modified Type Size

# Quick access )
£ QueryVisitzip 11/28/2017 11:10 ...  Compressed (zipp... 22 KB
% This PC ¢ QueryThreshold.zip 11/28/2017 11:10 . Compressed (zipp.. 15 KB
m Desktop ; QUERYPRI.zip 11/28/2017 11:10 ...  Compressed (zipp... 6 KB
Documents ; QuerypatientErr2.zip 11/28/2017 11:10 ...  Compressed (zipp... 9 KB
% Downloads 2 QueryPatientErrl.zip 11/28/2017 11:10 ... Compressed (zipp... 9 KB
b Music z QueryPatientzip 11/28/2017 11:10 .. Compressed (Zipp... 9KB
_ Pictures z QueryNo.zip 11/28/2017 11:10 ...  Compressed (zipp... 6 KB
B Videos z QueryMeds.zip 11/28/2017 11:10 ...  Compressed (zipp... 15 KB
£ QueryMedErr.zip 11/28/2017 11:10 ...  Compressed (zipp... 9KB
el ! QueryMDzip 11/28/2017 1110 .. Compressed (zipp.. 6 KB
) Network z Queryln.zip 11/28/2017 11:10 ...  Compressed (zipp... 6 KB
z QuerylD.zip 11/28/2017 11:10 ...  Compressed (zipp... 6 KB
z QueryDP.zip 11/28/2017 11:10 ...  Compressed (zipp... 6 KB
z PrimaryMenu.zip 11/28/2017 11:10 ...  Compressed (zipp... 6 KB
z ExitPrimMenu.zip 11/28/2017 11:10 ...  Compressed (zipp... 6 KB
z ERRPRI.zip 11/28/2017 11:10 ...  Compressed (zipp... 6 KB
£, DELPRIzip 11/28/2017 11:10...  Compressed (zipp... 6 KB
£ AddvisitErr.zip 11/28/2017 11:10 ...  Compressed (zipp... 10 KB
; AddVisitzip 11/28/2017 11:10 ...  Compressed (zipp... 22 KB
; AddThreshold.zip 11/28/2017 11:10 ...  Compressed (zipp... 17 KB
; ADDPRLzip 11/28/2017 11:10 ...  Compressed (zipp... 6 KB
; AddPatientErr2.zip 11/28/2017 11:10 ...  Compressed (zipp... 14 KB
z AddPatientErrl.zip 11/28/2017 11:10 ...  Compressed (zipp... 7 KB
z AddPatient.zip 11/28/2017 11:10 .. Compressed (Zipp... 16 KB
z AddmedsErr.zip 11/28/2017 11:10 ...  Compressed (zipp... 14 KB
z Addmeds.zip 11/28/2017 11:10 ...  Compressed (zipp... 17 KB

In your typical scenario, you want the code coverage results to be loaded into this location
automatically, which depends on the programming languages and tools you are using to generate
code coverage data. For more information, see Chapter 6, “Preparing external data sources,” on page
163.

11. Go back to the Data Providers page and click the Options Menu icon on the upper right corner of the
Health Care Manual Builds card. The option list appears again.

Data Providers

Health Care Manual Builds E
?oEll[:al:lciobnufﬁ ; Refresh
application. Copy Startup Key

Add Builds
View Builds
Download

12. Select Refresh to trigger ADI to collect the code coverage data. The Data Collection window
appears.
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Data Collection .

Manual refresh

This will start a data collection for provider Health Care Manual Builds

Do you want to continue?
- ::.:.I;-I"..

13. Click OK to start the data collection.
14. Click the Options Menu icon on the upper right corner of the Health Care Manual Builds card. An
options menu appears.

Data Providers

LN N

Health Care Manual Builds

Manual build v
collection for+ Refresh

lication.
SRS Copy Startup Key

Add Builds
View Builds

Download

15. Select View Builds to view the list of builds. You can now see the information bar indicates that data
is loaded to the warehouse. Code Coverage for this build now shows that the code coverage
percentage of this build is 66%.
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< Builds®

Health Care Manual Builds

Create and manage builds. Select to create a new build or use the Actions menu on the right to edit an existing build as well as upload more coverage files for a
specific build.

@ Dec 1, 2017, 12:37:26.220 PM - CRIDADOS63I Finished the code coverage data collection for automation result 2016Feb2Build.

Showing 1-1 First Page | Previous Page |

Name Date of Build ion
201 6Feh?2Rinld . . >
2016Feb2Build Feb 2, 2016, 12:00:00 AM 66% 7

@ pec 1, 2017, 12:37:26.220 PM - CRIDAODS63I Finished the code coverage data collection for automation result 2016Feb2Build.

@ Dec 1, 2017, 12:37:26.095 PM - CRIDAODS6I Added 213 new rows of data 1o the warehouse for automation result 2016Feb28uild.

16. Click the Menu icon next to the IBM ADI header to open the menu pane.
17. Click Workbooks to go to the Workbooks page.
On the Workbooks page, you can see the code coverage results for zMobile Health Care is 66%. You

can click the name of the zMobile Health Care workbook card to view detailed analysis as you did in
the “Setting up Manual Builds for Code Coverage Analysis” on page 19 tutorial.

zMobile Health Care

66%

Health Care Manual Builds

4

“Aada aerada
LIS &

You have now explored how to add a new Manual Builds data provider to collect the code coverage data
automatically. This scenario reduces the manual steps you have to perform in order for ADI to perform
analysis of code coverage data. As mentioned in the beginning of “Setting up automated code coverage
data collections” on page 44, ADI also includes the capability of automated code coverage data collection
from an RTC build. Due to the lack of RTC hosted environment, you are not able to explore this scenario in
this tutorial for now. If you are interested in the ADI capability of automated data collection from an RTC
build and already have an RTC server hosted with code coverage data, you can find more information in

this online help in the Chapter of Chapter 7, “Managing connections, data providers, workbooks, and
notifications,” on page 191.

Exercising setting up a Manual Builds for code coverage analysis

This is a required exercise as prerequisite for the Analyzing code coverage tutorial. You need to perform
the set up of a Manual Builds data provider and an Analysis workbook to analyze code coverage for
Perfect Calculator application.

Before you begin this tutorial, you need to complete the following task.
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- Installing and setting up ADI

Setting up a Manual Builds data provider

This section guides you how to set up a Manual Builds data provider for code coverage analysis of Perfect
Calculator application.

Complete the following steps to set up a Manual Builds data provider for Perfect Calculator application.

1. Navigate your browser to https://healthcare.example.com:9443/adi/web/projects/
HealthCare4All.

2. Login as the ADI administrator with AdiAdmin as the user ID and AdiAdmin as the password. The
Welcome page appears.

3. Click the Menu icon next to the IBM ADI header to open the menu pane.
4. Click Data Providers to go to the Data Providers page.

On the Data Provider page, a warning message shows that no data providers have been specified yet.

Data Providers

Currently no Data Providers have been specified.

Select create data provider butten in the header to create one. If you do not see the create button ask an administrator to do it for you or provide you with the required permissions

5. Click Create Data Provider. The Add Data Provider page loads with choices of available data
providers.

< Add Data Provider

Select o datn provides kind ta define @ new provider and specify data to callect.

, & ) @

Rational Team Concert

Builds

OMEGAMON for CICS Application Discovery

6. Click the Manual Builds data provider card. A form for creating the Manual Builds data provider
appears.

7. Complete the form with the following information.
a. First Build
1) Build Name: 2015Nov10Build

2) Date of Build: 11/10/2015, 12:00 AM.. You can select the date from the drop-down calendar
to fill in the Date of Build.

3) Description: November 10, 2015 build for Perfect Calculator application.
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First Build

Build Name

2015Mov10Build

Date Of Build *
11/10/2015, 12:00 AM

Description

Movember 10, 2015 build for Perfect Calculator application.

b. Code Coverage Files

1) Click the Add icon (®) next to the Code Coverage Files header.

2) Browse to the installed folder>adi>examples>cobol-coverage>Perfcalc App>
November 10 2015 folder.

3) Select all the zip files in the November 10 2015 folder, that is, Perfcalctl. zip,
Perfcalct2.zip, Perfcalct3.zip,and Perfcalct4.zip.

4) Click the Open to add the files.
Code Coverage Files®

Browse and select one or more code coverage zip files created by testing this build. You can add more files later.

Filename Description

Perfcalctl.zip
Perfcalct2.zip
Perfcalct3.zip
Perfcalctd.zip

5) Data Provider Details
a) Name: Perfect Calculator Manual Builds
b) Description: Manual builds for Perfect Calculator application
c) Enable headless collection support: Make sure that the box is unchecked.
d) Select All Days for number of days to keep data in the data warehouse.
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Data Provider Details

Name *

Perfect Calculator Manual Builds

Description

Manual builds for Perfect Calculator application.

[] Enable headless collection support

How many days' data do you want to keep in the data warehouse?

All Days V

Add Cancel

8. Click Add to create this data provider. The Data Providers page appears with the Perfect Calculator
Manual Builds added.

Perfect Calculator Manual Builds E

Manual builds for Perfect Calculator
application.

9. Click the Options Menu icon on the upper right corner of the Perfect Calculator Manual Builds
cards. An options menu appears.

LR N

Perfect Calculator Manual Builds

Manual builds ]
application. Edit
Delste

Add Builds

View Builds

Download

10. Select Add Builds to add another build. The Add Build form appears.
11. On the Add Build form, fill in the following information.

a. Build Name: 2015Nov11Build

b. Date of Build: 11/11/2015, 12:00 AM. You can select the date from the drop down calendar to fill
in the Date of Build.
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c. Description: November 11, 2015 build for Perfect Calculator application.
d. Code Coverage Files:

1) Click the Add icon (@) next to the Code Coverage Files header.

2) Browse to the installed folder>adi>examples>cobol-coverage>Perfcalc App>
November 11 2015 folder.

3) Select all the zip files in the November 11 2015 folder, that is, Perfcalctl. zip,
Perfcalct2.zip, Perfcalct3.zip,and Pexfcalct4.zip.

4) Click Open to add the files.
e. Click Add to add this build.

12. The Builds page with the list of all builds appears. Click the Add icon (@) next to the Builds page
header to add another build.

13. On the Add Build form, fill in the following information.
a. Build Name: 2015Nov12Build

b. Date of Build: 11/12/2015, 12:00 AM. You can select the date from the drop down calendar to fill
in the Date of Build.

c. Description: November 12, 2015 build for Perfect Calculator application.
d. Code Coverage Files

1) Click the Add icon (@) next to Code Coverage Files header.

2) Browse to the installed folder>adi>examples>cobol-coverage>Perfcalc App>
November 12 2015 folder.

3) Select all the zip files in the November 12 2015 folder, that is, Perfcalctl. zip,

Perfcalct2.zip, Perfcalct3.zip, Perfcalct4.zip, Perfcalct5.zip, and
Perfcalcté6.zip.

4) Click Open to add the files.
e. Click Add to add this build.

14. The page with the list of all builds appears. Click the Add icon (@) next to the Builds page header to
add another build.

15. On the Add Build form, fill in the following information.
a. Build Name: 2015Nov13Build

b. Date of Build: 11/13/2015, 12:00 AM. You can select the date from the drop down calendar to fill
in the Date of Build.

c. Description: November 13, 2015 build for Perfect Calculator application.
d. Code Coverage Files:

1) Click the Add icon (@) next to the Code Coverage Files header.

2) Browse to the installed folder>adi>examples>cobol-coverage>Perfcalc App>
November 13 2015 folder.

3) Select all the zip files in the November 13 2015 folder, that is, that is, Perfcalctl.zip,

Perfcalct2.zip, Perfcalct3.zip, Perfcalct4.zip, Perfcalct5.zip, and
Perfcalct6.zip.

4) Click Open to add the files.
e. Click Add to add this build.
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16. The Builds page with the list of all builds appears. Click the Add icon (®) next to the Builds page
header to add another build.

17. On the Add Build form, fill in the following information.

a. Build Name: 2015Nov17Build

b. Date of Build: 11/17/2015, 12:00 AM. You can select the date from the drop down calendar to fill
in the Date of Build.

c. Description: November 17, 2015 build for Perfect Calculator application.

d. Code Coverage Files:

1) Click the Add icon (®) next to the Code Coverage Files header section.

2) Browse to the installed folder>adi>examples>cobol-coverage>Perfcalc App>
November 17 2015 folder.

3) Select all the zip files in the November 17 2015 folder, that is, Perfcalctl. zip,
Perfcalct2.zip, Perfcalct3.zip, Perfcalct4.zip, Perfcalct5.zip, and
Perfcalct6.zip

4) Click Open to add the files.
e. Click Add to add this build.

After adding all the builds, you should see 5 builds on the Builds page.

Name Date of Build Code Action
Coverage
2015Nov17Build Nov 17, 2015, 12:00:00 AM 75% VaAOIO)
@ Dec 1, 2017,1:30:09.578 PM - CRIDAOO66EI Added 22 new rows of data to the warehouse for automation result 2015Nov17Build.
2015Nov13Build Nov 13, 2015, 12:00:00 AM 86% VaAOIO)
2015Nova2Build Nov 12, 2015, 12:00:00 AM 100% VAGIO)
2015Nov11Build Nov 11, 2015, 12:00:00 AM 100% VAOIO)
2015Nov10Build Nov 10, 2015, 12:00:00 AM 84% VAOIO)

18. Click the Back icon on the Builds page header to go back to the Data Providers page.

You have now finished setting up of the Perfect Calculator Manual Builds data provider. Next you will set
up a workbook for the Perfect Calculator application.

Setting up a workbook
This lab guides you how to set up workbook for code coverage analysis of Perfect Calculator application.

Complete the following steps to set up a workbook for Perfect Calculator application.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Select the Test role and click Continue. The Workbook page appears.
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Select your role:

QO Development @

@ Test @

(O Operations @

The Workbooks page appears with a message that no workbooks have been specified at this point.

Create Workbook %

Workbooks

Currently no Workbooks have been specified.

Create a Data Provider first and then come back here to create the Workbook that uses

that pr aw Dutton inth If you do not see the

Yy Selecling the create Work

trator 1o 40 1T Tor you or provide you with the réquired

3. Click Create Workbook and then select Analysis form the drop-down list.

Create Workbook W

. Analysis

API Discovery

Business Rule Discovery

The Add Analysis Workbook page appears.
4. On the Add Analysis Workbook page, fill in the following information.
a. Name: Perfect Calculator
b. Description: This is an analysis workbook for Perfect Calculator application.
c. Contributor List: Select Tammy as Owner and Trish as Member.

Note: By default, the user who is creating a workbook will be automatically added as the owner of
the workbook.
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d. Provider: Select Perfect Calculator Manual Builds. The Code Coverage Data Provider Settings
section appears.

« Code Coverage Threshold: Slide the left slider to 50% and the right slider to 80%.

< Add Analysis Workbook

Define a Workbaok that groups all data for ane o mone providers and defines which team members have acoess to this data.

Meme*

‘ Perfect Caloulztor |

Description

This i an 2nalysis collection for Perfiect Calculator 2pplication. |

Contributors

O\SE':':' O\ Saarch
s o ]
G
@ Adi Admin
Trieh
Providers*
Ijlelajlt’hhcare Manua | Builds Perfect Calculator Manual AM P?;').Ijg\l__sfhl'.-:!e”
eallection for licaation.

ullas
Ml buiets: for Perfict Caleulator
application.

Code Coverage Data Provider Settings

Code Coverage Threshold

—] _

50% B0%

Refine Customn Scope

% Expand and select specific files to include in this collection or skip this step to include all files.

o

5. Click Add to add this workbook. The Workbooks page loads with Perfect Calculator workbook added.

Perfect Calculator E

£ 75%

Perfect Calculator Manual Builds
Code Coverade

You have completed the setup of the Perfect Calculator Analysis workbook. You are now ready to analyze
code coverage data for Perfect Calculator application. For more information, see “Analyzing code
coverage” on page 63.
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Analyzing code coverage

This tutorial guides you through how to analyze code coverage results with IBM ADI.

In this tutorial, you as Tammy, the test manager examines the code coverage analysis reports and
dashboard provided in the ADI by performing the following activities.

- Reviewing the Workbooks page to see overall application code coverage status
« Deep driving to code coverage of application that having problem
« Comparing code coverage status of current build and previous build to identify the problem

Prerequisite
Before you begin this tutorial, you need to perform the following activities.

« “Installing and setting up ADI” on page 7
« “Setting up Manual Builds for Code Coverage Analysis” on page 19

- “Exercising setting up a Manual Builds for code coverage analysis” on page 55

Reviewing code coverage reports and dashboards
This lab guides you how to review code coverage reports and dashboards as Tammy, the test manager.

Complete the following steps to examine the code coverage reports and dashboards.

1. Navigate your browser to https://healthcare.example.com:9443/adi/web/projects/
HealthCaredAll.

2. Login as the tester manager with Tammy as the user ID and Tammy as the password. The Workbook
page appears. For this tutorial, you will see the code coverage report for Perfect Calculator and SAM

Application.
Perfect Calculator SAM Application
D @
75% ©74%

Perfect Calculator Manual Builds S5AM Manual Builds

O AU AN O

You can see that both applications have the Aggregated Code Coverage over 70% but Perfect
Calculator is in warning state while SAM Application is in normal state. The code coverage report is a
roll-up percentage of code coverage from all builds within one workbook. ADI allows users to define
the code coverage threshold for a workbook to customize based on the quality level that application
required.

For example in this lab, the code coverage for Perfect Calculator which is lower than 80% will be
shown in yellow to indicate the warning status and the code coverage which is lower than 50% will
be shown in red to indicate that it is not in acceptable number. For the SAM Application, the
Aggregated Code Coverage which is lower than 70% will be shown in yellow.

These threshold values can be set when you create the workbook. See “Setting up Manual Builds for
Code Coverage Analysis” on page 19 how to set up the threshold values.

3. Click the name of Perfect Calculator card to deep dive to the code coverage reports of Perfect
Calculator workbook. The summary charts for Perfect Calculator loads.
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< Perfect Calculator

Review the summary charts for each contributing data provider. Many charts and chart groupings provide a more detailed breakdown when selected. W

Code Coverage

Provider Build +

[ view Files
Perfect Calculator Manual Builds  2015Nov178uild

Charts (Perfect Calculator Manual Builds: 2015Nov1 7Build)

Code Coverage @ Coverage Changed vs Unchanged Code @ Biggest Coverage Drops @
. CLCTPCTB.cb | L
I = PERFCALC cbl 0%
75%
10.813% o

Trends

2015Nov1 0Build 2015Nov178uild

Code Coverage Percentage Trend @ Executable Lines Covered Trend @
/K ____________ -
L] L] @ Ex L]
e

The reports show the code coverage analysis for the latest build of Perfect Calculator Manual
Builds. The first report shows that the Perfect Calculator has 75% Code Coverage which is in the
warning area. The code coverage is dropped from the previous build by 10.813%. From the next
report, you can see that 23 executable lines of code are modified on this build but only 1 line is
tested. There seems to be some issues here. The cause could be that the modified code has not been
tested properly.

Under the Trends section, the Code Coverage Percentage Trend is starting to go down from Nov 12.
On the next report, the number of total executable lines in the next report is going up from 64 to 76
on 11/13/2015 and then to 87 on 11/17/2015. However, the executable lines hit remains quite
stable. The issue seems to happen since the previous build.

4. Click View Files to drill down further.
e e = e

5. On the top row of the Build Analysis view that appears, you can see the summary of the entire build:
code coverage percentage, number of modified files, number of new files, number of historical tests
files ran against this build, and number of minimal tests to run. You can see the same information as
in the Workbook view that the code coverage drops by almost 11%.

You can notice that CLCTPCTB. cbl status is in red warning and the percentage of code coverage
change goes down by 18.286%. From the total of 39 executable lines, there are 11 executable lines
added and 4 lines updated to the build. You suspect that these added and updated executable lines
that didn't get tested causes the code coverage of the file to go down by 18.286%.

75% --108% 1 0 6 3

Code Coverage Modified File New Files Historical Tests. Minimal Tests

Iterm Name @) Warnings @ Code Coverage @ Change% (®  Covered @ Total @ Added ® Updated @ Change% (D Deleted @ Historical @ Minimal ®

# > CLCTPCTB.cbl B 46% I— v 18.286% 18 39 11 5

a7 48 0 0 0.000% 0 [ 3

# > PERFCALC.cbl 98% I ~ 0.
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Note: The "Change%" of executable lines is the percentage of executable lines that are changed with
in a build, which is calculated from the number of total executable lines within a build and the
number of lines that are added and updated within a build. The executable lines represent the
number of executable lines for a source file or program. The executable line is defined as the line of
code that the compiler marks as executable. For COBOL, the executable line may not directly
correspond to the exact source line, as COBOL is not debugged by using source but rather the
expanded source.

6. Click the Expand icon in front of CLCTPCTB. cb1 name to expand the flowpoints analysis section.
The flowpoints analysis section displays 3 flowpoints but there are total of 5 flowpoints within the
file.

Ttern Name (

o v

iy % 0%

N 0% 0%

e o o kb
o
=

=) o IS e | G
#

ey 0% 0%

( Show AlL5 Flowpoints )
e il )

7. Click Show All 5 Flowpoints on the bottom of the expanded section to see the code coverage details
of all flowpoints within the file. The Flowpoints Analysis view appears.

< ‘ Powpoimthnsksls  Fle ACTRCTRCH Y Fiters v

Ttem Namea (3 Cods Coveraze (3 Change % @

0% 0% 0 16 11

o o - o o | @
o o o o o |G

Similar to the Files Analysis view, this view shows the code coverage details for all flowpoints within
a file. You can see that the code coverage of COMBINE-AND-WRITE is showing 0% and 15
executable lines from the total of 16 executable lines are either added or updated. This confirms

Tammy suspicion that the executable lines that are modified within the CLCTPCTB. cbl are not
tested.

8. Select the Filters dropdown list on the top menu and check Changed Flowpoints Only option to filter
the view to show only the flowpoints that are modified.

Filters

Changed Flowpoints Only []
Line Changes Percentage []

Code Coverage Percentage L]

9. The view updates with only COMBINE-AND-WRITE flowpoint which confirms that this is the only
flowpoint that is modified and it has not yet been tested.
<

Flowpoint Analysis  File CLCTFCTE.obl v Filters v

Item Namea @ CodeCoverage @  Change% (@ | Covered @ Total @ Added Updated @ Change% @ Deleted @ | Historical @ Minimal @
COMBINE-AND-WRITE 0% 0% o] 16 11 4 ~94% 0 [o] 0
Showing 1-1 First P; o Nexd

10. Click the Back icon on the top menu to go back to the Build Analysis view for 2015Nov17Build page.
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11. Click the Build dropdown list on the top menu and select 2015Nov13Build to go to the build on Nov
13, 2015. You suspect that the code coverage issue started from this build..

Bulld Compare With ~  Fill
el TR T Previous Build

2015Nov17Build (11/17/15, 12:00 AM)
2015Nov13Build (11/13/15, 12:00 AM)
2015Nov12Build (11/12/15, 12:00 AM)
2005Nov11Build (11/11/15, 12:00 AM)
2015Novi0Build (11/10/15, 12:00 AM)

On the page for 2015Nov13Build, you can see that the overall code coverage is dropped by 14.5%
comparing with the previous build. For 2015Nov13Build, the CLCTPCTB. cb1 status is also in
warning status for this build and the percentage of code coverage change goes down by 36%
comparing with the previous build. 10 executable lines are added to be build. Again, you suspect that
these 10 added lines probably weren't tested well.

Perfect Calculator  Provider Bulld + Compare With v Filters v ;
< Bulld Analysis Perfect Calculator Manual Builds  2015Nov3Build  Previous Build D ries A pinedFies EBTests @ FileTrends
G 0 .
©86% «-1a5% 2 0 6 3
Cade Caverage Modified Files New Files Historical Tests Minimal Tasts
Q
Item Name @ Warnings ® Code Coverage (@ Change % (@ Covered @ Total @ Added ® Updated @ Change% @ Deleted 3 | Historical @ Minimal @
# » CLCTPCTB.cbl 64% v 36.000% 18 28 10 1] ~ 35.714% 0 3 1
# % PERFCALC.chl 98% I v 2.000% 47 48 2 o ~A4167% 0 6 3

12. Click the Build dropdown list again and select 2015Nov12Build to go to the build on Nov 12, 2015.

On the page for 2015Nov12Build, the code coverage for overall build indicates 100% code coverage.
This build has been fully tested. The issues seem to be arisen starting in 2015Nov13Build. Tammy
wants to compare the builds to get a better understanding of what has changed.

13. Click the File Trends on the top menu.

(M Files # PinnedFiles BB Tests [ROLTRCL TR

The File Trends page appears. By default, 2015Nov12Build is preselected.
14. Select 2015Nov13Build and 2015Nov17Build.

< File Trends
Perfect Calculator | Perfect Calculator Manual Builds
Select between two and five builds for comparison m

Build Name Build Date Tag

/| 2015Nov17Build Mov 17, 2015, 12:00:00 AM

| 2015Mov13Build Nov 13, 2015, 12:00:00 AM

| 2015Nov12Build MNov 12, 2015, 12:00:00 AM
2015Nov11Build Nov 11, 2015, 12:00:00 AM
2015Nov10Build MNov 10, 2015, 12:00:00 AM
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15. Click Compare to compare the three builds. The page of code coverage details for three builds

appears.

On this page, you can compare the details of three builds in one view. This view helps confirm that
your observation earlier that file CLCTPCTB. cbl has brought the code coverage percentage of the
entire build down from 100% to 86% and 75%. The cause could be that the executable lines that are
added to the CLCTPCTB.clb in the past 2 builds have not been properly tested. You can also see that
the code coverage percentage of PERFCALC.cbl also drops 2% on 2015Nov13Build. There are 2
execution lines added but it seems not tested either.

< | Perfoct Calculator  Provider
|
I

Compare With ~  Filters +

() Files A pinnedFiles BB Tests @D File Trends:

Build Analysis Perfect Calculator Manual Builds  Previous Bulld
75% «-253% 2 0 6 3
Code Coverage Modified Files New Files Historical Tests Minimal Tests
© 86% «-145% 2 0 6 3
Code Coverage Modified Files New Files Historical Tests Minimal Tests
© 100% o% 2 0 6 3
Code Coverage Modified Files New Files Historical Tests Minimal Tests
@
Itern Name @ Code Coverage @ Covered @ Total @ Historical @ Minimal @
» CLCTPCTB.cbl 46% I 18 39 3 1
> CLCTPCTB.cbl 64% 18 28 B 1
% CLCTPCTB.cbl 100% —— 18 18 3 1
> PERFCALC.cbl 98% I a7 48 6 3
> PERFCALC.cbl 98% I a7 48 6 3
> PERFCALC.cbl 100% I a6 46 6 3

16. Click the Expand icon in front of CLCTPCTB. cbl from all three builds to show the flowpoints

analysis.
Itern Name @ Code Coverage @ Covered @ Total @ Historical @ Minimal @
w CLCTPCTB.cbl A46% 18 39 3 1
100-CALCULATE-TOP-VALUES 100% I 3 3 3 1
200-CALCULATE-LOW-SALES 100% I 3 3 3 1
COMBINE-AND-WRITE 0% (4] 16 0 0
FT-100-CALCULATE-TOP-VALUES 0% (4] 4] 0 0
P-OQUTPUT-AZUEQQOO 0% (4] ) 0 0
Show All 5 Flowpoints
v CLCTPCTB.cbl 64% 18 28 3 1
100-CALCULATE-TOP-VALUES 100% I 3 3 3 1
200-CALCULATE-LOW-SALES 100% I 3 3 3 1
FT-100-CALCULATE-TOP-VALUES 0% (4] 4] 0 0
P-INPUT-AZUEOQOQO 0% 0 5 0 0
P-OUTPUT-AZUEDOQOD 0% 0 5 0 0
Show All 5 Flowpoints
| CLCTPCTB.cbl 100% I 18 18 3 al
100-CALCULATE-TOP-VALUES 100% I 3 3 4 1
200-CALCULATE-LOW-SALES 100% I 3 3 3 1
FT-100-CALCULATE-TOP-VALUES 0% 0 0 0 0

Show All 3 Flowpoints

You can see that for 2015Nov13Build, P-INPUT-AZUEOOOO and P-OUTPUT-AZUEOOQO are newly
added to the file but they have not been tested. P-INPUT-AZUEOQQOO is removed from
2015Nov17Build and COMBINE-AND-WRITE is added to the build. Again the new flowpoint has not
been tested either. These 2 flowpoints are areas that require testing.
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Now as Tammy, you are satisfied with your investigation on the code coverage issue for Perfect
Calculator application. You communicates the results to your team and ask Trish to update the tests
to cover P-OUT-AZUEOOOO and COMBINE-AND-WRITE flowpoints.

Next, you learn that 2015Nov12Build is one of the milestone builds and it is fully tested. You want to
make sure that in the future your team can use this build as baseline for comparing the code
coverage results of the next builds.

17. Open the menu pane and select Data Providers to go to Data Providers page.

IBM ADI Search

Workbooks
Data Providers
Connections

Compaosition Search

Team Dashboard

Personal Dashboard

About

Help

Feadback

18. On the Perfect Calculator Manual Builds data provider, click the Options Menu icon and then select
View Builds. The Builds page appears.

Perfect Calculator Manual Builds :
Manual builds | Edit
Calculator app
Delete
Add Builds
View Builds

@ Last collection: 3/8/1 pownload

19. Select the Star icon in front of the 2015Nova12Build. The Star icon in front of a build name is the
indication of a baseline build.
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20.
21.

22.

23.
24.
25.

26.

Perfect Calculator Manual BuildsCreate and manage builds. Select () to Greate a new build o use the Actions menu on the right to edit an existing build as well as upload more coverage files for a specific build,

I . Mar B, 2018, 3:54:36.169 PM - CRIDACD&3! Finished the code coverage data collection for automation result 2015Nov17Build. x

£ Show only basaline builds € Start Data Collection

Showing 1-5 First Page | Prev

Name Date of Build Code Coverage Action
fr  2015Novi7Build Nov 17, 2015, 12:00:00 AM 75% 700
¥ 2015Nov13Build Nov 13, 2015, 12:00:00 AM 86% ra0ls)
2015Nov12Build Nov 12, 2015, 12:00:00 AM 100% 00
15Nov1 1Bui ov 11, , 12:00: *
2015Nov11Build Nov 11, 2015, 12:00:00 AM 100% &
2015Nov10Bui ov 10, , 12:00: *
2015Nov10Build Nov 10, 2015, 12:00:00 AM 84% &

Showing 1-5 First Page | Previous Page | Next Page

Save baseline builds

Click Save baseline builds to save your changes.

Click Start data collection on the window for ADI to perform the data collection of the latest build
and generate the code coverage reports against the new baseline build. When the data collection is
completed, you will see a new notification message on the Notifications icon.

Click Notifications icon to view the data collection status.

Perfect Calculator Manual Builds: CRIDADD&3I
@ Finished the code coverage data collection for

automation result 2015Nov17Build. i

3 minutes ago I

Click the Menu icon next to the IBM ADI header to open the menu pane.
Select Perfect Calculator workbook to view the code coverage reports of Perfect Calculator.

On the header of the Charts section, select Compare With drop-down menu. By default, the code
coverage information, such as the percentage of code coverage changes and the percentage of
executable line changes, is calculated against the previous build. After you define one or more
baseline builds, ADI also calculates these information against the baseline builds that you define.

Compare With: Previous Build

+  Previous Build
Most Recent Basaling Build

2015Nov12Build (11/12/15, 12:00 AM)

Select Most Recent Baseline Build. With the reports that load, you can see the updated information,
such as the percentage of code coverage changes is updated from 10.81% to 25.287% and the code
coverage of CLCTPCTB. cbl is dropped by 54%.

Under the Trends section, you can see the baseline build is marked on the trends line as well.
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< Perfect Calculator

Review the summary charts for each contributing data provider. Many charts and chart groupings provide a more detailed breakdown when selected. W'
Code Coverage

Provider ~ Build ~ (5 View Files
Perfect Calculator Manual Builds  2015NovA7Build

Charts (Perfect Calculator Manual Builds: 2015Nov1 7Build) Compar With: Mast Recent Beseling Build v

Code Coverage @ Coverage Changed vs Unchanged Code @ Biggest Coverage Drops @
. CLCTPCTB.cbl T s
- PERFCALC.chl 1 2%
75%
*25.287%
MNumber of files covered:2 / 2
Number of tests 6
Trends
2015Nov1 0Builg 2015Now1 78uild
Code Coverage Percentage Trend @ Executable Lines Covered Trend ®
___________ -
80~ ammmmmmms
&0 :—-)-.-—-"' =

27. Select View Files icon on the upper right to go to the Build Analysis view.
28. Observe the information against the most recent baseline build on the Build Analysis page.

< Perfect Calculator  Pravider Bulld v Compare With + Fllters + § ;
Build Analysis Perfect Calculator Manual Bullds  2015Nov17Build | Most Recent Baseline Build (D ries A rionedFiles  EHTests @D File Trends

75% v-253% 2 0 6 3

Code Coverage Modified Files New Files Historical Tests Minimal Tests

Iten Name @ Warnings @ Code Coverage @ Change % @ Covered ® Total @ Added @ Updated @ Change% @ Deleted @ | Historical @ Minimal @

£ > CLCTPCTB.cbl A 46% —— v 54.000% i8 39 21 0 ~53.846% 0 3 1

£ % PERFCALCcbl 98% GG ~ 2.000% a7 48 2 0 ~4.167% 0 6 3

Now you are satisfied with your investigation. You suggest your team using ADI to always check the code
coverage reports and check against the baseline build to ensure that the application is fully tested.

Now you have explored how you can use the test analysis results of the latest build to investigate the
testing issues of your build. Typically you can use this information to perform the following analysis.

« Determine if the coverage has improved from the previous builds.
« Determine if the changed files were indeed covered during the testing.

« Compare the results of the current build with one or more older builds to see differences between
coverage results of these builds.

« Determine how much the set of files have actually changed from build to build.
- Review the trends of changes and coverage over time to determine the quality of the tests performed.
« Set the baseline builds for code coverage analysis against major builds or milestone builds.
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Generating sample data

In this tutorial, you perform the role of ADI admin, Alvin, to generate the sample data for the end-to-end
root cause analysis tutorial by using data generation functionality.

The data generation functionality of ADI is useful when you do not have access to the instance of the
OMEGAMON for CICS or Application Discovery. You can use the sample data that ADI generates to see
how the data is being analyzed. After the data is generated, you can create and set up an analysis
collection for users to view the analysis results.

Note: To make the sample data show effectively in the end-to-end root cause analysis tutorial that you
will perform later, you need to generate OMEGAMON for CICS data and Application Discovery data
continuously. You also need to complete the data generation right before you start on the end-to-end root
cause analysis tutorial.

Prerequisite
Before you begin this tutorial, you need to perform the following activities.

« “Installing and setting up ADI” on page 7

- “Setting up automated code coverage data collections” on page 44

Complete the following steps to generate sample data for OMEGAMON for CICS and Application
Discovery.

1. Navigate your browser to ADI administration page at https://
healthcare.example.com:9443/adi/admin.

2. Log in as Alvin, the ADI administrator, with AdiAdmin as the user ID and AdiAdmin as the password.
The ADI administration page appears.

3. On the top menu of ADI administration page, select ADI Data Generation.

1Bl Intellig

,;_i 5| i< Application Administration - IBM Application Delivery Intelligence (ADI) (/adi)

ADI Data Generation  Application  Users Proj Areas Templates  Reports

The ADI Data Generation page loads with choices of data to be generated: OMEGAMON for CICS or
Application Discovery.

ADI Data Generation

Generate random sample data for different Data Providers. The data generation service is not intended for use in a production environment, rather for demonstrating ADI capabiltes. In addition to sample data, the generation process will create a sample
Connection with the corresponding Data Provider in ADI. To see the data in the ADI Analysis pages, you must manually create a new Workbook that uses the generated Data Provider. Only one set of sample data for each ADI server should be generated. If
generated sample data already exists, then it will be replaced by new sample data.

@)

OMEGAMON for CICS Application Discovery

4. Select OMEGAMON for CICS card to generate system performance sample data for the OMEGAMON
for CICS.

Note: You need to be an administrator for Jazz Team Server and ADI to generate the sample data.

The Data Generation Settings form appears.

5. Leave all the fields in the Data Generation Settings form with default values. For more information,
see “Generating sample data for evaluation” on page 161.
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Data Generation Settings

Plex . CICSPLX2::CICSgen
Days 7

Goal Response Time

us 1000000

Project Areas HealthCaredAll ~

Execute Warehouse RUNSTATS after data generation [,/|

Generate Cancel

6. Click Generate to generate for the OMEGAMON for CICS. You will see the spinning cycle to indicate
that the data is being generated.

Genarate ¥

The spinning cycle will stop when the data generation is done. And there would be an information bar
indicating that the data generation is completed.

@ The OMEGAMON data generation has completed. Switch fo the Workbooks page in the selected project area to create a new Workbook using the
generated OMEGAMON Data Provider. Then switch to the Analysis page to view data generation results

7. Select the Application Discovery card to generate system performance sample data for IBM
Application Discovery. The Data Generation Settings form appears.
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OMEGAMON for CICS Application Discovery

Data Generation Settings

Data Points T

Time Interval
hrs 24

Project Areas HealthCare4All u

Execute Warehouse RUNSTATS after data generation [/|

8. Leave all the fields as default values. For more information, see “Generating sample data for
evaluation” on page 161.

9. Click Generate to generate sample data for Application Discovery. You will see the spinning cycle
indicating that the data is being generated.

Generate 7F

The spinning cycle will stop when the data generation is done. And there would be an information bar
indicating that the data generation is completed.

® The Application Discovery data generation has completed. Switch to the Workbooks page in the selected project area to create a new Workbook
using the generated Application Discovery Data Provider Then switch to the Analysis page to view data generation results

10. Expand the Home menu and select HealthCare4All under IBM Application Delivery Intelligence
(ADI).
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ersonal Dashboards

* |BM Application Delivery Intelligence [ADI)
My Projects Al Projects
3 HearhGareaan
i Al Projects

Administration

The browser navigates to ADI application where you can check if the data is generated successfully.

Typically to add a new workbook, you start with creating a connection to a server storing data to be
analyzed and then specifying data source as a data provider. A workbook can have multiple data
providers. However, for this tutorial, you use the sample data for evaluation instead of connecting to
the OMEGAMON for CICS server. So you don't need to create any connections or data providers.

11. Click the Menu icon next to the IBM ADI header to open the menu pane.
12. Click Connections. The Connections page loads with two generated connections available.

Connections
Generated Application Discovery co... Generated OMEGAMON connection
FOR DEMONSTRATION PURPOSES FOR DEMONSTRATION PURPOSES
e

13. Click the option icon on the upper right corner of one of the connections, for example, the Generated
Application Discovery connection. An option list appears.

Generated Application Discovery co... *

FOR DEMONS

'O—: ONLY Edit
Delete

14. Select Edit from the option list to view the connection information. The Edit Connection form
appears.

15. After viewing the information, click Cancel. Do not update anything on the Edit Connection form.
16. Click the Menu icon next to the IBM ADI header to open the menu pane.
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17. Click Data Providers. Similar to the Connections page, the Data Providers page loads with two data
providers created from ADI data generation: Demo Application Discovery provider and Demo
OMEGAMON provider.

Data Providers

Demo Application Discovery provider - Demo OMEGAMON provider .
FOR DEMONSTRATION PURPOSES FOR DEMOMSTRATION PURPOSES
OMNLY ONLY

You can see that there are two connections and two data providers are generated. Typically, the next
step is to generate a workbook and associate both data provider with this workbook to analyze both
data provider together. For this exercise, you will use the existing workbook which you have created
in the “Setting up automated code coverage data collections” on page 44 tutorial.

18. Click the Menu icon next to the IBM ADI header to open the menu pane.
19. Click Workbooks to go to the Workbooks page.
20. Click the option icon on the upper right corner of the zMobile Health Care card. An option list

appears.
zMobile Health Care E
Edit
Delete
sy

Health Care Manual Builds

LUUS LUV O RS

21. Select Edit from the option list to view the Analysis workbook information. The Edit Analysis
Workbook page appears.

Scroll down to the Providers section, you can see that Health Care Manual Builds is selected.

22. In the Providers section, select Generated Application Discovery provider and Generated
OMEGAMON provider as additional data providers.
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Providers

Demo Application Demo OMEGAMON Health Care Manual Builds
D|| 5E|:|'._.'E|".J.' l:.|.:~,|.: er [:"":"'9'1':: e r Man IJE.. build with automated ::.Ii'.a.
FOR DEMONSTRATION PURPOSES OMLY FOR DEMONSTRATION PURPOSES ONLY FrlzmiET e ez s fenian

The OMEGAMON for CICS Data Provider Settings form and Application Discovery Data Provider
Settings form appear under the Code Coverage Data Provider Settings from.

23. Fillin the following information in the OMEGAMON for CICS Data Provider Settings form.

« Service Classes: Select HTRANS.
« Timeframe to view Dashboards's Metrics: Leave as default value, that is, Last Day.

OMEGAMON for CICS Data Provider Settings

Select the service classes to analyze from the list below. Then choose the timeframe to consider for the analysis dashboard's metrics.
Service Classes Search

BTRANS DTRANS FTRAN

w

CTRANS ETRANS HTRANS

Timeframe to view Dashboard's Metrics

24. Fillin the following information in the Application Discovery Data Provider Settings form.

Select zMobile project.
Unreachable Code Threshold: Leave as default value which are 10% and 20%.
Maintainability Index Threshold: Move the lower slider to 50% and leave the upper slider at 85%.

Cyclomatic Complexity Threshold: Leave as default value which are 10 and 50.

Source Changes Detection Interval in Days: Leave as default value which is 7.
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Application Discovery Data Provider Settings
Select one or more projects Search
BEO4 maint BBOI_maint genericGraph ZMobile

BBO4_preprod BBOI_preprod graphSample

Unreachable Code Threshold

Maintainability Index Threshold

50 g5

Cyclomatic Complexity Threshold

P

-—: g |
10 50
Seurce Changes Detection Interval in Days ™

25. Click Save to save the changes to this workbook. The Workbooks page appears.

Now you have associated the Demo Application Discovery provider and Demo OMEGAMON provider
with zMobile Health Care Analysis workbook. You are ready to perform analysis. However, for the
demonstration objective, you want to add additional code coverage results to the Health Care
Manual Builds data provider.

26. Click the Menu icon next to the IBM ADI header to open the menu pane.
27. Click Data Providers to go to the Data Providers page.

28. Click the option icon on the upper right corner of the Health Care Manual Builds data provider card.
An option list appears.

Health Care Manual Builds

Manual build v

collection for + Edit
lication.
R Delste
Refresh

Copy Startup Key
) Last collection: 121/ Add Builds
Wiew Builds

Download

29. Select Add Builds from the option list. The Add Build form appears.
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30. Fillin the following information on the Add Build form.

 Build Name and Date of Build: Set them to 2 weeks before the day you generate the sample data.
For example, if you generate the sample data on December 8, 2017, you will update the Build
Name to 2017Nov24Build and the Date of Build to 11/24/2017, 12:00AM as shown in the
following screen shot.

¢ Add Build

Health Care Manual Builds

Build Marme * Date OF Build *

2017Mow24Build | | 197242017, 12:00 AM

Deecription

Movernber 24, 2017 build for Health Care application.

« Code Coverage Files: Browse to Installed ADI folder > adi > examples > cobol-
coverage > zMobile Health App > Build2 folder. And then select all the zip files under
Build2 folder.

31. Click Add to add the new build.
32. Click the Add icon next to the Builds page header to add another build. The Add Build form appears.
33. Fillin the following information on the Add Build form.

 Build Name and Date of Build: Set them to one week before the date that you generate the sample
data. For example, if you generate the sample data on December 8, 2017, you will update the Build
Name to 2017Dec1Build and the Date of Build to 12/01/2017, 12:00AM as shown in the
following screen shot.

¢ Add Build

Health Care Manual Builds

Build Name * Date Of Build *
2017DeclBuild | | A2r172017, 12:00 AM
Deecription

December 1, 2017 bwild for Health Care application.

« Code Coverage Files: Browse to Installed ADI folder > adi > examples > cobol-
coverage > zMobile Health App > Build3 folder. And then select all the zip files under
Build3 folder.

34. Click Add to add the new build.

Now you have completed with updating the information on Health Care Manual Builds data provider.
35. Click the User menu on the upper right corner of the view.
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. Adi Admin v

Welcome to ADI

My Profile

Logout

36. Select Logout to log out from ADI.

You are now ready to perform the end-to-end analysis of performance issues. The next tutorial you play
the role as Marco, a development manager, to analyze the potential cause of performance issues for this
zMobile Health Care application.

End-to-end system performance root cause analysis

This tutorial guides you through the end-to-end scenario about how to perform root cause analysis by
analyzing data from multiple data providers. In this tutorial, you play the role of Marco, the development
lead of the zMobile Health Care application, to perform root cause analysis of a performance defect that is
reported by Trish, a tester.

Prerequisite
Before you begin this tutorial, you need to perform the following activities.

« “Installing and setting up ADI” on page 7

- “Setting up automated code coverage data collections” on page 44

» “Generating sample data” on page 71

Note: Since the data in this tutorial is the generated sample data, you might not see the exact same data
on your reports.

Trish is a test lead who is testing the response time of the Inquire Patient feature of the zMobile Health
Care application. During the testing, Trish found that in the latest development build, the response time of
the Inquire Patient feature increased to 2 minutes from less than a second in the previous build. She
reported it to you, the development lead Marco. And you investigate the issues by consulting dashboards
and reports in ADI.

As Marco, you need to complete the following steps to perform the root cause analysis for the
performance issue:

1. Navigate your browser to https://healthcare.example.com:9443/adi/web/projects/
HealthCare4All.

2. Log in with Marco as the user ID and Maxco as the password. The Welcome page appears.
3. Select the Development role and click Continue.
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Select your role:

@ Development @

O Operations @

Continue

Note: ADI requires you to select your role before you can start viewing dashboards and reports. The
role that you select is used to organize the dashboards and reports that are displayed, which helps
you view the dashboards and reports in your focus area first.

The Workbooks page is displayed with the dashboards that summarize the overall status of zMobile
Health Care application. You can notice the problem that Trish reported right away. The average
response time of zMobile Health application is over seven seconds. It is higher than the service level
agreement for your company. And you can notice that the code coverage percentage is also in the
warning area.

Workbooks

zMobile Health Care

Acceptable 64% a7.483 sec

zMobile Health Care Manual Builds Average of

4. Click the name of zMobile Health Care to view detailed analysis. The zMobile Health Care page loads
with summary charts of the contributing providers.

5. Click the Expand icon under the zMobile Health Care page header. The Workbook Summary section
loads with three contributing data providers.
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< zMobile Health Care

Review the summary charts for each contributing data provider. Many charts and chart groupings provide a more detailed breakdown when selected. 4

Workbook Summary @

Code Coverage

Provider Type Collection Interval

2Mobile Health App Code Coverage Manual

OMEGAMON for CICS

Provider
Demo OMEGAMON provider

Application Discovery
Provider

Demo Application Discovery provider

Last Day

Averages Timeframe

RTC Project Area

Praject

graphSample
BE04_maint
BEO4_preprod
BEOI_maint

6. Click the Expand icon again to close the Workbook Summary section.

RTC Build Definition

Service Class
HTRANS

Status

Acceptable
Acceptable
Acceptable
Acceptable

Acceptable

Acceptable

Acceptable

7. View the reports on the work book summary view of zMobile Health Care page. The reports are
organized into 3 tabs: Static Analysis, Code Coverage, and Performance. All the reports are
analyzed based on three data providers that are associated with this analysis workbook:

- An Application Discovery data provider that collects static analysis data about transactions,
programs, and project-level metrics in the zMobile Health Care application.

« A Manual Builds data provider that collects the code coverage results.
« An OMEGAMON for CICS data provider that monitors performance for CICS transactions of the

zMobhile Health Care application.

With reports from multiple providers in one workbook, you can correlate different data from different

sources.
< zMobile Health Care
Review the summary charts for each contributing data provider. Many groupings provide selocted. W
Static Analysis Code Coverage Performance
Overview Metrics  Structure  Trends

Projects (Select up to 5) Projects Overview (Demo Application Discovery provider) (D

BB04_maint @ o
BB04_preprod
BBOI_maint

BBOI_preprod

genericGraph

graphSample z

%

o
XeAxis 2
Unreachable Code v 8
Y-Axis 2
Cyclomatic Complexity v £

53
Bubble g
Source Lines of Code e o

Show selected projects only
Show projects Name

o

[}

Unreachable Code

o

8. Select Code Coverage tab and Performance tab to navigate to code coverage-related reports and

performance-related reports respectively.
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Static Analysis Code Coverage Performance

Provider Build «

3 view Files
2Mobile Health App Code Coverage  Build 3

Compare With: Previous Build W

Charts (zMobile Health App Code Coverage: Build 3)

Code Coverage @ Coverage Changed vs Unchanged Code ® Biggest Coverage Drops @
HCIPDBOZ.cbl B 3%
HCT1PLOL.cbl 0%
Changed 40 s 1 %%
64% HCM1PLOL.chl 0%
w1829% 960 HCP1BI01.cbl 0%
S :_ HCV1BA01.cbl 0%
B0
Number of files covered:25 | 25
Number of tes 26
Trends
%
Code Coverage Percentage Trend @ Executable Lines Covered Trend
[ —— e 3

Static Analysis Code Coverage Performance

Demo OMEGAMON provider: HTRANS »

Showing data from maost recent collection.

Transactions with Performance and Reliability Issues @

ADI recommends reviewing these transactions as they are exceeding their respanse time goals, They are sorted by the number of average execution counts to place the violators with the potentially biggest impact
at the top.

Transaction ID Average Response Time (sec.) DB2 Wait Time (%) of File I/O Wait Time (%) of Average Execution

Response Time Response Time Count
HCP1 21552 76 e 0 206
HCM1 0.162 16 24 32
HCMA 0.064 27 21 19

Showing 1-3 of 3 items First Page | Previous Page | Next Page

Average Response Time @

o' /‘e

5.440 sec

Average CPU Time @

645.45 s

Average Transactions @

257

Recent

Mo Data This Hour

On the Performance tab, you can see the detailed analysis of program and transactions within the
zMobile project that displays along with the performance reports of HTRANS.

HTRANS is a service class in OMEGAMON for CICS data provider. Service class is a concept that
OMEGAMON for CICS uses to allow grouping related transactions together. If no service class is
defined, OMEGAMON for CICS would define a default service class.

In the Demo OMEGAMON provider: HTRANS section, you can investigate the performance issue that
Trish reported. Besides the average response time that is in the red zone, you notice that on the
Transactions with Performance and Reliability Issues table, HCP1 transaction that is run by the
*Inquire Patient* feature is flagged as exceeding the goal response time threshold by more than
400%. Average execution count of HCP1 is also much higher than the other transactions. Then you
think that this transaction probably causes the application to slow down.
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Note: Goal response time threshold is the setting in OMEGAMON for CICS to indicate the severity of
response time that exceeds the standard service level agreement that the company requires. The
different warning icons on the Transactions with Performance and Reliability Issues table indicate
different levels of severity. For example, the yellow warning icon indicates that the response time
exceeds threshold by 400%, and the red warning icon indicates that the response time exceeds
threshold by more than 400%.

9. Click the HCP1 transaction on the Transactions with Performance and Reliability Issues table to view
the detailed transaction analysis. You now see the history of the average response time comparing to
Average DB2 and File I/0O wait time of response time, average CPU time, and execution count.

On the header of the report, the maximum number of the execution count, CPU time, and response

time for a given timeframe display on this view.

From the chart, you notice that the average response time was constantly rising high for the past 3

days from 2 seconds to 26 seconds. The same pattern occurs to DB2 wait time. DB2 wait time went
up from about 30% to over 70% which is higher than the suggested level 50% that is indicated by the
red line on the Average DB2 and File I/O Wait Time of Response Time.

You notice that the execution is always at about almost 200 which means this transaction has been
executed frequently. You suspect that there probably are some changes made to the program within
this transaction 3 days ago.

< HCP1~
zMobile Health App | Deme DMEGAMON provider
Artifact Composition
Service Class Transaction Name Max Execution Count Max CPU Time Max Response Time Transactions Exceeding Goal Response
HTRANS HCPL 209 208739 ms. 29.572 sec. Time
13
w: Hourly Daily Weekly | Filter by date range: End date [3/8/2018, 12:00 AM Most Recen
( Thursday | Friday Saturday Sunday Monday | Tuesday | Wednesday )
3/1/18 3/2/18 3/3/18 3j4)18 3/5/18 3/6/18 3/7/18
Average Response Time 30 o
- -
100%
Average DBZ and File 0% o |
———— S—
1/0 Wait Time of ..
Response Time P
- N T — P —
A ~ N W . 7 / .4 ~—
DB2 Wait Time —  20% R e N _ _ .=
File /O Wait Time -~ 0%

=1

Average Execution 15
Count
199

@ 9

Average CPU Time "
80.60ms "

100

e ey e |

10. Hover over the chart on the area where the response time exceeds the threshold and the average
DB2 time is high. You can see response time value and percent DB2 wait time value.

T A
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11. Click the area where a warning icon shows on top.

Note: A warning icon indicates the maximum point of the response time. Performance data dialogue
box appears. It shows the performance data at the point you selected.

X
Performance data from 3/6/2018, 4:44 PM

*« Average Response Time: 26.764s

» Average DBZ Wait Time Percentage: 74%
* Average Execution Count: 199

» Average CPU Time: 29.421ms

* ADI found static analysis data for this transaction in the current
Workbook, Click OK to review the composition of this transaction for the
approximate timeframe in which these performance values occurred,

12. Click OK to do further analysis.

13. The Artifact Composition view loads. Artifact Composition analysis is the analysis of key program
and transaction metrics collected from Application Discovery. This view shows Artifact Composition
graph which is the connected graph of all artifacts (transactions, programs, and database tables)
calling in a transaction. The arrow direction represents the calling direction. You notice the warning
icons on top of the artifacts. The blue warning icon indicates that there could be some changes to the
artifacts. Because there are changes to artifact metrics during the interval time that you have set
when you set up an analysis collection in the previous tutorial. In this case, it is 7 days which is
between February 28th and March 7, 2018. For ADI, the changed artifact is indicated by one of the
following method.

» Check if there is the LASTUPDATED metric that is collected from IBM Application Discovery.

» Check if the Maintainability Index and Number of Source Line of Code have been updated between
the change interval time you have defined.

The red warning icon indicates that the artifact is risky to modify. The Risk Areas dialog box on top of
the chart explains the meaning of blue and red icons with the threshold setting for key metrics.
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Project ~

( o 2Mobile

Composition

Region v  Transaction

CSR1

15 Artifacts
Click to expand
HCP1

Program ~ Date ~
HCP1 SelectaProgram  3/7/2018, 2:16 AM

COBOL Program
HCIPDBO1

HCAPDBO1

COBOL Program |

HCAPDBO2

COBOL Program |

Filters v HoatMap v

Select a Heat Map

e

: Database Table

— PATIENT

it Database Table
’ USER

m 8 Legend @ |
T TS
X

Risk Areas

Artifacts with the blue icon @ have metric changes
that indicate source changes
from 2/28/2018,2:16 AM = 10 3/7/2018, 2:16 AM

Artifacts with the red icon @ are risky if modified,
based on a ADI's risk analysis using the parameters
below. (See the Table View for details.)

Modifying these programs may require extensive
testing!

Maintainability Index Threshold @

e [ros—
50 85
Unreachable Code Threshold @
20%
—
10%
Cyclomatic Complexity Threshold @
— B

10 50

14. Click X on top right of the Risk Areas dialog to close the dialog box. The Risk Areas dialog disappears
along with the warning icons.

You notice that the graph is expandable. This is because when you navigate to the transaction
composition analysis by clicking at the areas where there is a performance issue, ADI analyzes the
cause of the issue and shows only the potential artifacts that could cause the issue. For example, in
this case, ADI analyzed that the issue could be caused by DB2 wait time. It displays all the artifacts
that are connected to DB table.

HCP1

15 Artifacts
Click to expand ——

COBOL Prograrn
HCIPDBO1
COBOL Prograrm
HCAPDBOL1

COBOL Program
HCAPDBOZ2

E Datahase Table
PATIENT

E Database Table
h USER

15. Click the box that displays Clicks to expand. You can see the full view of the Artifact Composition
graph. There is a dialog box indicating that No metrics available. Because you have not selected any
of the artifact box.
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Unresalved Program
HCIPDBO1 Database Table

USER
Unresolved Program

tn Unresolved Program
HCAPDEOZ

Icoso_ccw
I HCERRSPD
COBOL Program S
HCAPDBO2 —
COBOL Copy
[ 100 soica

—@

COBOL Program
HCP1B101

COBOL Program 3
HCIPDBO1
L. Database Teble
e PATIENT
coBOL Program - COBOL Program
= ncnml ' Hcaposol —
| COBOL Program
F HCAZERRS
— BMS
COBOLProgram e r—’m COBOL Copy
HEPL > u HCPIPLOL = HEPIMAR —,ﬂ Unrescled Program %J HCCMAREA
HCAPDBOL
S ——————————————————————— IC:EU. Copy
COBOL Cony I
HCMAPS
: BN roncaction |

16. Click the Filters drop-down list and select DB2. The Artifact Composition graph is updated to show
only artifacts that are connected to DB2.

Fitters ~ BGECALE]
Selectat

DB2 [
FLeyo ||

17. Click the Risk Areas icon ( o ) on the top menu. The Risk Areas dialogue displays with the warning
icons on the Artifact Composition graph.

m B £ Legend

You can see the blue warning icon on HCIPDBO1. This means that there could be some changes
made to HCIPDBO1 in the past week.

18. Close the Risk Areas dialogue and click HCIPDBOA box. The key metrics collected from Application
Discovery for this artifact are displayed. You can see that the Maintainability Index is in red area but it
is not your concern at this point.

You can notice that the code coverage is 82%. When you hover over the question mark on the Test
Code Coverage metric for HCIPDBO1, you see that the date of the last test code coverage data is a
week from today, which is before the date when the program was changed last time. This means that
it has not been properly tested.
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COBOL Program - HCIPDBO1

Metrics View Trends

= Maintainability Index 43.55
Unreachable Code 2,22
Active Statements 86
Source Lines of Code 136
Cyclomatic Complexity 9.00
Delivered Bugs 0.30
Total Statements 87
Last Updated 3/5/18, 2:16 AM
Program References
Number Of Incoming References 1
Number Of Outgoing References 7
Test Code Coverage

zMaobile Health App Code Coverage () B82%

19. Click View Trends link next to the Metrics header. The Trends page for HCIPDBO1. cbl appears.

20. Observe the Trends page that shows the trend lines of Maintainability Index and Source Lines of
Code. You notice that Source Lines of Code went up about 4 days ago.

< Thursday I Friday I Saturday I Sunday | Monday | Tuesday I Wednasday )
) arne vans s as8 ) e

Maintainability Index

‘Source Lines of Code v

21. Select the drop-down list of Maintainability Index and select Total Statements. You notice that
both metrics have the same trending. About 40 statements are added to HCIPDBO1. cbl.

< Thursday | Friday |

Sunday Monday Tuosday
a8 anHe

s;}m | anna | asne | 3618 ’ Wn;rmgﬂay >

Total Statements V'

Source Lines of Code V'
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Now you as Marco conclude that the HCIPDBOA should be the area of concern. You discuss with
Jane, the developer. You two investigate further into the code and find that an extra SQL Join
statement contributes to the excessive wait time. Before making modifications, you and Jane go back
to ADI.

22. Click the Table ( = ) icon to show the Artifact Composition table.

m N=:M - Legend

The Artifact Composition table shows the list of all program artifacts within a transaction. The table is
sorted based on the analysis of high risk to modify. The rank of risk to modify is calculated based on
combination of the following criteria:

« Whether the artifact is in risk areas: Risk areas are based on the thresholds setting.

« Whether the artifact is an outlier: Outlier artifacts are analyzed based on the outlier detection
algorithm leveraging Mahalanobis distance of each artifact to the center of the distribution.
Artifacts with large Mahalanobis distances mean that they are outlier or abnormal because they are
very far away from majorities.

 Metrics values sorting: Given the same risk area and outlier status, artifacts are finally sorted by the
values of Maintainability Index, Unreachable Code, and Cyclomatic Complexity.

23. On the Artifact Composition table, you and Jane notice that HCIPDBO1 is at medium risk to modify.
Another program HCAZERRS is at high risk. Hence making another changes would not make much
impact to the zMobile Health Care application.

¢ | anma Project v Region v Transaction v  Date

Composition ~ 2Mobile  CSRL HCPL 3/7/2018, 2:16 AM mw & o
ADI recommends reviewing the top-ranked artifacts first as they are the potentially riskiest to modify. They are ranked based on factors such as threshalds comparison, outlier analysis status, and static metrics values.
Learn more
Showing 1-7 First Page | Previous Page | Next Page
Qutlier Status Artifact Type Program Name Maintainability Index Unreachable Code Cyclomatic Complexity Number Of Incoming References Number Of Outgoing References
Outlier COBOL HCAZERRS 5721 38.696% 24 A 5 0
COBOL HCP1PLO1 33892 7.447% 11 A 1 7
CoBOL HCIPDBO1 43.553 2.222% 9 1 7
COBOL HCAPDBO1 43.75 2.222% 8 1 7
COBOL HCP1BAOL 45,718 2.5% 8 1 9
COBOL HCAPDB0O2 44,853 2.326% 7 1 7
CoBOL HCP1BI01 47.16 2.778% 6 1 7
You can click on the Risk Areas icon ( ) to update the threshold settings and see the effect of the

changes. For example, move the lower slider of Maintainability Index threshold to 40%. You now see
that the warning icons of the programs with Maintainability Index higher than 40% are changed from
red warning icons to transparent red warning icons.

& | i Project v Reglon v Transaction v  Date v O °
Composition  2Moble  CSRL HePL 3/7/2018, 2:16 AM

ADI recommends reviewing the top-ranked artifacts first as they are the potentially riskiest to modify. They are ranked based on factors such as thresholds comparison, outlier analysis status, and static r

earn more X
Risk Areas
Showing 17 First Page | Previous Page | Next Pag
The combination of red ranges on the threshold
OQutlier Status  Artifact Type Program Name Maintainability Index Unreachable Code Cyclomatic Complexity Number Of Incoming Refer  Setting slider bars below defines a risk area
Outlier COBOL 5721 38.696% 2 A You can create dilferent risk areas by sliding
thumbnails for highlighting metric values and ranking
coBoL HCP1PLOT 33.892 7.447% 1 A artifacts by the risk to modify.
COBOL {CIPDBO1 43553 A 2229% 3 Maintainability Index Threshold @
. — P—
COBOL 43.75 & 2.222% 8
85
COBOL 25718 A 25% 8 Unreachable Code Threshold (&
- 20%
rrT———
coBOL 24,853 A 2.326% 7 -
10%
COBOL 4716 A 2.778% 6 Cyclomatic Complexity Threshold @

50

88 IBM Application Delivery Intelligence for IBM Z : User Guide



24. Click the Graph View ( iz ) icon on the top right menu to go back to the Artifact Composition graph

view.
25. Click on the box with 15 Artifacts text on Artifact Composition graph view to expand the graph to

show all artifacts.

Unrescivad Program
HCATERRS

0 COBOL Copy
HCERRSPD

COBOL Copy
COBOL Program —mm
HCPIBK [ _ﬂcﬂm Fragram

Datahass Tabio
PATIENT
mz;ms
COBOL Copy
HCCMAREA

L OB Copy

You two notice that HCIPDBO1 has dependency with HCAZERRS which has high risk to modify. Next
you will perform the last investigation by checking if there are any other programs that have high risk

and impacts caused by the changes.
26. Click the Menu icon next to IBM ADI header to open the menu pane.

27. Click Composition Search to go to the Search Results page.

Chapter 3. Tutorials 89



28. Click Programs and Transactions to perform the search only for Programs and Transactions.

= IBM ADI |-353':' Program and Transactions Q Marco v

< Search Results

Workbooks with Application Discovery
Providers:

zMobile Health Care

Search Program and Transactions

29. Enter HCIPDBO1 on the search text box. The list of all HCIPDBO1 artifact in different transaction and
region appears. You can see that HCIPDBO1 is been executed in many transactions.
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¢ Search Results

Enterprise Artifacts Programs and Transactions

Mamea Location Project Workbook Type

HCIPDBO1 Transaction: HCT1; Region: CSR1  zMobile zMobile Health Care COBOL Program

HCIPDBO1 Transaction: HCT1; Region: CSR1  zMobile zMobile Health Care Unresolved Program

HCIPDBO1 Transaction: HCP1; Region: CSR1 zMobile zMobile Health Care COBOL Program
Transaction: HCP1; Region: CSR1  zMobile zMobile Health Care Unresolved Program
Transaction: HCM1; Region: CSR1  zMobile zMobile Health Care COBOL Program

HCIPDBO1 Transaction: HCM1; Region: CSR1  zMobile zMobile Health Care Unresolved Program

HCIPDBO1 Transaction: HCVA; Region: CSR1  zMobile zMobile Health Care COBOL Program
Transaction: HCVA; Region: CSR1 zMobile zMobile Health Care Unresolved Program
Transaction: HCV1; Region: CSR1  zMobile zMobile Health Care COBOL Program

HCIPDBO1 Transaction: HCV1; Region: CSR1  zMobile zMobile Health Care Unresolved Program

Showing 1-10 of 10 items First Page | Previous Page

30. Select the first HCIPDBO1 item on the table. The Artifact Composition graph appears with highlighted
HCIPDBO1 artifact and its dependencies.

v ~  Transaction v P ~ Date v Filters v Heat| ~
$ | o o Ga wem Feiroaey amasis 226 Sowtsreat i @R vee @
X
COBOL Program - HCIPDBO1

Cmmpmg,ﬁm | Metrics view Trends
HCP1BI01 =—=—=aaamaas [ +Maintainability Index 43.55
Unreachable Code 222
Active Statements 86
Source Lines of Code 136
Cyclomatic Complexity 9.00
Delivered Bugs 030
Total Statements 87
———  lastUpdated 3/5/18, 2:16 AM

Program References
Number Of Incoming References 1
Number Of Outgoing References 7

Test Code Coverage
zMbile Health App Code Coverage @  82%

( Ena\abasehb\e

PATIENT

COBOL Program g

_] COBOL Copy
1] hcernseo

] COBOL Copy
HCCMAREA

31. Click the Close (X) icon on the metrics dialogue box to close metrics information.

32. Click on the Risk Areas icon ( ) to show the risk artifacts. You can now see that in this
transaction HCIPDBO1 again has dependency with HCAZERRS. These two programs have a very
strong impact. Jane needs to test both module very well to make sure that after fixing the SQL
problems, her changes to HCIPDBO1 would not cause any regressions to HCAZERRS.
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Artifact Project v Region v Transaction v  Program v  Date ~ Filters v  HeatMap v
< Composition  zMoble  CSR1 HCTL HCIPDBOL  3/7/2018, 2:16 AM Selecta Heat Mag mw m g Logend @
|
X
Risk Areas
fméziﬁ”m e ——— — — | ———————Adtifacts with the blue icon @ have metric changes

that indicate source changes.
from 2/28/2018, 2:16 AM 10 3/7/2018, 2:16 AM

Artifacts with the red icon @ are risky if modified,
based on a ADI's risk analysis using the parameters

below. (See the Table View for details.)

Modifying these programs may require extensive
testing!

Maintainability Index Threshold @

55
Unreachable Code Threshold @&
2%

<>

COBOL Program |z -
=
HCIPDBO1 '3 20%
Cyclomatic Complexity Threshold @
— —_—
0 50

33. Click the Close (X) icon on the Risk Areas dialogue box to close the risk areas information.
34. Click the Heat Map drop-down list on the top and select Maintainability Index.

Heat Map -

Select a Heat Map

MNane

”Maint.ainabi.liiy lndé:;
Unreachable Code
Cyclomatic Complexity

Code Coverage - zMobile Health App Code Coverage

The nodes in the graph are displayed with color. The color indicates the threshold status of metric
that you have selected. For example, HCIPDB01 and HCAZERRS both are in red, which indicates that
their maintainability index is in an unacceptable value. You need to pay close attention when you
modify the code.

g et Project ~ Region v Transaction v  Progam v  Date v Filters «  HeatMap v o @ 3 .
Composition  2Mablle: CSRL HCTL HCIPDBO1  3/7/2018,2:16 AM Maintainability Index Legen

Unresolved Program
HCAZERRS

COBOL Copy
HCERRSWS

COBOL Copy
sqLcA
Database Table
PATIENT

[] COBOL Copy
HCERRSPD

COBOL Copy
I hecmanen

- +

35. Click the Heat Map drop-down list again and select Code Coverage — Health Care Manual Builds.
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Artifact Projoct v Region v Transaction + Progam v Date v Fiters v HoatMap
< Composition  2Mobile CSRL HCTL HCIPDBOL  3/7/2018, 2:16 AM Maintainability Index m =m -8 Legend u

B R —

J unresolved Program
s HCAZERRS

COBOL Copy
HCERRSWS

COBOL Copy
SQL

QLCA
Database Table
PATIENT

COBOL Copy
HCERRSPD

COBOL Copy
HCCMAREA

+

The graph updates with the colored nodes that indicate the code coverage status of each node in the
graph. The nodes without color indicate that no metric data is associated with these nodes.

You can see that the code coverage status of multiple programs is in poor (yellow) and insufficient
(red) areas. This means that after making changes, the development team needs to make sure that
both programs are fully tested.

Jane then performs the fix as discussed with you. In the next build after the fixing, Trish reports that the
problem with the "Inquire Patient" feature is fixed and it again takes only 2 seconds to respond.

You have seen how you can correlate performance data from OMEGAMON for CICS and static analysis
data from Application Discovery to perform the root cause analysis of the performance issues. ADI
facilities you to identify the potential programs that cause the issues without going through the entire
artifacts within transactions. With Application Discovery data, it also recommends the Risk Areas where
you need to take extra care when you modify them. You can see the dependency of artifacts to ensure
that there would be no regressions in the future builds.

Monitoring and analyzing code quality through Application Discovery data

This tutorial guides you through the static analysis of projects within the portfolio by analyzing project
data from the Application Discovery data provider.

Prerequisite
Before you begin this tutorial, you need to perform the following activities.

« “Installing and setting up ADI” on page 7

« “Setting up automated code coverage data collections” on page 44
» “Generating sample data” on page 71

Note: Since the data in this tutorial is the generated sample data, you might not see the exact same data
on your reports.

In this tutorial, you play the role of Marco, the development lead of the zMobile Health Care application,
to monitor and analyze various project metrics within your portfolio. zMobile Health Care application is
the core application of your company. You and Scott, the enterprise architect, want to ensure that the
zMobhile Health Care application has a low maintainability because you expect that a number of changes
are coming soon. To have a better understanding of the code quality of zMobile Health Care application,
you need to gather the static analysis metrics data from the Application Discovery provider and use ADI
as dashboards to monitor the code quality of all the projects within the application.
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As Marco, you need to complete the following steps to analyze zMobile Health Care application:

1. Navigate your browser to https://healthcare.example.com:9443/adi/web/projects/
HealthCaredAll.

2. Log in with Marco as the user ID and Marco as the password. The Welcome page appears.
3. Select the Development role and click Continue if you have not selected your role yet.

Select your role:

@® Development @

O Operations @

Continue

Note: ADI requires you to select your role before you can start viewing dashboards and reports. The
role that you select is used to organize the dashboards and reports that are displayed, which helps
you view the dashboards and reports in your focus area first.

The Workbooks page is displayed with the dashboards that summarize the overall status of zMobile
Health Care application. You can see that the average maintenance status of all the projects within
the zMobile Health Care application is in an acceptable level. But you want to review the individual
project to see whether any of the projects needs your attention.

@ @ @
Acceptable 64% A 6,680 sec

9 projects zMobile Health App Code Coverage Average of

s e " [P o o e i
antanance status Code Covarags AVETAE xSponsE

4. Click the Options Menu icon in the upper right corner of the zMobile Health Care card and select Edit
to edit the workbook information.

-
-
-

Edit

Delete

"
by

Unpin
5. Scroll down to the Notification Rules section and expand the section to see the existing notification
rules. You can find the following three notification rules available. The notification rules are
automatically created based on the threshold values that you defined when you created the
workbook. With ADI, you can use the notification rules to specify violation conditions for the metrics
you want to monitor.
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10.

11.
12.

13.

Notification Rules @
v Expand to set notification rules
This section allows you to define common natifications that will be sent to all members of this workbook. Individual members can choose to unsubscribe fram them.

Custom Message Ac!

© 0 0|

For example, on the Maintainability Index notification rule, you can get notified when one of the
projects within zMobile Health Care workbook has a value that is less than 50.

. Click Cancel to cancel editing.
. Click the Menu icon next to the IBM ADI header to open the menu pane.
. Click Data Providers to go to the Data Providers page.

| = IBMADI

Workbooks

Data Providers

. Click the Options Menu icon on the upper right corner of the Demo Application Discovery provider

card and select Refresh to make ADI recollect data from the selected data provider.

Demo Application Discovery provider ;

FOR DEMOMNST Edit
PURPOSES ON
Delete

Refresh

View Logs

st collection: &/7/18, 2:
Last collection: &/7/18, 2:2 Dowrload

After the data collection, ADI checks the metrics data and determines whether the thresholds that
you define are violated or not. Then, a new notification message is displayed.

Click the Notifications icon to expand the list of notification messages. You can see a warning
message that one or more projects within zMobile Health Care application have a Maintainability
Index value less than 50, which violates the threshold that you defined.

o zMobile Health Care: Maintainability Index is smaller
than 50 for at least one of the selected projects N o I

To further investigate, you can complete the following steps.
Click the IBM ADI header to go to the Workbooks page.

Click zMobile Health Care to view the detailed analysis. The zMobile Health Care page is displayed
with the summary charts of the contributing providers.

View the reports on the workbook summary view of the zMobile Health Care page. The reports are
organized into three tabs: Static Analysis, Code Coverage, and Performance. All the reports are
analyzed based on the three data providers that are associated with this Analysis workbook:
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« An Application Discovery data provider that collects static analysis data about transactions,
programs, and project-level metrics in the zMobile Health Care application

« A Manual Builds data provider that collects the code coverage results

« An OMEGAMON for CICS data provider that monitors the performance for the CICS transactions of
zMobile Health Care application

In this tutorial, you focus on only the analysis for the Static Analysis tab.

< zMobile Health Care

Review the summary charts for each contributing data provider. Many groupings provid 2 selected. W

Static Analysis Code Coverage Performance

Overview Metrics  Stiucture  Trends

Projects (Select up 10 5) Projects Overview (Demo Applic:

o} [} o oo
BBO4_maint

B804_preprod
BBOI_maint
BBOI_preprod
genericGraph

graph$ample

Y-Ax
Cyclomatic Complexity | v

Bubble
Source Lines of Code v

Cyclomatic Complexity

Unreachable Code

On the Static Analysis tab, the information is organized into four subtabs: Overview, Metrics,
Structure, and Trends.

« The Overview tab displays the bubble chart as the summary of the overall status for all projects
within the scope of a workbook. You can select an individual bubble on the bubble chart to browse
the detailed reports of that project.

« The Metrics tab displays the radar chart of different metrics you are interested in. You can compare
up to five projects along with the metrics.

» The Structure tab displays the information about the shared resources for selected projects.

« The Trends tab displays the historical trends of different metrics that you are interested in. You can
compare up to five projects for each of the historical trends chart.

In the Project Overview area on the Overview tab, you can see a group of bubbles on the upper left
of the chart. The bubbles represent the projects that have a higher value of Unreachable Code than
the rest of the projects. Unreachable Code is the percentage of statements within subroutines that
cannot be reached by the control flow out of the total number of statements.

The bubbles on the lower right of the chart represent the projects with a higher Cyclomatic
Complexity. These projects seem to be larger and more complex but with lower Unreachable Code.

For this tutorial, you need to investigate the projects with a higher Unreachable Code because your
organization goal is to have the Unreachable Code less than 2% in the entire application.

14. Hover over the bubbles on the upper left of the chart to see the project names.

Projects Overview (Demo Application Discovery provider) Ifr‘}

i1

st

v zMobile
Source Lines of Code : 5308

| J
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15. Select the graphSample, sharedSamplel, and zMobile check boxes for projects on the left pane.
The bubbles that represent the projects are highlighted in color.

Overview Metrics. Structure Trands

Projects (Select up to 5) Projects Overview (Demo Application Discovery provider) (@

' graphSample
+ sharedSamplel
' zMabile

16. Select the Show selected projects only and Show projects name check boxes. The bubbles for the
projects that are not selected disappear and the project names are displayed next to the bubbles.
<

Projects Overview (Demo Application Discovery provider) (@

sharedSamplel
Source Lines of Code : 517

el
=
a
a
g
8 raphSample
o purce Lines of Code : 5117
]
£ 8
o
[%}
>
)
Mabile
Source Lines of Code : 5308
a2 a0 38 36 34 32 30
| Show selected projects only Unreachable Code

+/| Show project names

17. Click the bubble that represents the zMobile project. More static analysis reports for the project are
displayed at the bottom.

zMobile »
Unreachable Code Trend & Total and Active Staterments Trend Artifact and Lines of Code Breakdown
@ ARTIFACTS (106) SLOC (5.3K)
o

I R0GRAM_UNRESOLVED

P

Maintainability Index vs Delivered
Bugs @

When you review the reports, you notice that both total statements and active statements are added
to the Total and Active Statements Trend chart on 2 June. However, the unreachable code
percentage remains the same on the Unreachable Code Trend chart, which means that no new
unreachable code is added to the zMobile project for the past week.
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18. Scroll up to the Project Overview bubble chart and select the bubble that represents the
graphSample project.

graphSample »

Unreachable Code Trend @

Total and Active Statements Trend

T S @
o

Maintainability Index vs Delivered

Bugs ®

4D p—g————————

Artifact and Lines of Code Breakdown &

ARTIFACTS (124) SLOC (5.4K)
E—— FILE
| ] COBOL_COPY
] P
I #705R UNRESOLVED
| ] TRANSACTION
] s
B oevs e

19. Scroll down to the more detailed reports for the graphSample project. The Unreachable Code Trend
chart shows a decreasing trend, which means that the development team removes the unreachable
code from their programs. This is a good sign for the graphSample project.

20. Select the Metrics tab to compare the project-level metrics of these selected projects.

Static Analysis Code Coverage

Overvies w | Metrles  Structure  Trends

Projects {Select up fo 5)

[¥ graphsample
| sharedSamplel
| zMobile
BB0O4_maint
BBO4_preprod
BBOI_maint
Axis 1
Unreachable Code
Axis 2
Cyclomatic Complexity
Axis 3
Source Lines of Code
Axis 4
Delivered Bugs
Axis 5
Maintainability Index

Performance

Compare Project-Level Metrics (Demo Application Discovery provider) (D

Unreachabie Code
'

On this tab, you can see the radar chart with five axes that represent Unreachable Code, Cyclometic
Complexity, Source Lines of Code, Delivered Bugs, and Maintainability Index.

The radar chart shows that, for all three projects, the Maintainability Index is less than 50, which is
under the organization goal. You need to investigate on all these three projects to improve the
Maintainability Index. The SharedSamplel project seems to be better than the other two projects in
all dimensions. However, if you look at the Source Lines of Code, the size of this project is much
smaller than the other two projects.
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21. Select the Trends tab to view the historical data of project-level metrics. By default, the trends for
Unreachable Code, Cyclometic Complexity, and Source Lines of Code are displayed. From the left
pane, you can choose different metrics to be displayed and select up to five projects to compare

trends for different projects.

Overview  Metrics  Structure  Trends
Projects (Select up 0 5) Compare Trends (Demo Application Discovery provider) @

Filter by ciat

W graphSample
Wodnesday Thursday Friday Saturday

Tuosday
| 5730118 LT e g

W sharedSamplel < 5/20118
/| zMobile Unreachable Code
8804_maint
BBO4_preprod
8801_maint
Project Aggregation
None v

Chart 1 Metric
Unreachable Code A

Chart 2 Metric

Cyclomatic Complexity - Cyclomatic Complexity

Chart 3 Metric
Source Lines of Code v

Source Lines of Code

graphSample sharedSample1 zMobile

Show all projects

]
st0 6/5/2018, 1200 AM
Sunday Monday
erang &ang >
———

You can see that all trend metrics (Unreachable Code, Cyclomatic Complexity, and Source Lines of
Code) for all selected projects do not have many changes except that the trends of Unreachable Code
and Cyclomatic Complexity for the graphSample project are decreasing. This is a good sign for the

graphSample project.

22. Select Maintainability Index from the Chart 2 Metric drop-down list. You can notice that the
Maintainability Index of all three projects is under 50, which is lower than the organization goal. The
graphSample project has the lowest Maintainability Index but the trend is slightly increasing. The

Maintainability Index of the sharedSamplel project also going upwards.

Overview  Metics  Stucture  Trends

Projects (Sefect up 10 5) Gompare Trends (Demo Application Discovery provider) (@

W graphSample
Saturday | Sunday Monday Tuesday

o sharedSamplel < 828 &/3n8 &/4/18 /518

Unreachable Code

‘Wodnesday
&/8N8

| 2Mobile

B804_maint - T— . —

BBO4_preprod
880I_maint

Project Aggregation

None v

Chart 1 Metric
Unreachable Code v

Chart 2 Metric

Maintainability Index v Maintainability Index

Chart 3 Metric

Source Lines of Code v w0 { s —— . —

Source Lines of Code

graphSample sharedSample1 zMobile

Show all projects

o2
End dato 6/8/2018, 12:00 AM
Thursday Friday
/718 a8 >
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To increase the Maintainability Index of all three projects to be over 50, first you probably need to

remove the unreachable code from these projects.

Before you remove the unreachable code, you need to consult with ADI on the data sources that are
shared among these projects to make sure that they are consistent when you change the source

code.

23. Select the Structure tab. The information of data sources that are used by multiple projects within
the scope of workbook is displayed. ADI refers these shared data sources as Shared Resources.

Shared Resources (Demo Application Discovery provider) @

Find Shared Resources

Mame Type Number of
Projectsw
W DB2V10R1MO.SDSNLOAD Dataseat 3
W PATIENT Database Table 3
W INS_RATES Database Table 2
[V] USER93.ZMOBILE.COPYLIB Dataset 2
Showing 1-4 of 4 items First Page | Previous Page | Next Page

24, Select all the shared resources from the Shared Resources list. You can notice that
DB2.V10R1MO.SDSNLOAD and PATIENT are shared by the three projects. If you want to update the
codes from one of the three projects that impact PATIENT database table, you need to consider the

impact to the source codes of the other two projects.

25. Select the INS_RATES node from the network graph on the right. You can see that INS_RATES are

shared by sharedSamplel and graphSample projects.
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Project T E Database Table
sharedSamplel g INS_RATES
Project ]"

graphSample

Shared Resources per Project ®

4 N——

- -

graphSarnple sharedSamplel Mobile
B Shared Database Tables Shared Dataseis B Shared IMS Databases

i

26. Select PATIENT from the Shared Resources list. The list of all transactions and projects that use the
PATIENT resource is displayed.
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< Search Results

Enterprise Artifacts Application Discovery Artifacts

Name.a Location Project Workbook Type

PATIENT KZ’EE?““’ [NONEL Region: - redSamplel 2Mobile Health Care Database Table
PATIENT r&g‘::flim: [NONEL; Region: sharedSample2 zMobile Health Care Database Table
PATIENT '[I'r:ag:jg]ction: [NONE]; Region: genericGraph zMobile Health Care Database Table
PATIENT Transaction: HCT1; Region: CSR1 zMaobile zMobile Health Care Database Table
PATIENT E’;’;‘iam'“”: HCPL; Region: Mobile zMobile Health Care Database Table
PATIENT E?F?ia:tion. HCM1 Region: zMobile zMobile Health Care Database Table
PATIENT E’;‘é’iamo”’ HCVA; Region: Mobile 2Mobile Health Care Database Table
PATIENT E;aé\ia:tion. HCVL: Region: zMobile zMobile Health Care Database Table
PATIENT Transaction: HCTA; Region: CSR1 zMaobile zMobile Health Care Database Table
PATIENT Transaction: HCPA; Region: zMobile zMobile Health Care Database Table

C5R1

Showing 1-10 First Page | Previous Page | Next Page

27. Click one of the PATIENT names to see the program that uses this resource.

< Artifact Project ~ Region ~ Transaction ~ Program ~ Date v Filters +~ HeatMap
Compeosition Mobile CSR1 HCT1 PATIENT 6/7/2018, 12:18 PM Select a Heat Map

i E Database Table
PATIENT

COBOL Program
<> HCIPDBO1

Now you have explored how you can use ADI to monitor the quality of source code by analyzing the static
analysis metrics from IBM Application Discovery. You can get notified by ADI immediately when any value
of the project-level metrics violates the metric notification rules. Hence, you can further investigate the
problem and take the corrective actions. Through the shared resources, you can understand the
dependencies between different Application Discovery projects better, which helps to ensure that the
changes you make for one project are consistent with those of all the dependent projects.
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Chapter 4. Installation and setup

Several ways are available to install and set up ADI. You can install and set up ADI by using web-based
express setup, by using web-based custom setup, by using repotools command, or by using ADDI
installer and adi-setup application. You can also install ADI into an existing IBM Rational Collaborative
Lifecycle Management (CLM) solution. If you use a previous release of ADI and want to install a new
version, you can migrate all the data from the old version to the new one.

Hardware and software requirements

Before installation, verify that your hardware and software meets the minimum requirements for
installing and using ADI application.

A 64-bit operating system (Windows or Linux) and a minimum of 8 GB server memory provide the best
environment for running the Jazz Team Server (JTS).

Note: When you IBM ADDI with both ADI and AD solutions, the minimum hardware and software
requirements from both products need to be combined. For specific details about AD, see AD Installation
Prerequisites.

A complete list of system requirements is as follows.

System requirements for ADI server
Operating systems
e Linux
— Red Hat Enterprise Linux (RHEL) Server 8, IBM z Systems
— Red Hat Enterprise Linux (RHEL) Server 8, x86-64
— Red Hat Enterprise Linux (RHEL) Server 7, IBM z Systems
— Red Hat Enterprise Linux (RHEL) Server 7, x86-64
— SUSE Linux Enterprise Server (SLES) 12, IBM z Systems
— SUSE Linux Enterprise Server (SLES) 12, x86-64
— Ubuntu 16.04 LTS, IBM z Systems
— Ubuntu 16.04 LTS, x86-64
— Ubuntu 18.04 LTS, IBM z Systems
— Ubuntu 18.04 LTS, x86-64
« Windows

— Windows 10 Enterprise, x86-64

— Windows 10 Pro, x86-64

— Windows Server 2008 R2 Enterprise Edition, x86-64

— Windows Server 2008 R2 Standard Edition, x86-64

— Windows Server 2012 R2 Datacenter Edition, x86-64

— Windows Server 2012 R2 Standard Edition, x86-64

— Windows Server 2016 Datacenter Edition, x86-64

— Windows Server 2016 Standard Edition, x86-64
Application servers

« Embedded WebSphere® Application Server (Liberty Profile 8.5.5)

© Copyright IBM Corp. 2016, 2019 103


https://www.ibm.com/support/knowledgecenter/SSRR9Q_5.1.0/IBM_AD_Installation_and_Configuration_Guide_OUT_KC/InstallationInstructions.html
https://www.ibm.com/support/knowledgecenter/SSRR9Q_5.1.0/IBM_AD_Installation_and_Configuration_Guide_OUT_KC/InstallationInstructions.html

Databases

« Embedded Apache Derby 10.10 (limited to 10 end users)

« DB2° Workgroup Server Edition, 11.1.1.1 and later versions
Note: DB2 for z/OS® is not supported.

System requirements for ADI client
Browsers

 Mozilla Firefox ESR 65.0 and later versions
» Google Chrome 70 and later versions

For a complete list of system requirements for any particular version, see JTS online help or the System
requirements section on the Jazz.net Deployment wiki. For ADI installation requirements on the Linux
system, see Planing to install on Linux systems and ensure that your hardware and software meets all the
requirements.

A list of software versions supported by ADI is as follows.

Code coverage analysis

- IBM Rational Developer for z Systems (RDz) 9.5.1 and IBM Developer for z Systems (IDz) 14.0.0
« IBM Rational Team Concert (RTC) 6.0 and later versions

« COBOL 4.x and later versions

« PL/I 4.2 and later versions

« IBM Debug Tool for z/OS 13.1 and later versions

OMEGAMON for CICS data provider

« IBM Tivoli OMEGAMON for CICS on z/0S 5.3.0

Note: It is required to configure ITM TEPS REST API in OMEGAMON for CICS to be a data provider for
ADI. For more information, see “Prerequisites for setting up OMEGAMON for CICS for ADI” on page 104.

Application Discovery data provider

- IBM Application Discovery for IBM Z V5.0 and later versions. For instructions on how to install and
configure IBM Application Discovery, see documents on IBM Application Discovery and Delivery
Intelligence Library.

Business Rule Discovery data provider
- IBM Application Discovery for IBM Z V5.1 and later versions.

To check the detailed system requirements for a specific version of ADI, visit the Software Product
Compatibility Reports site at https://www.ibm.com/software/reports/compatibility/clarity/index.html

Prerequisites for setting up OMEGAMON for CICS for ADI
You can find the prerequisites and instructions on how to set up OMEGAMON for CICS for ADI.

Perform the following steps on all LPARs that participate in a CICSplex that you wish to monitor with ADI.

1. Install IBM Tivoli Monitoring 6.3.0 Fix Pack 6 or later versions. You can download it from IBM Support.
2. Install OMEGAMON XE for CICS on z/0OS 5.3.0 or later versions.

OMEGAMON XE for CICS on z/0S V5.3.0 must be installed with PTF UA80018 applied. If the self-
describing agent (SDA) feature is enabled on the IBM Tivoli Monitoring components then the
associated product support files for TEPS server will be installed automatically. For more information,
see Self-describing monitoring agents.

If SDA has been disabled, OMEGAMON XE for CICS on z/OS V5.3.0 must be installed on the TEPS
server. You can access it from IBM Support.
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3. Enable the dashboard data provider configuration option for the Tivoli Enterprise Portal Server.

Verify that dashboard data provider configuration option for TEPS server has been enabled. This can
be done by using Manage Tivoli Enterprise Monitoring Services utility or through command line. For
more information, see Verifying the dashboard data provider is enabled.

4. Get appropriate permissions.

You need to get permissions to see the data. Without permissions “/ibm/tivoli/rest/providers” will
return empty.

5. If a firewall exists between the TEPS and the ADI server, you need to update the firewall settings
appropriately.

If TEPS server is running behind a firewall, you need to open appropriate ports in the firewall or use
proxy.

Security considerations

You can take actions to ensure your secure installation, customize security settings, and set up user
access controls. You can also ensure that you know about any security limitations that you might
encounter with this application.

Enabling security during the installation process

IBM Application Delivery Intelligence for IBM Z only support HTTPS connection. You should always use
Secure Sockets Layer (SSL) HTTPS connections to browse to the application from browser. SSL encrypts
all data that is passed over an HTTPS connection. During installation, ADI security is enabled by default
and all security is provided through the Jazz Team Server.

Enabling secure communication between multiple applications
ADI supports HTTP/HTTPS connections for all data provider connections.

ADI is built on the Jazz Team Server and its users authentication and users management mechanism is
provided via the Jazz Team Server. The Jazz Team Server manages an LDAP connection . For more
information, see Configure an LDAP or an LDAP/SDBM connection with the WebSphere Liberty server.

Ports, protocols, and services

The default port for ADI is 9443. If you do not want to use the default port numbers, see Changing the
port numbers for the application server.

Customizing your security settings

After the installation, you need to configure a certificate authority that is signed or self-signed certificate
for your application server. You need to send instructions to your end users about how to import this
certificate to avoid warnings of errors in their browsers.

« Forinstruction about configuring the certificates, see this topic in the Jazz online help: Configuring
security certificates.

« Forinstructions about configuring the certificate, you can follow the same instructions as described in
Configuring security certificates for Report Builder servers.

- For instructions about how to configure a browser for such self-signed certificates, follow the
instructions in Importing certificates and configuring browsers for Report Builder reports.

You're required to specify an administrative user ID during ADI installation and setup. You can use the
Jazz Team Server administration pages to change user IDs and passwords.
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Setting up user roles and access

ADI requires an user ID and password to access ADI services. For more information about creating and
managing user accounts, see “Creating and managing users” on page 150.

With the administrator permissions, you can manage users by using the Jazz Team Server administration
or ADI administration pages. When a project area is created, users can be designated as members of that
project and be assigned role permissions. Only members of project area can have access to that project
area. The permission to perform the operations within the project area is controlled by the role
permissions assigned to the users. For more information about permissions for each role, see “Assigning
role-based permissions to ADI users” on page 151.

Privacy policy considerations

This software offering does not use cookies or other technologies to collect personally identifiable
information.

Installing ADI by using web-based express setup

The express setup is a simplified version of wizard setup. When you install and set up ADI by using this
express setup, you use the Derby database by default and you're not allowed to use any other databases.
It is recommended that you use this express setup in a demonstration or product trial but not for
production. You can learn how to use this method to install and setup ADI in this topic.

For more information about the express setup, see Jazz online help.

Information required before the installation

You need to get a fully qualified host name and a public URI before you can install ADI application by
using the web-based express setup.

The following information is required before the installation:
« A fully qualified host name
« A public URI

Important: A fully qualified host name is the host name along with the DNS domain reference of the
machine on which the Jazz Team Server (JTS) is installed.

- An example of a fully qualified host name is clmwb .example.com.
« Examples of an invalid fully qualified host name include localhost and an IP address.

For more information about how to plan the server URI, see Planning your URIs

Starting up the server

To install ADI by using web-based express setup, you need to start up the server first. Unzip the ADI
installer package and run commands for the start.

Note: You need to disable the pop-up blocker and add security exceptions before you start the
installation.

You need to take the following steps to start up the server.
1. Unzip the ADI installer package.

2. Open terminal/command prompt and navigate to the unzipped-adi-installer/adi/sexrver
directory by running the following command.

cd /unzipped-adi-installer/adi/server
3. In the current directory, start the server by running the following command.

server.startup
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Note: By default when you start the server, the Jazz server is running in the background. You can
check the console.log file to see if the server is running. If you want to start the server in the
foreground, you can use "-run" option when you start the server.

server.startup -run

Configuring the server

After you start the server, you need to configure the public URI and set up your administrative user. This
topic describes how you configure the server when you install ADI by using web-based express setup.

To configure the server, take the following steps:

1. Open a web browser, goto https://fully qualified hostname:9443/jts/setup, and logon
using ADMIN as the user ID and ADMIN as the password.

TEAM SERVER

The Jazz Team Server at localhost in Jazz requires a user ID and password

User ID:
ADMIN

Password:

BERER
Remember my User D

Log In

Licensed hMater
the 1BM log

al - Property of 1BM Corp. © Copyright 1BM Corp. and its licensor
both. Built on E

Rational are trademarks of IBM Corporation, in the Unib
s a trademark of Eclipse Foundation, Inc. Java and &

ered trademarks of Ovacle andfor its affiliates in the Unied St
boith

5 2008, 2015. All Rights Reserved

, other countries and regions
ad trademarks amd | QoS are
5, other countries and regions, «

[T software

trademarks or ,I

2. On the welcome page, select Express Setup and click Next.
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ADMIN | Log Dut

2

TEAM SERVER & APPLICATION SETUP

Melcome to the Jazz Team Server & Application S tup
The setupwizard provides two opfions for seting wp the senmer. Express and Custam

I you ae nit sure which option to choose, !e Custom Setup is necommended a5 itwill provide all available options. Read
e descripions fof each option carehuly and choose i best wizand Tor your installagon

3 [Express Setup

Uk this wi 2and 4o run Shrowgh a simpied version of $etup. The default database will be set to Derty and e Sener
will s this Libedty Basic Registny of Tomdcal Liser Reqisiny. This is recommantded fof ial of dema envdronments

Custom Setup

Uz this wizard to nun Bhrowgh the il version of sefup. This wizard will allow you to use enlenise databases, LDAP
user regidries, and setup defributed deployments: This ts recommended for production environments

Next =

3. On the Configure Public URI page:

« Provide a public URI root that is of the form https://fully qualified hostname:9443/jts/.
For example, you can provide https://insurance.example.com:9443/7jts/ .

Note: The repository might have an alternative host name through which it can be publicly accessed.
When this property is set, this URL is used as the basis of absolute URIs that are made available
outside of the client and server. When the URI is set, it cannot be modified.

« Check the box to confirm that when the public URI is set it cannot be modified.
« Click Test Connection to test the connection to the server. If the test is successful, click Next.
« For more information about URIs, see Planning URIs.
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ADMIN | Log Out

2

TEAM SERVER & APPLICATION EXPRESS SETUP

&) The Public URI root has already been set for this server. Click "Mext” to continue.

Configure Public URI

The Public URI is the root URL prefix for the URLs of all stored artifacts. This Jazz Team Server generates absclute
URLs to rescurces used in stored artifacts, references between related artifacts, in mail notifications, feeds, for
copying to the system clipboard, for Web access and for stable resource identification across all applications.

These generated URIs generally must be navigable from any network location from which a user or ancther
application will be accessing the system. Once data is oeated and stored, these URLs will become persistent within
the server. In a limited set of scenarios, the server URL can be changed later via administrative Server Rename
commands which preserve internal consistency, but this is a potentially disruptive action given it may be difficult or
impossible to comect the stored links into the server from all other applications and systems. Therefore it is
important that you choose a public URI that is fully qualified, and likely to remain stable over time. For additional
help, please see the Flanning your URIs topic, contact IBM Support, or get help at the Jazz.net community site.

Configure this value in the following format: "hitps://<public_hostname><: port=/<context="

Step 1: Configure Public URI

Property Current Value

Fublic URI https://insurance. example. com:9443/jts

Step 2: Confirm Public URI

| understand that cnce the Public URI is set, it cannot be modified except with additional administrative
commands and in a limited set of scenarios, which can result in broken links from other applications that
do net support changing URLs.

& The Public URI roct has sirea dy been set for this server. Click "Mext” to continue.

Restore to Saved Test Connection

< Back Finish

M, e I5M logo, Jazr. and wmu
i on Eclipss = & Tademark of Eclipss

ates

4. On the Create Administrative User page:

« Provide information for the administrative user. This is an administrative users for both JTS and ADI
application. The ADMIN user account will be automatically disabled after this step. You are required
to use this administrative user for future setup. For more information, see User management.

« Click Next.
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ADMMN | Log Out

TEAM SERVER & APPLICATION EXPRESS SETUP

& Chck Next to begin the Express Setup
Create Administrative User

To begin, creale an adminsirative user for yoursell. Once you have completed the form, click “Next™ to start the setup.

Creale an administrative user for yourself in the Jazz Team Server:

Fropearty Walue Description

User D Adisdmin Your user D (&g, [smih
Hams Adi Admen viowr full name (.. "John Smih
Pasgvrord [ ———— EMar & S&cire password
Re-type Password sassmsas

E-mai Address Mﬂc:m_mm Your e-mall address (2.9

‘s mith@eccample. con’)

| <Back |[[ text>1 ] Finish

5. On the Setup Progress page, wait until the wizard finishes configuring the installation, and click Next.
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AAM SERVER & APPLICATION EXPRESS SETUP

&4 The Express Setup process has completed successfully. Click "Mext” to assign a license to the new user.

Setup Progress

+ Setting up application "Rational Jazz Team Server” [100% comp

«" Configure Public URI

# Configure Database

«" Configure E-mail Motification

+ Configure User Registry

« Configure User Registry

« Save User Information

+ Disable ADMIN User Account

+ Register Applications

« Configure Data Warehcuse Database

+ Setting up application "IBM Application Delivery Intelligence {ADI}" (100% complets

« Configure Database
+ Finalize Application
« Configure Data Warehcuse Database
+ Start Diagnostics
& Finalize Lifecycle Project Administration Setup

+ Complete Setup

< Back Finish

6. On the Assign Licenses page, click Activate Trial and accept the terms of the license. After you
activate the trial, a license will be automatically assigned to the administrator you created previously.
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TEAM SERVER & APPLICATION EXPRESS SETUP
Assign Licenses

Step 3: Assign Client Access Licenses

1) License sssignment is not enabled at this time because there are no licenses available. Use the “Activate
Trial” link(s) balow to activale licenses. Once 8 license is adtivated. you will be able to assign it

Available

IBEM Application Delivery Intelligence

@ Home

bwate Tnal

(30 day trial)

Finish

7. Click the Finish button to access the Jazz Team Server Administration page where you can perform

administrative tasks such as managing the server, users, and licenses. For more information, see
Administering Rational solution for Collaborative Lifecycle Management servers.

8. Restart the server by completing the following steps:

a. “Shutting down the server” on page 113
b. “Starting up the server” on page 106

Note: The ADI license are authorized licenses, which are permanent licenses that are assigned to a single
user. The ADI license is managed by the Jazz license server. If you purchase activation kits that contain
the activation key file, you can import the activation key to the license server. For more information, see
Installing and managing client access license keys.

Setting up the ADI application
This topic describes how you set up the ADI after you install ADI by using the web-based express setup.

Before you begin, ensure that the pop-up blocker is disabled for https://fully qualified
hostname:9443/adi/web page.

To set up the ADI application, take the following steps:

1.
2.

Browse to https://fully qualified hostname:9443/adi/web to open the ADI application.

Optional: Log on with the administrative user name and password that you created during the server
configuration.

. ADI application appears with the All projects page. For the first time user, there is no project area.

Click the project area management link to set up a project area.
All Projects @ Mansge All Projects

There are cumently no project sreas

To reate a project area, visit the project srea mansgement sedtion of the Administrative Interface

. The application navigates to the Application Administration - IBM Application Delivery Intelligence

(ADI) page. Use this page to create a project area.
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a. Click the Create Project Area link on the top right corner.

O of e (it Scems Lo eees in 19 dmye

i& Application Administration - IBM Application Delivery Intelligence (ADI) (fadi) Adi Admin JgL - 1 @

38 - Search Uses q

Project Areas . Tempiat

() Mo project areas exist

Active Project Areas | Creste Project Aves i Cre

Use this interface to creste and update project aress. To reste a new project ares, dick the “Create Project Area® link. To edit an existing project ares, click the project area's name in the table below
+ Did you want to create a Project Area or a Lifecycle Project?

0-0of0

b. Provide a Name, Summary, and Description for the project area.

c. Select IBM Application Delivery Intelligence Application Default Process as process if it is not
yet selected.

d. Assign or create users as members of the project area. For more information, see “Creating and
managing users” on page 150.

e. Assign or create users as administrators for the project area.
f. Click Save next to the project area name on the top to create the project area.

Note: After you save the project area, a message appears warning you about the members added
without roles. You can ignore this warning message because currently no role to members is available.

5. On the upper left corner of window, click the Home icon to open the drop-down menu and select IBM
Application Delivery Intelligence (ADI) . My Projects and All Projects appear.

6. Click All projects. The project area you previously created appears.

7. Click the project area to open it in your browser and then bookmark the page of your project area as
the ADI home page.

Note: After you set up IBM ADDI, you need to restart the server. Otherwise, you will not be able to log in
with the correct credentials and IBM ADDI will request you for a re-authentication. When you open the log
file (<ADI installation folder>\adi\server\liberty\servers\clm\logs\addi-bxd.log),
you can see the warning of "Failed authentication with Jazz server".

To restart the server, complete the following steps:

1. Navigate to the <unzipped-adi-installer>/adi/server directory.
2. Shut down the server by running the server. shutdown script.

3. Restart the server after the you shut down the server successfully by running the server.startup
script.

Shutting down the server
After you finish the installation and setup, you can shut down the server.

To shut down the server, complete the following steps:

1. Open terminal/command prompt and navigate to the unzipped-adi-installer/adi/server
directory by running the following command:

cd /unzipped-adi-installer/adi/server
2. In the current directory, shut down the server by running the following command:

server.shutdown
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Installing ADI by using web-based custom setup

You can learn how to install ADI by using web-based custom setup and set up the majority of the
installation options. If you want to use DB2 database, you should use this method.

The custom setup is recommended for production environments. The wizard guides you through setting
up your database, configuring email settings, configuring the user registry, and registering applications.
The wizard detects and prompts you to set up the applications you installed.

For more information about the custom setup method, see Jazz online help.

Information required before the installation

You need to get a fully qualified host name and a public URI before you install ADI by using web-based
custom setup.

The following information is required before the installation:

 Afully qualified host name
« A public URI

Important: A fully qualified host name is the host name along with the DNS domain reference of the
machine on which the Jazz Team Server is installed.

« An example of a fully qualified host name is clmwb.example.com.
« Examples of an invalid fully qualified host name include localhost and an IP address.

For more information about how to plan the server URI, see Planning your URIs

Creating databases

You need to create databases before you set up ADI application. You can learn more about the default
Derby database and how to create DB2 database for use.

If you are running against a database other than the default Derby database, which is included in the
installation, you need to create a database before you set up the application. Currently, ADI supports only
DB2 database. For more information about setting up the database, see Jazz online help.

To set up the ADI application, you need to create three databases for Jazz Team Server, ADI, and Data
Warehouse (DW). Use the parameters that are provided in Setting up the database for Jazz Team Server
and Data Warehouse. Use the same parameter values that are used for Jazz Team Server when you create
database for the ADI application.

Derby database

By default, the builds use the Derby database included in the installation, so you do not need to create
any database. This option is only available when you install ADI by using the web-based express setup
installation.

DB2 database

Review Prerequisites and make sure that your DB2 database meets the requirements before you
continue.

Before you create the DB2 databases for ADI, you must set the DB2_COMPATIBILITY_VECTOR registry
variable with the following commands. Otherwise, ADI will not be able to perform paged queries correctly
and will show error messages in various UI pages.

db2set DB2_COMPATIBILITY_VECTOR=MYS
db2stop
db2start

Then, you can create the required databases by using the following DB2 commands:
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db2 create database JTS using codeset UTF-8 territory en PAGESIZE 16384
db2 create database ADI using codeset UTF-8 territory en PAGESIZE 16384
db2 create database DW using codeset UTF-8 territory en PAGESIZE 16384

Optional: Data Warehouse that is used for raw data storage can be large. If you plan to perform massive
DB2 update transactions on the DW, it is recommended to increase the default sizes of DW transaction
logs. You can use the following commands to increase the primary and secondary log sizes.

db2 get db cfg for DW
db2 update db cfg for DW using LOGPRIMARY 64

db2 update db cfg for DW using LOGSECOND 192
Note: The total number of primary logs plus secondary logs cannot exceed 256. It is also recommended
to set larger secondary log sizes since they are constantly cleared by DB2.

For more information about DB2 installation, see IBM DB2 10.5 for Linux, Unix and Windows
documentation.

Starting up the server

To install ADI by using web-based custom setup, you need to start up the server first. Unzip the ADI
installer package and run commands for the start.

You need to take the following steps to start up the server.

1. Unzip the ADI installer package.

2. Open terminal/command prompt and navigate to the unzipped-adi-installer/adi/sexrver
directory by running the following command:

cd /unzipped-adi-installer/adi/server
3. In the current directory, start the server by running the following command:

server.startup

Note: By default when you start the server, the Jazz server is running in the background. You can
check the console.log file to see if the server is running. If you want to start the server in the
foreground, you can use "-run" option when you start the server.

server.startup -run

Configuring the server

After you start the server, you need to configure the public URI and set up your administrative user. This
topic describes how you configure the server when you install ADI by using web-based custom setup.

To configure the server, take the following steps:

1. Open a web browser, goto https://localhost:9443/jts/setup, and log on using ADMIN as
the user ID and ADMIN as the password.
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2. On the welcome page, select the Custom Setup option to customize the setup, and click Next.
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TEAM SERVER & APPLICATION SETUP

Welcome to the Jazz Team Server & Application Setup
The Setapwizard provides two opoons 1o Seting up e server, Express and Cusiom

I you are not sure which option to chocse, the Custom Setup is recommended as it will provide all available options. Read
the descripions for each option carefully and choose e best wizard o your installation

[y ExpressSetup
Use this wizand 19 run through a simpliied version of setup. The defaull database will be set to Derty and the server
will use the Liberty Basic Registry or Tomcat Liser Regisiry, This is recommended for trial or demo emaronments.

@ CustomSetup
Use this wizand torun through the full version of setup. This wizard will allow you touse enterprise dalabases, LDAP
uses reqisines, and set up distibuted deployments. This is recommended for production envirenments.

Next = J
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3. On the Introduction page, click Next to get started with the setup wizard.

ADMIN | Log Ot
TEAM SERVER & APPLICATION CUSTOM SETUP
= RATIOHAL JA77 TEAM Introduction
SEFVER Vs
i Introduction Wakeome e the Jazz Team Server sehup wizard! This setup wizand contans configurabion staps dor the applicstions you st rstaled. The

first section will configure the Jazz Team Zervor. You'll be able 1o set up the database, configure email settings, canfigure the user regstny,
ard ragisier apphicatons with this Jare Team Seraer. During the "Regster Applcaticns™ step, the wizard will detsct the applicatons you
havve rstaled and alow you to register them. Upon registrabion, additioral configuration steps for cach application may be added ta this
wizard. Orge you bave compleled al of the sbeps, you will 55 a "Summany™ step which wil provide you with an gvervies of the changes
2 50ma addional intamalion to help you leam mone sbout Jazz.

WOTE: Once you start this wzard, you should continue undl you have completed each step. Leaving the setup wizard without Sinishing
ech shep oy cause the Jazr Tesm Saraer of one of mone of the appications to g&tinlo a bad skabe. Keep in mind, you wil have a0
oppcriunely 10 Come back by thes spiup wizbnd te moddy the comfiguration once wiu Fore tomplaled The sehup.

T gt Ta get started, clhick the "Hmt” buttan below.

; 1 =N

Configure the Server  Register and Configure Finalize Steps and Get
F\.Fi’] ications Started

< Back Hem= || Fmmn

4. On the Configure Public URI page:
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a. Provide a Public URI in the format of https://fully qualified hostname:9443/jts/. For
example, https://example.com:9443/jts/.

b. Check to confirm that when the Public URI is set it cannot be modified.
c. Click Test Connection to test the connection to the server. If the test is successful, click Next.

Note: For more information about URIs, see Planning URIs.

ADMM | Log Dut

TEAM SERVER & APPLICATION CUSTOM SETUP

& The configuration test succeedad. Chck Next o save the settings and continue

Configure Public URI

Configure Public URI The Public UR1 s the root URL prefic for the URLs of al stored artifacts. This Jazz Team Server generates absolute UALs fo rescurces

used in stored artifacts, references between refated artifacts, in mail notifications, feeds, for copying to the system clipboard, for Web
access and for stable resource identification across all applications

These genarated URIs generally must be navigabde from any network location from which a user or another application will be accessing
the system. Once data s created and stored, these URLS will become persisient within the server. In a Imited set of scenarics, the
server URL can be changed later via administrative Server Rename commands which presarve infernal consistency, but this is a
potentially disruptive acton given i may be ditficull or impossible to correcd the stored inks into the sarver from all other applcations and
systems. Theraiore it = important that you choose a public URI that i fully qualified, and ety to remain siabée over time. For additional
help, please see the Flanning your URs topic, contact B Support, or get help at the Jazz.net community site

Configure this valse in the following format: “hitps:F<public_hostnames<port=f<cantexts"

Step 1: Configure Public UR

Property Currant Vakie

Public URY hitps fisxample com 8441/gs

Step 2: Confirm Public URI
| lundersiand that once the Public URI s s&t, @ cannol be modified except with additional administrative commands and in a
Emiled sef of scenarios, which can resul in broken links from other applcations that do not support changing URLs

@ The configuration test succesded, Cick Next to save the settngs and continue Restore to Saved [ Test Connection ]

< Back [ Hext > Finsh

IEM.

5. On the Configure Database page, provide information to set up a connection to the Jazz Team Server
database.

a. Select the database vendor and connection type. ADI currently supports only DB2 as a database
vendor and JDBC as a connection type.

b. Configure the database connection properties.
1) Insert the password of the JDBC database, that is, the password of your DB2 database.
2) Provide the JDBC location in the following format.

//server where your DB2 is installed:50000/JTS:user=Your DB2 user;password={password};

c. Click the Test Connection. You receive a message that the database exists but is not configured
to contain Jazz.

d. Click the Create Tables, and wait several minutes for the command processing. When the
processing is complete, click Next.
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Step 1: Conligere Database Vendor and Connection Type
Dol e Wi rior 1] ] -

Connection Type JOBC -

Step 20 Configers Database Connection Properties

Propeity e ‘vhlue

JOBC Password [rememe |
. Dertalt Vil
nane
JDBC Lecation [Mocathost SI000T S wser=dbZns]. password={passwoed]; |
Detamll Vialue
nane

Step ¥ Creale Database Tables

The spescitied datsbase ensts bof theres ase no Jarz ables preseni Please click the " Creale Tabies™ bution below o creals the
iequined bles Tables comataon may take & bow minukes

k

':.ﬁ The dataknie easts, but is notcorfgued oooran JAzz Lse e "Crea Tablss™ Bunon in
Siep I o configure the dalnbase for Jazz JATLE

« Back

6. On the Enable E-mail Notification page, disable email notifications and click Next.

Note: There is no email notification capabilities in the current version of ADI.
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TEAM SERVER & APPLICATION CUSTOM SETUP

& The configumbion B sicoessded. Clhck Meod 1 save the s8ilings and continuoe

/' Iniraduction Configure E-mail Motification

Some Sener and Application componemts wie & madl b communcae with useis. By default, & mad notfcabions ame ot enabled. Ta

o Configuee Public UR
) N enabie & mail notilicabon, Selec! "Enabled” from the o o doam boe:, Seq te @.mail confgurason ropere s, and optionally sebect which
v Configuer Dasbuse setof users shoukd recehve ¢-mails by default all wsers receve e-mail]
Cenfigure E-madl
Netification Step1: Set E-mall Notiication
This property is the: global saikch ke enabling &-mail notifications for all installed applications. E-mail notifications ane availabis
for artriacts such as: Work lems, Approvals, Documents, Requitements, and marry oiher acbons throug hout the applicatons
E-Mul Noolcation: | Disabied -
O The configuation 4 suceeded Click Next 1 sive the settings and conlinue Test Connection
< Back e »
L] Wil - Pecparty of |80 Cop © Crpyarghd | B0 Cog a8 losssry 08, 005 A Pt P sivansd 1B e | B g 5. v Fairel o pxieewko of | A Copresirm, n "
Im. L] aaim 3. o DOLPame 3% o, o oty Bl o o i of B Foundeaon, e Jave and ol Lassdeeed wacermk 4 and bgps e wacerak s of Qo i m

7. On the Register Applications page, the wizard detects the applications that were installed along with
the Jazz Team Server. When the wizard detects the application, click Register Applications, and

then click Next.
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& Applications were successiully registered with this Jazz Team Sener Click Nex o continue

Register Applications

Uze this step o register installed applications with the Jarr Team Serer. For insallabons where all applications an on the same
host, you can accepl the defaulls and continue

Step 1 Verity and Update Discovered Applications

The following applications were detected on the local file system. The Application Instance name will appear in the user
interiace . An instance name proposal was generated based on the conbext root of the application. You can edit the proposal. The
name should be unigue an this Jazz Team Serer and meaningiul within your organization. The Discovery URL has been
defaulted based on the public URI of this server and the context oot of the application. A default functional user D has been
computed for each application. Associating a functional user D allows applications o make requests within background
activities, such as sending - mail nolications, withoul user inernention. You can manually add a mew application (for exampss,
an application installed on a remote server), or choose not 1o regisier an application by clicking the “X" icon

To add a new application enter its Discovery URL, which is usually in the following form, hitps fhostname domain: port
fcontextRootiser, for example Epsimyseneribm com 94430 miser

Application Instance  Application Type Discovery URL Functional User 1D

1BM Application Delivery

Invte llige nce (ADI) ad|_user

Step 2: Register Applications

Cince you have verified the applications and their URLs in the previous step, you should register the applications with this Jazz
Team Sapser. As par ol the regisiration process, the seper will atiemp o contact each application and send configuration data o
it. This operation may take a few minubes o complete

¢ Registrabion Compleis

8. On the Create Administrative User page:

« Choose one of the options for your user registry. Jazz Team Server relies on a user registry to
provide basic information about users and groups. For more information, see User management.
Currently, ADI supports only IBM® WebSphere® Application Server Liberty Core. You can manage
WebSphere Liberty server users by using the default basic user registry or Lightweight Directory
Access Protocol (LDAP). If you need more information to create an LDAP connection, refer to this
guide.

e Ly veaue (B RS

User ID [user | YouruserID (e.g. ‘jsmith’)

Name [user | Your full name (e.g. "John Smith’)

Password [.... | Entera secure password

Re-type Password [ | Re-type your password to help prevent
" typos

E-mail Address [user@mail.com | Youre-mail address (e.g

‘jsmithi@example com’)

The default ADMIN user is defined in Jazz o allow you to log into a new server, configure the server, and create an initial
JazzAdmins user. For enhanced server security we recommend that you disable default ADMIM access at this time.

& Disable default ADMIN access

« Click Activate Trial and accept the terms of the license.
« Click Next.

9. On the Configure Data Warehouse page, provide information to set up a connection to the Date
Warehouse database. If you use Derby database, you do not need to change the default values, and
you are not prompted to create database tables.

« Select the database vendor and connection type. ADI currently supports only DB2 as a database
vendor and JDBC as a connection type.
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« Insert the password of your DB2 database.
 Provide the JDBC location in the following format.

//server where your DB2 is installed:50000/DW:user=Your DB2 user;password={password};

Configure Data Warehouse

The dain ware house |5 a dambase used for repoting and analics. By detauly, this is 8 pre-configuesd dambase useng a JOBC
connection. You can either lkeep this detaull or choose & deenent database wendor andion connecton type. B you changs the defaul
¥ou! mary Peed D conhgune Some podnonal peope e s, Also Iyl changs the delault, use the ~Te st Connechion™ BLumon o werity thal
the server can succe sshally communicale with the datsbase wsing he connection imlormation you provided. Cognos Business
Inkelligenoe dors nol Suppen Derby, i you planon using Cogned Busiress Inselligence jor e porng, please s lect an enterpise
anwbn s o

do rot wish o oonfigure the dabs warehouse s this Bme

Step 1: Configure Data Warehouse Databas e Vendor and Connection Typs
Coabgure Data
Warehsuse Ditabase Wendor DB2 -

Connection Type JEEC

Step 2: Configure Data Warehouse Database Connection Properties

JOBC Padsaond R
1Ll vVl
o
JOEC Locamon ool ot SO0 usersdbinin]; pas sword ={passwoed]
Dl W
none:

Tempary Table Spade

Dlatsbase Table Space Folder

- Click Test Connection. You receive a message that the database exists but it's not configured to
contain the data warehouse.

- Click the Create Tables, and wait several minutes for the command processing. When the
processing is complete, click Next.

10. On the Configure Data Warehouse page, provide information to set up a connection to the ADI
Database. If you uses the Derby database, you do not need to change the default values, and you are
not prompted to create database tables.

» Select the database vendor and connection type. ADI currently supports only DB2 as a database
vendor and JDBC as a connection type.

« Insert the password of your DB2 database.
 Provide the JDBC location in the following format.

//server where your DB2 is installed:50000/ADI:user=Your DB2 user;password={password?;

122 IBM Application Delivery Intelligence for IBM Z : User Guide



@ Database tahies oeated successfully. Click Next to continue

Configure Database

Configure Database
By default, this application indudes a pre-configured databaree wsing a JOBC connedion. You can eifier keep this defaull of choose a

diferent database vendaor andior connechon type. B you change e default, you may nesd o configure some addiional properies. Also
use the “Tesl Conneciion™ bullon b verify that the spplication can sucoesshully communicate with the datahass weing the connedion
indormiation you provided

Stepl: Comfigure Database Vendor and Connection Type
Database Vendor DB

Connechon Type JOEC +

Step & Configure Database Connection Properties

JOBCPassvord 0 [essses
néng

JOEC Location Wncalhast SO000ADN user=db2instl passwond={passwond)

nione

- Click Test Connection. You receive a message that the database exists, but it is not configured to
contain Jazz.

« Click Create Tables, and wait several minutes for the command to finish. When the command
finishes, click Next.

- On the Finalize Application page, click Finalize Application Setup.
« When it finishes, click Next.
11. On the Configure Data Warehouse page, the wizard remembers the configuration.

» Provide the DB2 password that you use for the DW database.
« Click Test Connection.
- Ignore the warning that you receive and click Next.
12. On the Finalize Lifecycle Project Administration Setup page, click Finalize Application Setup.

« When it finishes, click Next.

13. On the Summary page, view the summary of all your configurations. Click Finish to access the Jazz
Team Server Administration page where you can perform administration tasks such as managing the
server, users, and licenses. For more information, see Administering Rational solution for
Collaborative Lifecycle Management servers.

14. Restart the server by completing the following steps:

a. “Shutting down the server” on page 125

b. “Starting up the server” on page 115

Note: The ADI license are authorized licenses, which are permanent licenses that are assigned to a single
user. The ADI license is managed by the Jazz license server. If you purchase activation kits that contain
the activation key file, you can import the activation key to the license server. For more information, see
Installing and managing client access license keys.
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Setting up ADI application
This topic describes how you set up the IBM Application Delivery Intelligence for IBM Z (IBM ADI)
application by using web-based custom setup.

Before you begin, ensure that the pop-up blocker is disabled for https://fully qualified
hostname:9443/adi/web page.

To set up ADI application, take the following steps:

1. Browse to https://fully qualified hostname:9443/adi/web to open the ADI application.

2. Optional: Log on with the administrative user name and password that you created during the server
configuration.

3. ADI application appears with the All projects page. For the first time user, there is no project area.
Click the project area management link to set up a project area.

All Projects &

=nsge All Projects

There are cumrently no project

To creste a project srea, visit the o =gement section of the Administrative Interfsce.

4. The application navigates to the Application Administration - IBM Application Delivery Intelligence
(ADI) page. Use this page to create a project area.

a. Click the Create Project Area link on the top right corner.

O of e Cimt

SE——r T
Adi Admin J8 - | I3 - | @

30+ Sauech Usees o

@ iz Application Administration - IBM Application Delivery Intelligence (ADI) (/adi)

Project Areas . Tempist

(e project areas exist

Active Project Areas 5 [ Crante Project Amea [ Create Lifecycle Project
Use this interface to reste and update project aress. To create s new project ares, dlick the "Creste Project Area” link. To edit an existing project srea. olick the project area’s name in the table below.
+ Did you want 10 create a Project Area or a Lifecycle Project?

0-00f0

b. Provide a Name, Summary, and Description for the project area.

c. Select IBM Application Delivery Intelligence Application Default Process as process if it is not
yet selected.

d. Assign or create users as members of the project area. For more information, see “Creating and
managing users” on page 150.

e. Assign or create users as administrators for the project area.
f. Click Save next to the project area name on the top to create the project area.

Note: After you save the project area, a message appears warning you about the members added
without roles. You can ignore this warning message because currently no role to members is available.

5. On the upper left corner of window, click the Home icon to open the drop-down menu and select IBM
Application Delivery Intelligence (ADI) . My Projects and All Projects appear.

6. Click All projects. The project area you previously created appears.

7. Click the project area to open it in your browser and then bookmark the page of your project area as
the ADI home page.

Note: After you set up IBM ADDI, you need to restart the server. Otherwise, you will not be able to log in
with the correct credentials and IBM ADDI will request you for a re-authentication. When you open the log
file (<ADI installation folder>\adi\server\liberty\servers\clm\logs\addi-bxrd.log),
you can see the warning of "Failed authentication with Jazz server".

To restart the server, complete the following steps:
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1. Navigate to the <unzipped-adi-installer>/adi/sexver directory.
2. Shut down the server by running the server.shutdown script.

3. Restart the server after the you shut down the server successfully by running the server.startup
script.

Shutting down the server
After you finish the installation and setup, you can shut down the server.

To shut down the server, complete the following steps:

1. Open terminal/command prompt and navigate to the unzipped-adi-installer/adi/server
directory by running the following command:

cd /unzipped-adi-installer/adi/server
2. In the current directory, shut down the server by running the following command:

server.shutdown

Installing ADI by using the repotools command

You can learn how to install and set up ADI by using the repotools command. This method sets up the
Derby database by default. In this case, you cannot use any other data bases. You can use a repotools
command to play back setup options with a pre-packed response file which enables you to set up
everything from the command shell. The information that you provide by using repotools command is the
same as for the web-based express setup.

Starting up the server

To install ADI by using repotools command, you need to start up the server first. Unzip the ADI installer
package and run commands for the start.

You need to take the following steps to start up the server.

1. Unzip the ADI installer package.

2. Open terminal/command prompt and navigate to the unzipped-adi-installer/adi/server
directory by running the following command:

cd /unzipped-adi-installer/adi/server
3. In the current directory, start the server by running the following command:

server.startup

Note: By default when you start the server, the Jazz server is running in the background. You can
check the console.log file to see if the server is running. If you want to start the server in the
foreground, you can use "-run" option when you start the server.

server.startup -run

Running the response file
You need to run the response file before you can successfully install ADI by using repotools command.

To run the response file, take the following steps:

1. Use a command shell to change the directory to unzipped-adi-installer/server directory
where you can find the response file.

2. Run the following command:
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repotools-jts -setup repositoryURL=https://server-address:9443/jts adminUserID=ADMIN
adminPassword=ADMIN parametersFile=./adi-response.properties prompt=missing
Note: Replace the server-address with a fully qualified server machine name.

3. To see the default values setting in the response file, you can find it in /unzipped-adi-installer/adi/
server/adi-response.properties.

4. During the setup, you are prompted to provide the following information.

- The repository URL from above again. It might theoretically be different if you are using aliases or
proxies.

« The user name, password, and email address of the admin user you want to create.

- The license. Select licence 2.
5. When you complete, the command line shows a message to indicate the successful installation.
6. Restart the server by completing the following steps:

a. “Shutting down the server” on page 127

b. “Starting up the server” on page 125

Setting up ADI application
This topic describes how you set up the IBM Application Delivery Intelligence for IBM Z (IBM ADI)
application after you install ADI by using the repotools command.

Before you begin, ensure that the pop-up blocker is disabled for https://fully qualified
hostname:9443/adi/web page.

To set up the ADI application, take the following steps:

1. Browse to https://fully qualified hostname:9443/adi/web to open the ADI application.

2. Optional: Log on with the administrative user name and password that you created during the server
configuration.
3. ADI application appears with the All projects page. For the first time user, there is no project area.
Click the project area management link to set up a project area.
All Projects @ Mansge All Projects

There are cumently no project sreas

To reate a project area, visit the project srea mansgement sedtion of the Administrative Interface

4. The application navigates to the Application Administration - IBM Application Delivery Intelligence
(ADI) page. Use this page to create a project area.

a. Click the Create Project Area link on the top right corner.

[ —p——

| 42 Application Administration - IBM Application Delivery Intelligence (ADI) (/adi) Adi Admin Jg\ - % -1 @

Project Areas . Tempian : 4+ Saseeh Users aQ

(@ e project areas exist
Active Project Areas S |1 Craste Project Ares i Create Lifecycie Project
Use this interfsce to creste and up<date project aress. To oeate 8 new project ares, dick the “Create Project Area” link To edit an existing project srea, dick the project area’s name in the table below

» Did you want to create a Project Area or a Lifecycle Project?

0-00f0

b. Provide a Name, Summary, and Description for the project area.

c. Select IBM Application Delivery Intelligence Application Default Process as process if it is not
yet selected.
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d. Assign or create users as member of the project area. For more information, see “Creating and
managing users” on page 150.

e. Assign or create users as administrators for the project area.
f. Click Save next to the project area name on the top to create the project area.

Note: After you save the project area, a message appears warning you about the members added
without roles. You can ignore this warning message because currently no role to members is available.

5. On the upper left corner of window, click the Home icon to open the drop-down menu and select IBM
Application Delivery Intelligence (ADI) . My Projects and All Projects appear.

6. Click All projects. The project area you previously created appears.

7. Click the project area to open it in your browser and then bookmark the page of your project area as
the ADI home page.

Note: After you set up IBM ADDI, you need to restart the server. Otherwise, you will not be able to log in
with the correct credentials and IBM ADDI will request you for a re-authentication. When you open the log
file (<ADI installation folder>\adi\server\liberty\servers\clm\logs\addi-bxrd.log),
you can see the warning of "Failed authentication with Jazz server".

To restart the server, complete the following steps:

1. Navigate to the <unzipped-adi-installer>/adi/sexver directory.
2. Shut down the server by running the sexrver. shutdown script.

3. Restart the server after the you shut down the server successfully by running the server.startup
script.

Shutting down the server
After you finish the installation and setup, you can shut down the server.

To shut down the server, complete the following steps:

1. Open terminal/command prompt and navigate to the unzipped-adi-installer/adi/server
directory by running the following command:

cd /unzipped-adi-installer/adi/server
2. In the current directory, shut down the server by running the following command:

server.shutdown

Installing ADI into an existing CLM installation

You can find a roadmap for co-installing ADI with an existing IBM Rational Collaborative Lifecycle
Management (CLM) solution, such as an existing Jazz Team Server (JTS) and IBM Rational Team Concert
(RTC).

Before you begin
Check out the prerequisites before you install ADI into an existing CLM installation.
- ADIis implemented as a Jazz application so it can be co-installed in the same way as any other Jazz

application, such as RTC or Doors Next Generation. For the Jazz Deployment guidelines and the
proposed deployment topologies, see Jazz Deployment Guide.

« Decide on the topology that you want to implement. The main decision is to co-install on the same
server machine as the JTS or to install it on a separate server machine. The following instructions cover
both scenarios.

« The versions of the CLM solution and ADI must match. ADI can be co-installed only with CLM 6.0.2 or
later version.
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« These instructions work only for a new installation of ADI. If you use a stand-alone version of ADI, you
cannot currently move that into the configuration as described in the “Procedures” on page 128.
Because the ADI application must remain with the JTS for which it was originally installed. However,
those instructions work with an existing installation of CLM and a fresh install when the versions match
as listed previously. Another possibility is to install CLM applications such as RTC into an existing ADI
installation, that is, the JTS provided with ADI. In that case, review the CLM online help instructions
about adding CLM applications to an existing JTS for more information.

Procedures

After you verify the prerequisites, you can complete steps to install ADI into a CLM installation depending
on which application server you are using for your CLM environment.

Installing CLM

1. Use Installation Manager to install CLM 6.0.2 or a later version. If you have installed and set up CLM
(perhaps it is a CLM already in use), jump ahead to following section of "Install the ADI application into
IBM WebSphere Liberty Profile". and "Installing the ADI application into IBM WebSphere Application
Server".

- For details, see Installing the Rational solution for Collaborative Lifecycle Management by using IBM
Installation Manager in the CLM Online help.

2. Run the setup for CLM installation.

« Forinformation on installing CLM, see CLM Interactive Installation Guide.

Java Security Configuration for CLM version 6.0.4 or earlier

If you install a Java version after April 2017 and use it to run Jazz Team Server, then you must
perform the following Java security configuration for CLM version 6.0.4 or earlier versions.

1. Open the java.security configuration file in a text editor. You can find the file in JDK Installed
Directory/jre/lib/security/java.security.

2. Change the following line
jdk.jar.disabledAlgorithms=MD2, MD5, RSA keySize < 1024
to
jdk.jar.disabledAlgorithms=MD2, RSA keySize < 1024

3. Restart your Jazz Team Server.

Installing the ADI application into IBM WebSphere Liberty Profile

You can install ADI together with JTS installed on the same server machine and in the same installation
directory. In this case, ADI runs on the same Liberty application server as CLM and has the same base
URL as the JTS and the other locally running applications. As an alternative that offers more scalability,
you can install ADI on a different server machine. In this case, ADI has a different base URL than the JTS.
Other CLM applications will then most likely also be running on a different server. For details and how you
can use a proxy server to unify URLs, see the CLM Online help and Deployment Guides mentioned
previously.

Setting up a database

If you use DB2 for your CLM databases, then you need to create the ADI database in the existing DB2. You
do not need to create JTS and DW database since they were created during the CLM's setup. For more
information, see Installing ADI by using web-based custom Setup.

Alternative 1: Installing ADI on the same server machine
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Prerequisite: Assumption is that the CLM server is set up and fully functional. The installation machine
has at least the JTS setup and zero or more applications such as RTC. The CLM installation directory is
referredtoas clm_install.

1. Stop the CLM server with the following commands.

cd clm_install/JazzTeamServer/server
server.shutdown

Note: If the Jazz server is running in the background, you can check the console.log file to see if the

Jazz server is running.

2. Extract the ADI distribution in a temporary directory referred to as adi_unzip below.
3. Merge some of the ADI installation files into the JTS installation by copying (only) the following files

and directories from the adi_unzip directory into the corresponding clm_install directory.

Table 1. Files and directories involved in merging ADI installation into JTS installation

Copy from adi_unzip/adi/

Toclm_install/JazzTeamSexver/

cobol-coverage

(copy the entire folder into JazzTeamServer
folder)

license/adi

license/

java-coverage

(copy the entire folder into JazzTeamServer
folder)

repotools/adi

repostools

server/conf/adi

server/conf/

server/conf/jts/sites/
com.ibm.dimez.dashboard.activation.updatesite

server/conf/jts/sites

server/conf/jts/provision_profiles/dimez-
product-activation.ini

server/conf/jts/provision_profiles/

server/headless-CC

server/

server/liberty/clmServerTemplate/apps/adi.war

server/liberty/servers/clm/apps/

server/liberty/clmServerTemplate/apps/
adihelp.war

server/liberty/servers/clm/apps/

server/liberty/clmServerTemplate/apps/
adi.war.zip

server/liberty/servers/clm/apps/

server/liberty/clmServerTemplate/apps/
adihelp.war.zip

server/liberty/servers/clm/apps/

server/codecov.shutdown.* server/
server/codecov.startup.* server/
server/repotools-adi.* server/

server/server.shutdown.*

server/ (replacing the existing file; do file merge
to be sure)

server/server.startup.*

server/ (replacing the existing file; do file merge
to be sure)

swidtag/
ibm.com_IBM_Application_Delivery_Intelligence
-5.0.3.swidtag

swidtag/
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Note: If you are installing CLM and ADI at the same time and have not set it up yet, then the
clm_install/server/liberty/servers directory does not exist, yet. In that case copy the files
toclm_install/sexrver/liberty/clmServerTemplate. Also, for the following step use the
template path for editing the file. All template files will be copied to 1iberty/sexrver/clm the first
time the server starts.

4. Openthefile clm_install/server/liberty/servers/clm/conf/application.xml inatext
editor. Add the following lines at the end, but before this line: </sexrver>

<application type="war" id="adi" name="adi" location="${server.config.dir}/apps/adi.war"></
application>

<application type="war" id="adihelp" name="adihelp" location="$$server.config.dir}/apps/
adihelp.war"></application>

5. Start the CLM server again. Continue with the step of "Registering ADI with JTS".
Alternative 2: Installing ADI on a different server machine

Prerequisite: Assumption is that the CLM server is set up and fully functional. It is running on a different
machine than where you want to install ADI. For this installation option, you don't need to shut down the
JTS server.

1. Extract the ADI distribution into the directory where you want it installed (for
example, /opt/ibm/adi on Linux or C:\ibm\adi on Windows). The location will be referred to as
adi_unzip below.

2. Execute this command to deploy the Liberty server inside the installation directory:

cd adi_unzip/adi/server
server.startup -create

3. Delete the following files and directories in adi_unzip/adi to remove the JTS from this installation
so that you can use the existing JTS running on that other machine:

- /server/conf/jts

- /server/liberty/servers/clm/apps/clm*

- /server/liberty/servers/clm/apps/jts*
4. Start the ADI server with the following commands.

cd unzipped-adi-installer/server
server.startup

Note: By default when you start the server, the Jazz server is running in the background. You can
check the console.log file to see if the server is running. If you want to start the server in the
foreground, you can use "-run" option when you start the server.

server.startup -run

5. Continue with the following step of "Registering ADI with JTS".

Installing the ADI application into IBM WebSphere Application Server

By default, the CLM applications are pre-configured to use IBM WebSphere Liberty. If you have set up
IBM WebSphere Application Server instead of using Liberty to deploy CLM web applications, follow the
instructions in this section. You can install ADI together with JTS that is installed on the same WebSphere
Application Server machine and in the same installation directory. In this case, ADI runs on the same
WebSphere Application Server as CLM and has the same base URL as the JTS and the other locally
running applications.

Setting up a database

If you use DB2 for your CLM databases, then you need to create the ADI database in the existing DB2. You
do not need to create JTS and DW database since they were created during the CLM's setup. For more
information, see Installing ADI by using web-based custom Setup.
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Installing ADI on WebSphere Application Server

Prerequisite:

Assumption is that the WebSphere Application Server is installed and started. It has been set up
appropriately to deploy CLM applications war files. For more information, see the instructions on CLM
Online help: Setting up WebSphere Application Server.

You have the WebSphere administrative user name and password.

Verify that JAZZ_HOME, a system property that specifies where to find certain configuration files has
been added correctly to WebSphere Application Server. This property uses a URL rather than a simple
path, so specify the value as a file-style URL: £file://clm_install/JazzTeamServer/server/
conf. This can be verified under Java Virtual Machine > Additional Properties, click Custom
properties. Ensure Jazz Team Server application is installed and started on the WebSphere Application
Server.

Jazz Team Server application has been updated to map security roles to users or repository groups.

The database is created. If you use the default Derby database for evaluation purposes, ensure the
location to the database in the teamserver.properties file is an absolute path.

The WebSphere Application Server profile directory into which the CLM applications (including JTS) are
installed is referred to as was_profiledir. The CLM installation directory is referred to
asclm_install..

1. Stop the WebSphere Application Server with the following commands.

cd was_profiledir/bin
stopServer

2. Extract the ADI distribution in a temporary directory referred to as adi_unzip below.

3. Merge some of the ADI installation files into the JTS installation by copying (only) the following files
and directories from the adi_unzip directory into the corresponding clm_install directory.

Table 2. Files and directories involved in merging ADI installation into JTS installation

Copy from adi_unzip/adi/

Toclm_install/JazzTeamServer/

cobol-coverage

(copy the entire folder into JazzTeamServer
folder)

license/adi

license/

java-coverage

(copy the entire folder into JazzTeamServer
folder)

repotools/adi

repostools

server/conf/adi

server/conf/

server/conf/jts/sites/
com.ibm.dimez.dashboard.activation.updatesite

server/conf/jts/sites

server/conf/jts/provision_profiles/dimez-
product-activation.ini

server/conf/jts/provision_profiles/

server/headless-CC server/
server/liberty/clmServerTemplate/apps/ server/webapps/
adi.war.zip

server/liberty/clmServerTemplate/apps/ server/webapps/
adihelp.war.zip

server/codecov.shutdown.* server/
server/codecov.startup.* server/
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7.
8.
9.
10.
11.
12.
13.
14.

15.

16.

17.

18.

Table 2. Files and directories involved in merging ADI installation into JTS installation (continued)

Copy from adi_unzip/adi/ Toclm_install/JazzTeamServer/
server/repotools-adi.* server/
swidtag/ swidtag/

ibm.com_IBM_Application_Delivery_Intelligenc
e-5.0.3.swidtag

. Rename the ADI application zip files in clm_install/JazzTeamServer/server/webapps/ from

adi.war.zipandadihelp.war.ziptoadi.war and adihelp.war respectively.

. Start the WebSphere Application Server again by running the following commands.

cd was_profiledir/bin
startServer

. Open a browser and log in to WebSphere Integrated Solutions Console at https://

hostname.example.com:9043/ibm/console/logon. jsp.

Click Applications > New Application > New Enterprise Application.

On the Path to the new application page, select Remote file system.

Browse the adi.wax filein clm_install directory and cick Next.

Select Fast Path and click Next.

Click Next to accept all default options until you reach the Map context roots for web modules page.
In the Map context roots for web modules, set Context Root to /adi.

Click Finish.

Verify that your application was installed correctly and then click Save directly to the master
configuration.

In WebSphere Integrated Solutions Console, click Applications > Application Types > WebSphere
enterprise applications.

Select the check box next to adi_war, and then click Start. A green arrow appears that indicates the
application is successfully started.

Repeat the preceding steps to deploy and start adihelp.war application. Note, in the Map context
roots for web modules, set Context Root to /adihelp.

Continue with the step of "Registering ADI with JTS".

Registering ADI with JTS

After you install ADI, you still need to register it with the JTS. If you install CLM and ADI fresh together at
the same time, then the registration step will be part of the regular jts/setup. In the following, it is
assumed that CLM was already set up and you are adding ADI to that setup after the fact.

1.

2.

3.

As a Jazz administrator, navigate to the JTS home page either through the Home menu of any
application or by going to the URL: https://server:port/jts/admin.

Click the Server tab and select the Registered Application menu. A list of applications that are
already registered with this JTS appears, among which ADI hasn't included yet.

Determine the root services URL for your ADI application:

a. In case that you co-installed ADI on the same server machine and directory as you do with JTS,
the URLs will have the same machine name and port as the JTS URL. For example, if your JTS URL
ishttps://server.sample.oxrg:9443/jts then the ADI root services URL will be https://
server.sample.org:9443/adi/scz.

b. In case you installed ADI on another machine, then the URL will be based on that other machine's
hostname. For example, the JTS URL could be https://server0l.sample.org:9443/jts
then the ADI root services URL could be https://server02.sample.oxrg:9443/adi/scr.
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4. In the Registered Application admin page, click Add.

5. Under Discovery URL, fill in the URL you specified in Step 3 and click Tab on your keyboard. The
dialog immediately tells you that it is verifying the URL you type, which can take a moment. If the
verification succeeds, the dialog updates. If you received an error message, you most likely typed the
URL wrong or you installed ADI on another machine.

6. Fillin the application name, for example, /adi to be consistent with the other apps. Fill in a Consumer
Secret twice to confirm the password that applications use to authenticate their communications
with each other. Keep all other fields as suggested by the dialog.

7. Click Finish. When the dialog closes, you see a green status message at the top. Click Application
Setup Wizard in that message to continue. This leads you to the page https://
server:port/adi/customSetup.

8. Walk through the setup wizard as instructed.

a. If you configured a DB2 database for ADI then specify its details in the Configure Database step.

b. In the Configure Data Warehouse step, you must configure the same warehouse database as the
JTS. If you do not have the connection details and password, you must contact the JTS
administrator who set it up. Because ADI will work only when you configure the warehouse
correctly.

c. Click Finish to complete the application setup.

9. Again log in to the administration page of the Jazz Team Server. Navigate your browser to https://
server:port/jts/admin.

10. On the Administration page, click the Server tab.
11. In the Licensing pane, click License Key Management.

Note: You must install entitled client access license before you can access ADI and assign it to all
your users as described in “Managing client access licenses” on page 149.

12. Optional: Activate a trial license for evaluation purposes.

a. In the Client Access License Types area, look for IBM Application Delivery Intelligence
Product and click Activate Trial.

b. In the Client Access License Agreement window, review the terms for the license and then click I
accept the terms in the license agreement.

c. Click Finish to make the trial license active.
d. Assign it to all your users as described in “Managing client access licenses” on page 149.

What to do next
After you install ADI into an existing CLM, you can find the next steps to perform more operations.

After you set up the application, you can follow the steps for creating a project area as described in
Creating and managing users and assign your existing CLM user base as ADI users of that project area.
You must also install and assign ADI Client Access Licenses to all your users as described in Managing
Client Access Licenses.

Installing ADI with the ADDI installer

IBM Application Discovery and Delivery Intelligence (ADDI) provides an ADDI installer with which you can
install AD components and ADI.

Complete the following steps to install ADI with ADDI installer:

1. Use ADDI installer wizard to install ADI component that is applicable for your current system such as
Windows, Linux, or zLinux. For more information, see IBM AD Installation and Configuration Guide.

Note: When you select ADI component to install, the wizard will simply download and unzip ADI build
into the default installation path (C: \ibm) or the path that you specified.
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2. Run adi-setup application to complete ADI installation and setup. For more information, see “Using
ADDI Configuration Server and adi-setup application to set up ADI” on page 134.

Note: After you set up IBM ADDI, you need to restart the server. Otherwise, you will not be able to log in
with the correct credentials and IBM ADDI will request you for a re-authentication. When you open the log
file (<ADI installation folder>\adi\server\liberty\servers\clm\logs\addi-bxrd.log),
you can see the warning of "Failed authentication with Jazz server".

To restart the server, complete the following steps:

1. Navigate to the <unzipped-adi-installer>/adi/server directory.
2. Shut down the server by running the server. shutdown script.

3. Restart the server after the you shut down the server successfully by running the server.startup
script.

Setting up ADI with adi-setup application

The adi-setup application automates various setups that had to be executed manually in the past.

The adi-setup application is a command line program that is provided in the installation folder: /adi/
server/adi-setup (adi-setup.bat on Windows). With the adi-setup application, users can perform
the following operations:

« Use ADDI Configuration Server to centrally configure all ADDI applications and then run adi-setup
application locally.

« Create an ADI evaluation installation on a local machine with one simple command line.
- Migrate ADI from a previous release with one simple command line.
- Execute scripts that are provided by technical support for analyzing and fixing problems.

Reviewing the command line options for adi-setup application

To review all the options available in the adi-setup application, run the following command.

> adi-setup help

Using ADDI Configuration Server and adi-setup application to set up ADI

When you install ADI with ADDI installer, you can specify properties for ADI in IBM AD Configuration
Server and then run adi-setup application to set up ADI.

The IBM ADDI Configuration Server provides one central place for entering and storing the configuration
data for all ADDI server applications. It's shipped along with the ADDI installation suite but it's not
available for an ADI standalone installation. For more information, see IBM Application Discovery
Configuration Server User Guide.

When you create an ADI install configuration in the ADDI Configuration Server, the adi-setup application
can connect to this Configuration Server, read all the configuration data that is provided there, and then
fully automatically run the ADI application setup with that data. In the following table, you can find the
properties that need to be specified for ADI in the Configuration Server Web UI. For more information, see
Creating an IBM Application Delivery Intelligence Install Configuration.
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Table 3. Properties to be specified for ADI in the Configuration Sever Web UI

Tab

Name

Description

Web and Application Server

Base URL

The base url of the ADI server
without any path information. For
example, if you want to reach
ADI withaurl such as https://
adi.mycompany.com:9443/ad
i/web in the future, enter
https://
adi.mycompany.com:9443
here. Make sure that the ADI
server machine is configured with
this name and that the fully
qualified name is configured in
your DNS so that it can be
reached inside your organization
like that. For more information,
see Planning your URIs.

Name

The name of the admin user who
continues configuring the ADI
server, such as adding users or
creating data providers.

User ID

The user id of the admin user.

Note: The password for this user
is not specified here. It needs to
be provided when you start the
adi-setup application.

Email

The email address of the admin
user.

Accept License Agreement

Review the license agreement
and check this box to accept it.

Trial License

Check this box if you want to
start using ADI with a 30 day trial
license. Don't check it if you want
to start importing purchased
license keys directly after
finishing the setup.
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Table 3. Properties to be specified for ADI in the Configuration Sever Web UI (continued)

Tab

Name

Description

Database

Jazz Team Server database

Application Delivery Intelligence
database

Data Warehouse

You need to create three
databases when you set up ADI.
The adi-setup application
currently will not create DB2
databases for you. You need to
create the databases manually
on the DB2 server first (for more
information, see “Creating
databases” on page 114). For an
evaluation setup, you can also
use the Derby database instead
of DB2 database.

If you set up ADI with DB2, select
the check box and provide details
for each database as described
below.

DB2: Host This is the IP or fully qualified
network name of your DB2
database server.

DB2: Port This is the port where DB2 can be

reached on the DB2 server. The
default port for DB2 is 50000.

(Note: Make sure that you fill in
the port if you use the default.)

DB2: Database name

The name of the database. It is
recommended that you use the
name JTS, ADI, and DW for the
three databases to be created.

DB2: Database Tablespace
Folder

A folder that has been created on
the DB2 server machine in which
table spaces can be created
during the setup. The DB2 admin
user must have full write access
to this folder.

DB2: Username

The username of the DB2 admin
user that was created on the DB2
server machine.

Note: The password for this user
is not specified here. It needs to
be provided when you start the
adi-setup application.

Application Discovery
Webservice

Host

To automatically connect ADI
with an AD server, you need to
specify the fully qualified
hostname or IP address of the AD
graph database server.

Port

The port that is used for the AD
server.
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Table 3. Properties to be specified for ADI in the Configuration Sever Web UI (continued)

Tab Name Description

HTTP protocol The protocol that is configured
for this server: HTTP or HTTPS.

Authentication The type of authentication to be
used: None or Basic.

Username The user name for basic
authentication as configured on
this server.

Note: The password for this user
is not specified here. It needs to
be provided when you start the
adi-setup application.

Before you can run the following command, you need to start the server first. For more information, see
“Starting up the server” on page 115.

To run the adi-setup application with data from a configuration server, you need to know the URL of this
server. In the ADI installation directory, navigate in a command window to the adi/setup directory and
execute the adi-setup command by using the following options:

adi-setup addiConfigurationServer -- Run automated setup using an ADDI Configuration Server
[-url https://server.org:8080] -- Url to the ADDI Configuration Server. If not provided it
will assume http://localhost:8080.

[-database.password password] -- Instead of a password file password can be provided
directly.

[-admin.password password] -- The password of the admin user to be created.

[-ad.password password] -- The password for the IBM Application Discovery server.

After you run the adi-setup command, restart the server by completing the following steps:

1. “Shutting down the server” on page 125

2. “Starting up the server” on page 115

Creating an ADI evaluation installation with adi-setup application

You can use the adi-setup application to quickly set up ADI for evaluation purposes either on a local
laptop or an evaluation sever. The idea is that you download the ADI zip file, unzip it, run the adi-setup
command, and you are done.

Before you can run the following command, you need to start the server first. For more information, see
“Starting up the server” on page 115.

Run the command with the following options:

adi-setup adiEvaluationSetup -- Creates an evaluation installation using all the defaults.

[-baseUrl https://server.org:9443] -- Base URL without a path that should be used for this
server. If not provided it will assume http://localhost:9443, but then the server cannot be
used over the network.

[-user.name username] -- user name of the admin user to be created. If you skip this option
the name "eg" will be used.
[-user.password password] -- password of the admin user to be created. If you skip this

option the password "eg" will be used.

All options after adiEvaluationSetup are optional and the server uses defaults. If you skip them, it will
create a server at localhost: 9443, that is, the server cannot be reached from another machine, with "eg"
as both username and password. If the server is configured with a fully qualified DNS name, it is
recommended that you use that in the -baseUr1 parameter.

After you run the adi-setup command, restart the server by completing the following steps:

1. “Shutting down the server” on page 125
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2. “Starting up the server” on page 115

Migrating from a previous release

If you use a previous release of ADI and want to migrate all of its data, you must follow the migration
steps described in this section instead of the other installation scenarios.

Notes:

1. The following instructions assume that you had either installed a previous version in either of the
following locations. If you installed in different locations, you can substitute the path when necessary.

Linux: /opt/ibm/adi/
Windows: C:\IBM\adi\

2. The following instructions use adi_previous and adi_new as the installation directory names to
differentiate the previous version from the new version. You can replace the names based on your
migration scenarios. For example, if you migrate from ADI V5.0.5 to ADI V5.1.0, replace the
corresponding names to adi505 and adi510.

Manually migrating from a previous release

For ADI migration, you can manually migrate the data files from a previous release into the new directory
where you install the new release.

Note: Before migration, you need to remove all the Enterprise Artifact workbooks and Enterprise Artifact
data providers. To save the business terms in the Enterprise Artifact workbooks, you can export the
business terms from the workbooks before deletion and import them after migration.

Installing the new release into a new directory
You install every new release into a new installation directory parallel to the previous version's
installation. You do not install releases on top of each other to upgrade.

Take the following steps to install the new release of ADI into a new directory.
1. Stop the current release of ADI using the following commands.

Linux:

cd /opt/ibm/adi/server
./sexrver.shutdown

Windows:

cd C:\IBM\adi\server
server.shutdown

2. Rename the installation directory to make sure that you can identify where the previous version is
installed.

Linux:

cd /opt/ibm
mv adi adi_previous

Windows:

cd C:\IBM
ren adi adi_previous

3. Download the new release of ADI and extract it into the same location as you did with the previous
release. Rename the new release in the same way so that you can differentiate it from the previous
one. For example, rename it to adi_new. Then you have the adi_previous and adi_new next to
each other in the same installation location.
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Backing up database files

If you use an enterprise database, such as DB2, you can make backups of your data to be able to repeat
the migration in case of errors. In case of Derby, you copy your databases to the new location. Complete
the steps in this topic to back up the database files.

If you are using DB2, make sure that you follow the instructions of Backing up your data to back up your
three databases: JTS, ADI, DW.

If you are using Derby, no backup is required as you will have copies of these databases in your previous
installation directory. You must copy them to the new installation location with the following steps.

Notes:

« Make sure you adjust the path to your installation directory if necessary.
« Do not perform these steps if you are using DB2.

1. Create the Liberty application directory to copy the files to.

Linux:

cd /opt/ibm/adi_new/server
./server.startup -create

Windows:

cd C:\IBM\adi_new\server
server.startup -create

2. Delete the default Derby databases to replace them with the databases from the previous release:

Linux:

rm -rf /opt/ibm/adi_new/server/conf/jts/derby/repositoryDB
rm -rf /opt/ibm/adi_new/server/conf/adi/derby/repositoryDB

Windows:

rd /s/q C:\IBM\adi_new\server\conf\jts\derby\repositoryDB
rd /s/q C:\IBM\adi_new\server\conf\adi\derby\repositoryDB

3. Copy the Derby databases from the previous release to the new release.

Note: The second command points to a path inside the Liberty application sever directory. That is
where the Derby warehouse is located currently because a defect in the JTS.

Linux:

cp -R /opt/ibm/adi_previous/server/conf/jts/derby/repositoryDB /opt/ibm/adi_new/server/
conf/jts/derby/repositoryDB
cp -R /opt/ibm/adi_previous/server/liberty/servers/clm/conf/jts /opt/ibm/adi_new/server/
liberty/servers/clm/conf/jts
cp -R /opt/ibm/adi_previous/server/conf/adi/derby/repositoryDB /opt/ibm/adi_new/server/
conf/adi/derby/repositoryDB

Windows:

xcopy /s/i C:\IBM\adi_previous\server\conf\jts\derby\repositoryDB C:\IBM\adi_new\server\conf
\jts\derby\repositoryDB

xcopy /s/i C:\IBM\adi_previous\server\liberty\servers\clm\conf\jts\derby\warehouseDB C:\IBM
\adi_new\server\liberty\servers\clm\conf\jts\derby\warehouseDB

xcopy /s/i C:\IBM\adi_previous\server\conf\adi\derby\repositoryDB C:\IBM\adi_new\server\conf
\adi\derby\repositoryDB

Copying key configuration and data files from the previous installation to the new one
You can run various commands to copy configuration files from the previous location to the new one. In
some cases, you need to update the files to accommodate new settings.

You need to copy the key configuration files from the previous installation location to the new one.
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1. Copy RDF index files for ADI.

Linux:
cp -R /opt/ibm/adi_previous/server/conf/adi/indices /opt/ibm/adi_new/server/conf/adi/indices
Windows:

xcopy /s/i C:\IBM\adi_previous\server\conf\adi\indices C:\IBM\adi_new\server\conf\adi
\indices

2. Copy the uploaded code coverage files for ADI.

Linux:

cp -R /opt/ibm/adi_previous/server/conf/adi/coverageFileStorage /opt/ibm/adi_new/sexrver/
conf/adi/coverageFileStorage

Windows:

xcopy /s/i C:\IBM\adi_previous\server\conf\adi\coverageFileStorage C:\IBM\adi_new\server
\conf\adi\coverageFileStorage

3. Copy the headless-CC-files for ADI.

Linux:

cp -R /opt/ibm/adi_previous/server/conf/adi/headless-CC-files /opt/ibm/adi_new/server/
conf/adi/headless-CC-files

Windows:

xcopy /s/i C:\IBM\adi_previous\server\conf\adi\headless-CC-files C:\IBM\adi_new\server\conf
\adi\headless-CC-files

4. Copy the uploaded enterprise artifacts under the businessRuleDiscovezry directory for ADI.
Note: You need to take this step only when you migrate from ADI V5.1.0 or its later fix packs.

Linux:

cp -R /opt/ibm/adi_previous/server/conf/adi/businessRuleDiscovery /opt/ibm/adi_new/server/
conf/adi/businessRuleDiscovery

Windows:

xcopy /s/i C:\IBM\adi_previous\server\conf\adi\businessRuleDiscovery C:\IBM\adi_new\server
\conf\adi\businessRuleDiscovery

5. Copy the ADI application's setting file. If a prompt to overwrite the existing files occurs, confirm it.

Linux:

cp /opt/ibm/adi_previous/server/conf/adi/teamserver.properties /opt/ibm/adi_new/server/
conf/adi/

Windows:

copy /y C:\IBM\adi_previous\server\conf\adi\teamserver.properties C:\IBM\adi_new\server\conf
\adi\

6. Copy the RDF index for JTS.

Linux:
cp -R /opt/ibm/adi_previous/server/conf/jts/indices /opt/ibm/adi_new/server/conf/jts/indices

Windows:
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xcopy /s/i C:\IBM\adi_previous\server\conf\jts\indices C:\IBM\adi_new\server\conf\jts
\indices

7. Copy the JTS settings file. If a prompt to overwrite the existing files occurs, confirm it.

Linux:

cp /opt/ibm/adi_previous/server/conf/jts/teamserver.properties /opt/ibm/adi_new/server/
conf/jts/

Windows:

copy /y C:\IBM\adi_previous\server\conf\jts\teamserver.properties C:\IBM\adi_new\server\conf
\jts\

8. Choose one of the following options to continue:

« If you migrate from a version earlier than ADI V5.1.0, skip this step.
- If you migrate from ADI V5.1.0 or later versions, copy the Elasticsearch indexes that are created.

Linux:

cp -R /opt/ibm/adi_previous/elasticsearch/data /opt/ibm/adi_new/elasticsearch/data
Windows:

xcopy /s/i C:\IBM\adi_previous\elasticsearch\data C:\IBM\adi_new\elasticsearch\data

9. Create the Liberty application directory to copy files to.
Note:

If you are using Derby, you can skip the following step as you've executed it in the previous step
Backing up database files.

If you are using DB2, you need to complete the following step.

Linux:

cd /opt/ibm/adi_new/server
./server.startup -create

Windows:

cd C:\IBM\adi_new\server
server.startup -create

10. Copy Liberty setting files. If a prompt to overwrite the existing files occurs, confirm it.

Linux:

cp /opt/ibm/adi_previous/server/liberty/servers/clm/server.xml /opt/ibm/adi_new/server/
liberty/servers/clm/

cp /opt/ibm/adi_previous/server/liberty/servers/clm/conf/basicUserRegistry.xml /opt/ibm/
adi_new/server/liberty/servers/clm/conf/

cp /opt/ibm/adi_previous/server/liberty/servers/clm/conf/ldapUserRegistry.xml /opt/ibm/
adi_new/server/liberty/servers/clm/conf/

Windows:

copy /y C:\IBM\adi_previous\server\liberty\servers\clm\server.xml C:\IBM\adi_new\server
\liberty\servers\clm\

copy /y C:\IBM\adi_previous\server\liberty\servers\clm\conf\basicUserRegistry.xml C:\IBM
\adi_new\server\liberty\servers\clm\conf\

copy /y C:\IBM\adi_previous\server\liberty\servers\clm\conf\ldapUserRegistry.xml C:\IBM
\adi_new\server\liberty\servers\clm\conf\
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After you copy all the key configuration files to the new installation location, choose one of the following
options to continue.

- If you migrate from ADI V5.1.0 or its later fix packs, skip this step.

« If you migrate from a version earlier than ADI V5.1.0, complete the following steps to update
server.xml file to configure Lightweight Third Party Authentication (LTPA) in Liberty.

1. Open the server. xml file.

Linux:
/opt/ibm/adi_new/sexrver/liberty/servers/clm/server.xml
Windows:

C:\IBM\adi_new\server\liberty\servers\clm\server.xml
2. Update the version numbers for the following two featuzre attributes.

<feature>jsp-2.3</feature>
<feature>servlet-3.1</feature>

3. Add the following line after <webAppSecurity ssoRequiresSSL="true"/>.
<ltpa expiration="12h"/>

4. Save your changes to the server. xml file.

Make sure that WebSphere Liberty knows about the newly added applications. Choose one of the
following options to continue.

- If you migrate from a version earlier than ADI V5.1.0, update the application.xml file to let the
WebSphere Liberty know about the newly added applications in the new release.

1. Open the application.xml file.

Linux:
/opt/ibm/adi_new/server/liberty/servers/clm/conf/application.xml
Windows:
C:\IBM\adi_new\server\liberty\servers\clm\conf\application.xml
2. Add new <application> linesin the <server> element.

<application type="war" id="addi-web-brd" name="addi-web-brd" location="$
iserver.config.dir}/apps/addi-web-brd.war">
</application>

<application type="war" id="addi-web-es" name="addi-web-es" location="${server.config.dir}/
apps/addi-web-es.war">
</application>

<application type="war" id="addi-web-metrics" name="addi-web-metrics" location="$
iserver.config.dir}/apps/addi-web-metrics.war">
</application>

3. Save your changes to the application.xml file.

« If you migrate from ADI V5.1.0 or its later fix packs, open the application.xml file and verify that the
following new applications are listed in it. If you find any missing applications, add them to the
application.xml file.

<application type="war" id="addi-web-brd" name="addi-web-brd" location="${server.config.dirt/
apps/addi-web-brd.war">
</application>

142 IBM Application Delivery Intelligence for IBM Z : User Guide



<application type="war" id="addi-web-es" name="addi-web-es" location="${server.config.dir}/
apps/addi-web-es.war">
</application>

<application type="war" id="addi-web-metrics" name="addi-web-metrics" location="$
iserver.config.dir}/apps/addi-web-metrics.war">
</application>

Migrating the JTS data
You can execute an interactive command to migrate the JTS configuration files, the data repository, and
the warehouse databases to the latest version.

Run the following command to migrate the JTS data:

Linux:

cd /opt/ibm/adi_new/server
upgrade/jts/jts_upgrade.sh -0ldJTSHome /opt/ibm/adi_previous/server/conf -noPrompt -
noStepPrompt -noEditor

Windows:

cd C:\IBM\adi_new\server
upgrade\jts\jts_upgrade.bat -0ldJTSHome C:\IBM\adi_previous\server\conf -noPrompt -noStepPrompt
-noEditor

If you configured your server with nondefault options or you want more control over all the steps that this
migration script perform, you can see Jazz Online Help for more information.

Migrating the ADI application data
You can execute a command to update the data repository that stores ADI data.

Run the following command to migrate the repository database of ADI application.

Linux:

cd /opt/ibm/adi_new/server
./xepotools-adi.sh -addTables noPrompt

Windows:

cd C:\IBM\adi_new\server
repotools-adi.bat -addTables noPrompt

Now the server has all the data of your previous server. However, you might still want to add other
configuration options, for example, renewing server certificates. For more information, see Jazz Online
Help.

Starting the server and waiting for additional migration to finish
After all the files are migrated, you can start the server. It executes additional migration tasks that the
admin user can review for success.

When you start the server, it executes more migration operations automatically. An administrator can
review the progress of these operations in the log files that get generated on the server machine.

1. Start the new ADI server.

Linux:

cd /opt/ibm/adi_new/server
./sexrver.startup

Windows:
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cd C:\IBM\adi_new\server
server.startup

2. Use a browser to navigate to the applications main page: https://fully qualified

hostname:9443/adi/web

. Observe the progress of the migration in the log file located in adi_new/server/logs/adi.log. For
example, you can observe it by opening it in a text editor and frequently reloading it or using the tail
command on Linux.

. Wait for these two lines to be shown in the log.
CRIDAOGO59I The DIMEZ warehouse schema validation has completed.
and
CRIDAGO52I Completed checking the ADI data migration status.

Also review previous lines shown for status messages and warnings about the migration. If there are
errors, review the error message to understand the nature of the problem. You can also start over by
redoing the steps described in this guide with a new fresh installation. Contact technical support to get
help with any migration error messages.

. When the migration is shown as successful in the log, you can notify your users that the new server is
available for use.

Migrating from a previous release with adi-setup application

For ADI V5.0.4 and later versions, you can run adi-setup application to automate the steps for migrating
ADI from a previous release.

To migrate ADI from a previous release, you can perform manual steps as described in “Migrating from a
previous release” on page 138. Alternatively, you can run adi-setup application command by using the

following options, which automates all these steps for migration.

Notes:

It is recommended that you manually back up the existing ADI database before you start the migration
process.

For the migration of Business Rule Discovery data providers, check the following instructions.
— Migration from V5.0.5 to V5.1.0

Before migration, you need to remove all the Enterprise Artifact workbooks and Enterprise Artifact
data providers. To save the business terms in the Enterprise Artifact workbooks, you can export the
business terms from the workbooks before deletion and import them after migration.

— Migration from V5.1.0 to V5.1.0.x

The statuses of business terms in V5.1.0 are not preserved after you migrate from ADI V5.1.0 to ADI
V5.1.0.x. You need to manually correct the statuses based on the following mapping.

Table 4. The status mapping between V5.1.0 and V5.1.0.x

V5.1.0 Status V5.1.0.x Status

New Waiting For Approval

In Progress New

Waiting For Approval Rejected

Approved In Progress

Rejected Approved
Important:
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1. The following instructions assume that you had either installed a previous version in either of the
following locations. If you installed in different locations, you can substitute the path when necessary.

Linux: /opt/ibm/adi/
Windows: C:\IBM\adi\

2. The following instructions use adi_previous and adi_new as the installation directory names to
differentiate the previous version from the new version. You can replace the names based on your
migration scenarios. For example, if you migrate from ADI V5.0.5 to ADI V5.1.0, replace the
corresponding names to adi505 and adi510.

Complete the following steps to migrate ADI from a previous release by using the adi-setup application.
1. Stop the current release of ADI using the following commands.

Linux:

cd /opt/ibm/adi/server
./server.shutdown

Windows:

cd C:\IBM\adi\server
server.shutdown

2. Rename the installation directory to make sure that you can identify where the previous version is
installed.

Linux:

cd /opt/ibm
mv adi adi_previous

Windows:

cd C:\IBM
ren adi adi_previous

3. Download the new release of ADI and extract it into the same location as you did with the previous
release. Rename the new release in the same way so that you can differentiate it from the previous
one. For example, rename it to adi_new. Then you have the adi_previous and adi_new next to
each other in the same installation location.

4. Use a command window to navigate to the new installation directory.

Linux:
/opt/ibm/adi_new/server

Windows:
C:\IBM\adi_new\server

Note: You must open the command window as the administrator. Right-click the Command Window
icon and select Run as administrator option. The header of the command window shows as
"Administrator".

5. Run one of the following commands and wait for the command to complete.

- If you migrate to a major new version, such as migrating from ADI V5.0.4 to ADI V5.0.5, run the
following command:

Linux:
adi-setup migration -fromDir /opt/ibm/adi_previous

Windows:
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adi-setup migration -fromDir C:\IBM\adi_previous

- If you migrate within the ADI V5.1.0.x versions, such as migrating from ADI V5.1.0 to ADI V5.1.0.x,
run the following command:

Linux:
adi-setup migration -fromDir /opt/ibm/adi_previous -skipJazzUpdate true
Windows:

adi-setup migration -fromDir C:\IBM\adi_previous -skipJazzUpdate true
6. Choose one of the following options to continue.

« If you migrate from ADI V5.1.0 or its later fix packs, skip this step.

- If you migrate from a version earlier than ADI V5.1.0, complete the following steps to update
server.xml file to configure Lightweight Third Party Authentication (LTPA) in Liberty.

a. Open the server. xml file under the new installation directory.

Linux:
/opt/ibm/adi_new/server/liberty/servers/clm/server.xml
Windows:

C:\IBM\adi_new\server\liberty\servers\clm\server.xml
b. Update the version numbers for the following two feature attributes.

<feature>jsp-2.3</feature>
<feature>servlet-3.1</feature>

c. Add the following line after <webAppSecurity ssoRequiresSSL="true"/>.
<ltpa expiration="12h"/>

d. Save your changes to the sexver. xml file.
7. Choose one of the following options to continue.

- If you migrate from a version earlier than ADI V5.1.0, update the application.xml file to let the
WebSphere Liberty know about the newly added applications in the new release.

a. Open the application.xml file.
Linux:
/opt/ibm/adi_new/server/liberty/servers/clm/conf/application.xml

Windows:

C:\IBM\adi_new\server\liberty\servers\clm\conf\application.xml
b. Add new <application> linesin the <server> element.

<application type="war" id="addi-web-brd" name="addi-web-brd" location="$
iserver.config.dir}/apps/addi-web-brd.war">
</application>

<application type="war" id="addi-web-es" name="addi-web-es" location="$
iserver.config.dir}/apps/addi-web-es.war">
</application>
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<application type="war" id="addi-web-metrics" name="addi-web-metrics" location="$
iserver.config.dir}/apps/addi-web-metrics.war">
</application>

c. Save your changes to the application.xml file.

« If you migrate from ADI V5.1.0 or its later fix packs, open the application.xml file and verify that
the following new applications are listed in it. If you find any missing applications, add them to the
application.xml file.

<application type="war" id="addi-web-brd" name="addi-web-brd" location="$
{server.config.dir}/apps/addi-web-brd.war">
</application>

<application type="war" id="addi-web-es" name="addi-web-es" location="${server.config.dir}/
apps/addi-web-es.war">
</application>

<application type="war" id="addi-web-metrics" name="addi-web-metrics" location="$
iserver.config.dir}/apps/addi-web-metrics.war">
</application>

8. Start the new server as described in “Starting up the server” on page 115.

Integration with IBM License Metric Tool

IBM Application Delivery Intelligence for IBM Z generates IBM Software License Metric Tag (SLMT) files.
The versions of IBM License Metric Tool that support IBM Software License Metric Tag can generate
License Consumption Reports.

Each instance of a running environment generates an IBM Software License Metric Tag file. The USER
metrics are monitored. The values are refreshed every 15 minutes.

IBM Application Delivery Intelligence for IBM Z generates an SLMT tag file that records license usage at
15 minutes interval in which users logged on and used the application. When the application was not
used, no activities will be logged. The recorded information is:

AUTHORIZED_USER: containing the name of the authorized account that logged on ADI.

IBM SLM tag files are automatically updated and stored in the server folder adi/server/conf/adi/.
The file name will use a random identifier such as 538b3879154264d5ec0e606276ee98fb.simtag.

Following is an example of the content of an SLM tag file:

<SchemaVersion>2.1.1</SchemaVersion>
<SoftwareIdentity>
<PersistentId>a09471a5d2b04cf48d14bh5a7d6287aa0</PersistentId>
<Name>IBM Application Delivery Intelligence</Name>
<Instanceld>/home/ibmadmin/ADI/adi5.0.5/sexrver/conf/adi</Instanceld>
</SoftwareIdentity>

<Metric logTime="2561-06-04T14:42:53+07:00">
<Type>AUTHORIZED_USER</Type>
<SubType></SubType>
<Value>2</Value>
<Period>
<StartTime>2561-06-04T14:27:53+07:00</StartTime>
<EndTime>2561-06-04T14:42:53+07:00</EndTime>
</Period>
</Metric>

<Metric logTime="2561-06-04T14:57:53+07:00">
<Type>AUTHORIZED_USER</Type>
<SubType></SubType>
<Value>2</Value>
<Period>
<StartTime>2561-06-04T14:27:53+07:00</StartTime>
<EndTime>2561-06-04T14:57:53+07:00</EndTime>
</Period>
</Metric>
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Chapter 5. Administration

As a administrator for ADI, you can learn what administration tasks you can do and how to do them.

Logging in to administer the server

/jts/admin and /adi/admin are two admin pages available that you can log in to administer the
server. One is for administering the Jazz Team Server (JTS), and the other is for the ADI application. Users
can be created and managed in either of them. Licenses need to be managed in the jts/admin.

The following example demonstrates the steps to log in to a JTS. For more information, see Logging in to
administer the server.

1. Goto https://localhost:9443/jts/admin.

2. Log in with the administrative user name and password that you created during the Jazz Team Server
setting up.

Administration tasks for user management

For user management, you can manage client access licenses, create and manage users, and change
password.

When you add users to ADI, you need to perform the following workflow:
1. Activate the trial or import the purchased ADI client access licenses into the Jazz Team Server.

Note: The ADI license are authorized licenses, which are permanent licenses that are assigned to a
single user. The ADI license is managed by the Jazz license server. If you purchase activation kits that
contain the activation key file, you can import the activation key to the license server. For more
information, see Installing and managing client access license keys.

. Create new users or import users in the Jazz Team Server.
. Assign licenses to the users.

A W N

. Create one or more ADI project areas in the ADI admin UI.
5. Assign users to the project area.

For more instructions on those steps, see the following topics.

Managing client access licenses

To access ADI, you must have a valid user access license and import the activation key to the license
server.

Administrators can import the license key in the administrative web UI of that Jazz Team Server (/jts/
admin).

Note: The ADI license are authorized licenses, which are permanent licenses that are assigned to a single
user. The ADI license is managed by the Jazz license server. If you purchase activation kits that contain
the activation key file, you can import the activation key to the license server. For more information, see
Installing and managing client access license keys.

If you do not have the activation key, ADI ships with trial licenses that you can enable during setup or
within that same administrative UI for importing licenses. Administrators can import and configure the
purchased user access license keys to replace the trail licenses anytime after or during the trial period.

After you import and configure the user access licenses, you can create users and then assign the client
access license to users. For more information, see "“Creating and managing users” on page 150" and
"Assigning client access licenses to users" topics.
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Creating and managing users

As administrators, you can learn how to create or import users, assign licenses to users, grant users as
members of project areas, and assign role-based permissions to users.

To add a user to ADI, you need to complete the following procedures.

 Create a user or import it from an external user management service.
- Assign client access licenses to the new user.

Create a project area or use an existing one.

Assign the user to that project area.
- Assign role-based permissions to ADI users.

Creating and managing user accounts

Currently ADI supports user management by the embedded Websphere Liberty Profile application server
and LDAP user registries. You can learn more about how to create and manage user accounts as
administrators.

For configuring either option, see Installing ADI by using web-based custom setup page for references.

The Jazz Online Help describes all the details for creating new users locally in Liberty and how to import
from LDAP. All these operations are performed in the JTS administrative web UI (/jts/admin):

« For the general overview to user management, see Managing users.
 Forinformation about how to create users locally, see Creating users.

- For information about how to import users from LDAP if it was configured during setup: Importing users
from an external user registry.

« Forinformation about how to assign user client access licenses, see Assigning client access licenses to
users.

 Forinformation about how to assign user roles and permissions, see Assigning roles to a member.

 Forinformation about how to modify the user permissions, see Modifying role-based permissions.

Note: When you use a local user registry in Liberty and create new users, the password of this new user is
the same as the user id specified. The new user can then log on with that temporary password and use
the user profile page to change it. For more details, see Users changing their password.

Creating and managing project areas

After you create users in the JTS and assign them client access licenses, the user accounts will be
replicated and made available to the ADI application. They will also be visible in the ADI administrative
Web UI (/adi/admin). You as an administrator can then assign users to one or more ADI project areas.
Project areas partition all data managed in ADI and provide access to user to that data. They can be used
to organize the content of different teams that do not want the others to have access to their data.

« To learn more about project areas, see the Jazz Online help: Project area.

Note: The current release of ADI does not support all the capabilities described here. In particular, it
doesn't yet support Behavior and Timelines.

« After the setup, the administrator must create at least one ADI project area and assign each user to at
least one of these project areas.

— Procedures:

1. To create a project area, you need to navigate to the ADI Administrative Web UI located at URL:
https://fully qualified hostname:9443/adi/admin.

2. Select Project Areas > Active Project Areas from the menu.

3. Select the Create Project Area operation.

4. Complete the form by providing at least a value for the Project Area Name.
5. Select the default ADI Process.
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6. Click Add in the Members section to add one or more users as team members. Only the users who
are listed here are able to access the data for this project area.

7. Click Add in the Administrators section to add one or more administrative users as
administrators of this project area. Only the administrators of the project area can modify the
information of the project area such as adding a member to the project area.

8. Click Save to start the creation.

Note: After you click Save, a warning about missing user roles appears.

9. Assign the user roles and permissions to each user. For more information about ADI role-based
permissions, refer to the table of “Assigning role-based permissions to ADI users” on page 151.

— To learn more about creating Project Areas, see the Jazz Online Help: Creating a project area.

« Once the project area is created users that are listed as members are able to access it from this URL:
https://fully qualified hostname:9443/adi/web.

- At any time, the administrator can add more users to the project area. To learn more about managing
user for a project area, see the Jazz Online Help: Adding and modifying users as members of project
areas.

Notes:

— Any other user that you add to the Administrators section is able to follow the previous steps to
manage membership of that project area.

— Jazz Online Help also shares information about Team Areas. ADI also uses team areas, but they
should be created as part of the main ADI Web UI by creating workbooks. Workbooks map one-to-
one to a Jazz Team Area. For more details, see “Managing workbooks” on page 214.

Assigning role-based permissions to ADI users

ADI 5.0.2 and later versions leverages Jazz Team Server (JTS) role-based permissions in order to manage
operations that the users can perform within workbooks. From this topic, you can find more information
about roles and permissions in ADI.

The table below shows the list of user roles and permissions set by default. You can edit the following
permissions based on your needs.

Note: A user can be assigned to more than one user roles.

Table 5. User roles and permissions for ADI

User Roles ADI View Operations
Data Provider Administrator Connections Create, modify, and delete
connections.
Data Providers Create, modify, and delete data
providers
Workbooks Create, modify, and delete

workbooks. View analysis reports
of workbooks of which they are
members.
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Table 5. User roles and permissions for ADI (continued)

User Roles ADI View Operations

Workbook Owner Data Providers View data providers information
and modify part of information.
Such as adding new builds,
uploading coverage results,
refreshing build data, deleting
builds from an existing Manual
Builds data provider or
downloading data from data
providers.

Workbooks Create and modify workbooks.
Such as making changes to
memberships and setting
thresholds. View analysis reports
of workbooks of which they are
owners.

Workbook Member Data Providers View build information, view data
collection logs, and download
data from data providers. For
Manual Builds data providers, the
members can upload code
coverage results to the existing
builds.

Workbooks View workbooks. View analysis
reports of workbooks of which
they are members.

Users changing their password

If you are using the local user management facilities provided by ADI (and not, for example, an LDAP
server), users need to change their password in their user profile. You can learn how to manage user
accounts from user profiles.

ADI end users can use their account profile to manage their user accounts. Primarily, they can use this
profile page to change their passwords in cases a local user directory, that is, not an LDAP user directory,
is used.

Procedure:

1. To access user profile page from the ADI Web UI, select the small triangle in the left navigation bar
with the User icon.

2. In the pop-up menu that opens, select My Profile. The Jazz Team Server administration page appears.
Log in with your username and password if you are required to do so.

3. To change your password, select the Change Password.. button on your profile page.

Note: In the case that your server uses a third party user directory, such as LDAP, this button will be
disabled.

For more information about changing password, see Changing your password in the Jazz Online Help.
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Backing up your data

You can learn the process on how to back up your data.

To back up your data, follow the instructions described on Backing up and restoring Rational solution for
Collaborative Lifecycle Management applications.

- If you configured a Derby database, you can find all the process on Backing up and restoring the Derby
database.

« If you configured a DB2 database, you can find all the process on Backing up and restoring other
supported databases.

Note: You also need to back up the directory of adi-install-directory/server/conf/adi/
coverageFileStorage that stores all the uploaded coverage compressed files.

Server configuration settings

As an administrator, you can learn how to use various settings for controlling the ADI server.

This documentation only focuses on ADI-specific settings. For more information about the other options
that are offered by the Jazz framework, see Jazz Online Help .

Settings that determine the behavior of startup scripts
You can learn about those startup scripts and how their behaviors are defined by variables.

The following table outlines the variables that define the behavior of those startup scripts. For example,
they determine what processes should be started and on which port they operate.
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Table 6. Variables defined in startup scripts

Script File Name

Property Name /
Parameter Option

Default Value

Description

adi/server/
server.startup

HEADLESSCC/ -
noheadlesscc

true

Determines if the
headless code coverage
daemon process should
be started when the ADI
server starts. The default
is true, that is, the
daemon is always
started.

Change the default in the
script or start ADI with -
noheadlesscc to
prevent starting the
coverage daemon.

Example:
server.startup -
noheadlesscc

-Xmx

4G

Determines the
maximum memory
allocated to ADI.

Note: When you set up
ADI on a machine with
inadequate resources for
evaluation, you can set
the maximum memory
allocation to 2G.

-Xms

4G

Determines the initial
memory allocated to
ADI.

Note: When you set up
ADI on a machine with
inadequate resources for
evaluation, you can set
the maximum memory
allocation to 2G.

-Xmn

1G

Determines the
minimum memory
allocated to ADI.
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Table 6. Variables defined in startup scripts (continued)

Script File Name

Property Name /
Parameter Option

Default Value

Description

adi/server/
codecov.startup

CODECOV_PORT

8005

Defines the port on
which the headless code
coverage collection
daemon should listen for
incoming coverage data.

If you change the value,
you also need to change
itin the
codecov.shutdown
script and the
teamserver.properties
variable
com.ibm.dimez.dashboar
d.coverageHeadlessCC.p
ort. For more details, see
“Server settings that
need to be defined in
teamserver.properties
before the server starts ”
on page 156.

adi/server/
codecov.shutdown

CODECOV_PORT

8005

Defines the port on
which the headless code
coverage collection
daemon listens for
incoming coverage data.

If you change the value,
you also need to change
itin the
codecov.startup
script and the
teamserver.properties
variable
com.ibm.dimez.dashboar
d.coverageHeadlessCC.p
ort. For more details, see
“Server settings that
need to be defined in
teamserver.properties
before the server starts ”
on page 156.

adi/elasticsearch/
config/jvm.options

-Xmx

2G

Determines the
maximum memory
allocated to
elasticsearch.

-Xms

2G

Determines the initial
memory allocated to
elasticsearch.
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Server settings that need to be defined in teamserver.properties before the server starts

Before the server starts, you must set several settings that define the behavior and storage locations of
the ADI server. For example, the location of the databases or the location of the code coverage resource
files. Those settings are provided through a properties file in the installation location: adi/server/
conf/adi/teamsexrver.properties. You can learn more about the server settings that need to be
defined in teamserver.properties.

Many settings have defaults. If you don't define them in the property file, those settings use the default
values automatically. Therefore, if you want to change such a setting and you do not see it in the current
file on your server, add the property with that new value. Make sure that you always stop the server first
before you make any changes to the property file as some settings can also be set through the
Administrative UL

The following list provides the ADI-specific settings. For other settings in the file that is defined by the
Jazz framework that ADI uses, see Jazz Online Help.

Table 7. Server settings that need to be defined in teamserver.properties before the server starts

Property Name Default Value Description
com.ibm.dimez.dashboard.cover |adi/server/conf/adi/ The location in which uploaded
ageFileStoragePath coverageFileStorage code coverage files will be

managed. You need to back up
the location together with the
databases.

If you change this value after the
initial setup, make sure that you
move all directories available in
the old location to the new one to
avoid breaking ADI's consistency.

com.ibm.dimez.dashboard.cover | 60000 For two server threads try to
ageFileStorageCheckoutTimeout checkout the same coverage file
directory at the same time for
update, the property defines the
amount of time the second
threads waits to receive a file
lock until it throws a timeout
exception. If you see timeout
errors frequently when you
collect coverage files, increase
this value.
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Table 7. Server settings that need to be defined in teamserver.properties before the server starts
(continued)

Property Name Default Value Description

com.ibm.dimez.dashboard.cover |adi/server/conf/adi/headless-CC- | The base-directory in which the

ageHeadlessCCFilesPath files headless code coverage collector
demon is placing code coverage
files received by the collector. A
subdirectory is available for every
data provider. ADI collects files
from there and move them into
the coverageFileStorage location.

If you change this value, you
currently have to also change the
same path in a second location:
in adi/server/codecov.startup.
[bat|sh] change the value of the
PROVIDERIDDIR variable. This
operation configures the
headless collection daemon
process responsible for receiving
coverage data from coverage
engine over the net.

com.ibm.dimez.dashboard.cover |8005 The port of the headless

ageHeadlessCC.port collection daemon process under
which code coverage data can be
received. This value is only used
for creating the Startup Key
examples in the ADI UL.

To change it, you must also
change the value of the
CODECOV_PORT variable in adi/
server/codecov.startup.[bat|sh].

Server settings that can be defined at runtime in the /adi/admin user interface

When you navigate to the /adi/admin pages of your application, you find an Advanced Properties
section. It defines variables that can change the ADI server's runtime behavior. Check for more
information about variables defined in the /adi/admin from this topic.

An example for a direct URL to the /adi/admin pageis https://adi.example.com:9444/adi/
admindfaction=com.ibm.team.repository.admin.configureAdvanced.

Table 8. Variables Defined in the /adi/admin Page

ADI Component

Name Task Name Property Name Default Value Description

ADI Warehouse com.ibm.dimez.das | ADI Audit Log 900 Defines the interval
Collections and hboard.service.inte [ Writing Interval time logging the
Access rnal.AuditSchedule [ (seconds) information to log

dTask files for auditing.
Reduce this value if
you want the log
file to be recorded
more often.
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Table 8. Variables Defined in the /adi/admin Page (continued)

ADI Component

Name Task Name Property Name Default Value Description
ADI Warehouse com.ibm.dimez.das | ADI Service - 100 Defines the
Collections and hboard.service.inte | Cache Size maximum size of

Access

rnal.AuditService

the cache for log
files. Increase this
value if your log
records are run out
of memory.

ADI Warehouse
Collections and
Access

com.ibm.dimez.das
hboard.service.inte
rnal.DataCollection
Service

Data Collection
Data Provider -
IBM Code
Coverage Data -
Heap Memory

512M

Defines the
maximum heap
memory size (by
using the -Xmx
JVM parameter) to
be defined for the
data collection jobs
that collect code
coverage data.
Change this value if
your data
collections report
out of memory
errors.

ADI Warehouse
Collections and
Access

com.ibm.dimez.das
hboard.service.inte
rnal.DataCollection
Service

Data Collection
Data Provider -
Operations Data
from OMEGAMON
for CICS - Heap
Memory

512M

Defines the
maximum heap
memory size (by
using the -Xmx
JVM parameter) to
be defined for the
data collection jobs
that collect
operations data
from IBM
OMEGAMON for
CICS. Change this
value if your data
collections report
out of memory
errors.
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Table 8. Variables Defined in the /adi/admin Page (continued)

ADI Component

Name Task Name Property Name Default Value Description
ADI Warehouse com.ibm.dimez.das | Data Collection 512M Defines the
Collections and hboard.service.inte | Data Provider - maximum heap
Access rnal.DataCollection | Static Analysis memory size (by
Service Data from IBM using the -Xmx
Application JVM parameter) to
Discovery - Heap be defined for the
Memory data collection jobs
that collect static
analysis data from
IBM Application
Discovery. Change
this value if your
data collections
report out of
memory errors.
ADI Warehouse com.ibm.dimez.das | Data Collection 24 The time interval in

Collections and
Access

hboard.service.inte
rnal.DataCollection
Service

Data Provider -
Data Scrub Interval
(hours)

hours between
executions of the
scheduled data
scrubbing
background task.

ADI Warehouse
Collections and
Access

com.ibm.dimez.das
hboard.service.inte
rnal.DimezAutoColl
ectionScheduleTas
k

ADI Data Collection
Schedules Task
Fixed Delay
(seconds)

900

The time interval in
seconds at which
ADI checks
whether to perform
another data
collection or not
from code
coverage or IBM
Application
Discovery data
providers. By
default, ADI checks
every fifteen
minutes. Each
scheduled code
coverage or IBM
Application
Discovery data
provider checks
whether the
specified amount
of time has passed
or not. And if yes,
ADI runs a new
collection.
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Table 8. Variables Defined in the /adi/admin Page (continued)

ADI Component

ollectionScheduleT
ask

Fixed Delay
(seconds)

Name Task Name Property Name Default Value Description

ADI Warehouse com.ibm.dimez.das | ADI Operations 300 The time interval in
Collections and hboard.service.inte | Data Collection seconds at which
Access rnal.OmDataAutoC | Schedules Task ADI checks

whether to perform
another data
collection or not
from
theOMEGAMON for
CICS data provider.
By default ADI
checks every five
minutes. Each
scheduled
OMEGAMON for
CICS data provider
checks whether
the specified
amount of time has
passed or not. And
if yes, ADI runs a
new collection. If
you want ADI to
check more
frequently, you can
change the value.
However,
currently, changing
the value is not
recommended to
ensure that you
collect for each 5-
minute slot.
However, if your
IBM OMEGAMON
for CICS server is
not able to provide
all of its data within
a 5-minute
timeframe, you
need to set this
value to a larger
value that reflects
your IBM
OMEGAMON for
CICS performance.
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Generating sample data for evaluation

For ADI, you can generate two types of sample data in order to evaluate the ADI functionality, that is,
OMEGAMON for CICS data and Application Discovery data.

Generating OMEGAMON for CICS data
You can learn how to generate OMEGAMON for CICS data as sample data to evaluate the ADI
functionality.
Complete the following steps to generate OMEGAMON for CICS data.
1. Navigate your browser to ADI admin page https://<fully qualified hostname>:9443/adi/
admin.
2. Log on with Jazz administrator user ID and password. Application Administration page appears.
3. Click ADI Data Generation to go to the data generation page.

4. Select OMEGAMON for CICS card. The form of Data Generation Settings for OMEGAMON for CICS
appears.

5. Fillin the following information in Data Generation Settings. For more information about terms, see
Chapter 2, “Terminology overview,” on page 5

Note: For evaluation purpose, you can leave all the default values in the Data Generation Settings
form.

 Plex: Name of a CICS plex that you want to generate data.
- Days: Number of days to create the data.
« Goal Response Time: Goal response time that you want to set as threshold in microseconds.

« Project Areas: Select the project area where you want the data generator to store. By default, it is
your current project area.

6. Click Generate to generate OMEGAMON for CICS data as sample. Upon finish, you will see the
message showing the data generation has completed. The OMEGAMON for CICS data provider with
sample data appears in the list of data providers on the Providers page. You can then go to the
Workbooks page to create an Analysis workbook by using the generated OMEGAMON for CICS data
provider.

Generating Application Discovery data
You can learn how to generate Application Discovery data as sample data to evaluate the ADI
functionality.
Complete the following steps to generate Application Discovery data.
1. Navigate your browser to ADI admin page https://fully qualified hostname:9443/adi/

admin.

2. Log on with ADI administrator user ID and password. Application Administration page appears.
3. Click ADI Data Generation to go to the data generation page.

4. Select Application Discovery card. The form of Data Generation Settings for Application Discovery
appears.

5. Fill in the following information in Data Generation Settings. For more information about terms, see
Chapter 2, “Terminology overview,” on page 5.

Note: For evaluation purpose, you can leave all the default values in the Data Generation Settings
form except the data points. If you use Derby as database for evaluation, you may want to reduce
number of data points to be generated.
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- Data Points: Number of data points that you want to generate. One data point represents one data
set that ADI collected from Application Discovery.

- Time Interval: Time interval in hours that you want to simulate the data collection.

 Project Areas: Select project area where you want the data generator to store. By default, it is your
current project area.

6. Click Generate to generate Application Discovery data as sample. Upon finish, you will see the
message showing the data generation has completed. The Application Discovery data provider with
sample data appears in the list of data providers on the Providers page. You can then go to the
Workbooks page to create an Analysis workbook by using the generated Application Discovery data
provider.

Business Rule Discovery API

Starting from V5.1.0, IBM ADDI provides Business Rule Discovery APIs that allow users to access
Business Rule Discovery repository through REST services. You can use the REST services to read, write,
and manage Business Rule Discovery data directly through Swagger UI or connect to other third-party
tools without using Swagger UL.

The Business Rule Discovery REST APIs are documented within IBM ADDI build by Swagger UI. To find
the API documentation after you install ADI, open your browser and go to https://
<ADI_HOSTNAME>:<ADI_PORT>/addi-brd/swagger-ui.html, for example, https://
localhost:9443/addi-brd/swagger-ui.html.

You can find the following APIs available.

e bt-folder-storage-resouzrce: Services to add, update, delete, and query the contents of business
term hierarchy folders.

« business-term-storage-resouzrce: Services to add, update, delete or get business terms and
their information.

- implementation-name-storage-resource: Services to add, update, delete or get implementation
names.

- metric-storage-resource: Services to get keywords paging information.

« project-storage-resource: Services to manage information for IBM Application Discovery (IBM
AD) projects.

- relationship-storage-resource: Services to manage relationship of business terms information.
- snippet-storage-resource: Services to add, update, delete or get snippets and their information.
« user-resource: Service to indicate user for API calls.

workbook-storage-resource: Services to manage workbook setting information.

Using APIs out of Swagger UI

You can use API out of Swagger UI, for example, using API in another REST client tool or making your own
REST calls through programs. In addition to the REST service URL and the API definition, you need
username, password, and CSRF token. The CSRF token is a must-have header (X-XSRF-TOKEN) if you are
making a POST/PUT/DELETE request.

To get your CSRF token, you have to make a GET call to https://<ADI_HOSTNAME>:<ADI_PORT>/
addi-brd/api/cszf. You can find this REST service in project-storage-resouzrce.

Using XML instead of JSON

By default, API returns results in JSON. If you need XML as responses, you need to set request header
"Accept" with value "application/xml".

Note: For V5.0.5, the online documentation will use JSON and nothing is changed to be XML. It will be
fixed in future releases.
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Chapter 6. Preparing external data sources

You can learn how to prepare code coverage results for batch applications, CICS, COBOL, PL/I and Java.

Preparing code coverage results for COBOL and PL/I

You can learn how to prepare code coverage results for batch applications, CICS, COBOL, and PL/I.

There are four scenarios for ADI headless code coverage collection:
1. RDz v901x - no headless CC - client UI required.
Integrated Debugger (DIRECT) and Debug Tool (TCPIP) are both supported.
2. RDz v91x, v95x - headless on client (Windows, Linux)
Integrated Debugger (DIRECT) and Debug Tool (TCPIP) are both supported.
Headless on z/0S Debug Tool (TCPIP) only (not relevant for ADI).
3. IBM Debug for z Systems v14
Headless on client (Windows, Linux) in Debug Tool Compatibility Mode (TCPIP)
No headless in Standard Mode (DIRECT with UI running)
Headless on z/0S, Debug Tool Compatibility Mode (TCPIP) only (not relevant for ADI)
4. IBM Developer for z Systems v14, IBM Developer for z Systems v14 Enterprise Edition
Headless on client (Windows, Linux) in Debug Tool Compatibility Mode (TCPIP)
No headless in Standard Mode (DIRECT with UI running)
Headless on z/0S, Debug Tool Compatibility Mode (TCPIP) only (not relevant for ADI)

Preparing code coverage results for batch applications

If you use IBM Developer for z Systems (IDz), you can learn how to generate the code coverage results for
batch applications either by using the IDz client or by using the IDz headless mode.

Generating code coverage results by using the IDz client
You can learn how to generate code coverage results by using the IDz client.

Assumptions
Verify the assumptions before you prepare code coverage results by using IDz client.

« The tester or developer uses the IDz client to run the test.

« The program or a set of programs, such as LIST, MAP, XREF, and SOURCE, for which the code coverage
results are being gathered should be compiled for debugging.

« The tester or developer starts the IDz with a new or existing workspace, defines a connection to the
remote system if necessary, and connects to the remote system.

« The JCL for testing the batch application resides in a set of data sets.
Procedures

After you verify the assumptions, you can complete steps to prepare code coverage results for batch
applications by using IDz client.

1. Navigate to a JCL data set, for example, VENKATU.INS.QUOTE. JCL.
2. Open a batch JCL member file to test the Insurance quote batch application, example: INSQTEL1. jcl.

3. Add a set of statements in the JCL RUN or GO step to execute the batch program in the code coverage
mode, for example:
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//CEEOPTS DO =

TEST(,, ,DBM%VENKATU)

ENVAR ("EQA_STARTUP_KEY=CC, ,testid=INSQTE1")
/*

Note:

a. The above set of statements are additional directives to run or execute the batch program in code
coverage mode.

b. VENKATU is the user id, which is optional.

c. EQA_STARTUP_KEY=CC indicates that the code coverage mode and the testid parameter,
INSQTEZ, are to pass in the name of the test case or a unique ID to be associated with the
generated code coverage results.

4. Save the JCL by right clicking in the Editor or the JCL member and click Submit.
5. Click any of the buttons on the dialog that pops up after the submission:

« Click Locate Job to go to the node where the job status can be viewed.

« Click Notify to update the status bar when the job finishes execution.

« Click OK to close the dialog.

4 Job Submission Confirmation &J

L

@l CRRZID784IThe JCL was submitted to remote system ‘'mvs211.rtp.raleigh.ibm.com’ and the
== Job ID is 'JOB01380". Click Locate Job to locate the job in the Remote Systems view. Click
Motify to be notified when the job completes.

locateJob | | Notify || oK

e

Figure 1. Dialog showing the successful submission of the job

6. On successful execution, view the code coverage results from the current run in the Code Coverage
Report.
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Close . .
Code CnverLg‘_—-Jepnrt (Line)
Code Coverage Summary I
al
Code coverage report (analyzed at Oct 20, 2015 12:30:30 PM, generated at Oct 20, 2015 12:33:06 = |t - |
PM:I = | ! | ="
Element ’ Coverage Covered Total
& PERFCALC a4 70
Repor‘t. ]
P Getting St... & Remate Er... + 7/05 File .. tE3 Property .. #Remote 5. Cli Code Cov.. 2 | [ History
Name Status Coverage  Level Analyzed Date
£ INSQTE1_2015_10_20_123029_0554 o [ 63 | Line Oct 20, 2015 12:30:30 PM

Figure 2. Sample showing the Code coverage result displayed in Code Coverage results view
7. Right click the code coverage result and select Export.

Name Status Coverage Level :
el o =
Gl INSQTEL 2015 1020/ Open  B3% Line (
Eli PERFCALC_2015_10_2 Open As , Line (
Eli PERFCALC_2015_102 63%4 | Line (
Eli SAM1_2015_10_19_14/ '= Compare udee | Line (
Eli SAM1_2015_10_19_14 ~ Compare As * B22d | Line (
cli SAM1.201510.19. 14 4 Add Result Location.. B9% | Line !
Eli SAM1_2015_10_19_14 s, Generate Report.. 6324 | Line (
Eli PERFCALC 2015 10 14 i1 Rename.. F2 B0% | Line (
Eli PERFCALC_2015_10_1: % Delete.. Delete B0% [ Line (
Ell PERFCALC_2015_10_1/ £ Export... 98% | Line (

Figure 3. Sample showing the Export menu in Code coverage results view

8. In the dialog that pops up, browse to the location on the file system to where the result is exported to,
and specify a name for the output file. This will create a compressed file with the code coverage
results from the test run.

4 | QOctober 20 2015
4 | INSQTE App
> 1 insgtelzip
> 1 insqte2.zip

Figure 4. Sample showing file system organization of code coverage results
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9. Repeat steps 1 - 8 for running the other JCL scripts that are intended to test the same build of the
same application and export the code coverage results to the same location. .

Generating code coverage results by using the headless collector running on ADI server
You can learn how to generate code coverage results by using the headless collector running on ADI
server. Verify the assumptions before you perform this activity.

Assumption
Verify the assumption before you prepare code coverage results by using the headless code coverage
collector.

The ADI server is started and running. As a part of the ADI startup, the headless code coverage collector
daemon is started.

Procedures
After you verify the assumptions, you can complete steps to prepare code coverage results by using the
headless code coverage collector.

1. Create the data provider by following the instructions in “Adding a Manual Builds data provider to
collect data automatically” on page 200.

2. On the Data Providers page, click the Options Menu icon on the data provider card you created. The
options menu appears.

3. Select Copy Startup Key from the options menu to copy the startup key to clipboard.

4. To see the startup key example, select Edit from the options menu. On the Edit Data Provider page
that appears, you can see a Startup key example section similar to the following snippet.

Startup key example

TEST{(,,,TCPIPtinsurance.example.com%3005:#*
ENVAE ("EQR STRRTUP KEY=CC,,providerid=BGMT7L, testid=<fill in your test-id>")

5. Provide the startup key example on your screen to the test team to insert it into the JCL. In this case,
take the one with providerid=BGMT7L for example.

//CEEOPTS DD *

TEST(,,,TCPIP&<adi server tcpip address>%8005:x)

ENVAR ("EQA_STARTUP_KEY=CC, ,providerid=BGMT7L,testid=<your test-id>")
/*

Notes:

« The providerid is unique and case-sensitive. Make sure that you copy exactly the same
providerid on your screen.

« The testid that you specify for a test is also case-sensitive and needs to be unique within a
provider to distinguish it from other tests. If you specify a test into two locations (for example,
because the test is split into two parts), enter the testid with same spelling and casing. To specify
a testid that has either blanks or commas, you must enclose it in paired single quotation marks, for
example, testid="'a test id'.

The IP address is the IP address of the ADI server machine where the code coverage collector daemon
is running. It can be the IP address or the DNS name of the server. Submitting this JCL results in the
code coverage for the test case with test case id HDLS6 to be generated to the ADI server for
automatic collection. The providerid parameter ensures that the results are grouped to the
appropriate data provider. Code coverage files are saved to the directory adi-server location \adi\conf
\headless-CC-files\providerid-file\program_datetime_id.cczip. When you refresh the data provider,
these code coverage files are deleted.
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Preparing code coverage results for CICS transactions by using the debug tool backend
and IDz client

By using the debug tool backend and IDz client, you can prepare code coverage results for CICS
transactions.

Assumptions
Verify the assumptions before you prepare code coverage results for CICS transactions by using the
debug tool backend and IDz client.

Procedures
After you verify the assumptions, you can complete steps to prepare code coverage results for CICS
transactions.

Complete the following steps to generate code coverage results for CICS transactions by using Debug
Tool backend and IDz client.

1. Create a DTCN profile to collect the code coverage results for a transaction.

DTCHN Debug Tool CICS Control - Primary Menu S11CICPG
¥ T50 =torage method *x

Select the combin on of resources to debug (=ee Help for more information)

Terminal Id

Transaction Id

LoadMod: : >CU(s)

HEH

User Id

NetMName

IP Mame s Address
Select type and 1
Session Type
Port NHumber
Display Id

t

f debug display dewvice
MFI, TCP

i
>
>
>
*
*
*
*
>
>
[=]
*
¥ TCP Port
*

a
D

Figure 5. Screen showing the DTCN profile creation primary menu

2. Specify User Id, Session Type to be TCP, and IP Address pointing to the IDz instance where the code
coverage results would be displayed. Specify the port on which the debug daemon on the client runs.
The default port is 8001.

Press PF9 and enter the following ENVAR ("EQA_STARTUP_KEY=CC, ,testid=seps4") as shownin
Figure 2 below.

DTCH Debug Tool CICS Control - Menu 2 S1i1CICPGE
Select Debug Tool options

Test/ Notest
AlLlL/Errors/None

Test Option
Test Lewvel
Commands File
Prompt Level
Preference File

N R R

EQADPTS File

I
I
s

Any other walid Language Environment options
==

Figure 6. Screen showing DTCN secondary menu to specify the Code coverage invocation environment
variable

The ENVAR is the directive to capture code coverage and the testid parameter is for passing in the test
case id. Press PF3 and then PF4 to save the profile.

On the IDz client, click Window > Open Perspective > Debug to switch to the debug perspective and
check the daemon which is listening on the specified port as shown in Figure 3 below. The default port
is 8001.

Chapter 6. Preparing external data sources 167



' | o |[&*] = = 8 ||m-Variables 2 | % Breakpoints

Debug Ul daemon is listening on port; 8001.
Select this button to stop listening

Figure 7. Screen shot showing the verification of debug daemon running
3. Run the transaction, for example, SEPS.
4. Get the code coverage results in the IDz code coverage view.

Name Status Coverage Level Analyzed Date Addition
« [ Compiled Code Coverage Workspace Results

i} SEPS100_2015_10_23_144214_0503 o 46% | Line Oct 23, 2015 2:42:23 PM
i SEPS100_2015_10_23_143901_0295 o [ 57% | Line Oct 23, 2015 2:38:15 PM
li SEPS100_2015_10_23_142307_0419 o []22% ] Line Oct 23, 2015 2:23:15 PM

Clf SEPS100_2015.10 23 141709 0763 o | 53'}3 Line Oct 23, 2015 2:17:21 PM

£li SEPS100_2015_10_23_140340_0168 o [_48% | Line Oct 23, 2015 2:03:50 PM

Figure 8. Screen showing the Code Coverage result in the Code Coverage results view
5. Right-click each of the results and export the results into a compressed file.

Preparing code coverage results for COBOL and PL/I by using RTC

You can generate code coverage results for COBOL and PL/I by using automated builds provided by IBM
Rational Team Concert Enterprise Extensions (RTC EE). Also, you can connect ADI to this RTC EE server to
collect the code coverage data automatically.

Take the following procedures to set up RTC builds to generate the coverage data. For details about how
to configure ADI to connect to RTC and retrieve the data, see Adding a Rational Team Concert builds
provider.

Assumptions
Verify the assumptions before you prepare code coverage for COBOL and PL/I by using RTC.

« The development team uses RTC EE for z Systems Build component to build their COBOL and PL/I
artifacts and run either automated or manual tests as part of that build process.

« A set of build definitions are created for the COBOL and PL/I applications being managed by RTC EE. For
more information, see Setting up Enterprise Extension builds.

« RDz provided Host Utilities (GI13-2864) that offers the headless Code coverage support, which is
installed and configured on the z/OS machine. For more information, see Chapter 6 in IBM Rational
Developer for z Systems: Configuration Guide.

e The test team uses the RDz provided headless Code Coverage setup to automatically generate code
coverage results files when you run a build.

Procedures
After you verify the assumptions, you can complete steps to prepare code coverage for COBOL and PL/I
by using RTC.

Extend the existing build definition to submit a set of JCL that triggers a manual or automated test after a
successful build.
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1. Use the Eclipse RTC client and select the project for which you would want to run the tests and capture
code coverage results as part of the build process.

2. Make sure that you installed all the binaries required by the build engine, that is, the correct version of
Ant or Maven that your build scripts would be using.

3. In other RAD online help pages, there are steps for installing additional binaries on the build engine
such as the Eclipse Birt libraries. This is not required for use with ADI, as ADI provides its own
presentation of the code coverage results and does not require the Birt-based processing of the data
described there.

On your Eclipse RTC rich client.
Create an Ant post build script

1. Start your Eclipse RTC rich client and select the project or application for which you want to run the
tests and gather code coverage results as part of the Build process. If no projects are loaded, follow
the standard RTC flow to load the project(s).

2. Refer to the following postbuild.xml sample to create an Ant script. You can start with the provided
sample and modify as appropriate.

<?xml version="1.0" encoding="UTF-8"?>
gl=a

This Ant script calls the code coverage headless script
using the properties defined in the build definition.
-->
<project name="Code Coverage" default="all"
xmlns:jazz="antlib:com.ibm.team.enterprise.anttasks"
xmlns:ac="antlib:net.sf.antcontrib" >
<taskdef resource="net/sf/antcontrib/antcontrib.properties"/>

<description>

This Ant file is used to run the Code Review and Code Coverage
applications. It publishes the results to the RTC repository.
</description>

<taskdef classname="com.ibm.team.build.ant.task.ArtifactFilePublisherTask"
name="artifactFilePublisher"/>

<taskdef name="junitlLogPublisher"
classname="com.ibm.team.build.ant.task.JUnitLogPublisherTask" />

<taskdef name="nunitLogPublisher"
classname="com.ibm.team.build.ant.task.NUnitLogPublisherTask" />

<target name="main">
<property name="temp.dir" value="${team.enterprise.scm.fetchDestination}/tmp"/>
<mkdir dir="$ftemp.dir}"/>
<property name="rexx.dir" value="$fjcl.dir"/>

<!-- Convert and add execute permission -->

<exec executable="iconv" output="$frexx.dir?/getJobRC.rexx"><arg line="-f UTF-8 -
t IBM-1047 $irexx.dir}/getJobRC.rexx"/></exec>

<chmod perm="755" file="${rexx.dir}/getJobRC.rexx"/>

<!-- Convert and add execute permission -->
<exec executable="iconv" output="${jcl.dir?/renameZipFile.sh">

<arg line="-f UTF-8 -t IBM-1047 ${jcl.dir}/renameZipFile.sh"/>
</exec>
<fixcrlf srcdir="${jcl.dir}" includes="renameZipFile.sh" cr="remove" />
<chmod perm="755" file="$$jcl.dixr}/renameZipFile.sh" verbose="true"/>

<ac:for list="${jcl.list?" param="jobname" >
<sequential>

<echo message="xx* Job to be executed @{jobnamet" />
<property name="job" value="@{jobnamet" />
<echo message="job property = $i{job%" />

<antcall target="startCodeCoverageDaemon" />

<!-- Wait until the debug daemons are available for running code
coverage sessions -->
<waitfor maxwait="3" maxwaitunit="minute" checkevery="5000">
<and>
<socket server="${IP%" port="$$CC.PORT_1}"/>
</and>
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</waitfor>

<echo message="Submit $$job} job" />
<submitJCL src="&quot;//'$3resourceTeamPrefix?.JCL(${job?}) '&quot;"/>

<!-- Stop the code coverage debug daemon that is listening -->

<exec executable="$$RDZ_UTIL_BIN?/ccstop" dir="$
{team.enterprise.scm.fetchDestination}" spawn="true">
<env key="JAVA_HOME" value="${JAVA_HOME}"/>
<arg line = "$§CC.PORT_1%"/>
</exec>

<waitfor maxwait="3" maxwaitunit="minute" checkevery="5000">
<and>
<available file="${team.enterprise.scm.fetchDestination}/cc/
results_$$buildLabel?/cc_done" />
</and>
</waitfor>

<delete file="${team.enterprise.scm.fetchDestination}/cc/results_$
{buildLabel}/cc_done" />

<exec executable="${jcl.dir}/renameZipFile.sh" dir="${jcl.dir}">
<arg line = "$iteam.enterprise.scm.fetchDestination}/cc/results_$
ibuildLabel}"/>
<arg line = "HospitalApplication-CC-$$buildLabel?-$$job¥.cczip"/>
</exec>
<!-- Publish Code Coverage Results -->
<antcall target ="publishResults"/>
<var name="job" unset="true"/>
</sequential>

</ac:for>

</target>

gl=e

Start the daemon listener for code coverage. This task is run as
a daemon because the end of it will never be reached (gets stuck in the
exec task)

-->

<target name="startCodeCoverageDaemon">

<exec executable="$$RDZ_UTIL_BIN}/ccstop" dir="$
{team.enterprise.scm.fetchDestination}" spawn="true">
<env key="JAVA_HOME" value="${JAVA_HOME%"/>
<arg line = "$§CC.PORT_1%"/>
</exec>

<waitfor maxwait="3" maxwaitunit="minute" checkevery="5000">
<and>
<available file="${team.enterprise.scm.fetchDestination}/cc/results_$
{buildLabel}/cc_done" />
</and>
</waitfor>

<delete file="${team.enterprise.scm.fetchDestination}/cc/results_$$ibuildLabel}/
cc_done" />

<property environment="env"/>
<mkdir dir = "${team.enterprise.scm.fetchDestination?/cc/results_$fbuildLabell"/>
<mkdir dir = "${team.enterprise.scm.fetchDestinationt/cc_1/workspace"/>

<!-- Invoke the headless code coverage using the ccstart command, the required
parms are passed in via the arg line -->

<exec executable="$fRDZ_UTIL_BIN?}/ccstart" dir="$
iteam.enterprise.scm.fetchDestination}" spawn="true">
<env key="JAVA_HOME" value="${JAVA_HOME}" />
<arg line = "-port=$${CC.PORT_13%"/>
<arg line = "-zipresult"/>
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<arg line = "-output=${team.enterprise.scm.fetchDestination}/cc/results_$
tbuildLabel}" />

<arg line = "-prevresultpath=PREV"/>
<arg line = "-reportformat=HTML"/>
<arg line = "-data ${team.enterprise.scm.fetchDestination}/cc_1/workspace"/>
<arg line = "-savesource"/>
</exec>
<!-- Nothing else in this task can be reached! This task gets stuck in the exec

because the program is a daemon-->

<touch file="${team.enterprise.scm.fetchDestination}/cc/results_${buildlLabel?/
cc_done" />

</target>

<!-- Submits the JCL -->
<macrodef name="submitJCL">
<attribute name="sxc"/>
<attribute name="sleepInterval" default="5"/>
<attribute name="ignoreRC" default="0"/>
<sequential>
<antcall target="doJCLSubmission">
<param name="src" value="@{srci}"/>
<param name="sleepInterval" value="@{sleepIntervali"/>
<param name="ignoreRC" value="@{ignoxreRC}"/>
</antcall>
</sequential>
</macrodef>
<target name="doJCLSubmission">
<property name="output.file" value="$$temp.dir}/getJobRC.out"/>
<property name="result.file" value="${temp.dir?/getJobRC.result"/>
<delete file="${result.filet"/>
<exec executable="submit" outputproperty="job.id"><arg line="-j $isrct"/></exec>
<echo message="Submitted JCL from $fsrct. Job ID: ${job.id%"/>
<exec executable="${rexx.dir}/getJobRC.rexx" output="${foutput.filet"
append="false">
<arg value="$$job.id?"/>
<arg value="$fresult.filet"/>
<arg value="$isleepIntervalit"/>
</exec>
<echo message="x*x REXX output **x"/>
<exec executable="cat"><arg value="${output.filet"/></exec>
<echo message="#*%x End REXX output **x"/>
<exec executable="cat" outputproperty="job.maxRC">
<arg value="$fresult.filel"/>

</exec>
<fail message="Mac RC from ${src} was: $$job.maxRC}">
<condition>
<and>
<not><equals argl="${job.maxRC}" arg2="0"/></not>
<not><equals argl="$fjob.maxRC}" arg2="$$ignoreRCt"/></not>
<not>
<and>
<isset property="shouldIgnoreWarnings"/>
<or>
<equals argl="${job.maxRC}" arg2="1"/>
<equals argl="${job.maxRC}" arg2="4"/>
</or>
</and>
</not>
</and>
</condition>
</fail>
</target>

<!--

Execute an additional artifactFilePublisher command to upload the coverage result zip
file to that it appears in the downloadable artifacts section of a build result, i.e. the
Downloads section of a build result editor in the RTC rich client. The extension of the file
should be .cczip and .zip so that ADI easily can find and download the file when
communicating with the RTC server. -->

<target name="publishResults">

<artifactFilePublisher repositoryAddress="${repositoryAddressi"

userId="${userId}" passwordFile = "${passwordFile3}"
buildResultUUID="${buildResultUUID}"

filePath="${team.entexrprise.scm.fetchDestination}/cc/results_$
fbuildLabel}/HospitalApplication-CC-$fbuildLabel}-$${job3.cczip"

label="${job? Code Coverage Results for batch COBOL source for
SaylesDemo - Hospital Application"

verbose="YES">
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</artifactFilePublishexr>

<delete dir="${team.enterprise.scm.fetchDestination}/cc/results_$
ibuildLabel}" />

</target>
<target name="all" depends="main"/>

</project>

3.The ijcl.dir} and §jcl.list} parameters in the previous ANT script define the location of the set
of JCL to be submitted and the list of JCL to be submitted. This information is conveyed to the build
definition by using the Properties tab of the Build definition. See the following example.

o Build Definition ~

ID: Hospital Application build Project or Team Area:  SaylesDemo
Properties

Name ’ Value Description

base_dir Just/ipp/rdzutilfcr

CCPORT_1 17351

cr.pds MERRILLHOSPITALCOBOL

DB2Subsys DSNB

debug TEST,ADATA EXIT(ADEXIT(ELAXMGUX))

P mwvs255rtp.raleighibm.com

JAVA_HOME Jvarfjaval70l_64/17.1 64

jeL.dir ${team.enterprise. sem.fetchDestination)/HospitalDemo location of source project

jellist TRTMNTLTRTMNT2,TRTMNT) List of jel members to be executed (** DO NOT INCLUDE THE “jeI’ exte..

4. Then specify the ANT script as a "post build script" as part of the RTC EE build definition. Select the
associated build definition for the project from the Work Items perspective, open the build definition,
navigate to the z/OS Dependency Build tab, and add the location of the created ANT script as shown
below:

o Build Definition -
ID:  Hospital Application build Praject or Team Area;

General Dependency Options | Request Options
Build File and Targets

@) Generate a build file from these language definitions

REXX exec (Scrum Demo Project )

Text Files (Scrum Demo Project )

Plan Bind (Scrum Demo Praject )

COBOL compilation (DB2) and link-edit and Bind (Scrum Demo Project )

Use an existing build file

Specify a custom build file and the targets to be invoked. Properties can be referenced using ${propertyName).

S${team.enterprise.scm.fetchDestination)/Hospital Demo/build xmil

Trust build outputs

Delete obsolete outputs
| Publish build map links

Reuse ISPF Session

Frequency of updates to the number of buildable files pre-processed in the build report contribution summary: 100 ==

BFXWDYN Options: msg(l)
Pre-build script:

Post-build script: {{team.enterprise sem.fetchDestination}/HospitalDemao/postbuild xml

[ Always run post-build script
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5. Now you can run your build. When you finish, verify in IDz Eclipse client by opening the build result
editor that you have coverage results available in a Coverage tab. Check the Downloads tab that for a
coverage .cczip file available for downloads.

6. You are now ready to consume these build results with ADI.

a. For information about setting up an ADI data provider that connects to your RTC server and build
definition, see “Adding a Rational Team Concert Builds data provider” on page 207.

b. For how to collect the coverage from the latest build available in ADI, see “Refreshing the builds
and code coverage data” on page 209.

Preparing code coverage results for Java

You can learn how to prepare code coverage results for Java by using IBM Rational Application Developer
for WebSphere Software (RAD) v9.5.0.1, v9.6, or v9.6.1 or newer.

Preparing code coverage results by using the RAD code coverage solutions

You can choose to generate code coverage results either by using IBM Rational Application Developer
(RAD) client or IBM Rational Team Concert (RTC) with RAD Quality Extensions.

Preparing code coverage results for Java by using the RAD client
You can generate code coverage results for Java by using the IBM Rational Application Developer for
WebSphere Software (RAD) version 9.5.0.1, 9.6, or 9.6.1.

Assumptions
Verify the assumptions before you prepare code coverage results by using RAD client.

« The developer has written JUnit tests for his Java classes.
 The tester or developer uses the RAD environment to run individual JUnit tests manually.

The tester has the optional Code Coverage capability that is installed in their RAD environment. And the
tester uses the latest version 9.5.0.1, 9.6, or 9.6.1 that provides the Enhance Code Coverage capability.

The tester uses only the Enhanced Code Coverage Test Runner to receive JUnit test-specific coverage
results and exports each result as it owns results file for ADI.

« The tester runs all tests for each of new build of his code base again.

Procedures
After you verify the assumptions, you can complete steps to prepare code coverage results for Java by
using RAD client.

In RAD:

1. Review the details for "Determining Code Coverage" in either the RAD 9.5 Online Help or the RAD 9.6.1
Online Help. Familiarize yourself with the options available to generate code coverage results. A main
difference of RAD 9.6 and 9.6.1 is the ability to include the source code files into the exported code
coverage files, which will enable many additional source code change-based analytical capabilities in
ADI. For example, only with the sources included can ADI compute metrics of line changes and
changed lines covered.

2. Set up a Java project in RAD with the code base of the current build under test.

3. Follow the steps described in "Configuring the JUnit test runner for enhanced code coverage" in the
RAD 9.5 Online Help and the RAD 9.6.1 Online Help respectively to enable the enhanced coverage
runner for a specific test.

« Switch on Code Coverage in the Project Properties dialog. For RAD 9.6 or newer version, make sure
you select the "Save source" check box as it will enable change-based metrics in ADI.

 Create a new Run Configuration for each test so that you can run each test individually or an entire
Test Suite. Make sure you select the "JUnit 4 with Enhanced Code Coverage" JUnit runner in each of
your configurations.
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 You can decide on the granularity of the test that ADI will recognize by defining the Run
Configuration to compose of just one JUnit test class or even one test method; or even a whole set of
test classes by grouping them into a JUnit test suite and defining a Run Configuration for that suite.

4. Execute the Run Configuration created in Step 3.

5. The code coverage results for the executed configuration will appear at the top of the Code Coverage
Results view in RAD. See Accessing the code coverage results view in the RAD online help.

6. Right-click the new result and select Export... from the context menu. Also, see Import and export
results in the RAD online help for more information.

In RAD 9.6 or newer version, you can simply specify the location folder to export the cczip file that ADI
can read.

In RAD 9.5.0.1, you need to export two files and zip them up yourself.

a. In the dialog, select Coverage Data and Project Baseline as the artifacts to export.

b. Specify a destination folder where to export.

c. Click Finish.

d. Navigate to the destination folder you specified in Windows Explorer. Then you see exported files.

e. Select the two files and create a zip file. Do not select the parent folder as the zip file must not
contain any folders.

7. Rename the zip file to the name of your test.

« This step is important as the name of the zip file will determine the name of the test as it appears in
ADI.

« If you ran this test before for an earlier build of your code base you must make sure that the name is
exactly the same as before so that ADI can map the test and compare its current results against it
earlier results.

« For example, if you ran a JUnit test called com.example.appl.ExampleTest then you want to name
the zip file com.example.appl.ExampleTest.zip and upload it with that name to ADI. When you
create a new build of your code base and rerun the test to find regression, your want to again export
the coverage results after the test completed, export the files and zip them and then call the zip file
exactly the same as before so that ADI can compare the result of the first with the second test.

In ADI:

1. Log on to ADI.

2. If you did not do so already, create a new Data Provider for your Java project. See Adding a manual
build provider to collect data manually for details.

3. If you or another tester did not do so already, create a new Build that reflects your current code base
under test. Note, that when multiple testers submit their results against the same build the
assumption ADI makes is that they all used the exact same code base. See Adding a build to a manual
build provider when collecting data manually for details.

4. Open the build information page and add the exported, zipped, and renamed code coverage files
created in Steps 6 to 10. See Updating an existing build for details.

5. Review the results for this build in the Workbooks pages to confirm that the tests were correctly
imported and that the coverage percentage is the same as seen in the RAD Coverage Results view. See
Code Coverage Reports and Information for details.
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Preparing code coverage results for Java by using RTC with RAD Quality Extensions

You can generate code coverage results for Java by using automated builds that are provided by IBM
Rational Team Concert (RTC) and connect ADI to this RTC server to collect the code coverage data
automatically.

Assumptions
Verify the assumptions before you prepare code coverage results by using RTC with RAD Quality
Extensions.

« The development team uses RTC's Build component to build their Java project and run JUnit tests as
part of that build.

« The development team uses the RAD Code Coverage Extension for RTC to automatically generate code
coverage results files when running a build.

- The automated creation of code coverage files is limited to a coarse-grained definition of ADI test
cases. In fact, the most common case is that the execution of all JUnit tests during a build results into
one code coverage file, which is mapped to only one test in ADI, that is, all JUnit tests executed map to
one ADI test. To achieve a lower level of granularity, you can break your build into smaller groups of test
execution. Each execution would generate a code coverage file that covers the JUnit test executed in
that unit to be mapped to one ADI test case. And each group results into a separate ADI test.

Procedures
After you verify the assumptions, you can complete steps to prepare code coverage results by using RTC
with RAD Quality Extensions.

On your RTC build engine machine:

1. Ensure that RAD Code Coverage Extensions are installed on the RTC build engine. For more
information, see Installing the Build System Toolkit in the Jazz online help and Installing code quality
extension for continuous integration for Rational Team Concert builds feature using Installation
Manager in the RAD online help.

2. Also make sure that you installed all the binaries that are required by the build engine, for example,
the correct version of Ant or Maven that your build scripts would be using.

3. In other RAD online help pages (referenced below), there are steps for installing additional binaries on
the build engine such as the Eclipse Birt libraries. This is not required for use with ADI, as ADI provides
its own presentation of the code coverage results and does not require the Birt-based processing of
the data described there.

Onyour Eclipse RTC rich client.
Alternative 1: create an ANT build script

1. Start your Eclipse RTC rich client and follow the steps described in Configuring a build definition in
Rational Team Concert in the RAD online help for creating a new build definition that use Ant on the
build engine.

2. Follow Steps 1 to 3 and 5 of Creating an Ant build script to generate code coverage statistics in remote
build environments in the RAD online help to create an Ant script that compiles and tests your code.

- It is recommended that you start with the sample Ant script provided in Sample Ant script
(build.xml) files for remote build environments and update/refine the script for your needs.

 Step 5 described in Publishing results to the Rational Team Concert server in the RAD online help
uses the filePublisher command to publish the coverage result and baseline files to the RTC
server so that special RTC client extensions for Eclipse that are shipping with RAD and Rational
Software Architect can show the results in a special Eclipse UI of the rich client. For ADI, you need to
type a second command described in the next step.

3. In the Ant script, you need to execute an additional artifactFilePublisher command to upload
the coverage result compressed file to that it appears in the downloadable artifacts section of a build
result, that is, the Downloads section of a build result editor in the RTC rich client. It is strongly
recommended that you rename the file before uploading for two reasons:
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a. The name of the zip file determines the name of the test in ADI under which the coverage results
will be listed.

b. The extension of the file should be .cczip and .zip so that ADI can find and download the file when

communicating with the RTC server. For more details, see “Adding a Rational Team Concert Builds
data provider” on page 207.

4. Example for renaming and uploading the .cczip file:

<move file="$fresultsDir?\Coveragedata-$ibuildlLabel?.zip"
tofile="${resultsDir}\Coveragedata-$fbuildLabelt.cczip" />

<artifactFilePublisher buildResultUUID="${buildResultUUID?"
repositoryAddress="${repositoryAddress?" userId="${UserId}"
passwordFile="${PasswordFilet" verbose="true"
filePath="$f{resultsDir}\Coveragedata-$ibuildLabel?.cczip"
label="Code coverage data file for ADI." />

5. Now you can run your build. When you finish, verify in the RSA or RAD Eclipse client by opening the
build result editor that you have coverage results available in a Coverage tab. Check the Downloads
tab for a coverage .cczip file available for downloads.

6. You are now ready to consume these build results with ADI.

a. For setting up an ADI data provider that connects to your RTC server and build definition, see
“Adding a Rational Team Concert Builds data provider” on page 207

b. For how to collect the coverage from the latest build available in ADI, see “Refreshing the builds
and code coverage data” on page 209

Alternative 2: create one or more Maven build scripts

As an alternative to Ant, you can also use Maven to run your JUnit tests and collect code coverage data.
The advantage of Maven is that, it organizes JUnit tests in the same Eclipse projects as the code under

test and you could create an individual code coverage result easily for each project. Therefore, you can

have a more fine-grained representation of tests in ADI, that is, one test for each Maven project.

1. To learn more about getting started with building with Maven, start from this topic on jazz.net: A Jazz-
based Maven build. You can learn the main idea for working with RTC from Maven to call the same Ant
commands using Maven's ability to execute Ant commands.

2. When you create your RTC Build Definition for Maven, the key thing is that you provide all Ant

properties to Maven as JVM arguments following a simple schema as in this example (just an example
and not all the variables you might need):

-DbuildLabel=$${buildLabel}? -DrepositoryAddress=$${repositoryAddress}? -DbuildResultUUID=$
tbuildResultUUID} ....

Tip: As the RTC Build Definition editor only provides a single line editor, it is better if you maintain the
list of variable declarations in a text editor of your choice and then paste it into RTC when ready.

3. It is recommended that you add in each Maven project's POM file a profile that is only executed when
running on a build engine to generate coverage data. In this way, you can still run Maven builds in your
IDE without the need to generate code coverage data and update RTC build requests. For example,
you can add a profile as follows.

<profiles>
<profile>

<id>build-engine</id>

<activation>
<property>

<name>buildLabel</name>

</property>

</activation>

<build>
<plugins>

This profile checks for the existence of the buildLabel variable, which is defined by the RTC build

engine. Therefore, it would only be executed when you run on a build engine and not during
development when you run in your Eclipse IDE.
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4. The following example now is one possible end-to-end way of defining the Maven profile. You can
define this profile in each of your POM file or if you use a hierarchical POM file in your base pom file.

« The example uses the following variable that should be declared in the JVM variable section of the
Maven RTC Build Definition. For more detials of these variables listed, see last bullet point.

-DbuildLabel=$$buildLabel? -DBuild_System_HOME=${Build_System_HOME} -DrepositoryAddress=$
{repositoryAddress? -DUserId=$fUserId} -DPasswordFile=${PasswordFile} -DbuildResultUUID=$
i{buildResultUUID} -Dllc-engine-plugin=${1llc-engine-plugin} -Declipse-jdt-core-plugin=$
{eclipse-jdt-core-plugin}? -Declipse-equinox-common-plugin=${eclipse-equinox-common-plugin?
-D1lc-common-plugin=$$11lc-common-plugin} -Dllc-jvmti-library=$f1lc-jvmti-library?

« You can see the comments inside the following sample example. They map to the steps of the Ant
sample script shown in the RAD Online help that was referenced previously.

<profile>
<id>build-engine</id>
<activation>
<property>
<name>buildLabel</name>
</property>
</activation>
<build>
<plugins>
<plugin>
<groupIld>org.apache.maven.plugins</groupId>
<artifactId>maven-antrun-plugin</artifactId>
<version>1.8</version>
<executions>
<execution>
<id>code-analysis</id>
<phase>compile</phase>
<configuration>
<target>
<!-- Analyze compiled src code:
Generating .probescript and .baseline -->
<taskdef name="code-coverage-app-analyzer"

classname="com.ibm.rational.llc.engine.instrumentation.anttask.CoverageApplicationAnalyzerT
ask">
<classpath>
<fileset dir="${Build_System_HOME}/
codecoverage">
<include name="${llc-engine-plugini" />
<include name="plugins/$feclipse-jdt-
core-plugint" />
<include name="plugins/$ieclipse-
equinox-common-plugint" />
<include name="plugins/${1llc-common-
plugint" />
</fileset>
</classpath>
</taskdef>
<code-coverage-app-analyzer
projectDir="${project.basedir}/target"
probescript="${project.basedir}/$
{project.groupId?.$$iproject.artifactId?.probescript"
baseline="${project.basedir}/$
iproject.groupId}.$iproject.artifactId}.baseline" />
<taskdef name="startBuildActivity"

classname="com.ibm.team.build.ant.task.StartBuildActivityTask">
<classpath>
<fileset dir="${Build_System_HOME?}/
buildtoolkit">
<include name="x.jar" />
</fileset>
</classpath>
</taskdef>
<startBuildActivity buildResultUUID="$
{buildResultUUID}"
repositoryAddress="${repositoryAddresst"
userId="${UserId?"
passwordFile="${PasswordFile}" verbose="true"
autoComplete="true"
label="Building and testing $
iproject.groupId}.$iproject.artifactId}." />
</target>
</configuration>
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<goals>
<goal>run</goal>
</goals>
</execution>
<execution>
<id>publish-cc-file</id>
<phase>package</phase>
<configuration>
<target>
<zi
destfile="$$project.basedir?/$
iproject.groupId}.$iproject.artifactId}.zip"
basedir="${project.basedirt"
includes="${project.groupId?.$
iproject.artifactId}.coveragedata"
encoding="UTF-8" />
<!-- Publish the code coverage results as RTC
contributions -->
<taskdef name="filePublisher"

classname="com.ibm.team.build.ant.task.FilePublisherTask">
<classpath>
<fileset dir="${Build_System_HOME?}/
buildtoolkit">
<include name="x.jar" />
</fileset>
</classpath>
</taskdef>
<filePublisher buildResultUUID="${buildResultUUID?"
repositoryAddress="${repositoryAddress}"
userId="$$UserId?"
passwordFile="${PasswordFile?"
contributionTypeld="com.ibm.rational.llc.build.coverage"
verbose="true"
filePath="${project.basedir?/$
iproject.groupId:.$iproject.artifactId}.zip"
label="Coveragedata File for $
{project.groupId?.$iproject.artifactId?"
failOnError="false" />
<zip
destfile="${project.basedir?/$
iproject.groupId}.$iproject.artifactId}-baseline.zip"
basedir="${project.basedir}" includes="$
{project.groupId?.$iproject.artifactId?.baseline"
encoding="UTF-8" />
<filePublisher buildResultUUID="${buildResultUUID}"
repositoryAddress="${repositoryAddresst"
userId="${UserId}"
passwordFile="${PasswordFile}"
contributionTypeId="com.ibm.rational.llc.build.baseline"
verbose="true"
filePath="${project.basedir?/$
{project.groupId?.$iproject.artifactId?-baseline.zip"
label="Baseline file for ${project.groupId}.$
iproject.artifactId?"

failOnError="false" />

<!-- Publish the code coverage results to the
downloads -->
<move
file="${project.basedir}/${project.groupId:.$
{project.artifactId}.zip"
tofile="${project.basedir}/$iproject.groupIld?.$
iproject.artifactId}.cczip" />
<taskdef name="artifactFilePublisher"

classname="com.ibm.team.build.ant.task.ArtifactFilePublisherTask">
<classpath>
<fileset dir="${Build_System_HOME}/
buildtoolkit">
<include name="x.jar" />
</fileset>
</classpath>
</taskdef>
<artifactFilePublisher buildResultUUID="$
{buildResultUUID}"
repositoryAddress="${repositoryAddress}"
userId="$$UserId?"
passwordFile="${PasswordFile}" verbose="true"
filePath="${project.basedirt/$
{project.groupId?.$iproject.artifactId?.cczip"
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label="Code coverage data for $
{project.groupId?.$iproject.artifactId?" />
</target>
</configuration>
<goals>
<goal>run</goal>
</goals>
</execution>
</executions>
</plugin>
<plugin>
<groupIld>org.apache.maven.plugins</groupId>
<artifactId>maven-surefire-plugin</artifactId>
<version>2.9</version>
<!-- Execute tests with code coverage: .coveragedata -->
<configuration>
<argline>-Dcoverage.out.file=${project.basedir?/$
iproject.groupId}.$iproject.artifactId}.coveragedata
-Xbootclasspath/a:${Build_System_HOME?}/codecoverage/$$1llc-
engine-plugint
-agentpath:${1lc-jvmti-
library$(=JPIAgent:server=standalone,file=;ProbekitAgent:ext-pk-
BCILibraryName=BCIEngProbe, ext-pk-probescript=${project.basedirt/$iproject.groupIid?.$
iproject.artifactId}.probescript</argLine>
</configuration>
</plugin>
</plugins>
</build>
</profile>

« You can see in the previous example that the code coverage file is uploaded as a .cczip with the
same name as the Maven artifact name defined in this project. This ensures that ADI will load these
results as a test with that name. If you prefer a different name, ensure that the .cczip file is named
accordingly.

- If you are running multiple POM files of this build, you need to have a parent POM that is executed by
the Build Definition, which then defines each other POM as a module running each project's build
and tests and upload the results for each project using the artifact name.

« The last part of this sample script that defines the arglLine for running a JUnit test is slightly more
complicated as in the Ant example. Because the Ant configuration of the RAD code coverage toolkit
defines those in macros that are not available to Maven. Therefore, you must define these variable
either as part of the Build Definition or part of the Maven POM file. The values to be used for your
current version of the RAD coverage toolkit is available in this file on the build engine:

<rtc-build-install-dir>/buildsystem/codecoverage/CodeCoverageProperties.xml

You would copy each value from that file and define the variables listed in the example. For defining
the them as part of your RTC Build Definition, you would enter the variables and values in the
Properties tab of the build definitions as shown in the following screen capture.

b =0

O Build Definition ~

D: Project or Team Area: Browse..,

Propertias

Marme ~ Value Description Add

Buildvariant development =

eclipse-equingx-commen-plugin org.eclipse.eguinox.common_3.6.200420130402-150%.jar

eclipse-jdt-core-plugin org.eclipse.jdt.core_3.10.2.v20150805-1358. jar

lic-comman-plugin com.ibm.rational.llc.common_1.1.300~20150813_2318 jar

lic-engine-plugin RLC. jar

lke-jvrmti-library ${Build_System_HOME}/codecoverage/3 2bit/plugins/org.eclipse.tptp javaprofiler/JPIBoat Loader

lig-report-birt-plugin com.ibm.rational lle.report.birt_1.0,301v20151110_0512 jar

= Now you can run your build. When you finish, verify in RSA or RAD Eclipse client by opening the build
result editor that you have coverage results available in a Coverage tab. Check the Downloads tab for
a coverage .cczip file available for downloads.

» You are now ready to consume these build results with ADI.
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a. For setting up an ADI data provider that connects to your RTC server and build definition, see
“Adding a Rational Team Concert Builds data provider” on page 207

b. For how to collect the coverage from the latest build available in ADI, see “Refreshing the builds
and code coverage data” on page 209

Preparing code coverage results by using the ADI code coverage generator

You can learn how to use the code coverage generator that ships with ADI to prepare code coverage
results for Java.

The ADI code coverage generator provides the following enhanced capabilities over the IBM Rational
Application Developer (RAD) 9.5 generator.

1. It includes the source code into the code coverage results, which allows ADI to analyze and relate
code changes to code coverage results.

2. It generates test result on the JUnit test method level, which gives ADI a much finer granularity of the
results for analysis and results presentation.

Preparing code coverage results by using Apache Ant build scripts
By using an Apache Ant build script template that you can adopt for your own Java projects, you can
execute the code coverage generator that is shipped with ADI to prepare code coverage results.

Assumptions
Verify the assumptions before you prepare code coverage results for Java by using Apache Ant script.

- Apache Ant, JUnit jar, and Hamcrest jar are available as part of the prerequisites for running code
coverage results in headless mode by using Ant build scripts.

« The code coverage generator works on Windows and Linux platforms. And the Java Runtime
Environment is limited to IBM 64-bit Java 7 or 8 Runtime only.

Procedures
After you verify the assumptions, you can complete steps to prepare code coverage results for Java by
using Apache Ant script.

Generating code coverage results
Complete the following steps to generate code coverage results:

1. Go to your installed ADI folder and navigate to install-dir/adi/java-coverage directory.
2. Copy all the content in the build-junit-coverage folder to your build or development machine.

3. Run generatePropertyFileForADI.bat for the Windows platform and generatePropertyFileForADI.sh for
the Linux platform to generate CodeCoverageProperties64.properties file. You can find this properties
file in the copy of thebuild-junit-coverage directory you created in Step 2.

4. Specify properties for build.properties file, such as the location of Jars to run JUnit test, directories
that contain source code, compiled class files, testcases to run, and storage location of code coverage
results and so on. For a complete list of all the properties, see “Reference for build.properties and
build.xml” on page 181.

5. Run build.xmlin command line. For example, run cd to change the directory in which build.xml is
located and execute:

ant

The generation of code coverage results initiates.

6. Find the code coverage results in the specified result directory. The file with the cczip extension
includes all complete code coverage results and source as shown in the following example.

CCtest_2016XXXX_XXXXXX.CCZip
Unzip the zip file to find the following files:

« /src/ - src directory contains all source files
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- ccdata - ccdata file contains code coverage statistics data

Generating code coverage results for the Example application

ADI includes a simple Java program with JUnit tests that you can use to quickly generate code coverage
results for learning and experimentation. You can then upload those results to ADI to review them in the

application.

1. Copy the entire /adi/java-coverage/build-junit-coverage directory to a new location.

2. In the copied directory, find and unzip the sample "VehicleExample.zip".

3. Open the file build.properties in an editor and modify it to configure the correct path for homeDir and
resultsDir corresponding to the current location (that is, where you copied the directory in Step 1).

4. Execute generatePropertyFileForADI to set other location specific variables.

5. Run ant to execute the build.xml which compiles the project and executes various JUnit tests.

6. Find the result files in the resultsDir location that you specified in Step 3.

Reference for build.properties and build.xml
Find the complete reference of all the properties that you can modify in build.properties.

Reference of properties in build.properties

Table 9. Reference of properties in build.properties

Attribute

Description

Required

analyzeArchive

Specify whether to analyze
internal achieve file (jar, war, zip)
within the target project
directory. If this value is true, all
Java classes inside archive file
will be analyzed.

Note: This property applies to
only the build.properties file in
the JavaProjectAnalyzer
directory.

No. The default value is true.

To avoid analyzing classes inside
internal achieve, set this value to
False.

Note: For classes inside internal
archive, the source might not be
available.

binDir

Specify the paths or directories
where to store the compiled
java .class files that you would
like to analyze code coverage
statistics.

For multiple paths/directories:

« Split by ";" for the Windows
platform

« Split by ":" for the Linux
platform

Yes

ccZipName

Specify the full name of the zip
file containing the resulting code
coverage data. The ".cczip"
extension will be added
automatically to the name. If you
don't set ccZipName, it defaults
to the value of resultName.

No
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Table 9. Reference of properties in build.properties (continued)

Attribute

Description

Required

excludefilter

Specify the full package name
and class that you would like to
exclude in collecting code
coverage data. You can use
regular expressions to specify the
classes. You can also specify the
path which contains the file that
listed multiple package and class
name that would like to exclude.
For more information, see
Granular filter support for code
coverage enabled from command
line and an Ant script .

No. Default is empty. For multiple
filters, each separated by a
space.

For example:

excludefilter=com.ibm.vehicles.t
ests.TestCar
com.ibm.vehicles.tests.TestCarl
mproved

exporterType

Specify the export format for
code coverage data. You can
specify multiple exporter types
by using a comma to separate:

« CCRESULT produces the
compressed format with
the .cczip extension.

« CCSONARQUBE produces the
SonarQube format with
the .xml extension.

« If exporter type is not
specified, it will be set to
CCRESULT by default.

No. Default is CCRESULT.

haltonfailure

To stop the build process if a test
fails set on (errors are considered
failures as well).

No. The default value is off.

and class that you would like to
include in collecting code
coverage data. You can use
regular expressions to specify the
classes. You can also specify the
path which contains the file that
listed multiple package and class
name that would like to include.
For more information, see
Granular filter support for code

coverage enabled from command

line and an Ant script .

hamcrestJar Specify the path of Hamcrest jar. | Yes
homeDir Specify the location or directory | Yes
where the java project is located.
includefilter Specify the full package name No. Default is empty. For multiple

filters, each separated by a
space.

For example:

includefilter=com.ibm.vehicles.te
sts.TestCar
com.ibm.vehicles.tests.TestCarl
mproved

182 IBM Application Delivery Intelligence for IBM Z : User Guide



https://www.ibm.com/support/knowledgecenter/SSQ2R2_14.1.0/com.ibm.rational.llc.ui.doc/topics/tgranularfiltersupp.html
https://www.ibm.com/support/knowledgecenter/SSQ2R2_14.1.0/com.ibm.rational.llc.ui.doc/topics/tgranularfiltersupp.html
https://www.ibm.com/support/knowledgecenter/SSQ2R2_14.1.0/com.ibm.rational.llc.ui.doc/topics/tgranularfiltersupp.html
https://www.ibm.com/support/knowledgecenter/SSQ2R2_14.1.0/com.ibm.rational.llc.ui.doc/topics/tgranularfiltersupp.html
https://www.ibm.com/support/knowledgecenter/SSQ2R2_14.1.0/com.ibm.rational.llc.ui.doc/topics/tgranularfiltersupp.html
https://www.ibm.com/support/knowledgecenter/SSQ2R2_14.1.0/com.ibm.rational.llc.ui.doc/topics/tgranularfiltersupp.html

Table 9. Reference of properties in build.properties (continued)

Attribute

Description

Required

inputDir

Specify the paths or directories
where to store the java source
files that you would like to
analyze code coverage statistics.

For multiple paths/directories:

« Split by ";" for the Windows
platform

« Split by ":" for the Linux
platform

Yes

junitJar

Specify the path of JUnit jar.

Yes

junitPath

Specify the classpath for the
JUnit classes.

For multiple paths/directories:

« Split by ";" for Windows
platform

« Split by ":" for Linux platform

Yes

jvmargs

Specify extra JVM arguments,
split by a space.

No. This is optional. It can be
used for specify extra memory.
For example: jvmargs=-
Xmx200m

methodLevelCapture

Specify whether to capture JUnit
method level or not.

No. The default value is true. If
it's not set yet or set to true, it
captures the JUnit method level.
If itis set to false, it doesn't
capture JUnit method level
(captures only JUnit class level).

projectAnalysisResultZip

Specify a zip file path to write out
the project analysis result. The
result zip will contain:

« .metadata

« .probescript source (if
available)

Note: This property applies to
only the build.properties file in
the JavaProjectAnalyzer
directory.

No. This value is empty by
default.

If projectAnalysisResultZip is
empty or is not a valid file path,
no output zip file will be
generated.

resultsDir

Specify the path or directory
where you would like to store all
the result files.

Yes

resultName

Specify the name to use for result
files.

Yes
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Table 9. Reference of properties in build.properties (continued)

Attribute

Description

Required

serverURL

Specify the host name and port of
the running application server
with the javacc WAR deployed.
The project analysis result zip
will be uploaded to the server's
current code coverage result
location.

For more information about
starting the application server,
see “Generating Java code
coverage by using the ADI code
coverage on server generator” on
page 187.

An ServerURL example: http://
localhost:9080.

Note: This property applies to
only the build.properties file in
the JavaProjectAnalyzer
directory.

No. This value is empty by
default.

If either serverURL or
projectAnalysisResultZip is
empty or not valid, no project
analysis result artifacts will be
uploaded to server.

serverAppNames

Specify a list of applications to
configure WAS/Liberty server to
collect code coverage exclusively
for these applications.

Note: This property applies to
only the build.properties file in
the JavaProjectAnalyzer
directory.

No. This value is empty by
default.

If serverURL or
projectAnalysisResultZip is
empty or not valid, no project
analysis result artifacts will be
uploaded to server and
serverAppNames will have no
effects.

testCase

Specify the test case/class that
you would like to run and get
code coverage statistics results
split by a space between test
cases/classes for multiple test
cases/classes.

Yes

Reference for publish-result task in the build.xml

Use the publish-result task in the build.xml file in the JavaProjectAnalyzex directory to publish a
metadata artifacts zip to a running application server with the javacc WAR deployed. The content of the
zip will be sent to server’s current code coverage result location for further analysis. For more

information, see Generating Java code coverage by using the ADI code coverage on server generator.

Note: If the javacc service is not available on the specify server, no operations will be performed.
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Table 10. Reference for publish-result task in the build.xml!

Attribute Description Required

zipLocation Specify the file path to the target | Yes.
zip artifact for upload.

If zipLocation is empty or the zip
file does not exists. No
operations will be performed.

serverURL Specify the domain of a server | Yes.
with javacc service available to
upload metadata artifact zip.

An serverURL Example: http://
localhost:9080.

serverAppNames Specify the names for analyzed | NO-
server applications.

Next steps
After you generate the code coverage results, you can find the next steps to perform more operations.

After you generate the code coverage results, create a manual data provider in ADI with a first build. Then
add the cczip file of code coverage results that you generated to that build to upload those results.

For more information about how to create a manual data provider, see Adding a manual build provider to
collect data manually and its peer sections.

Preparing code coverage results by using Rational Team Concert Build and Apache Ant

You can use the ADI Apache Ant build script template as part of your Ant or Maven build scripts that you
execute from a build automation system. You can prepare code coverage results by using IBM Rational
Team Concert Build (RTC Build) and Apache Ant.

You can use the Apache Ant build script template that is described in the previous topic as a starting point
for the Apache Ant script for your build automation. You can also call this ADI Apache Ant build script
from a Maven or other build technology that supports calling Apache Ant scripts. Another option is to
reverse engineer the script and implement it with another technology that you would like to use. It
requires that you execute the JUnit Runner that is provided with ADI and used in the Apache Ant build
script example to execute all tests and make sure the JUnit Runner is not from a third-party. The
following example assumes that you are using IBM Rational Team Concert with Apache Ant.

Assumptions
Verify the assumptions before you prepare code coverage results for Java by using RTC Build and Ant.

« The development team uses RTC Build version 6.0 or later to build their application.
- The development team uses Ant to execute its RTC builds.

« The RTC build engine is set up and configured already. For details, see the Rational Team Concert
Online Help. Make sure that you have write access to the build engine server machine and the RTC Build
installation directory.

« ADI is installed as described in Installation and setup. You are granted with read access to the ADI
server machine and the ADI installation directory.

« RTC Build and ADI could be installed on the same server machine or two different ones. Make sure that
you are granted with permissions to copy some files from ADI to the RTC installation directories. For
example, you need to have permissions to execute SSH copy (scp) operations, to transfer files via FTP,
or to copy files through a USB stick.
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Procedures
After you verify the assumptions, you can complete steps to prepare code coverage results for Java by
using RTC Build and Ant.

Complete the following steps to prepare the code coverage results by using RTC Build and Apache Ant.

1. On the ADI server machine, find the ADI installation directory such as /opt/ibm/adi/.

2. On the RTC server machine, find the RTC Build installation directory. For example, /opt/ibm/
rtchuild.

3. Copy the entire directory /adi/java-coverage/ from the ADI installation directory to RTC Build
installation directory under the subdirectory rtcbuild/buildsystem.

« The resulting directory would look like this: fopt/ibm/xrtcbuild/buildsystem/java-
coverage. Inside that directory, you find another directory that is called plugins and other files.
For details about the files included, see the previous topic Generating code coverage results.

4. On the RTC Build engine, run cd to change directory to /buildsystem/java-coverage.

5. Execute generatePropertyFileForADI.bat on Windows and generatePropertyFileForADI.sh on Linux to
generate a new file called CodeCoverageProperties64.xml.

6. In RTC, create a Build Engine and Build Definition for your build.
7. Create your RTC Build Ant build script.
« If you are not familiar with RTC Build, you can check Tutorial in the Team Concert Online Help for

an introduction. For more information about the Ant build script file itself, see Getting Started with
Ant scripts and RTC Build Ant Tasks.

« If you do not have an Ant build script, copy the files /buildsystem/java-coverage/build.xml and
build.properties to your development project. These files need to be delivered to the RTC source
control management system so that they can be found when you build your application.

- If you already have an Ant build script for your RTC Build, integrate the contents of the /
buildsystem/java-coverage/build.xml and build.properties.

8. Complete the build.xml to build your project and then use the gen-result target to run all JUnit tests
and generate the code coverage files.

9. Check Reference of properties in build.properties for more details about properties to configure.

10. Configure the resultsDir property that defines the path where the resulting code coverage result file
(.cczip) is written when JUnit tests get executed. This result file needs to be uploaded to RTC server
so that they appear in the Downloads tab of the build results record, where ADI downloads them
from. To achieve this, augment your build.xml file with additional Jazz Ant task calls that will upload
the code coverage files to the RTC build result record.

« The Rational Team Concert Online Help provides a reference for the Ant tasks available.

« The task to use for uploading the code coverage files is called artifactFilePublisher.

« An example for such a call in your build.xml Ant script would be:

<artifactFilePublisher buildResultUUID="${buildResultUUID}"
repositoryAddress="${repositoryAddresst" userId="${UserId}"
passwordFile="${PasswordFile?" verbose="true"
filePath="${resultsDir}/${resultFileName}"
label="Code coverage data for my project." />

« A good place for this task execution in the build.xml is at the end of the gen-result target, after the
line <antcall target="delete-result" />.

» You need to include the definition of those RTC tasks at the beginning of your build.xml file. For
example, run a statement such as <import file="${buildToolkitLocation}/
BuildToolkitTaskDefs.xml" />.The ${}you would set for your RTC Build Engine record is
Build Toolkit Install/buildsystem/buildtoolkit.

11. Execute your RTC builds. The result should be build records that include generated cczip file with the
code coverage results available in the Download section.
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Next steps
After you generate the code coverage results, you can find the next steps to perform more operations.

In ADI, create a connection and an automated data provider that connects to your RTC Build Engine and
Build Definition to collect the coverage result cczip files automatically. For more details, see Managing
connections, providers, and applications.

Preparing code coverage results by using the ADI code coverage on server generator

You can learn how to use the ADI code coverage on server generator to generate Java code coverage and
project metadata.

Generating Java code coverage by using the ADI code coverage on server generator

You can use the ADI code coverage on server generator to capture Java code coverage on IBM
WebSphere Application Server Traditional or Liberty at an individual test level. The generated code
coverage results can be downloaded from the application server as a cczip file and then uploaded to ADI
for further analysis.

Assumptions
Verify the assumptions before you generate Java code coverage by using the ADI code coverage on server
generator.

Make sure that the ADI code coverage on server generator is supported on:

- IBM WebSphere Application Server Traditional v8.5.5.x or v9.0.0.x running Java EE 7.

« IBM WebSphere Liberty 17.0.0.x server running Java EE 7. Make sure the Liberty server has the
jaxrs-2.0 feature or the other features containing the jaxrs-2.0 feature, such as the webProfile-7.0
feature.

« Windows and Linux 64-bit platforms
« IBM 64-bit Java 7 or 8 Runtime Environment

Procedures
After you verify the assumptions, you can use the ADI code coverage on server generator to generate Java
code coverage.

Complete the following steps to prepare Java code coverage by using the ADI code coverage on server
generator.

1. Under the install-dir/adi/java-coverage directory, copy the folder named websphere-
coverage to the machine with the IBM WebSphere server installed.

2. Change to the /adi/java-coverage/webshpere-coverage/scripts directory. If you are using
IBM WebSphere Application Server Liberty, run cxreateCCOptionsLiberty.bat on Windows
platform or run cxreateCCOptionsLibexty.sh on Linux platform. If you are using IBM WebSphere
Application Server Traditional, run the cxeateCCOptionsWAS. py jython script using wsadmin on a
running server. The createCCOptions scripts generate the required JVM arguments for Java code
coverage and/or start the application server with the required Java code coverage parameters. For
more information about how to run the scripts and the parameters that are required, see the README
file in the scripts directory.

3. Restart the server with the new JVM arguments from the previous step.
4. Publish the user application you want to collect code coverage for.

5. Publish the javacc WAR file in the websphere-coverage/webapp directory to the application server
to deploy the REST services that enable users to collect code coverage, save the coverage for specific
set of tests, and download the code coverage result.

Note: By default, the code coverage collector on server does not target any specific application to for
collecting coverage information. Interacting with applications on server will not trigger code coverage.

To enable code coverage for a specific application, you need to complete the following steps.
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a. Analyze the application through “Generating project metadata by using the ADI code coverage
generator” on page 189. The generated output is a zip file.

b. Call uploadProjectMetadata with parameter zipFileContent to upload the result to server if
it has not yet been uploaded. After you upload the application analysis result, server is now
configured to collect code coverage for the analyzed project.

Now you can deploy the application to the server to perform tests with code coverage. If the
application is already running, you need to restart the application to obtain complete and accurate
code coverage result. To restart the application, you can either restart manually, or alternatively, call
restartApplication with appID.

6. To illustrate how to call the Java code coverage REST API, a sample Code Coverage Control Panel is
available on the context root of /javacc when javacc WAR is deployed. Use the action on that Control
Panel to invoke the REST APIs.

You can invoke the REST APIs directly as indicated below or use similarly named buttons in the
sample Code Coverage Control Panel to invoke the REST APIs.

a. Before running the test, use getCoverageCollectionStatus to confirm that the code coverage
collection is running.

b. Run tests against the user application that is deployed on the application server and call
saveAndResetCoverage to assign a test ID to the tests.

c. Repeat running tests and calling saveAndResetCoverage to assign test ID to the individual tests.

d. Optional: The coverage results for all the tests run will be stored in a default result location with
timestamp. You can optionally organize your tests into different sets by calling
setResultlocation before running the tests. Calling it with a location will result in using that
result location. Calling it without providing a location will result in using a new default result
location with the current timestamp.

e. Call uploadProjectMetadata to upload metadata and source to the current result location for
the user application that you want to collect code coverage for. For more information about how to
generate the project metadata, see “Generating project metadata by using the ADI code coverage
generator” on page 189.

f. CalldownloadCoverageResult with no parameters to download the code coverage result zip
(cczip) for the current result location or provide the specific result location to download.

g. Optional: Use the following APIs to control code coverage on the server:

« pauseCollection: Pause code coverage collection.
« resumeCollection: Resume paused code coverage collection.
- resetCoverage: Reset the current code coverage statistics.

Note: Invoking resetCoverage will not affect the saved code coverage result.

- saveAndSetCoverage: Save a copy of current code coverage result, and then reset the current
code coverage statistics.

7. After you finish the tests, you can call downloadCodeCoverage to download a complete collection of
code coverage results. Optionally, you can invoke clearCoedCoverage to clear all the saved code
coverage results on the server.

Note: Invoking clearCoedCoverage will permanently delete all the existing code coverage results
on the server. Make sure you have downloaded the code coverage results before invoking this APL.

To learn the REST APIs for collecting Java code coverage on IBM WebSphere servers, see the
documentation of Java Code Coverage APL.

For more information about how to invoke the APIs, see “Java code coverage REST API” on page 189.
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Next steps
After you generate the code coverage results, you can find the next steps to perform more operations.

The downloaded code coverage result zip contains the source and metadata for the user application and
the code coverage statistics for that application that is covered by specific tests.

After you generate the code coverage results, create a Manual Builds data provider in ADIL. Then add the
cczip file of code coverage results that you generated to that build to upload those results.

For more information about how to create a Manual Builds data provider, see “Adding a Manual Builds
data provider to collect data manually” on page 199 and its peer sections.

Java code coverage REST API

For more information about the REST APIs for collecting Java code coverage on IBM WebSphere servers,
see the documentation of Java Code Coverage API. You can also display the documentation for Java Code
Coverage API on the application server by clicking the Java code coverage REST API documentation
link on the Code Coverage Control Panel after you publish the javacc WAR on the application server.

Alternatively, to explore the Java Code Coverage REST API live on the server, you can add the application
discovery capability to the server and then go to the API Explorer or the API documentation URL on the
server.

« On the Liberty server, complete the following steps to explore the Java Code Coverage REST API:

1. Add the apiDiscovery-1.0 feature to the server.

2. Gotoserver context root/api/explorer/,forexample, http://localhost:9080/api/
explorer/.

3. Click Java Code Coverage API to explore the APL.

4. To see the API doc, go to server context root/api/docs/, forexample, http://
localhost:9080/api/docs/.

« On WebSphere Application Server, complete the following steps to explore the Java Code Coverage
REST API:

1. Open the WebSphere Application Server Administrative Console.
2. Select Enable API discovery service in Web Container Settings.

3. Goto server context root/ibm/api/explorex/, for example, http://
localhost:9080/ibm/api/explorer/.

4. Click Java Code Coverage API to explore the APL.
5. To see the API documentation, go to server context root/ibm/api/docs/, for example,
http://localhost:9080/ibm/api/docs/.
Generating project metadata by using the ADI code coverage generator
Assumption
Verify the assumption before you generate project metadata by using the ADI code coverage generator.
Apache Ant is available as part of the prerequisites for running the Java project analyzer.
Procedures

After you verify the assumption, you can complete steps to generate project metadata by using the ADI
code coverage generator.

Complete the following steps to generate project metadata.

1. Under the install-dir/adi/java-coverage directory, copy the build-junit-coverage folder
to the build or development machine.

2. Run generatePropertyFileForADI script under install-dir/adi/java-coverage/build-junit-
coverage to generate CodeCoverageProperties64.properties.
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3. Navigate to the install-dir/adi/java-coverage/build-junit-coverage/
JavaProjectAnalyzer directory and update build.properties with the appropriate values specific to
your project.

4. Run Ant in the command line to run the build. xml file to generate metadata and to upload the
metadata and source to the application server with the javacc WAR deployed. This metadata and
source will be included in the cczip that can be downloaded from the application server together with
the code coverage results.

5. If the application server is not running when you run the build.xml to generate metadata, you can
upload metadata at a later time when the server is running by using the publish-result task in the
build.xml.

For more information about how to set up build properties to generate project metadata and upload to the
application server, see “Reference for build.properties and build.xml” on page 181.
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Chapter 7. Managing connections, data providers,
workbooks, and notifications

You can learn how to manage connections, data providers, workbooks, and notifications.

For the terminology of data providers and workbooks, see Terminology Overview page.

Managing connections

For a data provider that stores data on the server, you must manage connections associated with the data
provider in order to connect the server for data collection. By default, the users with data provider
administrator role can add, edit, and delete connections from the system.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Adding a connection

For a data provider that stores data on the server, before adding a data provider to the system, you must
make sure that you created at least one connection for the data provider. Check for the steps to add a
connection.

Go to the Connections page and create a connection to connect the data provider server. Currently, ADI
offers three types of connections, including IBM Rational Team Concert, IBM OMEGAMON for CICS, and
IBM Application Discovery.

Note: You need a data provider administrator role permission in order to perform this task. For more
information about roles and permissions for ADI, see “Assigning role-based permissions to ADI users” on

page 151.

Complete the following steps to create a connection.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Connections to go to the Connections page.

Note: You can add a connection when you create the data provider. If you want to add a connection as
part of creating a data provider, go to step 3 to provide connection information in the Add Connection
form.

3. Click Create Connection. The Add Connection page appears.
4. Provide the following information in the Add Connection form.

- Connection type: Select type of connection you want to create. Currently, IBM Rational Team
Concert, IBM OMEGAMON for CICS, and IBM Application Discovery are three types of connections
that ADI offers.

« Name: Provide a unique name of the connection.
« Description: Provide short description of the connection.

« Connection URL: Provide the URL address of the location you want to connect to. For IBM Rational
Team Concert, you need to provide the address of root service.

Examples of URL addresses for different data providers:

IBM Rational Team Concert - https://hostname:9443/jazz
IBM OMEGAMON for CICS - http://hostname:15200

IBM Application Discovery - http://hostname:9091
Business Rule Discovery - http://hostname:9443
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Note: The connection to the Application Discovery (AD) data and the Business Rule Discovery (BRD)
data are on different ports. You need to create different connections to connect to the AD data or
BRD data separately.

« Username and Password: Provide username and password of the person who has access to the
server you want to connect to. If it is available, you can use the username and password of function
users.

5. Click Test to test the connection.
6. If the connection is a success, click Add to create the connection.

Editing a connection

You can edit the information of a connection after you create at least one connection. Check for the steps
to edit a connection.

Note: You need a data provider administrator role permission in order to edit the connection information.
For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Complete the following steps to edit the connection information:

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Connections to go to the Connections page.

3. Click the Menu icon on the header of the provider card you want to edit. You can search the connection
card by typing part of the connection name in the search box on the upper right corner. The connection
cards with corresponding name appear.

4. Click Edit.
5. Edit the information such as name, description, connection URL, username, and password or all the

information. If you update connection URL, you are required to retest the connection before you save
the changes.

6. Click Save to update the changes or click Cancel to cancel the changes.

Deleting a connection
Check for the steps to delete a connection from the system. When you delete a connection, you cannot
undo the deletion or restore the connection. You cannot delete a connection when it is being used by data
providers. Before you delete a connection, you need to make sure that you deleted the data providers that
use the connection.

Note: You need a data provider administrator role permission in order to delete a connection. For more
information about roles and permissions for ADI, see “Assigning role-based permissions to ADI users” on

page 151.
Complete the following steps to delete a connection.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Connections to go to the Connections page.

3. Click the Menu icon on the header of the provider card you want to delete. You can search the
connection card by typing part of the connection name in the search box on the upper right corner. The
connection cards with corresponding name appear.

4. Click Delete. The dialog box to confirm that the connection deletion opens.
5. Click OK to confirm the deletion or Cancel to cancel the deletion.
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Managing data providers

The data provider is the data source for analysis. By default, only the users with a data provider
administrator role can create, modify, and delete data providers.

The following types of data sources are available for ADI:

Manual Builds data providers

Rational Team Concert Builds data providers
OMEGAMON for CICS data providers
« Application Discovery data providers

« Business Rule Discovery data providers

Note: The Enterprise Artifact data provider, which is available as a technical preview feature, is
deprecated in ADI V5.1.0 and later versions. The enterprise artifacts data can be collected through
Business Rule Discovery data providers instead. If you have one or more Enterprise Artifact data
providers that are created, you need to back up your enterprise artifacts from the location that is specified
in the Enterprise Artifact data providers and delete these data providers before you upgrade to ADI
V5.1.0.

To manage data providers, you need to have specific role-permissions. For more information about roles
and permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

In addition to the role-based permissions, there is an access control for a workbook in which only the
members of a workbook can view the analysis data of the data providers that are associated with a
workbook.

To improve the efficiency and performance of data collection, ADI automatically scrubs historical data at
certain intervals (for example, every 24 hours) in your data warehouse. There are two aspects of data
scrub configuration:

« Specify the number of days that you want to keep data in the data warehouse for analysis in the data
provider setting. You need to have a data provider administrator role permission to perform this task.

« Configure the interval time for the data scrub task to run automatically in the ADI administration page.
The default value is 24 hours for ADI to run the data scrub task in the background every 24 hours. You
need to be an ADI administrator to perform this task. For more information, see “Server settings that
can be defined at runtime in the /adi/admin user interface” on page 157.

Data providers

To get started with ADI, first you need to define the data providers to collect data from the data sources
for analysis. Currently, ADI offers several types of data providers, that is, Application Discovery data
providers, Business Rule Discovery data providers, Manual Builds data providers, OMEGAMON for CICS
data providers, Rational Team Concert Builds data providers, and System Management Facility data
providers.

Application Discovery data providers

An Application Discovery data provider connects to an IBM Application Discovery (AD) server instance
and collects the inventory, code complexity, and code quality metrics for the AD projects. As part of the
data provider creation, you can select one project or a set of projects for which you want to perform
analysis. For more information on IBM Application Discovery, see IBM Application Discovery product

page.

Business Rule Discovery data providers

Business Rule Discovery data providers collect data from two sources to perform analysis of business
rules: IBM Application Discovery (AD) server and the enterprise artifacts location to be scanned. When it
scans the artifacts within a provider, ADI indexes all the content within artifacts for future analysis. By
default, the scan takes place every 24 hours. But you can also invoke the scan at any time.
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Note: The Enterprise Artifact data provider, which is available as a technical preview feature, is
deprecated in ADI V5.1.0 and later versions. The enterprise artifacts data can be collected through
Business Rule Discovery data providers instead. If you have one or more Enterprise Artifact data
providers that are created, you need to back up your enterprise artifacts from the location that is specified
in the Enterprise Artifact data providers and delete these data providers before you upgrade to ADI
V5.1.0.

Manual Builds data providers

You can define a Manual Builds data provider that is defined by a baseline of the code that you run
coverage tests against. You can run many tests against that build and upload coverage result compressed
files for a build in which each compressed file represents the results of exactly one test. When you change
your code or your tests, you must create a new build for that data provider by using the Add Build dialog.
The assumption is that all test that ran against a particular build used the exact same version of all the
code files tested. For more information, see “Preparing code coverage results for batch applications” on
page 163.

OMEGAMON for CICS data providers

An OMEGAMON for CICS data provider connects to an IBM OMEGAMON for CICS instance based on one
or more connections defined to collect the operations-related data, including response time, CPU time,
and usage frequency for CICS transactions running in a CICSPlex®. As part of the data provider creation,
you can choose one or more transaction service classes for which you want ADI to gather and present the
data. For more information on IBM OMEGAMON for CICS, see IBM Tivoli OMEGAMON XE for CICS on z/0OS

product page .

Rational Team Concert Builds data providers

An Rational Team Concert Builds data provider connects to an RTC instance based on one or more
connections defined, queries the builds, and gathers any code coverage data included in the RTC builds
for the selected project area and build definition. As part of the data provider creation, you can specify a
build tag or more to match one or more tags for the RTC builds to identify the set of builds that you want
ADI to query and inspect for code coverage data.

System Management Facility data providers

You can upload the System Management Facility files or the Application Performance Analyzer files to ADI
for performance analysis such as CPU time, Execute Channel Program time, Service units, and Elapsed
time.

Managing Application Discovery data providers
You can add and modify Application Discovery data providers on the Data Providers page.

Only the users with data provider administrator can add and edit the Application Discovery data provider.
Any of the role permissions can refresh the Application Discovery data, view data collection logs and
download Application Discovery data. For more information about roles and permissions for ADI, see
“Assigning role-based permissions to ADI users” on page 151.

Adding an Application Discovery data provider
You can create an Application Discovery data provider on the Data Providers page to collect the data from
the Application Discovery server for analysis.

Note: You need a data provider administrator role permission in order to perform this task.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Complete the following steps to add an Application Discovery data provider for data collection.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
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. Click Data Providers to go to the Data Providers page.
. Click Create Data Provider on the upper right of the Data Providers page.
. Select the Application Discovery card from the Add Data Provider page that appears.
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. Select Connection to connect to AD server where the data is stored. You can search for the connection
by typing part of the connection name in the search box on the right corner of Connection section. If
the Connection to AD server has not been created, you can create the connection by clicking the Add
icon next to the Connection header. See Adding connections for more detail how to create a
connection.

Note: You can also edit connection information or delete connection by clicking the Options Menu
icon on the header of the connection card that you want to edit or delete. Then select Edit or Delete
from the option list that appears.

6. Provide the following information in the Provider Settings forms.

« Name: Provide a unique name for the data provider you create.
« Description: Provide a short description of the data provider.

« Collection Trigger: Specify whether you want data to be collected manually or automatically. If you
choose to select data automatically, specify the interval time of data to be collected in hours.

« Specify number of days you want to keep the data in the data warehouse. By default, the value is set
to All Data. All the data is kept in the data warehouse. You can set the value to 90 days, 180 days, or
360 days. The data that is older than the selected value will be cleaned out.

Note: If the data collection fails due to memory issues, the administrator can set the memory
parameters to be used during data collection. For more information, see “Server settings that can be
defined at runtime in the /adi/admin user interface” on page 157.

7. Click Add to create the Application Discovery data provider.

Modifying an Application Discovery data provider

After you add an Application Discovery data provider, you can edit the data provider information, refresh
the data, view the data collection logs and download Application Discovery data. ADI prevents the data
provider updates by multiple users. The page rejects all but one of many parallel updates by multiple
users.

Only the users with a data provider administrator role can edit the data provider information. Any of the
role permissions can refresh the data and view the data collection logs for an Application Discovery data
provider.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Editing the Application Discovery data provider information
For an Application Discovery data provider, you can edit the data provider details, such as name,
description, collection trigger, or number of days you want to keep the data in the data warehouse.

Complete the following steps to edit the Application Discovery data provider information.
1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Application Discovery data provider card that you
want to edit.

4. Select Edit from the options menu that appears. The Edit Data Provider form appears.

5. Modify the name, description, or collection trigger, number of days you want to keep the data in the
data warehouse or all information of the provider detailed information.

Note: The Connection for the data provider cannot be modified.
6. Click Save to update the changes or Cancel to quit editing.
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Refreshing the data collected from Application Discovery server
You can refresh the Application Discovery data provider to manually retrieve more data from AD server.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to refresh the data from Application Discovery server.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Application Discovery data provider card that you
want to refresh data.

4. Select Refresh from the options menu that appears. The Data Collection dialog box opens.
5. Click OK to perform a manual refresh or Cancel to cancel the operation.

Viewing the Application Discovery data collection logs
You can view the status of Application Discovery data collection.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to view the Application Discovery data collection logs.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Application Discovery data provider card that you
want to view the data collection logs.

4. Select View Logs from the options menu that appears. The list of the date and time data that are
collected appear along with the data collection status.

Note: If the data collection fails due to memory issues, the administrator can set the memory
parameters to be used during data collection. For more information, see “Server settings that can be
defined at runtime in the /adi/admin user interface” on page 157.

Downloading the Application Discovery data
You can download the Application Discovery datatoa .csv file or . json file to be used by external
analytics tools.

Note: Any of the role permissions can perform this task. See ADI role-based permissions for more
information. For more information about roles and permissions for ADI, see “Assigning role-based
permissions to ADI users” on page 151.

Complete the following steps to download the Application Discovery data to a . csv file or . json file.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Application Discovery data provider card that you
want to download data.

4. Select Download from the options menu that appears. The Download Data page appears.
5. Specify the following information to scope the data to be downloaded.
- Date Range: Specify the start date and end date of the code coverage results to be exported.
 Included Data: Select the projects to be packaged in the download.
« Export Details:
— File Name: Specify the name of the file to download to.

— File Format: Specify the type of file to be downloaded..csv and . json are the two types of files
available. By default the data will be downloaded in . csv file.
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6. Click Download to download or Cancel to cancel the export option. When you click Download, the
download box appears.

7. Select the Save File option and click OK.
8. Click Save to download the file.

Note: The downloaded file contains multiple files of the file type that you select.

Managing Business Rule Discovery data providers

You can manage Business Rule Discovery data providers on the Data Providers page. Only the users with
a data provider administrator role can add and edit the Business Rule Discovery data provider. Any of the
role permissions can refresh the Application Discovery data, view data collection logs, and download
Application Discovery data.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Adding a Business Rule Discovery data provider
You can create a Business Rule Discovery data provider on the Data Providers page to collect data from
the Application Discovery server for analysis.

Note: You need a data provider administrator role permission in order to perform this task.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Complete the following steps to add a Business Rule Discovery data provider for data collection.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.

. Click Data Providers to go to the Data Providers page.

. Click Create Data Provider on the upper right of the Data Providers page.

. Select the Business Rule Discovery card from the Add Data Provider page that appears.
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. Select Connection to connect to the AD server where the data is stored. You can search for the
connection by typing part of the connection name in the search box on the right corner of Connection
section. If the connection to AD server has not been created, you can create the connection by clicking
the Add icon next to the Connection header. For more information about how to create a connection,
see “Adding a connection” on page 191.

Note: You can also edit the connection information or delete the connection. Click the Options Menu
icon on the header of the connection card that you want to edit or delete. Then select Edit or Delete
from the option list that appears.

6. Optional: Add all the artifacts that you want to perform the business rule discovery to ADI location by
either one of the following method.

« Manually copy all the artifacts to the directory that is specified as the Artifacts Location under
Artifacts Detail section.

« Upload a zip file that contains all the artifacts by clicking Browse and select a zip file you want to
upload.

7. Enter ADI user credentials to be used for authenticating distributed data collection of the provider.
8. Provide the following information in the Data Provider Details section.

« Name: Provide a unique name for the data provider you create.

« Description: Provide a short description of the data provider.

« Collection Trigger: Specify whether you want data to be collected manually or automatically. If you
choose to select data automatically, specify the interval time of data to be collected in hours.

9. Click Add to create the Business Rule Discovery data provider.
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Modifying a Business Rule Discovery data provider

After you add a Business Rule Discovery data provider, you can modify the Business Rule Discovery data
provider by editing the data provider information, refreshing the data, or viewing the collection logs. ADI
prevents the data provider updates by multiple users. The page rejects all but one of many parallel
updates by multiple users.

Only the users with a data provider administrator role can edit the data provider information. Any of the
role permissions can refresh the data and view the data collection logs for a Business Rule Discovery data
provider.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Editing the Business Rule Discovery data provider information
For a Business Rule Discovery data provider, you can edit the Business Rule Discovery data provider
information, such as security setting, name, description, or collection trigger.

Complete the following steps to edit the Business Rule Discovery data provider information.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Business Rule Discovery data provider card that you
want to edit.

4. Select Edit from the options menu that appears. The Edit Data Provider form appears.
5. Modify the security setting, name, description, collection trigger or all information of the provider.
6. Click Save to update the data provider information or click Cancel to quit editing.

Refreshing the Business Rule Discovery data provider
You can refresh a Business Rule Discovery data provider to manually scan all artifacts stored in the
Business Rule Discovery data provider.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to refresh the data from the Application Discovery server and enterprise
artifacts location.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Business Rule Discovery data provider card that you
want to refresh data.

4. Select Refresh from the options menu that appears. The Data Collection dialog box opens.
5. Click OK to perform a manual refresh or click Cancel to cancel the operation.

Viewing the Business Rule Discovery data collection logs
You can view the status of Business Rule Discovery data collection.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to view the Business Rule Discovery data collection logs.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Business Rule Discovery data provider card that you
want to view the data collection logs.

4. Select View Logs from the options menu that appears. The list of the date and time data that are
collected appear along with the data collection status and the number of enterprise artifacts that are
collected.
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Note: If the data collection fails due to memory issues, the administrator can set the memory
parameters to be used during data collection. For more information, see “Server settings that can be
defined at runtime in the /adi/admin user interface” on page 157.

Managing Manual Builds data providers
You can add Manual Builds data providers and modify the Manual Builds data provider information on the
Data Providers page. You can specify the Manual Builds data provider to collect data manually or
automatically.

Only the users with the data provider administrator role permission can add and modify the Manual Builds
data provider. The users with the workbook owner role permission can only modify the Manual Builds
data provider. For more information about roles and permissions for ADI, see “Assigning role-based
permissions to ADI users” on page 151.

Adding a Manual Builds data provider
For Manual Builds data providers, you can create a Manual Builds data provider to collect data manually
or automatically.

Adding a Manual Builds data provider to collect data manually
You can create a Manual Builds data provider on the Data Providers page to manually collect the data
from the data sources for analysis.

Note: You need a data provider administrator role permission in order to add a Manual Builds data
provider. For more information about roles and permissions for ADI, see “Assigning role-based
permissions to ADI users” on page 151.

Complete the following steps to add a Manual Builds data provider for manual data collection.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.

. Click Data Providers to go to the Data Providers page.

. Click Create Data Provider on the upper right of the Data Providers page.

. Select the Manual Builds card from the Add Data Provider page that appears.

. Provide the following information in the First Build, Code Coverage Files, and Data Provider Details
forms.
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« First Build form. Provide the information of the first build you have for code coverage analysis. If you
have more than one build, the later build can be added to the data provider when you modify the
Manual Builds data provider.

— Build Name: Provide a unique name for the build.
— Date of Build: Specify the date and time when the build is created.
— Description: Provide a short description of the build.

- Code Coverage Files form. Click the Add icon to browse to the code coverage result files. Select one
or more files of code coverage results for this build. The list of the selected code coverage files
appears along with the name of users who upload the file and the description. You can add a
description to each of the file. This is an optional step. You can skip this step if you do not have code
coverage results for this build. For more information about how to prepare the code coverage
results, see “Preparing code coverage results for batch applications” on page 163 and “Preparing
code coverage results for CICS transactions by using the debug tool backend and IDz client” on page
167 .

- Data Provider Details form.

— Name: Provide a unique name for the data provider you create.
— Description: Provide a short description of the data provider.
— Enable headless collection support: Make sure the checkbox is unchecked.
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— Select the number of days you want to keep data in the data warehouse. By default, the value is
set to All Data. All the data is kept in the data warehouse. You can set the value to 90 days, 180
days, or 360 days. The data that is older than the selected value will be cleaned out.

6. Click Add to create the Manual Builds data provider.

Adding a Manual Builds data provider to collect data automatically
You can create a Manual Builds data provider on the Data Providers page to automatically collect the data
from the data sources for analysis.

Notes:

1. Before you can add a Manual Builds data provider to collect data automatically, you need to make sure
that the code coverage results are stored in the headless-cc-file directory.

2. You need a data provider administrator role permission in order to add a Manual Builds data provider.
For more information about roles and permissions for ADI, see “Assigning role-based permissions to
ADI users” on page 151.

Complete the following steps to add a Manual Builds data provider for automated data collection:
1. Click the Menu icon next to the IBM ADI header to open the menu pane.

. Click Data Providers to go to the Data Providers page.

. Click Create Data Provider on the upper right of the Data Providers page.

. Select the Manual Builds card from the Add Data Provider page that appears.
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. Provide the following information in the First Build, Code Coverage Files, and Data Provider Details
forms.

« First Build form. Provide the information of the first build you have for code coverage analysis. If you
have more than one build, the later build can be added to the data provider when you modify the
Manual Builds data provider.

— Build Name: Provide a unique name for the build.
— Date of Build: Specify the date and time when the build is created.
— Description: Provide a short description of the build.

« Code Coverage Files form.

— For automated data collection, no zip files to be added here. For procedure to set up the
automated data collection, see “Generating code coverage results by using the headless collector
running on ADI server” on page 166.

- Data Provider Details form.

— Name: Provide a unique name for the data provider you create.
— Description: Provide a short description of the data provider.

— Enable headless collection support: Check to enable headless collection support. A dropdown
menu of Collection Trigger appears.

- Select Manual to allow users to manually trigger the data collection.

- Select Automatic and fill in the collection interval in hours to schedule the interval time for data
collection.

— Select the number of days you want to keep data in the data warehouse. By default, the value is
set to All Data. All the data is kept in the data warehouse. You can set the value to 90 days, 180
days, or 360 days. The data that is older than the selected value will be cleaned out.

6. Click Add to create the Manual Builds data provider.
There will be no code coverage data loaded to the build after the Manual Builds data provider is created.

« If you have put the code coverage data into the headless-cc-file directory as described in Chapter 6,
“Preparing external data sources,” on page 163, you need to refresh the data provider in order to collect
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data from the headless-cc-file directory. For more information, see “Refreshing the code coverage
results for automatically data collection” on page 202.

- If you have not put the code coverage data collection in the headless-cc-file directory, follow the steps

described Chapter 6, “Preparing external data sources,” on page 163 to put the code coverage data
collection in the headless-cc-file directory.

Modifying a Manual Builds data provider
After you add a Manual Builds data provider, you can modify the Manual Builds data provider on Data

Provider page. ADI prevents the provider update by multiple users. The page rejects all but one of many
parallel updates by multiple users.

By default, the users with data provider administrator role permission modify the Manual Builds data
provider. The users with the workbook owner role can add and modify builds information. For more
information about roles and permissions for ADI, see “Assigning role-based permissions to ADI users” on
page 151.

Editing the Manual Builds data provider information
You can edit name, description, or both of the data provider.

Note: By default, you need a data provider administrator role permission to edit the data provider
information. For more information about roles and permissions for ADI, see “Assigning role-based
permissions to ADI users” on page 151.

Complete the following steps to edit the data provider information:

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Manual Builds data provider card that you want to
edit.

4. Select Edit from the options menu that appears. The Edit Data Provider form appears.
5. Modify the data provider details, such as name, description, connection and so on.

6. Enable or disable headless collection support to switch between automatic data collection and manual
data collection by selecting or clearing the headless collection support check box.

7. Modify number of days you want to keep data in the data warehouse.
8. Click Save to update the changes or click Cancel to quit editing.

Adding a build to a Manual Builds data provider when collecting data manually
When a new build with code coverage results is available, you can add a build to the existing Manual
Builds data provider which collects data manually.

Note: By default, you need either a data provider administrator role or a workbook owner role to perform
this task. For more information about roles and permissions for ADI, see “Assigning role-based
permissions to ADI users” on page 151.

Complete the following steps to add a build to a Manual Builds data provider which collects data
manually.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Manual Builds data provider card that you want to
add a build to.

4. Select Add Builds form the options menu that appears. The Add Build page appears.
5. Provide the following build information on the Add Build page.

« Build Name: Provide a unique name for the build.

- Date of Build: Specify the date and time when the build is created.

« Description: Provide a short description of the build.
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« Code Coverage Files: Click Add icon to browse and select one or more zip files of code coverage
results created by testing this build. The list of the selected code coverage files appear along with
the Filename and Description. You can add a description to each of the file.

6. Click Add to associate the new build with the data provider.

Note: If two users upload files at the same time to the same build, the upload is strictly sequential. You
can adjust this timeouts in /Users/everardo/Downloads/adi/server/conf/adi/
teamserver.properties and the value is coverageFileStorageCheckoutTimeout.

Adding a build to a Manual Builds data provider when collecting data automatically
When a new build with code coverage results is available, you can add a build to the existing Manual
Builds data provider which collects data automatically.

Note: You need either a data provider administrator role or a workbook owner role to perform this task.
For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Complete the following steps to add a build to a data provider which collects data automatically.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Manual Builds data provider card that you want to
add a build to.

4. Select Add Builds form the options menu that appears. The Add Build page appears.
5. Provide the following build information on the Add Build page.

« Build Name: Provide a unique name for the build.
- Date of Build: Specify the date and time when the build is created.
« Description: Provide a short description of the build.

« Code Coverage Files: No code coverage zip files to be added here. You need to make sure that the
code coverage results for a new build are stored in the headless-CC-file directory for ADI to collect
data automatically. See “Generating code coverage results by using the headless collector running
on ADI server” on page 166 for more information.

6. Click Add to associate the new build with the data provider.

There will be no code coverage data loaded to the build after adding a build to an existing Manual Builds
data provider. Next step, you need to refresh the data provider in order to collect data from the headless-
cc-file directory. For more information, see “Refreshing the builds and code coverage data” on page 209.

Refreshing the code coverage results for automatically data collection
When the code coverage results are available in headless-cc-file folder of ADI, you can manually refresh
the data collection.

For more information how the code coverage results are prepared for automatically data collection, see
“Generating code coverage results by using the headless collector running on ADI server” on page 166.

Note: You need either a data provider administrator role or a workbook owner role to refresh the code
coverage results for automatically data collection. For more information about roles and permissions for
ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to refresh the code coverage results for collect code coverage data from
headless-cc-file folder.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Manual Builds data provider card that you want to
refresh the code coverage results.

4. Select Refresh from the options menu that appears. The Data Collection dialog box opens.
5. Click OK to perform data collection or Cancel to cancel the operation.
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Updating an existing build
You can update an existing build by modifying the build information.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to update an existing build associated with the data provider:

1.
2.
3.

Click the Menu icon next to the IBM ADI header to open the menu pane.
Click Data Providers to go to the Data Providers page.

Click the Options Menu icon on the header of the Manual Builds data provider card that you want to
update the build information.

. Select View Builds from the options menu that appears. The Builds page with a list of all builds

associated with the data provider card appears.

5. On the row which displays a build that you want to modify, click the Edit icon.

6. Modify the build information. You can perform the following activities to modify build information.

7.

« Modify build name, date of build, and description.
« Add extra code coverage files to the build.

— Click the Add icon to browse to the code coverage files.

— Select one or more code coverage results to associate the files with the build. When you add
existing code coverage files, the files replace the files that you added previously.

— The list of the selected code coverage files appear along with the name of users who upload the
file and description. You can add description next to each of the file.

« Update comments for code coverage files.
« Delete a code coverage file from the build.

— Move the mouse pointer over the code coverage file you want to delete. The Delete icon appears
on the right.

— Select the Delete icon to delete the code coverage file from the build.
Click Save to update the changes.

Defining baseline builds for a Manual Builds data provider
From all the builds that are associated with a Manual Builds data provider, you can define one or more
builds as baseline builds. The baseline builds can be used as major builds for code coverage comparison.

Complete the following steps to define builds as baseline builds.

1.
2.
3.

Click the Menu icon next to the IBM ADI header to open the menu pane.
Click Data Providers to go to the Data Providers page.

Click the Options Menu icon on the header of the Manual Builds data provider card that you want to
define baseline builds.

. Select View Builds form the options menu that appears. The Builds page that lists all builds that are

associated with the Manual Builds data provider card appears.

. On the row, which displays a build that you want to define baseline builds, click the Star icon in front

of the build name.

Note: You can select up to 10 baseline builds.

6. Click Save baselines builds. The dialog box to confirm the save operation opens.

. Click Start Data Collection for ADI to perform the data collection of the Manual Builds data provider

and the calculation of any baseline metrics.

Note: Depending on the size of your data, the data collection and the calculation might take time. ADI
will send you a notification when data is ready to use.
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8. Optional: Click Close to wait for the calculation of any baseline metrics to be triggered for the next
data collection of this Manual Builds data provider.

Deleting a build from the Manual Builds data provider
On the Data Providers page, you can remove a build from the Manual Builds data provider.

Note: By default, you need either a data provider administrator role or workbook owner role to perform
this task. For more information about roles and permissions for ADI, see “Assigning role-based
permissions to ADI users” on page 151.

Complete the following steps to delete a build from its associated Manual Builds data provider.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Manual Builds data provider card that you want to
delete a build from.

4. Select View Builds form the options menu that appears. The Builds page that lists all builds that are
associated with the Manual Builds data provider card appears.

5. On the row which displays a build that you want to delete, click the Remove icon. The dialog box to
confirm that the build deletion opens.

6. Click OK to confirm the deletion or Cancel to cancel the deletion.

Downloading the code coverage data associated with build
You can download the code coverage data that is associated with build to a .csv file or .json file to be used
by external analytics tools.

Note: By default, the users with any role permissions can perform this task. For more information about
roles and permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to download the code coverage datatoa .csv file or . JSON file.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Manual Builds data provider card that you want to
download the code coverage data.

4. Select Download from the options menu that appears. The Download Data page appears.
5. Specify the following information to scope the code coverage results to be downloaded.

- Date Range: Specify the start date and end date of the code coverage results to be downloaded.

« Included Code Coverage Data: Specify the information to be downloaded by selecting the following
options.

Build Definitions: Select this option to download code coverage data from all build definitions.

Build Results: Select this option to include build results with the code coverage data.

Test Results: Select this option to include test results with the code coverage data.

File Test Results: Select this option to include file test results with the code coverage data.
- Export Details: Specify the file name and file format to be downloaded.

— File Name: Fill in the name of the file in which you want data to be downloaded.

— File Download Type: Specify the type of file to be downloaded. 2 types of files, .csv and .json are
available. By default the data will be downloaded in .csv file.

6. Click Download to download or Cancel to cancel the download action. When you click Download, the
download box appears.

7. Select the Save File option and click OK.
8. Select Save to download the file.
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Note: The downloaded file is a zip file that contains multiple files of the file type that you select. You
can find the following list of files in the zip file.

Table 11. The list of files in the downloaded zip file

Information selected to download File name included
Build Definition BuildDefinitions.csv
Build Results BuildResults.csv
Test Results TestResults.csv

TestResultsFilesTested.csv

TestResultsHistoricalFilesTested.csv

TestResultsMinimalFileTests.csv

File Test Results FileTestResults.csv

FileTestResultsFilesTested.csv

FileTestResultsHistoricalFilesTested.csv

Managing OMEGAMON for CICS data providers
You can add and modify OMEGAMON for CICS data providers on the Data Providers page.

Only the users with data provider administrator can add and edit the OMEGAMON for CICS data provider.
Any of the role permissions can view data collection logs and download OMEGAMON for CICS data. For
more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Adding an OMEGAMON for CICS data provider

You can create an OMEGAMON for CICS data provider on the Data Providers page to collect data from the
data sources for analysis. Before you can add an OMEGAMON for CICS data provider, you must create at
least one connection that connects the data provider to OMEGAMON for CICS server.

Note: You need a data provider administrator role permission in order to perform this task. For more
information about roles and permissions for ADI, see “Assigning role-based permissions to ADI users” on
page 151.

Complete the following steps to add an OMEGAMON for CICS data provider for data collection.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click Create Data Provider on the upper right of the Data Providers page. The Add Data Provider page
appears.

4. Select the OMEGAMON for CICS card.

5. Select the Connection to connect to OMEGAMON for CICS server where the data is stored. If the
Connection to OMEGAMON for CICS server has not been created, you can create the connection by
clicking the Add icon next to the Connection header. For more information about how to create a
connection, see “Adding a connection” on page 191.

Note: You can also edit connection information or delete connection from here by clicking the Options
Menu icon on the connection card that you want to edit or delete. Then select Edit or Delete.

6. Click Connect to fetch data from OMEGAMON for CICS server. Provider and Plexes data appear.

7. Select Provider and Plexes from which you want the data provider to collect the data. You can search
for the Plexes by typing part of the Plexes name in the search box on the right corner of Plexes
section.

Note: A plex can be used by only one OMEGAMON for CICS data provider.
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8. Provide the following information in the Data Provider Details section.

« Name: Provide a unique name for the data provider you create.
« Description: Provide a short description of the data provider.

« Data collection: Specify whether you want data to be collected manually or automatically. If you
choose to select data automatically, specify the interval time of data to be collected in hours.

« Specify number of days you want to keep the data in the data warehouse. By default, the value is set
to All Data. All the data is kept in the data warehouse. You can set the value to 90 days, 180 days, or
360 days. The data that is older than the selected value will be cleaned out.

Note: If the data collection fails due to memory issues, the administrator can set the memory
parameters to be used during data collection. For more information, see “Server settings that can be
defined at runtime in the /adi/admin user interface” on page 157.

9. Click Add to create the OMEGAMON for CICS data provider.

Modifying an OMEGAMON for CICS data provider

After you add an OMEGAMON for CICS data provider, you can modify the OMEGAMON for CICS data
provider information, view the data collection logs and download the OMEGAMON for CICS data. ADI
prevents the data provider update by multiple users. The page rejects all but one of many parallel
updates by multiple users.

Only the users with a data provider administrator role can edit the data provider information. Any of the
role permissions can view the data collection logs for OMEGAMON for CICS data provider. For more
information about roles and permissions for ADI, see “Assigning role-based permissions to ADI users” on
page 151.

Editing the OMEGAMON for CICS data provider information

You can edit name, description, or both of the OMEGAMON for CICS data provider. Only the data provider
details such as name, description, and data collection and number of days to keep data in the data
warehouse can be edited. ADI prevents the provider to be updated by multiple users. The page rejects all
but one of many parallel updates by multiple users.

Note: You need a data provider administrator role permission in order to perform this task. For more
information about roles and permissions for ADI, see “Assigning role-based permissions to ADI users” on

page 151.
Complete the following steps to edit the OMEGAMON for CICS data provider information.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the OMEGAMON for CICS data provider card that you
want to edit.

4. Select Edit from the options menu that appears. The Edit Data Provider form appears.

5. Modify the name, description, data collection, or all information of the data provider details.
Note: The Connection for the data provider cannot be modified.

6. Click Save to update the changes or click Cancel to quit editing.

Viewing OMEGAMON for CICS data collection logs
You can view the status of OMEGAMON for CICS data collection.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to view OMEGAMON for CICS data collection.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.
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3. Click the Options Menu icon on the header of the OMEGAMON for CICS data provider card that you
want to view the data collection logs.

4. Select View Logs from the options menu that appears. The list of the date and time data appears. The
logs are group by the hours when they are collected.

5. Select the date and time you want to view the data collection logs. Logs of the data collection status
appear.

Note: If the data collection fails due to memory issues, the administrator can set the memory
parameters to be used during data collection. For more information, see “Server settings that can be
defined at runtime in the /adi/admin user interface” on page 157.

Downloading the OMEGAMON for CICS data
You can download the OMEGAMON for CICS data to a .csv file or . json file to be used by external
analytics tools.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to download the OMEGAMON for CICS data to a . csv file or . json file.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the OMEGAMON for CICS data provider card that you
want to download data.

4. Select Download from the options menu that appears. The Download Data page appears.
5. Specify the following information to scope the data to be downloaded.

- Date Range: Specify the start date and end date of the code coverage results to be exported.
 Included Data: Select the projects to be packaged in the download.
« Export Details:

— File Name: Specify the name of the file to download to.

— File Format: Specify the type of file to be downloaded. CSV and JSON are 2 types of files
available. By default the data will be downloaded in . csv file.

6. Click Download to download or Cancel to cancel the export option. When you click Download, the
download box appears.

7. Select the Save File option and click OK.
8. Click Save to download the file.

Note: The downloaded file contains multiple files of the file type that you select.

Managing Rational Team Concert Builds data providers

You can add and modify Rational Team Concert Builds data providers on Data Providers page. By default,
only the users with data provider administrator can add and edit Rational Team Concert Builds data
provider. The users with a workbook owner role can add, edit, refresh, and delete builds data. Any of the
role permissions can view and export builds data.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Adding a Rational Team Concert Builds data provider
Go to the Data Providers page and create a Rational Team Concert Builds data provider to collect the data
from the Rational Team Concert for analysis.

Note: You need a data provider administrator role permission to add a Rational Team Concert Builds data
provider. For more information about roles and permissions for ADI, see “Assigning role-based
permissions to ADI users” on page 151.
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Assumptions

You have setup your Rational Team Concert build engine and build definition as documented in Preparing
code coverage results for Java using Rational Team Concert with RAD Quality Extensions or “Preparing
code coverage results for COBOL and PL/I by using RTC” on page 168.

Procedures
Take the following steps to add a Rational Team Concert Builds data provider.
1. Click the Menu icon next to the IBM ADI header to open the menu pane.
. Click Data Providers to go to the Data Providers page.
. Click Create Data Provider on the upper right of the Data Providers page.
. Select the Rational Team Concert Builds card from the Add Data Provider page that appears.
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. Select the Connection to connect to RTC server where the data is stored. If the connection to RTC
server has not yet created, you can click the Add icon next to the Connection header to add a
connection. For more information, see “Adding a connection” on page 191.

Note: You can also edit connection information or delete connection from here by clicking the
Options Menu icon on the connection card header that you want to edit or delete. Then select Edit or
Delete from the options menu.

6. Click Connect to fetch build and code coverage data from RTC server.

7. When the Project Area appears, select Project Area you want the data provider to collect the data
from the drop down list.

8. Build Definitions associated with selected Project Area are displayed. Select a Build Definition you
want to perform code coverage analysis. You can search for the build definition by typing part of the
build definition name in the Search box on the right corner of Build Definitions section.

9. Optional, specify Build Tags to filter only the builds you want to analyze code coverage. In other
words, only builds that have one of the tags listed assigned will be considered.

10. By default all files available for Download in an RTC build result that end with .cczip will be
downloaded and analyzed by ADI. If your build results do not use .cczip extensions or you want to
define a custom filter for which files to download and use then you select the check box of Use
alternative regular file name expression to override. When you select the box, a text field appears
that allows to specify a regular expression that follows the pattern language defined.

11. Provide the following information in the Data Provider Details forms.

« Name: Provide a unique name for the data provider you create.
« Description: Provide a short description of the data provider.

« Collection Trigger: Specify whether you want data to be collected manually or automatically. If you
choose to select data automatically, specify the interval time of data to be collected in hours.

» Specify number of days you want to keep the data in the data warehouse. By default, the value is
set to All Data. All the data is kept in the data warehouse. You can set the value to 90 days, 180
days, or 360 days. The data that is older than the selected value will be cleaned out.

Note: If the data collection fails due to memory issues, the administrator can set the memory
parameters to be used during data collection. For more information, see “Server configuration
settings” on page 153.

12. Click Add to create the Rational Team Concert Builds data provider.

Note: Once the project area and build definition is selected, you cannot modify them.

Modifying a Rational Team Concert Builds data provider

After you add a Rational Team Concert Builds data provider, you can modify the Rational Team Concert
Builds data provider, edit the data provider information, refresh the build data, delete a build from an
existing data provider, and download code coverage data associated with build. ADI prevents the data
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provider update by multiple users. The page rejects all but one of many parallel updates by multiple
users.

To edit or delete the Rational Team Concert builds provider, you need to have a data provider
administrator role permission.

To refresh the builds data, you need to have either a data provider administrator role permission or a
workbook owner role permission.

Any of the role permissions can view the builds data and download the code coverage data.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Editing the Rational Team Concert Builds data provider information
You can edit the Rational Team Concert Builds data provider information such as name, description, or
update RTC settings including build tags and alternative regular file name expression.

Note: You need a data provider administrator role permissions to perform this task. For more information
about roles and permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to edit the Rational Team Concert Builds data provider information:
1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Rational Team Concert Builds data provider card that
you want to edit.

4. Select Edit icon from the options menu that appears. The Edit Data Provider page appears.
5. Modify one or all of the following RTC setting information.

Note: The project area and build definition cannot be modified once they are selected.

« Build Tags

- Alternative regular file name expression to override

6. Modify the name, description, collection trigger, number of days you want to keep data in the data
warehouse or all information of the data provider.

Note: The Connection for the data provider cannot be modified.
7. Click Save to update the changes or click Cancel to quit editing.

Refreshing the builds and code coverage data
You can refresh the data provider to manually retrieve more build data.

The builds and code coverage data that is associated with the builds can be refreshed manually from the
RTC server.

Note: You need either a data provider administrator or a workbook owner role to perform this task. For
more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Complete the following steps to refresh the builds and code coverage data.
1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Rational Team Concert Builds data provider card that
you want to refresh builds and code coverage data.

4. Select Refresh from the options menu that appears. The Data Collection dialog box opens.
5. Click OK to perform manual refresh or Cancel to cancel the operation.
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Viewing builds data of the Rational Team Concert Builds data provider
You can view the builds data and status of their data collection of the Rational Team Concert Builds data
provider.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to view builds data.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Rational Team Concert Builds data provider card that
you want to view builds data.

4. Select View Builds from the options menu that appears. The Builds page that lists all builds that are
associated with the data provider card appears.

5. Select the Check icon on the right side to view the log information that indicates the status of data
collection.

Note: If the data collection fails due to memory issues, the administrator can set the memory
parameters to be used during data collection. For more information, see “Server settings that can be
defined at runtime in the /adi/admin user interface” on page 157.

Defining baseline builds for a Rational Team Concert Builds data provider

From all the builds that are associated with a Rational Team Concert Builds data provider, you can define
one or more builds as baseline builds. The baseline builds can be used as major builds for code coverage
comparison.

Complete the following steps to define builds as baseline builds.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the Rational Team Concert Builds data provider card that
you want to define baseline builds.

4. Select View Builds form the options menu that appears. The Builds page that lists all builds that are
associated with the Rational Team Concert Builds data provider card appears.

5. On the row, which displays a build that you want to define baseline builds, click the Star icon in front
of the build name.

Note: You can select up to 10 baseline builds.
6. Click Save baselines builds. The dialog box to confirm the save operation opens.

7. Click Start Data Collection for ADI to perform the data collection of the Rational Team Concert Builds
data provider and the calculation of any baseline metrics.

Note: Depending on the size of your data, the data collection and the calculation might take time. ADI
will send you a notification when data is ready to use.

8. Optional: Click Close to wait for the calculation of any baseline metrics to be triggered for the next
data collection of this Rational Team Concert Builds data provider.

Deleting a build from the Rational Team Concert Builds data provider
For an existing Rational Team Concert Builds provider, you can remove a build from the Rational Team
Concert Builds data provider.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to delete a build from its associated data provider.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.
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6.

. Click the Options Menu icon on the header of the Rational Team Concert Builds data provider card that

you want to delete a build from.

. Select View Builds from the options menu that appears. The Builds page that lists all builds that are

associated with the data provider card appears.

. On the row that displays a build that you want to delete, click the Remove icon. The dialog box to

confirm that the build deletion opens.
Click OK to confirm the deletion or Cancel to cancel the deletion.

Downloading the code coverage data associated with build
You can download the code coverage data that is associated with build to a .csv or .json file to be used by
external analytics tools.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to download the code coverage datato a.csv file or . json file.

1.
2.
3.

Click the Menu icon next to the IBM ADI header to open the menu pane.
Click Data Providers to go to the Data Providers page.

Click the Options Menu icon on the header of the Rational Team Concert Builds data provider card that
you want to download.

4. Select Download from the options menu that appears. The Download Data page appears.

7.
8.

. Specify the following information to scope the code coverage results to be downloaded.

- Date Range: Specify the start date and end date of the code coverage results to be downloaded.
 Included Data: Specify the information to be downloaded by selecting the following options.

Build Definitions: Select this option to download code coverage data from all build definitions.

Build Results: Select this option to include build results with the code coverage data.

Test Results: Select this option to include test results with the code coverage data.

File Test Results: Select this option to include file test results with the code coverage data.
- Export Details: Specify the name and the file format of the file to download.
— File Name: Specify the name of the file to download to.

— File Format: Specify the type of file to be downloaded. CSV and JSON are two types of files
available. By default the data will be downloaded in .csv file.

. Click Download to export or Cancel to cancel the export option. When you click Download, the

download box appears.
Select the Save File option and click OK.
Click Save to download the file.

Note: The downloaded file is a zip file that contains multiple files of the file type that you select. You can
find the following list of files in the zip file.

Table 12. The list of files in the downloaded zip file

Information selected to download File name included
Build Definition BuildDefinitions.csv
Build Results BuildResults.csv
Test Results TestResults.csv

TestResultsFilesTested.csv

TestResultsHistoricalFilesTested.csv

TestResultsMinimalFileTests.csv
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Table 12. The list of files in the downloaded zip file (continued)

Information selected to download File name included

File Test Results FileTestResults.csv

FileTestResultsFilesTested.csv

FileTestResultsHistoricalFilesTested.csv

Managing System Management Facility data providers

You can manage System Management Facility data providers on the Data Providers page. Only the users
with a data provider administrator role can add and edit the System Management Facility data provider.
Any of the role permissions can refresh the Application Discovery data, view data collection logs, and
download Application Discovery data.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Adding a System Management Facility data provider
You can create a System Management Facility data provider on the Data Providers page to upload
System Management Facility and Application Performance Analyzer files for analysis.

Note: You need a data provider administrator role permission to add a System Management Facility data
provider.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Complete the following steps to add a System Management Facility data provider for performance
analysis.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.

. Click Data Providers to go to the Data Providers page.

. Click Create Data Provider on the upper right of the Data Providers page.

. Select the System Management Facility card from the Add Data Provider page that appears.

. Enter ADI user credentials to be used for authenticating distributed data collection of the provider.
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. Provide the following information in the Data Provider Details section.

« Name: Provide a unique name for the data provider you create.
« Description: Provide a short description of the data provider.
7. Click Add to create the System Management Facility data provider.

8. Import the System Management Facility and Application Performance Analyzer files in the Import
Data form.

« System Management Facility (SMF) files:

— Click the Browse button to browse to the System Management Facility files.

— Select one or more files to import. You can click the Download a sample file link to view the
format of SMF file to be imported.

Note: For SMF, ADI only uses SMF record type 30 for analysis.
- Application Performance Analyzer (APA) files:
— Click the Browse button to browse to the Application Performance Analyzer files.
— Select one or more files to import.
9. Click Import to import the data or click Cancel to cancel the import.
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Modifying a System Management Facility data provider

After you add a System Management Facility data provider, you can modify the System Management
Facility data provider information and view the data collection logs. ADI prevents the data provider from
updating by multiple users. The page rejects all but one of many parallel updates by multiple users.

Only the users with a data provider administrator role can edit the data provider information. The data
provider administrator or the workbook owner can import SMF and APA data.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Editing the System Management Facility data provider information
For a System Management Facility data provider, you can edit the System Management Facility data
provider information.

Note: You need a data provider administrator role permission to edit a System Management Facility data
provider. For more information about roles and permissions for ADI, see “Assigning role-based
permissions to ADI users” on page 151.

Complete the following steps to edit the System Management Facility data provider information.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the System Management Facility data provider card that
you want to edit.

4. Select Edit from the options menu that appears. The Edit Data Provider form appears.
5. Update the data provider setting information such as the name or the description.
6. Click Save to update the data provider information or click Cancel to quit editing.

Viewing the System Management Facility data collection logs
You can view the status of the System Management Facility data collection.

Note: Any of the role permissions can perform this task. For more information about roles and
permissions for ADI, see “Assigning role-based permissions to ADI users” on page 151.

Complete the following steps to view the System Management Facility data collection logs.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the System Management Facility data provider card that
you want to view the data collection logs.

4. Select View Logs from the options menu that appears. The list of the date and time data that are
collected appears. The logs are grouped by the hours when they are collected.

Note: If the data collection fails due to memory issues, the administrator can set the memory
parameters to be used during data collection. For more information, see “Server settings that can be
defined at runtime in the /adi/admin user interface” on page 157.

Importing the SMF and APA data

After you add a System Management Facility data provider, you can import the System Management
Facility (SMF) and Application Performance Analyzer (APA) data. ADI prevents the provider to be
uploaded by multiple users. The page rejects all but one of many parallel uploaded by multiple users.

Note: You need a data provider administrator role or workbook owner permission to import the SMF and
APA data. For more information about roles and permissions for ADI, see “Assigning role-based
permissions to ADI users” on page 151.

Complete the following steps to import the SMF and APA data:

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Data Providers to go to the Data Providers page.
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3. Click the Options Menu icon on the header of the System Management Facility data provider card that
you want to import the SMF and APA data.

4. Select Import from the options menu that appears. The Import Data dialog box opens.
5. Upload the SMF and APA files.

Note: When you upload a new set of files, the new files will be appended to the existing files. For the
same name files, the new files will replace the existing files.

« System Management Facility (SMF) files:

— Click the Browse button to browse to the System Management Facility files.

— Select one or more files to import. You can click the Download a sample file link to view the
format of SMF file to be imported.

Note: For SMF, ADI only uses SMF record type 30 for analysis.
« Application Performance Analyzer (APA) files:
— Click the Browse button to browse to the Application Performance Analyzer files.
— Select one or more files to import.
6. Click Import to import the files or click Cancel to quit the import.

Deleting a data provider

When you delete a data provider, you delete all the collected data and analytics results for the workbooks
that are associated with this data provider.

Note: You need a data provider administrator role permission in order to perform this task.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Complete the following steps to delete a data provider.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.

2. Click Data Providers to go to the Data Providers page.

3. Click the Options Menu icon on the header of the data provider card that you want to delete.

4. Select Delete from the options menu that appears. The dialog box to confirm the data provider
deletion opens.

5. Click OK to confirm the deletion or Cancel to cancel the deletion.

Managing workbooks

To perform data analysis, you can associate data providers with a workbook in the Workbooks view. By
default, the users with a data provider administrator role or a workbook owner role can add workbooks to
the system. To edit information of a workbook or delete a workbook, the users need to be a workbook
owner. As the members of the workbook, users can only view the reports and dashboards of that
workbook.

For more information about roles and permissions for ADI, see “Assigning role-based permissions to ADI
users” on page 151.

Workbooks

ADI uses the concept of a workbook to define the scope of artifacts on which to perform analysis. You can
group related artifacts from different data providers in a workbook. Analysis workbook, API Discovery
workbook, and Business Rule Discovery workbook are three types of workbooks in ADI.

Note: ADI introduced two types of workbooks: API Discovery workbook and Business Rule Discovery
workbook in ADI V5.0.5 as part of the technical preview for Business Rule Mining functionalities. These
types of workbook are dropped in ADI V5.1.0 and later versions. Hence, all the API Discovery workbook
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and Business Rule Discovery workbook that are created must be removed before you upgrade to ADI
V5.1.0. To save the work that has been done, you can export the workbooks before you delete them for
the upgrade.

Adding a workbook

Before you create a workbook to the system, you must make sure that you created at least one
appropriate data provider for the workbook.

Note: By default, only the users with the data provider administrator or workbook owner role permission
can perform this task. For more information about roles and permissions for ADI, see “Assigning role-
based permissions to ADI users” on page 151.

Complete the following steps to add a workbook.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Click Workbooks to go to the Workbooks page.

3. Click Create Workbook on the upper right of the Workbooks page.

4. Provide the following information on the Add Workbook page.

« Name: The workbook name.
« Description: A brief description of the workbook.

« Contributors: Only the contributors of the workbook can modify, view, and analyze the Analysis
workbook. You can find the list of all members that are associated with the project area in the left
box. For information about how to set up project area, see Installation and Set-up page.

— Set owners of the workbook: A workbook owner can modify and delete the workbook. By default,
the user who creates a workbook will be assigned as an owner of that workbook. There can be
more than one owner for a workbook.

a. Select one or more names of the workbook owners from the left box.
b. Select the Owner role from the right box.
c. Click > icon to add owners to the contributor list.

— Set members of the workbook: A member of the workbook can view and analyze the workbook.

a. Select one or more names of the workbook members from the left box.
b. Select Member role from the right box.
c. Click > icon to add members to the contributor list.

- Data Providers: The list of all data providers in the system appears. Select one or more data
providers you want to associate with the workbook. Then one or more sections of data providers
settings for each of the data providers you selected appear.

- Data Providers Setting: Provide the following information for each of the data provider added.
Note: For a System Management Facility data provider, no additional settings is required.
— Manual Builds Data Provider and Rational Team Concert Builds Data Provider

- Code Coverage Threshold: Set the code coverage threshold for the code coverage analysis by
using the slide bar. Slide the left and right bars to indicate the lower and upper threshold level.

- -Refine Custom Scope: Select files to include in the Analysis workbook. The custom scope
helps you to focus only on the files that you are interested in. By default all the files within a
build will be selected.

— OMEGAMON for CICS Data Provider

- Select one or more service classes you want to perform analysis.

- Timeframe to view Dashboard's Metrics: Set the timeframe you want the analysis report to
display on the dashboard. There are 5 choices: Last Month, Last Week, Last Day, Last Hour,
and Most Recent. ADI uses the selected timeframe to analyze and display the information on all
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the data analysis views associated with OMEGAMON for CICS data providers. For example, if
you select Last Week, ADI takes all the data collected during past week to calculated the
information that displays on the OMEGAMON for CICS analysis views. The default timeframe is
Last Day.

— Application Discovery Data Provider
- Select one or more projects you want to perform analysis.
- Thresholds: Expand to set the threshold values for the following metrics:

« Unreachable Code Threshold: Set the unreachable code threshold for the unreachable code
analysis by using the slide bar. Slide the left and right bars to indicate the acceptable, poor
and unacceptable level. For more information of Unreachable Code metric, see “Project data
from Application Discovery reports and information” on page 273.

« Maintainability Index Threshold: Set the maintainability index threshold for the
maintainability index analysis by using the slide bar. Slide the left and right bars to indicate the
acceptable, poor and unacceptable level. For more information of maintainability index, see
“Project data from Application Discovery reports and information” on page 273.

« Cyclomatic Complexity Threshold: Set the Cyclomatic Complexity threshold for the
complexity analysis by using the slide bar. Slide the right and left bars to indicate the
acceptable, poor and unacceptable level. For more information of Cyclomatic Complexity
metric, see “Project data from Application Discovery reports and information” on page 273.

- Notification Rules: Use this section to configure your notification rules. For more information,
see “Managing notification rules” on page 216. By default, when you create a workbook, three
notification rules are created. Each rule defines that you can get notified when the value of each
metric under thresholds setup exceeds the defined threshold value. If you change the threshold
value under the thresholds setup, you might also need to change the default notification rules.

Note: If you migrate from a previous version of ADI to version 5.0.5, the default rules are not
automatically created. You need to manually add the rules to the existing workbooks.

Visualization Options: Use this section to configure the charts that are displayed on the Static
Analysis dashboard. For more information, see “Configuring static analysis reports” on page
218.

- Source Changes Detection Interval in Days: Enter the interval in days that you want ADI to
check and notify if any of the artifacts within the data warehouse has been modified.

— Business Rule Discovery Data Provider
- Select an Application Discovery project that you want to perform analysis.

Note: You cannot change the selected project after the workbook is created.

- Set the sliders to configure the weights to be used for discovering keywords from the
Application Discovery server. By default, all the weights are set in the middle. You can slide a
slider to the left if you want to lower the weight of a specific condition.

- Update the maximum number of keywords to request from Application Discovery server. This is
the number of unique keywords that Application Discovery server returns to ADI based on the
weights configuration.

5. Click Add to add the workbook or Cancel to cancel adding the workbook.
Managing notification rules
For the Application Discovery data provider, you can specify the way you get informed about the changes

of the metric values for a workbook through notification rules. You can add, update, and delete the
notification rules on the Workbook information page.

By default, when you create a workbook, the following notification rules are created.

 Notify when Unreachable Code is larger than the defined threshold since the last snapshot for any
selected projects.
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« Notify when Maintainability Index is lower than the defined threshold since the last snapshot for any
selected projects.

 Notify when Cyclometic Complexity is larger than the defined threshold since the last snapshot for any
selected projects.

You can also add new rules, update existing rules, or delete existing rules for the Application Discovery
data provider.

Note: If you migrate from a previous version of ADI to version 5.0.5, the default rules are not
automatically created. You need to manually add the rules to the existing workbooks.

Adding notification rules
Complete the following steps to add notification rules.

1. On the Add Workbook or Edit Workbook page, scroll down to the Notification Rules section under
the Application Discovery Data Provider Setting area.

2. Click the Add icon next to the Notification Rules section header.
3. Complete the following information on Add Notification Rule window.
- Condition: Provide the following information.

— Select a metric that you want to get notified , and set conditions and metric values on which the
notification will be triggered. The following metrics are available. For more information, see
“Project data from Application Discovery reports and information” on page 273.

- Active Statement

- Artifacts

- Cyclomatic Complexity
- Delivered Bugs

- Maintainability Index
- Source Lines of Code

- Total Statements

- Unreachable Code

— Select the condition and metric value that will trigger the notification. The following conditions are
available.

- is larger than: Select this condition to notify when the metric value is larger than the specified
value.

- is lower than: Select this condition to notify when the metric value is lower than the specified
value.

- changed by: Select this condition to notify when the metric value is changed by the specified
value.

— Select the time frame in which the condition will be applied. The following time frames are
available.

- since last snapshot
- in the last day
- in the last week
- in the last month
- inthe last 6 months
- Scope: Provide the scope that the notification is applied. The following scopes are available.

— "for all of the selected projects": Select this scope to notify if the metric value of all of the selected
projects in scope for a workbook matches the selected condition.
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— "for any selected projects": Select this scope to notify if the metric value of any selected projects
in scope for a workbook matches the selected condition.

— "as an average of all selected projects": Select this scope to notify if an average value of the metric
value of all the selected projects in scope for a workbook matches the selected condition.

- Custom Message: Provide the notification message to be displayed. If you leave this field empty, the
default notification message is used.

4. Click Add to create a notification rule or Cancel to cancel the add operation.

Updating notification rules
Complete the following steps to update notification rules:

1. On the Edit Workbook page, scroll down to the Notification Rules section under the Application
Discovery Data Provider Setting area.

2. Expand the Notification Rules section.

3. Click the title of notification rule that you want to edit. The Edit Notification Rule window opens.
4. Update the information within the window.

5. Click Save to save the changes or Cancel to cancel the changes.

Deleting notification rules
Complete the following steps to delete notification rules.

1. On the Edit Workbook page, scroll down to the Notification Rules section under the Application
Discovery Data Provider Setting area.

2. Expand the Notification Rules section.

3. Click the Delete icon on the action column of the notification rule to be deleted. The Confirm Delete
Notification Rule window opens.

4. Click OK to delete the notification rule or Cancel to cancel the deletion.

Configuring static analysis reports

Static analysis data from Application Discovery data providers is analyzed and displayed on the Analysis
Workbook page as charts and reports. With ADI, you can choose the metrics to be displayed on the
bubble chart on the Overview tab and the radar chart on the Metrics tab. You can select the type of data
sources to be included in the shared resources analysis.

Complete the following steps to configure the data and information that is displayed on the static analysis
reports.

1. On the Add Analysis Workbook or Edit Analysis Workbook page, scroll down to the Visualization
Options section under the Application Discovery Data Provider Setting area.

2. To configure the metrics that are displayed on the bubble chart or radar chart, expand the Expand to
select metrics section and complete the following steps.

a. Under the Projects Overview section, select a metric you want to be displayed as "X-Axis", "Y-
Axis" or "Bubble" size from metric drop-down lists. By default, the bubble chart is displayed as:

« Unreachable code as X-Axis
 Cyclomatic complexity as Y-Axis
« Source Lines of Code as Bubble size

b. Under the Project-level Metrics, select a metric you want to display for each axis on the radar
chart from metric drop-down lists. The radar chart can display three metrics to five metrics. By
default, the radar chart is displayed as follows:

« Unreachable Code as Axis 1
« Cyclometic complexity as Axis 2
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» Source Lines of Code as Axis 3
« Delivered Bugs as Axis 4
« Maintainability Index as Axis 5

c. To configure the data sources that are included in the analysis of shared resources, complete the
following steps.

1) Click the Expand icon in front of the Expand to select resource types for shared resource
analysis section. A list of checkbox appears.

2) Check each of the boxes to include the resource types in the analysis of shared resources.

Modifying a workbook

You can edit the workbook information, update contributors, and update data providers of the workbook.

Note: You need to be assigned as an owner of the workbook to modify that workbook.

Modifying a workbook

Complete the following steps to modify a workbook:

1. Click the Menu icon next to the IBM ADI header to open the menu pane.

. Click Workbooks to go to the Workbooks page.

. Click the Options Menu icon on the header of the Analysis workbook you want to modify information.
. Select Edit from the options menu that appears. The Edit Analysis Workbooks page appears.

g b W N

. Modify the workbook information. You can perform one or more of the following activities.

« Modify name, description, or both of the workbook from the Name and Description field.
- Add owners of the workbook.
a. Select one or more names of the workbook owners from the left box.
b. Select Owner role from the right box.
c. Click > icon to add owners to the contributor list.
« Remove owners of the workbook.
a. Select one or more names of the workbook owners from the right box.
b. Click < icon to remove owners from the contributor list.
« Add members of the workbook.
a. Select one or more names of the workbook members from the left box.
b. Select Member role from the right box.
c. Click > icon to add members to the contributor list.
« Remove members of the workbook.
a. Select one or more names of the workbook members from the right box.
b. Click < icon to remove members from the contributor list.
« Update the threshold.
— Slide the right and left bars to change the threshold level.
« Update data providers.

— Select or deselect the data providers from the data provider list.

Note: You cannot change the Business Rule Discovery data provider that has already been
selected.

« Update the data provider settings for each of the data provider.

— Manual Builds data provider and Rational Team Concert Builds data provider
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- Code Coverage Threshold: Slide the right and left bars to change the threshold level.

- Refine Custom Scope: Select or unselect files to update files you want to include in the
workbook.

— OMEGAMON for CICS data provider

- Select or deselect the service classes from the list.
- Timeframe to view Dashboard's Metrics: select the timeframe from the list.
— Application Discovery data provider
- Select or deselect the projects from the list.
- Unreachable Code Threshold: Slide the right and left bars to change the threshold level.
- Maintainability Index Threshold : Slide the right and left bars to change the threshold level.
- Cyclomatic Complexity Threshold: Slide the right and left bars to change the threshold level.

- Source Changes Detection Interval in Days: Update number of days you want ADI to check
and notify if any of the artifacts within the data warehouse have been modified.

— Business Rule Discovery data provider

- Slide any of the sliders to update the keyword discovery weights.
- Update the maximum number of keywords to requests from Application Discovery server.

Note: You cannot change the selected Application Discovery project and the Business Rule
Discovery data provider after the workbook is created.

6. Click Save to save changes or click Cancel to quit editing.

Pinning a workbook

When you work with multiple workbooks, you can pin some of the workbooks which you are interested in
or often work with.

Complete the following steps to pin a workbook:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Click Options Menu icon on the header of workbook you want to pin.

3. Select Pin from the drop-down list that appears. The Workbooks view reloads with the pinned
workbook under the Pinned Workbook section.

Note: To unpin the workbook, click Options Menu icon and select Unpin.

Deleting a workbook

You can delete a workbook from the system. If you remove a workbook, you cannot undo or restore the
action. When you delete a workbook, you don't delete the data providers associated with that workbook.

Note: You need to be assigned as an owner of the workbook to be able to delete the workbook.
Complete the following steps to delete a workbook.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.

2. Click Workbooks to go to the Workbooks page.

3. Click the Options Menu icon on the header of the workbook you want to delete.

4. Select Delete from the options menu that appears. A confirmation dialog appears.
5. Click OK to delete the workbook or Cancel to cancel the deletion.
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Preserving user settings
When you work with ADI, you can preserve user settings as an individual user.

For more information about the user settings you can preserve, see the following list:

Selection of the user role on the Welcome page

Pinned workbook by a user
- The log messages and notifications that are read by a user

The order of workbook listed on the Workbooks page

Note: A user can select how the workbook is sorted on the Workbooks page by selecting the Sort By
drop-down list on this page. The last used sorting option is saved for that user.

The last used filters for Code Coverage analysis views
« The seen status of discover business terms tutorial on the discover business terms page

Managing notifications

Notifications are messages that inform users about the data collection status or metrics violation.

For the notifications about data collection status, ADI displays the following log messages of data
collection activities for all the data providers within your ADI.

« Manual Builds data providers: All log messages from data collection.

« Rational Team Concert data providers: All log messages from scheduled data collection.

« OMEGAMON for CICS data providers: Only warnings and errors messages of data collection.
« Application Discovery data providers: All log messages from data collection.

- Enterprise Artifact data providers: All log messages from data collection.

Note: This type of notifications cannot be turned off.

For the notifications about metrics violation, ADI displays the notifications when one of the notification
rules is violated. For more information about how to add, update or delete notification rules, see
“Managing notification rules” on page 216.

Note: You can choose to turn on or turn off this type of notifications. For more information, see
“Subscribing to notification rules” on page 221.

Subscribing to notification rules

By default, after a workbook owner creates a notification rule, all the contributors of the workbook are
automatically subscribed to the notification rule. Individual users can go to the Subscriptions page to
turn on or turn off the notification rules.

Complete the following steps to subscribe or unsubscribe to the notification rules for any workbook of
which you are a contributor.

1. Click the User icon in the upper right corner of the screen. A drop-down menu appears.

2. Select Subscriptions from the drop-down menu to go to the Subscriptions page. All notification rules
for the workbooks of which you are a contributor are listed by workbook.

3. Click the Notifications (bell) icon in front of notification rule that you want to subscribe or
unsubscribe. A filled icon means that you are subscribed to the notification rule; conversely, an
unfilled one indicates that you are unsubscribed.

Viewing notifications
You can view the details for notifications of data collection status and metric violation.

To view notifications, complete the following steps:

Chapter 7. Managing connections, data providers, workbooks, and notifications 221



1. Log in to ADI. After you log in to ADI, you can see the Notifications (bell) icon on the upper right of the
page next to your Profile icon. The Notifications icon is displayed along with the number of new
notifications since you check notifications last time.

2. Select the Notifications icon to view the list of ten latest notifications. From the notifications list, the
latest notifications are highlighted.

3. Click any of the notifications to go to the detailed information.

- For notification of data collection status, the Logs message page of that data provider is displayed.
« For notification of metric violation, the trend line of the metric that is violated is displayed.

4. Select View all notifications on the bottom to go to the Notifications page. The Notifications page
appears with all notifications that are grouped by hours they occur.

For notification of data collection status, most of the notifications are the same as the log messages.
However, some of the messages on the Logs page are too long to be displayed on the notification list. ADI
displays short forms of these messages as follows.

Notification messages Log messages
CRIDAO344E Error in the data CRIDAOO62E There was an error in the
collection for automation result %s. code coverage data collection process

automation result %s. Error message
returned: %s. Contact your
administrator to check the log file on
the server at /server/conf/adi/logs/
adi-collections.log for details.

CRIDAO351W Ended with a warning for CRIDAGO95W The last data collection
the last data collection. ended with a warning: %s. Contact your
administrator to check the log file on
the server at /server/conf/adi/logs/
adi-collections.log for details.

CRIDAOG350E Ended with an error for all |CRIDAGO94E The last data collection
the automation results in last data ended with an error for all the
collection. automation results in this data
provider. Contact your administrator
to check the log file on the server
at /server/conf/adi/logs/adi-
collections.log for details.

CRIDAO353E No valid regular expression |CRIDAOO6BE The automated data provider
for the code coverage data files. %s does not specify a valid regular
expression for the code coverage data
files. Please correct the problem,
delete this automation result, and run
the collection again.

CRIDAG352E No code coverage file was CRIDAGO67E No code coverage file was
found for automation result %s. found for automation result %s. Please
verify that this build contains such
files in the build record and that it
matches the regular expression
specified for the provider.

CRIDAOG349W Data Collection was CRIDAOO93W The data received from IBM
skipped. OMEGAMON for CICS was older or the
same as the latest data already
available in the warehouse. Data
Collection was skipped.
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Notification messages

Log messages

CRIDAG348W Data maybe missed because
last data collection took too long.

CRIDAO102W The last data collection
took more time than the time interval
between two collections, which can
result in data being missed during an
auto collection. The recommendation is
to either increase the fixed delay
between two collections in the ADI
Administration page or collect data
for smaller number of plexes.

CRIDAG347W Finished data collection
with warnings. %s out of %s documents
were indexed.

CRIDAG294W Finished Enterprise
Artifacts data collection with
warnings. See messages below for
details. %sout of %s documents were
indexed.

CRIDAQ345W Error when inserting the
document %s.

CRIDAG253W Inserting the document %s
failed with this error %s.

CRIDAOG346E Keyword discovery failed
with error.

CRIDAO314E Keyword discovery failed
with error: %s.

CRIDAO340E The last data collection
ended with an error.

CRIDAOG82E The last data collection
ended with this error: %s.

Note: %s in the table represents the message strings that ADI generates based on different message
types. For example, %s could be the name of a build or a data provider.

For notifications of metric violation, the notification message is displayed in the following pattern unless
you create your own custom message when you create the notification rule.

Workbook: Notification Rule

Note: Workbook is the workbook that the violated metric belongs to. Notification Rule is the rule

that is being violated.

For example, the following notification informs you that the Maintainability Index value of any project

within the ABC workbook is less than 55.

ABC workbook: Maintainability Index is smaller than 55 for any selected project.
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Chapter 8. Analyzing workbooks

You can access the analysis dashboards and reports from the Workbooks view on ADI home page. The
Workbooks view is the view that shows the status of all the workbooks within the system that the user
has access to.

For each workbook, it shows its latest data analysis results from their associated data provider. For
example, for the workbooks associated with Application Discovery data provider, the view displays the
summary report of maintenance status of all projects within the workbook.

You can click the name of a workbook to navigate to the detailed analysis dashboards and reports for all
data providers that are associated with the workbook.

Role-based dashboards and reports for a workbook

Before you can view the analysis results of the static analysis, the code coverage, and the performance
that only applies to OMEGAMON data of a workbook, ADI requires you to select your role to start the
analysis. Three roles are available: Development, Test, and Operations. The order of dashboards reports
displays differently based on the role you select.

Note: You don't need to select your role to start the analysis for business rule discovery. You can perform
the discovery of business rule after the workbook creation.

Development role

This role is for people whose focus is on software implementation. You can find the order of tabs on the
dashboard and reports that are displayed within a tab for the development role in the following list.

« The order of tabs that are displayed on the dashboard is as follows.
— Static Analysis
— Code Coverage
— Performance
« The order of reports within a tab is as follows.
— Static Analysis:
The reports on the overview page for a selected project are in the following order.
- Unreachable Code Trend
- Total and Active Statements Trend
- Artifact and Lines of Code Breakdown
- Maintainability Index vs Delivered Bugs

For report details, see “Project data from Application Discovery reports and information” on page
273.

— Code Coverage:

The code coverage reports are displayed in the same order for all roles.

For report details, see “Code coverage reports and information” on page 251.

— Performance:
The reports within the Performance tab are in the following order.

- Transactions with Performance and Reliability Issues
- Average Response Time
- Average CPU Time
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- Average Transactions

For report details, see “OMEGAMON for CICS related reports and information” on page 266.

Test role

This role is for people whose focus is on software testing. You can find the orders of tabs on the
dashboard and reports that are displayed within a tab for the test role in the following list.

« The order of tabs that are displayed on the dashboard is as follows.

— Code Coverage
— Performance
— Static Analysis
« The order of reports within a tab is as follows.

— Code Coverage:
The code coverage reports are displayed in the same order for all roles.

For report details, see “Code coverage reports and information” on page 251.

— Performance:

The reports within the Performance tab are in the following order.

- Transactions with Performance and Reliability Issues

- Average Response Time

- Average CPU Time

- Average Transactions

For report details, see “OMEGAMON for CICS related reports and information” on page 266.
— Static Analysis:

The reports within the Static Analysis tab are in the following order.
- Maintainability Index vs Delivered Bugs

- Artifact and Lines of Code Breakdown

- Unreachable Code Trend

- Total and Active Statements Trend

For report details, see “Project data from Application Discovery reports and information” on page
273.

Operations role

This role is for people whose focus in on monitoring the performance of the operation server. You can find
the order of tabs on the dashboard and reports that are displayed within a tab for the operations role in
the following list.

« The order of tabs that are displayed on the dashboard is as follows.

— Performance
— Static Analysis
— Code Coverage
« The order of reports within a tab is as follows.

— Performance:
The reports within the Performance tab are in the following order.

- Average Response Time
- Average CPU Time
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- Average Transactions
- Transactions with Performance and Reliability Issues

For report details, see “OMEGAMON for CICS related reports and information” on page 266.

— Static Analysis:
The reports within the Static Analysis tab are in the following order.
- Artifact and Lines of Code Breakdown
- Unreachable Code Trend
- Total and Active Statements Trend
- Maintainability Index vs Delivered Bugs

For report details, see “Project data from Application Discovery reports and information” on page
273.

— Code Coverage:

The code coverage reports are displayed in the same order for all roles.

For report details, see “Code coverage reports and information” on page 251.

Note: The tabs and reports that are related to a data provider are displayed only when you associate that
type of data provider with the workbook that is analyzed. For example, if you do not associate the
OMEGAMON for CICS data provider with a workbook that is analyzed, the Performance tab and reports
within the Performance tab will not be displayed.

Performing Business Rule Discovery

For a workbook that is associated with a Business Rule Discovery data provider, you can use this
workbook to discover candidate business terms and track in which application artifacts or enterprise
artifacts these business terms appear. You can also use the workbook to manage status of business
terms in order to collaborate with your peers.

To manage a workbook, you need to be the workbook owner or member.

Business Rule Discovery workbook reports and information

You can find the details of reports and information that are displayed for the Business Rule Discovery
workbook.

Table 13. Business Rule Discovery workbook reports and information

Displayed Location Report/Information Description

Workbooks view Business Terms The number of all business terms
within a workbook. If you create
a workbook by importing the
business terms, ADI calculates
the number from counting all the
imported terms.

Business Rule Packages The number of all business rule
packages that are defined within
a workbook.
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Table 13. Business Rule Discovery workbook reports and information (continued)

Displayed Location

Report/Information

Description

Keywords Exploration tab >
Summary header

Keywords associated with
Business Terms

The bar chart shows the number
of keywords that either are
promoted as business term or
associated with one or more
business terms.

Keywords from Source Code (AD)

The number of all the keywords
that are discovered from source
code by analyzing the keyword
usages based on the weights
configuration in workbook setting
through Application Discovery.

Keywords from Enterprise
Artifacts

The number of all the keywords
that are discovered from
enterprise artifacts.

Associated Snippets

The number of all the snippets
that are defined and associated
with business terms within a
workbook.

Business Terms

The number of all the business
terms that are defined within a
workbook. If you create a
workbook by importing the
business terms, ADI calculates
the number from counting all the
imported terms as well as those
terms that are created from the
discovery by users.
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Table 13. Business Rule Discovery workbook reports and information (continued)

Displayed Location

Report/Information

Description

Keywords Exploration tab >
Application Discovery tab

Keywords

The name of discovered
keywords.

Usage In Conditions

The number of keywords
occurrences in condition
statements such as IF statement
within source files in scope for a
workbook.

Computations

The number of keywords
occurrences in computation
statements such as COMPUTE
within source files in scope for a
workbook.

Map

The number of keywords
occurrences that are used for
screen display statement.

Usage in File

The number of keywords
occurrences in read or write file
statements within source files in
scope for a workbook.

DB

The number of keywords
occurrences in read or write to
database within source files in
scope for a workbook.

MQ

The number of keywords
occurrences in MQ statements.

Programs Involved

The number of keywords
occurrences that program call
within source files in scope for a
workbook.

Usage in Enterprise Artifacts

The number of keywords
occurrences in enterprise
artifacts in scope for a
workbook .

Business Terms Associated

The number of business terms
that are associated with the
keyword. The association can be
through the promotion of
keyword as a business term or
the association with a business
term.
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Table 13. Business Rule Discovery workbook reports and information (continued)

Displayed Location

Report/Information

Description

Keywords Exploration tab >
Enterprise Artifacts tab

Usage in Artifacts

The number of keywords
occurrences in enterprise
artifacts in scope for a workbook.

Number of Artifacts

The number of enterprise
artifacts containing the keyword.

Business Terms Associated

The number of business terms
that are associated with the
keyword. The association can be
through the promotion of
keyword as a business term or
the association with a business
term.

Associated in Application
Discovery

Check mark displayed when the
keyword is also discovered by the
analysis of Application Discovery
through the usages in source file.

Business Terms tab > Summary
header

Business Term Summary

The percentage of approved
business terms form total
number of business terms that
are defined.

Total

The number of all business terms
that are defined within a
workbook. If you create a
workbook by importing the
business terms, ADI calculates
the number from counting all the
imported terms as well as those
created from the discovery by
users.

With Artifacts Relationship

The number of business terms

that have relationship to one or
more artifacts in the enterprise
artifacts that is associated with
the workbook.

Without Artifacts Relationship

The number and list of business
terms that have no relationship
to artifacts in the enterprise
artifacts that are associated with
the workbook.

With Associated Snippets

The number of business terms
that have snippets associated
with.

Business Terms tab > Business
Terms table

Business Terms

The name of a business term.

Definition

The description of a business
term.
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Table 13. Business Rule Discovery workbook reports and information (continued)

Displayed Location

Report/Information

Description

No. of Artifacts Relationship

The number of artifacts that have
relationship with a business
term.

No. of Snippets Associated

The number of snippets that are
associated with a business term.

Implementation Names

The list of implementation names
that are identified for a business
term.

Status

The status of a business term.
Five statuses are available: New,
In Progress, Waiting For
Approval, Approved, and
Rejected.

Business Rule Packages tab >
Summary header

Business Rule Packages

The percentage of approved
business rule packages form
total number of business rule
packages that are defined.

Total

The number of all business rule
packages that are defined within
a workbook.

With Business Terms associated

The number of business rule
packages that have business
terms associated with.

With Snippets associated

The number of business rule
packages that have snippets
associated with.

Business Rule Packages tab >
Business Rule Packages table

Business Rule Packages

The name or short description or
identifier of a business rule
package.

Description The description of a business rule
package.
Tags The list of tags that are assigned

to a business rule package.

Associated Business Terms

The list of business terms that
are associated with a business
rule package.

No. of Snippets Associated

The number of snippets that are
associated with a business rule
package.

Status

The status of a business rule
package. Five statuses are
available: New, In Progress,
Waiting For Approval, Approved,
and Rejected.
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Working with keywords

A keyword is a term that ADI discovers and recommends as a potential business term or implementation
name. ADI analyzes the usages of keywords in the source code or the enterprise artifacts to discover
keywords.

The analysis of source code is done through Application Discovery (AD) by analyzing the usages of all
possible data names or variables within the source files in the scope for a workbook. AD takes the
following types of usages into the analysis:

« Usage in included files

- Usage in conditions

« Usage in computations

« Usage in map

 Usage in file input/output

« Usage in database input/output
« Usage in MQ

The number of usages for each type is calculated with the usage weights that are set in the workbook to
decide the ranking of the discovered keywords.

The keyword analysis of enterprise artifacts is performed when ADI scans the files in the Enterprise
Artifact data provider. ADI automatically discovers the keywords and groups them based on the likelihood
that the keywords can be the same term. For more information, see “Enterprise artifacts keywords
discovery process” on page 234.

Exploring keywords
Complete the following steps to explore keywords:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Click the name of the workbook that contains business terms to explore keywords.

3. Optional: Select the Business Rules Discovery tab. If only the Business Rule Discovery data provider
is associated with a workbook, no other tabs will be displayed.

4. Select the Keywords Exploration tab. A list of keywords appears on the left with the usages
information.

Note: The keywords found in Application Discovery are listed under the Application Discovery tab and
the keywords found in enterprise artifacts are listed under the Enterprise Artifacts tab. Select the tab
name to switch between two tabs.

5. View the information of keyword usages to help decide if a discovered keyword is a business term or
an implementation name of a business term. Optionally, you can perform the following actions.

« Promoting a discovered keyword to a business term

a. Click the Options Menu icon on the right of the discovered keyword.

b. Select Promote to Business Term from the options menu. The discovered keyword is created as
a business term.

« Associating a discovered keyword to the implementation name list of one or more business terms
a. Click the Options Menu icon on the right of a discovered keyword.
b. Select Associate to Business Term from the options menu.

c. Select one or more business terms that you want to associate the keyword with. The discovered
keyword becomes the implementation name of the selected business term.

- Viewing the affinities keywords.

a. Click the Options Menu icon on the right of the discovered keyword.
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b. Select View Affinities from the options menu. The Affinities page appears with the list of
keywords that are used with the selected keyword and the usages information.

Note:

— The same keyword might be defined multiple times in the application. Keyword usages are
grouped and displayed by variable definition location: included files and programs.

— To expedite the discovery process, you can search for a specific keyword that you know or scope
the list of keywords that you want to explore based on where they are defined. For more
information, see “Searching and scoping the list of keywords” on page 233.

6. Select the name of keyword to view detailed usages of a keyword.

Note: The usages that are displayed on this page can either be the direct usages or indirect usages.
The indirect usage is the usage which refers to variable that keyword is part of. For example the record
in which that keyword is one attribute of that record.

7. Expand and select an item on the left panel to view the usage statement of a keyword. The usage
statement of a keyword is highlighted on the middle panel.

Notes:

« The keywords found in Application Discovery are listed under Application Discovery tab and the
keywords found in enterprise artifacts are listed under Enterprise Artifacts tab. Select the tab name
to switch between two tabs.

« For the Application Discovery keywords, the same keyword might be defined multiple times in the
application. Keyword usages are grouped and displayed by variable definition location: included files
and programs.

After reviewing the details of keyword usages, you may decide to perform one of the following actions.

« “Defining snippets and associating them with business terms” on page 234

« “Viewing affinity keywords and their mutual statement” on page 235

Searching and scoping the list of keywords

Large applications or projects can have thousands of keywords, which makes the keyword exploration
activities exhaustive and time-consuming. To help expedite the process, you can search for a specific
keyword that you know or scope the list of keywords that you want to explore based on where they are
defined.

Perform the following actions to search or scope the list of keywords to explore.

1. If not yet selected, select the Keywords Exploration tab. A list of keywords appears on the left with
the usages information.

Note: The keywords that are found in Application Discovery are listed under the Application
Discovery tab and the keywords that are found in Enterprise Artifacts are listed under Enterprise
Artifacts tab. Select the tab names to switch between two tabs.

2. To search for a specific keyword, enter the keyword name or part of the keyword name in the Search
box on the top of the keywords list. ADI returns all the keywords that have part of the search string
that you enter. For example, the string recoxrd returns all the keywords that contain the recoxd
string, such as recoxrd, ws-records, record-id, record-name, recordA.

Note: For Application Discovery keywords, you can use the following wildcard characters to search for
the keywords. Wildcard search is not accepted for the Enterprise Artifacts keywords.

« "*"matches none or more non-space characters and the other text is exactly match the search
string. For example, record* returns all the list of keyword that begin with recoxrd such as recozrd,
record-id, record-name, record-type, and recordA.

- "_"matches one or more non-space character and the other text has part of the search string. The

behavior of "_" is similar to that of adding "*" before and after the search string. For example,
record_ is same as *recoxrd_*, which returns all the list of keywords that contain the search string
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and are followed by at least one character such as ws-record-id, in-record-id, record-id,
record-name, record-type, and recordA.

« "_"with spacebar matches exactly one non-space character. For example, record_(blank)
returns the keywords that are started with record and followed by one character (recoxdA) or
record__ (blank) returns the keywords that are started with record and followed by two
characters (recordAB).

3. To filter the list of keywords that are displayed or filter the search scope:

a. Select the Options Menu icon next to the Search box on the top of the keywords list.
b. Select one of the options in the dialogue that opens.

« Select Defined in Copybook to search for the keywords that are defined in a specified copybook.
- Select Defined in Program to search for the keywords that are defined in a specified program.
« Select Defined in Record to search for the keywords that are defined in a specified record.

c. Enter the name of a copybook, a program, or a record next to the option that you select to scope
the search results.

Note: You can use wildcard characters as what you do while searching for the keywords.
d. Click Apply to apply the filter or click Clear to clear the filter selection.

Note: When you view the keyword details page, define snippets, and associate them with business terms
from the filtered results, the filter is saved for the next time you review the implementation of the
business terms.

Enterprise artifacts keywords discovery process

Automated keywords discovery is one of the key cognitive features of ADI that help identify potential
important terms within both business artifacts and IT artifacts. In the business artifacts, the important
terms are potential business terms while in the IT artifacts the important terms are mainly
implementation names of these business terms. The process to identify these terms is usually labor
intensive and time-consuming. ADI provides the automation of this process by using Natural Language
Processing (NLP) method. The output of the automated keywords discovery is the list of keywords and
their potential implementation names that are sorted by the confidence score. The confidence score is a
likelihood score that indicates whether a keyword is an important term or not. The higher score means
that the term has higher potential to be a business term. Likelihood score is calculated from the training
of machine learning based classification model which considers two main attributes:

- Keyword features: The important properties of the term which help indicate that whether a termis a
keyword or not. The properties could be, for example, the appearances of the terms in the artifacts,
term length or location of its first appearance. These features can be either programming language
dependent or programming language independent.

« Known business terms: When there is an imported list of business terms or a list of business terms in a
workbook, these terms providing a higher weight to the confidence scores of discovering keywords.

Defining snippets and associating them with business terms

A snippet is the statements within artifacts which contain one or more business terms. You can highlight
one or more lines of statements within an artifact and save as a snippet. You can associate a snippet with
business terms or business rule packages in that artifact when you explore the keyword details.

Complete the following steps to take an artifact snippet:

1. Go to the Keyword details page by exploring keywords as described in “Exploring keywords” on page
232.

2. On the Keyword details page, expand and select the keyword usage from the left panel. ADI highlights
the statement usage of a keyword on the middle panel.

Note: For one keyword usage occurrence, ADI only allow one snippet to be defined and associated
with business terms. You can associate this statement with one or more business term as a snippet or
define a new snippet to associate with one or more business term as described in the following steps.
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3. Optional: Highlight one or more line within the artifact and select Redefine snippet from the pop-up
menu to define a new snippet.

4. Optional: Provide a short description of the snippet on the right panel under the Snippet Description
field.

5. Perform either one or both of the following actions:

« Check one or more boxes in front of the business terms to associate with the snippet from the
Business Terms tab on the right pane.

« Check one or more boxes in front of the business rule packages to associate with the snippet from
the Business Rule Packages tab on the right pane.

Note: When you perform both actions at the same time, the snippet is associated with selected
business terms and business rule packages independently.

6. If not yet selected, select one or more business terms that you want to associate with the snippet.
7. Click Save to save the snippet and its associations or click Cancel to cancel the changes you made.

8. Optional: Click Restore to the original state to discard the new snippet that you redefined, to display
the original usage statement, and to remove the association to the selected business term.

Viewing affinity keywords and their mutual statement
Affinity keywords are the keywords that are used together in one or more statements in the source files. A
mutual statement is the statement that contains affinity keywords in the scope for analysis.

For example, the following statement is mutual statement of A, B, and C, which are affinity keywords
because they are used together in the same condition statement.

IF (A > 3) and (B > 3) and (C = 5)
THEN do something
ELSE do something else

ADI analyzes the affinity keywords based on the usage of the following criteria:
« Usage in condition statements

« Usage in computation statements

- Usage in assignment statements

« Usage in program

ADI helps you discover additional business terms by viewing affinity keywords and their usage
information along with the mutual statement.

Complete the following steps to view affinity keywords and their mutual statements:

1. Go to the Keyword details page by exploring keywords as described in “Exploring keywords” on page
232.

2. On the Keyword details page, select the View Affinity button on the right of header area. The Affinity
Keywords page appears. You can see a list of affinity keywords and usage information are listed in the
table.

3. You can perform one of the following activities.

- To promote a keyword to a business term, complete the following steps.

a. Click the Options Menu icon under the Actions column of a keyword that you want to promote to
a business term.

b. Select Promote to Business Term from the options menu. The keyword is created as a business
term.

« To associate a keyword to a business term, complete the following steps:

a. Click the Options Menu icon under the Actions column of a keyword that you want to associate
to a business term.

b. Select Associate to Business Term from the options menu.
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c. Select a business term that you want to associate the keyword with. The keyword becomes the
implementation name of the selected business term.

« To view the mutual statements of one or more keywords, complete the following steps.

a. Select one or more keywords that you want to view mutual statements.
b. View the header area to see if any mutual usages of the selected keywords are available.

c. If mutual usages are available, select the Show Mutual Statements button to view mutual
statements of all selected keywords.

Note: If no mutual usages are available, the Show Mutual Statements button is disabled.
d.

4. Select to view mutual statements from the list on the left pane. You can associate the statement as a
shippet to business terms or redefine new snippets before you associate them to a business term from
this page. For more information, see “Defining snippets and associating them with business terms” on
page 234.

Managing a business term

Importing business terms
You can import the list of business terms in the . csv file to ADI.

The first column in the . csv file is the name of business terms. The second column is the implementation
names. Multiple implementation names can be separated by semicolon ';'. The third column is the
description, which uses comma',' as the column separator.

Example:

Business Terms, Implementation Namel; Implementation Name2; Implementation Name3, Description

Complete the following steps to import the list of business terms.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Click the name of the workbook that you want to import the list of business terms.

3. Optional: Click Business Rules Discovery tab. If only the Business Rule Discovery data provider is
what associated with a workbook, no other tabs will be displayed.

4. Click Business Terms tab under Business Rules Discovery tab.

5. Click Import Business Terms on the right of the header section. The Import Business Terms dialog
box opens.

6. Click Browse and select the . csv file to be imported.
7. Click Import to import the business terms or Cancel to cancel the operation.

Adding a business term
You can add a business term from the Business Terms tab of a workbook.

Complete the following steps to add a business term from the Business Terms tab of a workbook.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Click the name of the workbook that contains the business term to add.

3. Optional: Click the Business Rules Discovery tab. If only the Business Rule Discovery data provider is
associated with a workbook, no other tabs will be displayed.

4. Click the Business Terms tab. A list of all defined business terms in the workbook appears in the table.
5. Click the Options Menu icon on the right of the header section.
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8.

. Select Add Business Term from the drop-down list that appears. The Add Business Terms dialog box

opens.

. In the Add Business Terms dialog box, provide the following information:

« Business Term: Provide a name for the business term.

Note: The name with the plus (+) sign can be used but it will not work well when you search for the
business term.

« Definition: Provide the definition of the business term.

« Location: (Optional) Select a folder of the business term. If no folder is selected, the business term
is located in the root folder.

- Status: Select one of the choices from the drop-down list to specify the status of the business term.
Five statuses are available for business terms: New, In Progress, Waiting For Approval, Approved,
and Rejected. By default, the "New" status is selected when you create a business term.

Click Add to add the business term or Cancel to cancel the operation.

Managing a business term folder
You can create a folder to organize business terms that are related. After you create a folder, you can edit
and delete the folder as needed. You can also move business terms and folders to a new folder location.

Adding a business term folder

Complete the following steps to add a business term folder from the Business Terms tab of a workbook:

1.

Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of workbook that contains the business term folder to add.

. Optional: Click the Business Rules Discovery tab. If only the Business Rule Discovery data provider is

associated with a workbook, no other tabs will be displayed.

. Click the Business Terms tab. A list of all defined business terms and their folders in the workbook

appears in the table.

5. Click the Option Menu icon on the right of the Business Term header section.

6. Select Add Folder from the drop-down list that appears. The Add Business Term Folder dialog box

7.
8.
0.

opens.

Enter a unique name in the Business Term Folder field.

Select the folder location in the Location section. By default, the root folder is selected.
Click Save to add the folder or click Cancel to cancel the operation.

Editing a business term folder

Complete the following steps to edit a business term folder from the Business Terms tab of a workbook:

1.

Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

. Select the name of workbook that contains the business term folder to edit.
. Optional: Click the Business Rules Discovery tab. If only the Business Rule Discovery data provider is

associated with a workbook, no other tabs will be displayed.

. Click the Business Terms tab. A list of all defined business terms and their folders in the workbook

appears in the table.

5. Move the mouse pointer over the business term folder to edit.

. Click Action Menu icon on the right of the business term folder.
. Select Edit from the drop-down list that appears. The Edit Business Term Folder dialog box opens.
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8. Enter the name of the business term folder.
9. Click Save to update the business folder or click Cancel to cancel the changes.

Deleting a business term folder

Complete the following steps to delete a business term folder from the Business Terms tab of a
workbook:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of workbook that contains the business term folder to delete.

3. Optional: Click the Business Rules Discovery tab. If only the Business Rule Discovery data provider is
associated with a workbook, no other tabs will be displayed.

4. Click the Business Terms tab. A list of all defined business terms and their folders in the workbook
appears in the table.

5. Move the mouse pointer over the business term folder to delete.
6. Click Action Menu icon on the right of the business term folder.

7. Select Delete from the drop-down list that appears. The Delete Business Term Folder dialog box
opens.

8. Click Delete to delete the business term folder or click Cancel to cancel the deletion.

Note: When you delete a business term folder, all the folders and business terms within that folder will be
deleted.

Deleting multiple business term folders

Complete the following steps to delete more than one business term folder from the Business Terms tab
of a workbook:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of workbook that contains the business term folders to delete.

3. Optional: Click the Business Rules Discovery tab. If only the Business Rule Discovery data provider is
associated with a workbook, no other tabs will be displayed.

4. Click the Business Terms tab. A list of all defined business terms and their folders in the workbook
appears in the table.

5. Select the check boxes in front of the folders and sub-folders that you want to delete.

6. Click Trash icon on the Business Term header section. The Delete Business Term Folder dialog box
opens.

7. Click Delete to delete the business term folders or click Cancel to cancel the deletion.

Note: When you delete a business term folder, all the folders and business terms within that folder will be
deleted.

Moving business terms and business term folders

Complete the following steps to move the location of one or more business terms and business folders
from the Business Terms tab of a workbook:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of workbook that contains the business terms and business term folders that you
want to move.
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8.

. Optional: Click the Business Rules Discovery tab. If only the Business Rule Discovery data provider is

associated with a workbook, no other tabs will be displayed.

. Click the Business Terms tab. A list of all defined business terms and their folders in the workbook

appears in the table.

. Select the check boxes in front of the folders and sub-folders that you want to move.
. Click Move button on the Business Term header section. The Move Business Terms and Folders dialog

box opens.

. Select a folder as the new location for the business terms and folders. You can use the search box to

search for folders.
Click Move button to move the selected business terms and folders or click Cancel to cancel the move.

Editing a business term
You can edit a business term directly from the Business Terms tab of a workbook or from the list of
Business Terms in Keywords Exploration tab of a workbook.

Complete the following steps to edit a business term from the Business Terms tab of a workbook.

1.

Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

. Select the name of the workbook that contains the business term that you want to edit.
. Optional: Select Business Rules Discovery tab. If only the Business Rule Discovery data provider is

associated with a workbook, no other tabs will be displayed.

4. Select the Business Terms tab. A list of all business terms in the workbook appears in the table.

7.

. Click the Edit icon on the right under the Action column of the business term that you want to edit.

The Edit Business Term page appears.

. Edit one or more of the following information.

- Business Term: Update the name for the business term.
- Definition: Update the definition of the business term.

- Status: Select one of the choices from the drop-down list to update the status of the business term.
Five statuses are available for business terms: New, In Progress, Waiting For Approval, Approved,
and Rejected.

Note: Only the owner of a workbook can approve a business term.
Click Save to save changes or click Cancel to cancel the changes.

Complete the following steps to edit a business term from the list of Business Terms in the Keywords
Exploration tab of a workbook.

1.

Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that contains the business term that you want to edit.

3. Optional: Select Business Rules Discovery tab. If only the Business Rule Discovery data provider is

associated with a workbook, no other tabs will be displayed.

. Select the Keywords Exploration tab. A list of all defined business terms in the workbook appears on

the right.

5. Click the Options Menu icon on the right of the business term that you want to edit.

6. Select Edit from the options menu that appears. The Edit Business Term page appears.

7. Edit one or more of the following information.

« Business Term: Update the name for the business term.
- Definition: Update the definition of the business term.

Chapter 8. Analyzing workbooks 239



« Status: Select one of the choices from the drop-down list to update the status of the business term.
Five statuses are available for business terms: New, In Progress, Waiting For Approval, Approved,
and Rejected.

Note: Only the owner of a workbook can approve a business term.
8. Click Save to save changes or click Cancel to cancel the changes.

Viewing the details of a business term
After you create business terms and associate them with snippets and keywords, you can view details of
the business terms from the Business Terms tab of a workbook.

Complete the following steps to view the details of a business term.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that contains business terms that you want to view.

3. Optional: Select the Business Rules Discovery tab. If only the Business Rule Discovery data provider
is what is associated with a workbook, no other tabs will be displayed.

4. Select the Business Terms tab. A list of business terms that are defined in the workbook appears in
the table. You can find the summary information for the business terms such as definition, the number
of artifacts relationship, the number of snippets associated, the list of implementation names
(keyword associated), and the statuses of business terms.

5. Click the name of a business term that you want to view detailed information. A list of all
implementation names that are associated to this business term appears on the left pane.

6. Click an implementation name to expand and view all the associated snippets that are defined by
members of the workbook.

Notes:

« For an implementation name that is discovered from source files, you need to expand program name
in order to view snippets.

« You can also select the Options Menu icon next to the implementation name and select View
Exploration Details to go to the keyword exploration details page. The keyword exploration details
page is filtered with the results down to the associations that were previously made when you
defined the snippets and associated them with business terms.

7. Select a snippet item to view the snippet content.

« For implementation names that are discovered from source files, the snippet content shows the
program name and line numbers.

« For implementation names that are discovered from enterprise artifacts, the snippet content shows
the artifact name and line numbers.

You can find the snippet that is highlighted in the middle pane with artifact content and the snippet
information that is shown on the right pane.

You can perform the following actions on the business term details page.

« “Associating or disassociating with business rule packages” on page 240

« “Deleting the association between a snippet and a business term” on page 241

Associating or disassociating with business rule packages
You can associate or disassociate a business term and its snippets with one or more business rule
packages when you view the details of a business term.

To associate a business term and its snippets with one or more business rule packages, complete the
following steps:

1. On the details page of a business term, expand and select the keyword usage from the left pane. ADI
highlights the statement usage of a keyword on the middle pane.
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Note: You can only associate a business term with business rule packages when one or more snippets
are associated with that business term.

2. Optional: Complete the Snippet Description field on the right pane.

3. Select one or more check boxes in front of the business rule packages to associate the business term
and snippets with business rule packages. Or clear one or more check boxes in front of the business
rule packages to remove the association of business term and its snippet with business rule packages.

4. Click Save to save the change or click Cancel to discard the change.

Deleting the association between a snippet and a business term
On the details page of a business term, you can delete the association between a snippet and the
business term.

To delete a snippet that is associated with a business term, complete the following steps:

1. On the details page of a business term, expand and select the keyword usage from the left pane. ADI
highlights the statement usage of a keyword on the middle pane.

2. Select the options menu next to the snippet item on the left pane.

3. Select Delete Association to remove the association between the selected snippet and the business
term.

4. Click OK on the confirmation dialog that appears to confirm the deletion or click Cancel to discard the
change.

Deleting a business term
You can delete a business term directly from the Business Terms tab of a workbook or from the list of
Business Terms in the Keywords Exploration tab of a workbook.

Complete the following steps to delete a business term from the Business Terms tab of a workbook.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that contains the business term you want to delete.

3. Optional: Select the Business Rules Discovery tab. If only the Business Rule Discovery data provider
is associated with a workbook, no other tab will be displayed.

4. Select the Business Terms tab. A list of all business terms in the workbook appears in the table.

5. Select the Delete icon on the right under the Action column of the business term you want to remove
from the workbook. The Confirm Delete Business Term dialog box opens.

6. Click OK to delete the business term or click Cancel to cancel the deletion.

Complete the following steps to delete a business term from the list of Business Terms in the Keywords
Exploration tab of a workbook.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that contains the business term you want to delete.

3. Optional: Select the Business Rules Discovery tab. If only the Business Rule Discovery data provider
is associated with a workbook, no other tab will be displayed.

4. Select the Keywords Exploration tab. A list of all defined business terms in the workbook appears on
the right.

5. Click the Options Menu icon on the right of the business terms you want to delete.

6. Select Delete from the drop-down list that appears. The Confirm Delete Business Term dialog box
opens.

7. Click OK to delete the business term or click Cancel to cancel the deletion.
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Approving or rejecting a business term
As a member of a workbook, you can approve or reject the business terms from the Business Terms tab
in order to track the progress of business term discovery process.

Complete the following steps to approve or reject a business term from the Business Terms tab of a
workbook:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that contains the business term to approve or reject.

3. Optional: Select the Business Rules Discovery tab. If only the Business Rule Discovery data provider
is associated with a workbook, no other tab will be displayed.

4. Select the Business Terms tab. A list of all defined business terms in the workbook appears in the
table.

5. Click the Options Menu icon on the right of the business term that you want to approve or reject and
select Edit from the drop-down list. The Edit Business Term dialog box opens.

6. From the Status drop-down list, select Approved to approve the business term or select Rejected to
reject the business term.

Exporting business terms through Business Rule Discovery APIs
IBM ADDI provides Business Rule Discovery (BRD) APIs that allow you to access Business Rule Discovery
repository through REST services. You can export business terms by using those APIs.

You can complete the following steps to retrieve the list of business terms through BRD APIs:

1. Browse to https://<ADI_HOSTNAME>: <ADI_PORT>/addi-brd/swagger-ui.html, for
example, to go to the Swagger UI for BRD APIs documentation. For example, https://
localhost:9443/addi-bxrd/swagger-ui.html.

. Click business-term-storage-resource to expand the details of business term storage resource APIs.
. Click GET /api/workbook/{workbook_uuid}/business_term to expand the API details.
. Click the Try it out button next to the Parameters header.

o b~ W N

. Enter the following parameter information:

« page: Enter the page number that you want to retrieve the business terms data. The first page starts
with 0.

- size: Enter the number of business terms that you want to retrieve in one page. The maximum size is
2,000.

- sort: By default, the business terms are sorted in ascending order. You can change the order to
descending order.

« workbook_uuid: Enter the UUID of the workbook. You can get the UUID of a workbook from the URL
of the workbook summary page.
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fapifworkbook/ {workbook_uuid}/business_term Retrieve pages of business terms for a specific workbook.

Parameters

Mame

page
integer ($int3z)

fquery)

size
integer($intil)

{query)
sort

array[string]

fquery)

workbook_uuid
string

{path)

Description
The page you want to retrieve. The first page number is 0.

0

The size of each page. It should be larger than 0.
20

Canced

Sort setting in the format of: propertyl,asc|desc). Default sort order is ascending. Multiple sort settings are supported.

[ Add itemy
The uuid of the owning workbook. Must be provided,

_1RpHPIWEeiyrIKFZt1 PeQ

Clear |

6. Click the Execute button below the Parameters section. Business terms and their details are returned
as JSON under the Responses section.

Code

BusinessTerm ~ {
description:

deseription

Lookups

name

snippets

status

uuid

workbookluid

Details

= ™20
an

“workbookuud _1RpL4PH
“name™: "Patient ID",
“nameLower”: “patient 1d",
“descrip "i "Patient ID",
"status® _PROGRESS"
“lookups":
{
"d=: 111,
"uudd® "137cfE34-2183-4T77-B6bf-2e0aE034b526"
"created": "1018-12-85T13:143141.64340000"
"updated®: "1018-17-85T13:43:41.543+0008"
"{mplementationiame®: {
#id%: 104,
fuudd®: "495c8853-9348-471e-a02a-3053febobofe™,
“created®: "1618-12-85TZ .636+8686"
"updated®s * 12-85T2: .636+8666"
“mame™:

Represents a Business Terms, which & real world object that may be subject for a business rule or API.

string
Additional documentation for the Business Term, its usage, and meaning.

> [...]
string

The name of the Business Term. Must be provided and unique within the workbook.

» [..0]
string
The status of Business Term.
Enum:

> Array [T ]

string

minLength: 8

maxLength: 26

The wuid that wniguely identifies the entity. Cannot be cmitted.
string

minLength: 1

maxLength: 36

The wuid of the owning workbook. Must be provided.

Managing business rule packages

Adding a business rule package
You can add a business rule package from the Business Rule Packages tab of a workbook.

Complete the following steps to add a business rule package from the Business Rule Packages tab of a

workbook:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.
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2. Select the name of the workbook that contains the business rule package to add.

3. Optional: Click the Business Rules Discovery tab. If only the Business Rule Discovery data provider is
associated with a workbook, no other tabs will be displayed.

4. Click the Business Rule Packages tab. A list of all the business rule packages in the workbook
appears in the table.

5. Click the Add (+) icon on the right of the header section. The Add Business Rule Package dialog box
opens.

6. In the Add Business Rule Package dialog box, provide the following information:

- Business Rule Package: Provide a name or a short introduction of the business rule package.
Note: The name with the plus (+) sign can be used but it will not work well when you search for the
business term.

« Description: Provide a description of the business rule package.

- Tags: Provide one or more tags for the business rule package.

- Status: Select one of the choices from the drop-down list to specify the status of the business rule
package. Five statuses are available for business terms: New, In Progress, Waiting For Approval,
Approved, and Rejected. By default, the "New" status is selected when you create a business term.

7. Click Save to add the business rule package or click Cancel the operation.

Editing a business rule package
You can edit a business rule package directly from the Business Rule Packages tab of a workbook.

Complete the following steps to edit a business rule package from the Business Rule Packages tab of a
workbook:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that contains the business rule package to edit.

3. Optional: Click the Business Rules Discovery tab. If only the Business Rule Discovery data provider is
associated with a workbook, no other tabs will be displayed.

4. Click the Business Rule Packages tab. A list of all the business rule packages in the workbook
appears in the table.

5. Click the Edit icon on the right under the Action column of the business rule package. The Edit
Business Rule Package dialog box opens.

6. Edit one or more of the following information:
- Business Rule Package: Update the name or the short introduction of the business rule package.
« Description: Update the description of the business rule package.
« Tags: Update the tags of the business rule package.

- Status: Select one of the choices from the drop-down list to update the status of the business rule
package. Five statuses are available for business terms: New, In Progress, Waiting For Approval,
Approved, and Rejected.

Note: Only the owner of a workbook can approve a business rule package.
7. Click Save to save changes or click Cancel to cancel changes.

Viewing the details of a business rule package
After you create a business rule package and associate them with snippets and business terms, you can
view the details of the business rule packages from the Business Rule Packages tab of a workbook.

Complete the following steps to view the details of a business rule package:
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1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that contains the business rule package that you want to view.

3. Optional: Click the Business Rules Discovery tab. If only the Business Rule Discovery data provider is
what is associated with a workbook, no other tabs will be displayed.

4. Click the Business Rule Packages tab. A list of all the business rule packages in the workbook
appears in the table. You can find the summary information for the business rule packages such as
description, tags, associated business terms, the number of snippets associated, and the statuses of
business terms.

5. Click the business rule package that you want to view detailed information. A list of all business terms
and snippets associated to this business rule package appears on the left pane.

6. Expand the list of business terms on the left to view all the associated snippets that are defined by
members of the workbook.

Note: For the implementation name under each business term, you can select the Options Menu icon
next to the implementation name and select View Exploration Details to go to the keyword
exploration details page. The keyword exploration details page is filtered with the results down to the
associations that were previously made when you defined the snippets and associated them with
business terms and (or) business rule packages.

7. Select a snippet item to view the snippet content. You can find the snippet that is highlighted in the
middle pane with artifact content and the snippet information that is shown on the right pane.

Note: For each snippet, you can select the Options Menu icon next to the snippet and select View
Snippet to view the snippet on the keyword exploration details page.

You can perform the following tasks on this page:

« “Deleting the association of a business term with a business rule package” on page 245

- “Managing the snippet execution order” on page 246

Deleting the association of a business term with a business rule package
To delete the association of a business term with a business rule package, complete the following steps:

1. On the details page of a business rule package, expand and select the business term from the left
pane.

2. Select the option menu next to the business term item on the left pane.

3. Select Delete Association to remove the association between the selected business term and the
business rule package.

Note: If there is one or more snippets under the business term, the relationship between snippets and
business rule package is preserved after you remove the association between business term and
business rule package. For more information about removing the association between snippets and
business rule package, see “Deleting the association of a snippet from keyword with a business rule
package” on page 245.

4. Click OK on the confirmation dialog window to confirm the deletion or click Cancel to discard the
change.

Deleting the association of a snippet from keyword with a business rule package

Complete the following steps to delete the association of a snippet from keyword with a business rule
package:

1. On the details page of a business rule package, expand Snippet from Keywords and select a snippet
from the left pane.

2. Select the option menu next to the snippet item on the left panel.
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3. Select Delete Association to remove the association between the selected snippet and the business
rule package.

4. Click OK on the confirmation dialog window to confirm the deletion or click Cancel to discard the
change.

Managing the snippet execution order

Snippets that are associated with a business rule package represent sets of business logic that are
implemented in the source code. These snippets can be executed in a sequential order based on the
business logic that they represent.

Complete the following steps to manage the execution order of snippets.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that contains the business rule package that you want to manage the
shippet execution order.

3. Optional: Click the Business Rules Discovery tab. If only the Business Rule Discovery data provider is
associated with a workbook, no other tabs will be displayed.

4. Click the Business Rule Packages tab. A list of all the business rule packages in the workbook
appears in the table.

5. Click the business rule package to go to the detailed page. Snippets are listed on the right pane and
grouped into two groups: Unordered and Ordered.

6. Perform one or more of the following tasks.

Note: When you select the snippet from the list, the source code content of the snippet is displayed in
the middle.

« Move the unordered snippets to Ordered group.

a. Select the snippet that you want to move from the Unordered group.
b. Click the down arrow next to the group header to move the snippets to the Ordered group.
 Order the sequence of the snippets in the Ordered group.

a. Click on the snippet which you want to move the order.
b. Click up or down blue arrow next to the group header to move the order of the snippet.
« Move the ordered snippets to unordered snippets.

a. Select the snippet that you want to move from the Ordered group.
b. Click the up arrow on the most right of the group header to move the snippets to the Unordered
group.

Approving or rejecting a business rule package
As a member of a workbook, you can approve or reject the business rule packages from the Business
Rule Packages tab to track the progress of business rule discovery process.

Complete the following steps to approve or reject a business rule package from the Business Rule
Packages tab of a workbook:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that contains the business rule package to approve or reject.

3. Optional: Select the Business Rules Discovery tab. If only the Business Rule Discovery data provider
is what is associated with a workbook, no other tabs will be displayed.

4. Click the Business Rule Packages tab. A list of all the business rule packages in the workbook
appears in the table.
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5.

6.

Click the Options Menu icon on the right of the business rule package that you want to approve or
reject and select Edit from the drop-down list. The Edit Business Rule Package dialog box opens.

From the Status drop-down list, select Approved to approve the business rule package or select
Rejected to reject the business rule package.

Deleting a business rule package
You can delete a business rule package directly from the Business Rule Packages tab of a workbook.

Complete the following steps to delete a business rule package from the Business Rule Packages tab of
a workbook.

1.

6.

Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

. Select the name of the workbook that contains the business rule package you want to delete.
. Optional: Select the Business Rules Discovery tab. If only the Business Rule Discovery data provider

is associated with a workbook, no other tab will be displayed.

. Select the Business Rule Packages tab. A list of all business rule packages in the workbook appears

in the table.

. Select the Delete icon on the left of the business rule package you want to remove from the workbook.

The Confirm Delete Business Rule Package dialog box opens.
Click OK to delete the business rule package or click Cancel to cancel the deletion.

Exporting business rule packages through Business Rule Discovery APIs
IBM ADDI provides Business Rule Discovery (BRD) APIs that allow you to access Business Rule Discovery
repository through REST services. You can export business rule packages by using those APIs.

Complete the following steps to retrieve the list of business rule packages through BRD APIs:

1.

Browse to https://<ADI_HOSTNAME>: <ADI_PORT>/addi-bxrd/swagger-ui.html, for
example, to go to the Swagger UI for BRD APIs documentation. For example, https://
localhost:9443/addi-bxrd/swagger-ui.html.

. Click business-rule-package-storage-resource to expand the details of business rule package

storage resource APIs.

. Click GET /api/workbook/{workbook_uuid}/business_rule/package to expand the API details. You

can see the details of all parameters that are required for APIs and the details of the response content.

4. Click the Try it out button next to the Parameters header.

. Enter the following parameter information:

- page: Enter the page number that you want to retrieve the business rule packages data. The first
page starts with 0.

- size: Enter the number of business rule packages that you want to retrieve in one page. The
maximum size is 2,000.

- sort: By default, the business rule packages are sorted in ascending order. You can change the order
to descending order.

« workbook_uuid: Enter the UUID of the workbook. You can get the UUID of a workbook from the URL
of the workbook summary page.
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n fapi fworkbook [ {workbook_uuid} /business_rule/package Retrieve pages of business rule packages for a specific workbook.

Parameters Cancel

Name Description
page The page you want to retrieve, The first page number is 0.

intager (§int3z2) 0

(query)

size The size of each page. It should be larger than 0.

integer(S$int32) 20

(query)

sort L . - . .

T Sort setting in the format of: property{,asc|desc). Default sort order is ascending. Multiple sort settings are supported.
(e

workbook_uuid The uuid of the owning workbook. Must be provided.

CERES _t490kDTEEemoUedUNAsCkw

(path)

6. Click the Execute button below the Parameters section. The business rule packages and their details
are returned as JSON under the Responses section.

Server response

Code Details

AL Response body

“content®: [

"7263e19d-c517-49dd-5e07-14b009caelba"
2019-82-20T04:31:53, 548+0080",
"2019-82-268T64:31:53, 575+0080"

"workbookUuid"s "_f49okOTEEemoUedUNASCkw"
"name": "Patient identification",
"description®: "0,

"status®: "IN_PROGRESS",

"eags": [

"7bBI6TH4-9fET-4T8c-aaT8-bIed2d226,
"2819-02-20T¢ 53.585+80008'
"2819-82-28T64:31153.589+8800'

"name": “patient”
¥
1.
"terms": [

"id": 16,
“uuid®: "6f3bT568-16ad-403d-aE54~
"created™: "2019-82-20Ti

Response headers

cache-control: no-cache, no-store, max-age=8, must-revalidate
content-language: en-CA
content-type: application/json;charset=UTF-8

Mon, 25 Feb 2019 98:86:11 GHT

curity: max-sge=31536000 ; includeSubDomains
transfer-encoding: chunked
x-content-type-options: nosniff
x-frame-options: DENY
x-powared-by: Servlet/3.1
x-xss-protection: 1; mede=block

BusinessRulePackage v {

description: Represents a Business Rule Package, which is a group of artifacts that contribute to a business rule.
description string
Additional documentation for the Business Rule Package and its usage.
name string
The name of the Business Rule Package.
snippets
» [eeed
status string
The status of Business Rule Package.
Enum:
> array [ T ]
tags
> £ (e
terns
¥ [...]
uuid string

minLength: 8

maxLength: 36

The wuid that uniguely identifies the entity. Cannot be omitted.
workbookUuid string

minLength: 1

maxLength: 36

The uuid of the owning workbook. Must be provided.
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Analyzing and displaying code coverage results

Code coverage results are analyzed and displayed in different views. You can navigate through different
views of code coverage analysis results for a workbook.

Before you start this task, you need to add at least one workbook with one Manual Builds data provider or
Rational Team Concert Builds data provider to the system. For more information, see Chapter 7,
“Managing connections, data providers, workbooks, and notifications,” on page 191.

Navigating through different views of code coverage results

Code coverage results can be analyzed and displayed in these views: Workbooks view, Summary view of
a workbook, Build Analysis view, and Flowpoints Analysis view.

Note: A workbook is a logical grouping of programs or files. You can use a workbook to organize programs
or files in the way that is meaningful to you. For more information about workbooks, see Chapter 2,
“Terminology overview,” on page 5.

- Workbooks view
The Workbooks view is the home page of ADI.

The Code Coverage on this view displays the overall coverage status for each workbook. The overall
status of a workbook is represented as the latest aggregated code coverage of that workbook. The
aggregated code coverage is the code coverage percentage of all the latest builds within that workbook
for which code coverage results have been provided. For more information, see “Code coverage reports
and information” on page 251.

« Summary view of a workbook

From the Workbooks view, select the name of a workbook to browse the summary view of that
workbook.

The code coverage analysis reports are displayed in the Code Coverage tab of the workbook summary
view. By default, the reports show the code coverage analysis of the latest build of a Manual Builds data
provider or a Manual Builds data provider.

You can use the dropdown list on top of the tab to switch the analysis reports to a different Manual
Builds data provider or Manual Builds data provider and a different build.

On the Code Coverage tab, the reports are organized into two sections: Charts and Trends. For each
section, you can find the following reports.

— Charts:
- Code Coverage
- Coverage Changed vs Unchanged Code
- Biggest Coverage Drops
— Trends:
- Code Coverage Percentage Trend

- Executable Lines Covered Trend

For more information, see “Code coverage reports and information” on page 251.

On top of the Trends section, you can see the dual slider to define the scope of builds that are displayed
on the reports. Use the left slider to set the start build and the right slider to set the end build.

- Build Analysis view

On the Code Coverage tab in the summary view of a workbook, click View Files on the upper right
corner of the tab to open the Build Analysis view.

By default, the Build Analysis view displays code coverage information of the build and the details of
the files within the build that have insufficient code coverage. You can click the upside-down triangle
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icon next to the current build id to select other builds available. The Build Analysis view is composed of
three areas, that is,Header, Summary, and Content.

The Header area at the most top of the view shows the following information and the menu to filter data
that is displayed. You can use the dropdown icon (v) to navigate to a different data provider or build. For
more information about how to filter data that is displayed in the view, see “Filtering data in the Build
Analysis view” on page 261.

To view the code coverage results by source files, pinned files, or test files, you can select the menu on
the upper right of the Header area.

The Summary area displays the summary of the entire build that includes the following information.

Code Coverage: The percentage of code coverage and the percentage of code coverage change).
Modified Files: The number of modified files.
New Files: The number of new files

Historical Tests: The number of historical tests that are run.
Minimal Tests: The number of minimal tests to run.

The Content area displays code coverage details of the items within that build. You can examine the
following information. To sort the items within the content area, you can click any one of the column
headers.

— Item Name: The name of item within a build.

— Warnings: Warnings for code coverage status of the item.

— Code Coverage: The percentage of code coverage.

— Change %: The percentage of code coverage change.

— Covered: The number of executable lines that are covered.

— Total: The number of total executable lines.

— Added: The number of executable lines that are added.

— Updated: The number of executable lines that are updated.

— Change %: The change percentage of executable lines that are added and updated.
— Deleted: The number of executable lines that are deleted.

— Historical: The number of historical tests that are run.

— Minimal: The number of minimal tests to run.

For each file within the build, you can expand the row to see the code coverage detail information of

flowpoints within that file. You can click on the file name or flowpoint to see the list of historical Test to
Run and the list of Minimal Tests to Run.

For detailed information about each code coverage reports or code coverage, see “Code coverage
reports and information” on page 251

 Flowpoints Analysis view

From the Build Analysis view, expand the file to see the flowpoints within the file and select Show All
Flowpoints.

The Flowpoints Analysis view is composed of two areas, that is, Header and Content.

— The Header area displays the name of the file and the menu to filter data that is displayed. You can
use the dropdown icon (v) next to the file name to navigate to different file within the builds. You can
also use the Filter options provided on the header area to filter information that is displayed in the
view. For more information, see “Filtering data in the Flowpoints Analysis view” on page 262.

— The Content area displays code coverage details of the flowpoints within that file. You can examine
the following information.

- Item Name: The name of item within a file.
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- Code Coverage: The percentage of code coverage.

- Change %: The percentage of code coverage change.

- Covered Lines: The number of executable lines that are covered.

- Total Exec. Lines: The number of total executable lines.

- Added: The number of executable lines that are added.

- Updated: The number of executable lines that are updated.

- Change %: The change percentage of executable lines that are added and updated.

- Deleted: The number of executable lines that are deleted.

- Historical: The number of historical tests that are run.

- Minimal: The number of minimal tests to run.

For each flowpoint within the file, you can click on the flowpoint to see the list of historical Test to Run
and the list of Minimal Tests to Run. For detail of each code coverage reports or code coverage
information, see “Code coverage reports and information” on page 251.

Code coverage reports and information

You can find the details of reports and information that is displayed for the code coverage analysis views.

Code coverage reports

Table 14. Code coverage reports

Reports Name

Description

Displayed Location

Aggregated code coverage

Code coverage percentage of the
Analysis workbook is calculated
by percentage of executable lines
that are tested for all latest
builds from all build providers
within the Analysis workbook.

Workbooks view

Code coverage

Two metrics are provided in the
report.

- Code coverage percentage of
the build is calculated by
percentage of executable lines
that are tested for all the files
or program within the most
recent build.

« Percentage of code coverage
change that is calculated by
comparing with the previous
build or the selected baseline
displays along with up and
down trending icon to indicate
the direction of the changes.

Code Coverage tab of a workbook
summary view

Code Coverage Percentage
Trend

Line charts that show the code
coverage percentage trend of all
builds.

Code Coverage tab of a workbook
summary view

Executable Lines Covered Trend

Line charts that show the number
of executable lines hit vs total
executable lines of a build over
time.

Code Coverage tab of a workbook
summary view
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Table 14. Code coverage reports (continued)

Reports Name

Description

Displayed Location

Coverage Changed vs
Unchanged Code

Stacked bar charts that display
the comparison of code coverage
between executable lines that
are changed and executable lines
unchanged in the current build.
The stack for each bar presents
the percentage executable lines
that are hit vs not hit by the tests.

Code Coverage tab of a workbook
summary view

Biggest Coverage Drops

Bar charts that display the top
five files that have the biggest
amount of code coverage drop
that is compared to the last build.
Any files that the code coverage
drops is over 10% and the code
coverage is crossed the threshold
boundaries are considered as
large amount of code coverage
drop.

Code Coverage tab of a workbook
summary view

Files with Lowest Coverage

Bar charts that display the top
five source files that have the
lowest code coverage.

Summary view of a workbook

Note: The order of the reports that are displayed in the Summary view of a workbook depends on your
role. For more information, see “Role-based dashboards and reports for a workbook” on page 225.

Information that is displayed in Build Analysis Views

Table 15. Information that is displayed in Build Analysis views

View Displayed Location Information Description

View by Source Files Summary for Entire Warning The code coverage

Build status of the build.
There are two statuses:
red and yellow.

* Yellow indicates the
poor code coverage
percentage.

« Red indicates the
insufficient code
coverage percentage.

The threshold of red and
yellow statuses are set
during the workbook
creation. For more
information, see
“Managing workbooks”

on page 214.
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Table 15. Information that is displayed in Build Analysis views (continued)

View Displayed Location Information Description

Code Coverage The code coverage
percentage of the build
is calculated by
percentage of
executable lines that are
tested and total
executable lines of all
the source files within a
build.

Change% The percentage of code
coverage change is
calculated by comparing
the different between
code coverage
percentage of the
current build and the
previous build or the
selected baseline build.
There is up and down
icon in front of the
percentage of code
coverage change to
indicate the direction of
the change.

Note: You can select
baseline build to
compare from the
Compare With drop-
down menu on th top.

Modified Files The number of the files
that are modified within
the build comparing to

the previous build.

New Files The number of the files
that are added to the
build comparing to the
previous build.

Historical Tests The number of all the
test files that are run
against the builds that
are analyzed from all the
previous builds that are
stored in the data
warehouse as well as
the current build.

Minimal Tests The number of minimal
test files testing the
current build that
achieve the highest code
coverage percentage.
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Table 15. Information that is displayed in Build Analysis views (continued)

View

Displayed Location

Information

Description

Hover-over Summary
For Entire Build Section

Covered / Total
Executable Lines

The number of
executable lines that are
exercised by the test
and number of total
executable lines within
the entire build.

Table

Item Name

The name of the item
within the build. The
item can be source file,
program, package,
flowpoints, and method.

Warnings

The code coverage
status of the build.
There are two statuses:
red and yellow.

 Yellow indicates the
poor code coverage
percentage.

« Red indicates the
insufficient code
coverage percentage.

The threshold of red and
yellow statuses are set
during the workbook
creation. For more
information, see
“Managing workbooks”
on page 214.

Code Coverage

The code coverage
percentage of the item
displayed. For more
information, see Chapter

2, “Terminology

overview,” on page 5.

Change %

The difference in code
coverage of the item
comparing to the
previous build or the
selected baseline build
as a percentage.

Covered (Executable
Lines)

The number of the

executable lines for an
item displayed that are
exercised by the tests.
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Table 15. Information that is displayed in Build Analysis views (continued)

View Displayed Location Information Description

Total (Executable Lines) | The total number of
executable lines for an
item displayed.
Executable line is
defined as the line of
code that the compiler
marks as executable.
For COBOL, the
executable line might
not directly correspond
to the exact source line,
as COBOL is not
debugged by using
source but rather the
expanded source.

Added (Executable The number of

Lines) executable lines that are
added to the item
comparing to the
previous build.

Updated (Executable The number of

Lines) executable lines that are
modified within the item
comparing to the
previous build.

Change % The percentage of
executable lines that are
added and modified
within the item
comparing to the
previous build.

Deleted (Executable The number of

Lines) executable lines that are
deleted from the item
comparing to the
previous build.

Historical (Tests) The number of tests that
test the item analyzed
from all the previous
builds as well as the
current build.

Minimal (Tests) The number of minimal
list of tests that test the
item to achieve the
highest code coverage
percentage.
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Table 15. Information that is displayed in Build Analysis views (continued)

View

Displayed Location

Information

Description

Detailed section of the
item (Click the item
name to view)

Historical Tests To Run

The list of tests that test
the source file or
program analyzed from
all the previous builds as
well as the current build.

Minimal Tests to Run

Recommendation of the
list of minimal set of
tests to run to achieve
the highest code
coverage percentage.
The list is sorted by the
test files with the higher
test coverage.

View by Tests

Table

Item Name

Name of the test. For the
definition of test, see
Terminology Overview.

Code Coverage

The code coverage
percentage of the test
that is calculated by the
number of executable
lines the test exercises
and the total number of
the executable lines of
the source files the test
exercises.

Change %

The difference in code
coverage of test
comparing to the
previous build or the
selected baseline build
as percentage.

Covered (Executable
Lines)

The number of
executable lines the test
exercises per total
number of the
executable lines of the
source files the test
exercises.

Total (Executable Lines)

Total number of
executable lines in the
source files the test
exercises.

Flowpoints Covered

The number of
flowpoints that the test
exercises.

Total Flowpoints

The total number of
flowpoints in the
sources files that the
test exercises.
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Table 15. Information that is displayed in Build Analysis views (continued)

View

Displayed Location

Information

Description

File Tested

The number of source
files that are exercised
by the test for the
current build being
analyzed.

Files Missing

The number of files that
the test did not exercise
in the test of the current
build being analyzed but
they were exercised in
the previous tests of the
previous builds.

Elapsed Time

The time in seconds
taken to exercise the
test.

Detailed section of the
item (Click the item
name to view)

Files Tested by Current®
Build

The list of source files
exercised by the test for
the current build being
analyzed.

Historical Files Missing

The list of files that the
test did not exercise in
the test of the current
build being analyzed but
they were exercised in
the previous tests of the
previous builds.

File Trends

Name

The name of the source
file or program within
the builds.

Build Name

The name of the build or
build ID for automated
build.

Language

Programming language
of the source file or
program being analyzed.

<other columns>

Same as the columns
listed above for View by
Source Files.

Information Display in Flowpoints Analysis View

Table 16. Information that is display in Flowpoints Analysis views

View

Information

Description

Summary

Code Coverage

The code coverage percentage of
a source file. See Terminology
Overview for Code Coverage.
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Table 16. Information that is display in Flowpoints Analysis views (continued)

View Information Description
Coverage Change It shows the difference in
coverage of a source file in the
current build compared to the
same source file in the previous
build as a percentage.
Executable Lines Changed The number of executable lines
that are updated in a source file
from the previous build.
Executable Lines Added The number of executable lines
that are added to a source file
from the previous build.
Executable Lines Deleted The number of executable lines
that are deleted from a source
file from the previous build.
Table Item Name The name of a function or

method within a source file.

Code Coverage

The code coverage percentage of
a function or method.

Change %

It shows the difference in
coverage of a function or method
in the current build that is
compared to the same function
or method in the previous build
or the selected baseline build as
a percentage. For Java, on the
package level you see the rollup
coverage changes percentage for
all methods under that package.

Note: You can select baseline
build to compare from the
Compare With drop-down menu
on th top.

Covered Lines

The number of the executable
lines for a function or method
displayed that are exercised by
the tests.

Total Exec. Lines

Total number of executable lines
for a function or method.

Added The number of executable lines
that are added to the function or
method comparing to the
previous build.

Updated The number of executable lines

that are updated in the function
or method comparing to the
previous build.
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Table 16. Information that is display in Flowpoints Analysis views (continued)

View Information Description

Change % The percentage of executable
lines that is added or updated in
the function or method
comparing to the previous build.

Deleted The number of executable lines
that are deleted from the
function or method comparing to
the previous build.

Historical The number of test cases that
test a function or method
analyzed from all the previous
builds as well as the current
build.

Minimal The number of minimal list of
tests that achieve the highest
code coverage percentage.

Detailed section of the item (Click | Historical Tests to Run The list of test cases that test a
the item name to view) function or method analyzed

from all the previous builds as
well as the current build.

Minimal Tests to Run For each function or method,
recommend the list of minimal
set of test cases to be run to
achieve the highest code
coverage percentage. The list is
sorted by the test files with the
higher test coverage.

Analyzing code coverage trends

You can compare multiple builds to analyze code coverage trends. To analyze code coverage trends of
multiple builds, you need to select two or more builds with code coverage data.

Complete the following steps to analyze code coverage trends.

1.

Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of a workbook of the builds that you want to compare.

3. On the summary view of that workbook, select the Code Coverage tab if you are not yet on the tab.

4. From the Provider drop-down menu on top of the Code Coverage tab, select a Manual Builds data

provider or Manual Builds data provider that is associate with the builds that you want to analyze. The
code coverage reports of selected data provider appear.

. Select View Files on the upper right corner of the Code Coverage tab. The code coverage information

of the latest build and all the files within the build are displayed in the Build Analysis view.

6. Select File Trends from the menu options on the upper right corner. The File Trends page appears.

7. Select the check boxes of two or more builds from the list to analyze. The maximum number of builds

that are allowed to be selected is 5.

. Click Compare to show the code coverage trends of the builds. The page that displays the information

of all selected builds appears.
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9. Optional: For Java code coverage, you can click the Expand icon to expand the packages and view the
detailed package comparison.

For more information that is displayed in the File Trends view, see “Code coverage reports and
information” on page 251.

Comparing code coverage results with baseline builds

ADI uses code coverage information of baseline builds to analyze code coverage information, such as the
percentage of code coverage changes or percentage of code coverage drop. By default, these information
is calculated against the previous build. You can select any baseline builds to be used for comparison
instead of the previous build.

Note: You can define one or more baseline builds within a Manual Builds data provider or Rational Team
Concert Builds data provider. For more information, see “Defining baseline builds for a Manual Builds data
provider” on page 203 and “Defining baseline builds for a Rational Team Concert Builds data provider” on
page 210.

Complete the following steps to select baseline builds on the workbook summary view for comparison.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to perform the analysis on the builds.
3. On the summary view of that workbook, select the Code Coverage tab if you are not yet on the tab.

4. On the Provider drop-down menu on top of the Code Coverage tab, select the Manual Builds data
provider or Rational Team Concert Builds data provider that are associated with the build that you
want to analyze. The latest build information is displayed in the Build Analysis view.

Note: By default, the code coverage information on the workbook summary view, such as the
percentage of code coverage changes and percentage of code coverage drop, is calculated from the
previous build.

5. To compare code coverage results with baseline builds, select Compare With drop-down menu from
the menu options on the top.

6. Select a build that you want to use as a baseline for analysis. The reports on the Code Coverage tab is
recalculated against the selected baseline build.

Complete the following steps to select baseline builds on the Build Analysis view for comparison.

1. From the summary view of the workbook, select View Files.

2. The Build Analysis view appears with the code coverage information of all the files within the selected
build.

3. Select Compare With drop-down menu from the menu options on the top.

4. Select a build that you want to use as a baseline for analysis. The code coverage analysis information
is recalculated against the selected baseline build.

Analyzing pinned files

You can learn how to compare pinned files within a build to analyze code coverage for set of files.
Note: Everyone who has access to the workbook can see the same set of the files that are pinned.
Complete the following steps to pin files and perform analysis on the pinned files:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook of the builds that you want to analyze.
3. On the summary view of that workbook, select the Code Coverage tab if you are not yet on the tab.
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4. From the Provider drop-down menu on top of the Code Coverage tab, select the Manual Builds data
provider or Rational Team Concert Builds data provider that is associated with the build you want to
analyze. The latest build information is displayed in the Build Analysis view.

5. Optional: Select the build that you want to analyze from the Build drop-down menu on top of the
Code Coverage tab.

6. Select View Files on the upper right corner of the Code Coverage tab. The code coverage information
for all files within the selected build is displayed in the Build Analysis view.

7. Click the Pin icon in front of the item name to pin a set of items that you want to perform the code
coverage analysis on.

8. On the top menu, select Pinned Files menu on the right.

9. On the header area, you can find the code coverage analysis summary for the pinned files next to the
code coverage analysis summary for the entire build. You can see the following information.

« Code Coverage
« Modified Files
» New Files

- Historical Tests
e Minimal Tests

For more information, see “Code coverage reports and information” on page 251.

10. Click the Minimal Tests value for the pinned files on the header area. A list of minimal tests to run for
the pinned files appears in the table on the content area. You can see the following information for
each test file:

« Item Name

« Code Coverage

« Covered Lines

 Total Exec. Lines

« Flowpoints Covered

 Total Flowpoints

- Files Tested

- Files Missing

» Elapsed Time

For more information, see “Code coverage reports and information” on page 251.

11. Click the Pinned Files menu to go back to the list of pinned files or click the Files menu to go to the
list of all files within a build.

12. Optional: Click the Pin icon in front of the pinned items to unpin them.

Filtering data in the Build Analysis view
In this topic, you can learn how to filter information in the Build Analysis view.

Complete the following steps to filter the information:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the workbook name that you want to view analysis information.
3. On the summary view of that workbook, select the Code Coverage tab if you are not yet on the tab.

4. From the Provider drop-down menu on top of the Code Coverage tab, select the Manual Builds data
provider or Rational Team Concert Builds data provider that is associated with the build you want to
analyze. The latest build information is displayed in the Build Analysis view.
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5. Optional: Select the build that you want to analyze from the Build drop-down menu on top of the Code
Coverage tab.

6. Select View Files on the upper right corner of the Code Coverage tab. The code coverage information
for all files within the selected build is displayed in the Build Analysis view.

7. On the top menu, click the Filters drop down menu.

8. In the drop down menu, select one or more of the following options to filter the information based on
your needs.

« Show Only Files: Select this option to show the flat list of all the files within the build.
- Changed Files Only: Select this option to show only the files in the build that are modified.

- Hide 0% Coverage Items: Select this option to hide items in the build that have zero percent code
coverage.

« Line Changes Percentage: Select this option and set the slider bars below this option to show the
items in the build that the percentage of added and updated executable lines is between the slider
bars values.

« Code Coverage Percentage: Select this option and set the slider bar below this option. You can see
the items in the build that have the code coverage between the slider bars values you set.

To clear afilter, you can uncheck the filter option or close the filtering message box that is displayed
on top of the table

Filtering data in the Flowpoints Analysis view
In this topic you can learn how to filter information in the Flowpoints Analysis view.

Complete the following steps to filter the information:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to view analysis information.

3. On the summary view of that workbook, click the name of Manual Builds data provider or Rational
Team Concert Builds data provider with the latest build name that you want to view analysis
information. The latest build information is displayed in the Build Analysis view.

4. Click the file or program name that you want to view analysis information. The Flowpoints Analysis
view appears.

5. On the top menu, click the Filters dropdown menu.

6. In the Filters dropdown menu, select one or more of the following options to filter the information
based on your needs.

« Changed Flowpoints Only: Select this option to show the flowpoints in the files that are modified.

« Line Changes Percentage: Select this option and then set the slider bars. You can see the items in
the files that have the percentage of executable lines added and updated between the values you set
in the slider bars.

« Code Coverage Percentage: Select this option and set the slider bars. You can see the items in the
files that the code coverage is between the values you set in the slider bars.

Note: By default, the Build Analysis view is displayed by applying this filter and setting the slider bar
between 0% and insufficient code coverage threshold value. So it shows only the files that have
insufficient code coverage.

To clear afilter, you can uncheck the filter option or close the filtering message box that is displayed
on top of the table.
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Searching for files, packages, or directories within a build
You can learn how to search for files, packages or directories within a build from the Build Analysis view
to view code coverage results.
Complete the following steps to search for files, packages, or directories within a build.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to view analysis information.
3. On the summary view of that workbook, select the Code Coverage tab if you are not yet on the tab.

4. From the Provider drop-down menu on top of the Code Coverage tab, select the Manual Builds data
provider or Rational Team Concert Builds data provider that is associated with the build you want to
analyze. The latest build information is displayed in the Build Analysis view.

5. Optional: Select the build that you want to analyze from the Build drop-down menu on top of the Code
Coverage tab.

6. Select View Files on the upper right corner of the Code Coverage tab. The code coverage information
for all files within the selected build is displayed in the Build Analysis view.

7. Enter the name or part of the name of the files, packages, or directories you want to search for in the
Search box on the top of the table header. You can see the items that match the name or part of the
name you are searching for in the table with the code coverage analysis status.

Analyzing the Tests to Run

You can learn how to use ADI for suggestions about which tests to run based on the analysis of code
coverage results. With the list of Historical Tests to Run or Minimal Tests to Run, ADI helps you plan the
testing of your build.

Before you begin this activity, you need to add at least one workbook and one data provider with code
coverage results.

For more details about the information that is displayed in the code coverage analysis views, see Code
Coverage Reports and Information.

Analyzing the tests to run based-on the Historical Tests to Run
Complete the following steps to analyze tests to run by using the list of Historical Tests to Run.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to view analysis information.
3. On the summary view of that workbook, select the Code Coverage tab if you are not yet on the tab.

4. From the Provider drop-down menu on top of the Code Coverage tab, select the Manual Builds data
provider or Rational Team Concert Builds data provider data provider that is associated with the build
you want to analyze. The latest build information is displayed in the Build Analysis view.

5. Optional: Select the build that you want to analyze from the Build drop-down menu on top of the
Code Coverage tab.

6. Select View Files on the upper right corner of the Code Coverage tab. The code coverage information
for all files within the selected build is displayed in the Build Analysis view.

7. For each of the file, check the number of historical tests to run on the Historical column.
8. Select the item name to view the list of Historical Tests to Run.

Note: To find the item that you want to view the list of Historical Tests to run, you can use the search
box on top of the table header to search for the item or you can click on the column header to sort the
items based on the value in that column.

Chapter 8. Analyzing workbooks 263



9.

10.

View the Historical Tests to Run column on the left. This column suggests the list of tests that are
exercising a file from all the builds stored in data warehouse. You can use this list to construct the
testing of your current build.

Optional: Select Tests view menu from the top menu to get the list of test files.

Analyzing the tests to run based on the Minimal Tests to Run

Complete the following steps to analyze the tests to run by using the list of Minimal Test to Run.

1

. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are

not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to view analysis information.

3. On the summary view of that workbook, select the Code Coverage tab if you are not yet on the tab.

4. From the Provider drop-down menu on top of the Code Coverage tab, select the Manual Builds data

10.

provider or Rational Team Concert Builds data provider that is associated with the build you want to
analyze. The latest build information is displayed in the Build Analysis view.

. Optional: Select the build that you want to analyze from the Build drop-down menu on top of the

Code Coverage tab.

. Select View Files on the upper right corner of the Code Coverage tab. The code coverage information

for all files within the selected build is displayed in the Build Analysis view.

. For each of the item, check the number of minimal tests to run on the Minimal column.
. Select the name of the item to view the list of Minimal Tests to Run.

Note: To find the item that you want to view the list of Minimal Tests to run, you can use the search
box on top of the table header to search for the item or you can click on the column header to sort the
items based on the value in that column.

. View the Minimal Tests to Run column on the right. This column suggests the list of minimal set of

tests that yields the maximum code coverage. You can use this list to construct the testing when
perform regression testing to reduce amount of test effort.

Optional: Select Tests view menu from the top menu to get the list of test files.

Analyzing code coverage of flowpoint level break-down

The flowpoint level break-down refers to the function or method within a file. ADI provides the detailed
code coverage analysis of the flowpoint level break-down for a file. In this topic you can learn how to
analyze code coverage data of flowpoint level break-down.

Complete the following steps to view the code coverage analysis of flowpoint level break-down. Before
you perform this activity, you need to add at least one workbook and one data provider with code
coverage results.

1.

Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

. Select the name of the workbook that you want to view analysis information.
. On the summary view of that workbook, select the Code Coverage tab if you are not yet on the tab.

4. From the Provider drop-down menu on top of the Code Coverage tab, select the Manual Builds data

provider or Rational Team Concert Builds data provider that is associated with the build you want to
analyze. The latest build information is displayed in the Build Analysis view.

. Optional: Select the build that you want to analyze from the Build drop-down menu on top of the

Code Coverage tab.

. Select View Files on the upper right corner of the Code Coverage tab. The code coverage information

for all files within the selected build is displayed in the Build Analysis view.
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7. Expand the file or program name that you want to view the flowpoint analysis information and then
some flowpoints are displayed.

8. Select Show All Flowpoints on the bottom to view all flowpoints. The Flowpoints Analysis view
appears. The list of functions or methods within the file and the code coverage information is
displayed in the File Analysis view with detail information. For more details about the information
displayed in the Flowpoints Analysis view, see “Code coverage reports and information” on page
251.

9. Click Filters drop-down menu from the menu options on top.

10. Select one or more of the following options from the Filters drop-down menu to filter the information
based on your needs.

« Changed Flowpoints Only: Select this option to show the flowpoints in the files that are modified.

- Line Changes Percentage: Select this option and then set the slider bars. You can see the items in
the files that have the percentage of executable lines that are added and updated between the
values you set in the slider bars.

- Code Coverage Percentage: Select this option and set the slider bars. You can see the items in the
files that the code coverage is between the values you set in the slider bars.

11. Clear the filter options or close the filtering message box that is displayed on top of the table.

Analyzing and displaying operational data from IBM OMEGAMON for CICS

Operational data from IBM OMEGAMON for CICS is analyzed and displayed in different views. You can
navigate through different views of operational data analysis results for a workbook.

Before you start this task, you need to add at least one connection with one OMEGAMON for CICS data
provider to the system. For more information, see Chapter 7, “Managing connections, data providers,
workbooks, and notifications,” on page 191.

Navigating through different views of OMEGAMON for CICS data analysis

Operational data from IBM OMEGAMON for CICS for a workbook can be analyzed and displayed in these
views: Workbooks view, Summary view for a workbook, and Transaction Analysis view.

« Workbooks view

The Workbooks view is the home page of ADI. The page is displayed after you log in ADI. You can go to
the Workbooks view by selecting Workbooks menu from the menu panel.

The Workbooks view is the view that shows all the statuses of all the workbooks in the system. Each
workbook displays its latest data analysis results from their associated data provider. For the
workbooks s associated with OMEGAMON for CICS data provider, an average response time gauge
report displays on the Workbooks view. For more information, see “OMEGAMON for CICS related
reports and information” on page 266

« Summary view of a workbook

From the Workbooks view, select the name of any workbook that is associated with OMEGAMON for
CICS data provider to browse the Summary view for a workbook.

The OMEGAMON for CICS related reports are displayed on the OMEGAMON tab under the Performance
tab of the summary view. The reports on the OMEGAMON tab displays all the service classes within that
workbook. Each service class card displays the operational data reports related to the analysis of the
latest operational data that is collected from the associated OMEGAMON for CICS data provider. The
following five reports are displayed. The order of reports that is displayed depends on your role. For
more information, see “Role-based dashboards and reports for a workbook” on page 225.

— Average transactions
— Average response time
— Average CPU time
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— Transaction with Performance and Reliability Issues

Note: The average value of the reports are calculated by using the timeframe you select during the
workbook creation. For example, if you select, Last Month timeframe, the average response time report
is calculated by using the response time of all transactions within the past month from the present time.

For more information, see “OMEGAMON for CICS related reports and information” on page 266.

« Transaction Analysis view

From the Summary view of a workbook, you have two different ways to get to Transaction Analysis
view report:

— Select the name of a service classe to view all transactions under the service class. Then select the
name of the transaction you want to view the analysis results.

— Click on the transaction name under Transaction with Performance and Reliability Issues report.
The Transaction Analysis view is composed of Header and Content areas.

The Header area displays the name of service class the transaction belongs to, transaction name,
maximum number of execution counts, maximum CPU time, maximum response time, and number of
transactions exceeding goal response time. You can use the dropdown (v) icon, which locates next to
the name of the transaction, to view transaction analysis for different transactions. You can also type
part of the transaction name on the Select Transaction text box to search for a transaction.

The Content area display the history trends of average response time, average DB2 and File I/O wait
time of response time, average execution count, and average CPU time of that transaction. The charts
can be view hourly, daily, or weekly. The default display timeline can be set when you create an
OMEGAMON for CICS workbook. For more information, see “Adding a workbook” on page 215.

« For more information, see “OMEGAMON for CICS related reports and information” on page 266.

OMEGAMON for CICS related reports and information

You can find the details of reports and information that is displayed for OMEGAMON for CICS data
analysis.

For OMEGAMON for CICS data providers, two types of timeframe are available, including data collection
interval timeframe and dashboard display timeframe.

Data collection interval timeframe refers to the timeframe that the collection of data from OMEGAMON
for CICS server runs every 5 minutes.

Dashboard display timeframe refers to the default timeframe that the data displays on the dashboard.
You can set the dashboard display timeframe during the workbook creation.
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Table 17. OMEGAMON for CICS data analysis reports

Reports Name Description Displayed Location
Average of Average response ' The average of average Workbooks view
time and its indicator status response time is calculated by

averaging the average response
time of all CICS transactions
within all service classes in the
scope of a workbook. The
average response time data is
collected within the dashboard
display timeframe. The indicators
show the level where the average
response time exceeding the goal
response time that is set in the
OMEGAMON for CICS server.

Red indicates that the average
response time for all CICS
transactions within the workbook
exceeds the goal response time
by 400%

Orange indicates that the average
response time for all CICS
transactions within the workbook
exceeds the goal response time
by 200 - 400%

Yellow indicates that the average
response time for all CICS
transactions within the workbook
exceeds the goal response time
by 100 - 200%

Blue indicates that the average
response time for all CICS
transactions within the workbook
exceeds the goal response time
less than 100%

Average transactions Average transactions viewlet Performance tab of the workbook
shows the average number of summary view

CICS transactions for today
comparing with that of yesterday
and the average number of CICS
transaction for the entire week.
The average transactions are
calculated by taking number of
transactions for each data
collection (every 5 minutes)
within a specific timeframe (for
example, today, yesterday or a
week) and averaging them.
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Table 17. OMEGAMON for CICS data analysis reports (continued)

Reports Name

Description

Displayed Location

Average response time

Average response time that is
calculated by averaging the
average response time of all CICS
transactions within a service
class. The average response time
data is collected within the
dashboard display timeframe.
The indicator shows the level
where the average response time
exceeds the goal response time
that is set in the OMEGAMON for
CICS server..

Red indicates that the average
response time for all CICS
transactions within the service
class exceeds the goal response
time by 400%

Orange indicates that the average
response time for all CICS
transactions within the service
class exceeds the goal response
time by 200 - 400%

Yellow indicates that the average
response time for all CICS
transactions within the service
class exceeds the goal response
time by 100 - 200%

Blue indicates that the average
response time for all CICS
transactions within the service
class exceeds the goal response
time less than 100%

Performance tab of the workbook
summary view

Average CPU time

Average CPU time that is
calculated by averaging the CPU
time of all CICS transactions in
the workbook that are collected
within the dashboard display
timeframe.

Performance tab of the workbook
summary view

Transactions with Performance
and Reliability Issues

Transactions with Performance
and Reliability Issues displays
the table view of all transactions
that exceeding the goal response
time threshold that is set in the
OMEGAMON for CICS server. The
report is sorted based on the
number of average execution
counts to emphasize on the
transactions with the potentially
biggest impact on the top.

Performance tab of the workbook
summary view
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Table 17. OMEGAMON for CICS data analysis reports (continued)

Reports Name Description Displayed Location

Average response time trends Average response time trends Transaction Analysis view
show history of average response
time of a CICS transaction over
the dashboard display setting
timeframe (for example, hourly,
daily, or weekly).

Average DB2 and File I/O Wait This chart displays two trend Transaction Analysis view
Time of Response Time trends lines: average DB2 wait time of
response time trends and
average file I/O wait time of
response time trends.

Average DB2 wait time of
response time trends shows
history of percent DB2 wait time
of the response time of a CICS
transaction over the dashboard
display setting timeframe (for
example. hourly, daily or weekly).

Average file I/O wait time of
response time trends shows
history of percent file I/O wait
time of the response time of a
CICS transaction over the
dashboard display setting
timeframe (for example. hourly,
daily or weekly).

Average execution count trends | Average execution count trends | Transaction Analysis view
show history of average
execution count of a CICS
transaction over the dashboard
display setting timeframe (for
example, hourly, daily, or
weekly).

Average CPU time trends Average CPU time trends show Transaction Analysis view
history of average CPU time of a
CICS transaction over the
dashboard display setting
timeframe (e.g. hourly, daily or
weekly).

Note: The display order of the reports in the summary view of a workbook depends on your role. For more
information, see “Role-based dashboards and reports for a workbook” on page 225.

Table 18. OMEGAMON for CICS data analysis information

View Information Description
Transaction Analysis view Service Class The name of service class the
transaction belongs to.
Transaction Name The name of the transaction that
is analyzed.
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Table 18. OMEGAMON for CICS data analysis information (continued)

View Information Description

Max Execution Count Maximum number of execution
counts of the transaction that is
analyzed over the period of the
dashboard display timeframe.

Max CPU Time Maximum number of CPU times
in second of the transaction that
is analyzed over the period of the
dashboard display timeframe.

Max Response Time Maximum number of response
times in minute of the transaction
that is analyzed over the period
of the dashboard display

timeframe.
Transaction Exceeding Goal Number of transactions that the
Response Time response time is going over the

goal response time set in IBM
OMEGAMON for CICS server.

Average Response time Average response time in
seconds for a transaction.

Average execution count Average number of execution
count for a transactions.

Average CPU time Average CPU time in milliseconds
for a transaction.

Analyzing transaction data
ADI provides the detailed CICS transaction analysis within a service class.

Complete the following steps to view the response time, CPU time or execution count analysis of CICS
transaction. Before you begin this activity, you need to add at least one workbook with associated
OMEGAMON for CICS data provider.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

. Select the name of the workbook that you want to view analysis information.
. On the summary view of that workbook, select the Performance tab if you are not yet on the tab.
. On the Performance tab, select the OMEGAMON tab if you are not yet on the tab.

. View the reports on the OMEGAMON tab. The latest analysis information such as number of average
transactions, average CPU time, and average response time are displayed.

g b~ W N

6. Go to the Transaction Analysis view by using one of the following steps.

a. Select the transaction name that you want to view the transaction analysis information from either
Top Average Execution Count report or Transaction Exceeding Response Time Threshold
report.

b. Select the name of the service class that you want to view analysis information. The list of all CICS
transactions within that service class displays. Then, select the transaction name that you want to
view the transaction analysis information.
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7. The Transaction Analysis view displays with the following information calculating from the latest
data that is collected within the default timeframe that is set when you create the collection. For
more information, see “OMEGAMON for CICS related reports and information” on page 266.

- Maximum execution count
« Maximum CPU time
« Maximum response time
« Number of transactions exceeding goal response time
« Average response time and average response time trends
- Average DB2 and File I/O Wait Time of Response Time trends
- Average Execution count and average execution count trends
 Average CPU time and average CPU time trends
8. Hover over the trend line to view data on that trend line.

9. Observe the warning icon on top of the average response time trends. The icon indicates the time
where the maximum response time occurs.

10. Observe the DB2 and File I/O wait time trends to see the area where the DB2 or File I/O wait time is
above the red line which is the acceptable value. Currently it is set to 50%.

11. Select different timeframe, for example, Hourly, Daily or Weekly, on top of the trend chart to zoom in
or zoom out information.

12. Optional: If you associated Application Discovery data provider with this workbook, you can perform
deep analysis of your performance issues based on the Application Discovery metrics by performing
one of the actions below.

Note: The analysis can be done only when there are transactions with the same name on both
OMEGAMON for CICS and Application Discovery data.

» Analyze the potential artifacts that are cause of the performance issues.

a. Click on the area of the Average response time trends where you want to do deep analysis. The
dialogue box with Performance data appears.

b. Click OK to navigate to the Artifact Composition graph. The Artifact Composition graph appears
with artifacts that connect to either DB2 or File I/0. This depends on if the potential cause is due
to DB2 wait time or File I/O wait time. For example, if DB2 wait time is much above the
acceptable value, the slow response time can be caused by the DB2 wait time. The Artifact
Composition graph will display all the artifacts that connect to DB2 wait time.

 Analyze all artifacts within the transaction:

— Clicking on the Artifact Composition button on the top right of the Transaction Analysis view. The
Artifact Composition graph appears with all artifacts within the Transaction. For more
information about how to analyze Artifact Composition, see “Analyzing the Artifact Composition”
on page 282.

Analyzing and displaying project data from Application Discovery

Application Discovery (AD) data provides static analysis of projects. Project data such as number of
artifacts, maintainability index, and number of statements that are collected from AD are analyzed and
displayed in different views. You can navigate through different views of project inventory data analysis
results for a workbook.

Before you start this task, you need to add at least one connection with one Application Discovery data
provider to the system. For more information, see Chapter 7, “Managing connections, data providers,
workbooks, and notifications,” on page 191.
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Navigating through different views of project data analysis

Static analysis data for a workbook can be analyzed and displayed in three main views: Workbooks view,
detailed analysis of a workbook, and Artifact Composition view.

« Workbooks view

For the workbooks associated with the Application Discovery data provider, the Workbook view
displays the number of Application Discovery projects within the workbook and their average
maintenance status. When there is only one project within a workbook, the name of project is displayed
instead of the number of projects. For more information on the report, see “Project data from
Application Discovery reports and information” on page 273.

« Detailed analysis of a workbook

From the Workbooks view, select the name of any workbook that is associated with Application
Discovery data provider to browse the detailed analysis reports. The analysis reports and information of
Application Discovery data are displayed on the Static Analysis tab of this view.

Four sub-tabs are available on the Static Analysis tab.

The Overview tab displays the bubble chart as the summary of overall status for all projects within
the scope of a workbook. You can select individual bubble on the bubble chart to navigate to the
detailed reports of that project.

The Metrics tab displays the radar chart of different metrics you are interested in. You can compare
up to five projects along with the metrics.

The Structure tab displays the information about the shared resources for selected projects.

The Trends tab displays the historical trends of different metrics that you are interested in. You can
compare up to five projects for each of the historical trends chart.

Note: You can select up to 5 projects to be analyzed on the Static Analysis tab.

For more information, see “Project data from Application Discovery reports and information” on page
273.

Note: For Application Discovery data analysis, you can associate only one Application Discovery data
provider with a workbook.

- The Artifact Composition view displays the information of all artifacts within a transaction. It can be
switched between the following two reports.

Artifact Composition graph

You can navigate to the Artifact Composition graph from the Overview view of a workbook by
selecting the name of an Application Discovery project. When the page to select a transaction for
analysis appears, select the transaction you want to analyze. The Artifact Composition graph view
appears. For more information about the Artifact Composition graph, see “Project data from
Application Discovery reports and information” on page 273. For more information about how to
analyze Artifact Composition, see “Analyzing the Artifact Composition” on page 282.

Artifact Composition table

You can navigate to the Artifact Composition table view from the Artifact Composition graph view
by selecting the Table View icon on the top right of the view. For more information about the Artifact
Composition table, see “Project data from Application Discovery reports and information” on page
273. For more information about how to analyze Artifact Composition, see “Analyzing the Artifact
Composition” on page 282.
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Project data from Application Discovery reports and information
You can find the details of reports and information that is displayed for Application Discovery data

analysis.

Table 19. Static metrics available from Application Discovery data provider

Static Metrics

Description

Active Statement

The total number of statements that can be executed.

Artifacts The total number of artifacts that are included in an application, where artifacts are
entities such as programs, screens or classes.

Cyclomatic An estimation of complexity by measuring the number of decision points within a

Complexity program source code, in which the control flow can continue in more than one way.

For more information, see Complexity Reports in Application Discovery.

Delivered Bugs

Delivered Bugs is an estimated number of errors. It correlates with the overall
complexity of the software. For the project level, it is calculated by averaging the
number of delivered bugs for all type of artifacts within a project.

Maintainability
Index

Maintainability Index(MI) is a software metric that measures how maintainable (easy
to support or change) the source code is. This is calculated based on Lines of Code,
Cyclomatic complexity, and Halstead volume. The MI value is O - 100. A higher value
indicates better maintainability.

Halstead volume is an estimation of complexity measures based on number of
variables, for example, the number of operands, and operators for expressions,
program length, vocabulary and the number of delivered bugs.

Source Lines of
Code

The total number of lines of code.

Unreachable
Code

The percentage of statements that are within “live subroutines” (subroutines that
can be reached by the control flow) out of the total number of statements.
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Table 20. Data analysis reports for project data from Application Discovery

Reports Name

Description

Displayed Location

Maintenance Status

The Maintenance Status is
calculated based on the
Maintainability Index (MI) and
Unreachable Code threshold
setting in the following table. The
assumption is that the
Maintainability Index metric has
double weight of the
Unreachable Code metric.

Unreachable Code (Weight)

Maint | Poor |Accep | Good
ainabi | (3) table |(0)

lity (2)
Index
(Weig
ht)
Poor |Red Yellow | Yellow
(6) -poor | -good
Accep | Yellow | Yellow | Yellow
table |- -good |-good
(4) mediu

m

Good |Yellow | Blue Blue
(0) -good

Workbooks view

Overview

Bubble chart shows overall
status of all projects within the
scope of a workbook. By default,
X-Axis represents percent of
unreachable code, Y-Axis
represents Cyclomatic
Complexity value and Bubble size
represents the size of project as
number of source lines of code.

Workbooks view-> Static
Analysis tab -> Overview tab
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Table 20. Data analysis reports for project data from Application Discovery (continued)

Reports Name

Description

Displayed Location

Artifact and Lines of Code
Breakdown

Artifact and Lines of Code
Breakdown report displays total
number of artifacts comparing
with total number of lines of code
breakdown by type of artifacts.

The total number of artifacts
calculated by the number of
artifacts that are included in a
project, where artifacts would be
entities such as programs,
screens, and classes.

The total number of lines of code
that is calculated by the number
of lines of code in a project for
each type of artifacts.

Workbooks view-> Static
Analysis tab -> Overview tab ->
detailed project reports

Maintainability Index versus
Delivered Bugs

Maintainability Index versus
Delivered Bugs displays the line
chart over time comparing
maintainability index and
delivered bugs.

Workbooks view-> Static
Analysis tab -> Overview tab ->
detailed project reports

Unreachable Code Trend

Unreachable code trend displays
the percentage of statements
that are within routines that
cannot be reached by the control
flow out of the total number of
statements over time.

Workbooks view-> Static
Analysis tab -> Overview tab ->
detailed project reports

Total and Active Statements
Trend

Total and active statements
display trend lines comparing
total number of statements and
total number of active
statements within a project.

Total number of statements that
are calculated from total number
of executable lines of all program
within a project.

Active number of statements that
are calculated from total number
of hit lines of all program within a
project.

Workbooks view-> Static
Analysis tab -> Overview tab ->
detailed project reports
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Table 20. Data analysis reports for project data from Application Discovery (continued)

Reports Name

Description

Displayed Location

Metrics

The radar chart shows the
information of project metrics. By
default, the chart displays the
following information:

« Cyclomatic Complexity

« Number of source line of code

« Maintainability Index

 Unreachable Code

e Number of estimated delivered
bugs

You can select up to five projects
to display on the radar chart in
order to compare metrics values.

Workbooks view-> Static
Analysis tab -> Metrics tab

Shared Resources table

The table shows the list of all
data sources that are shared
between projects within the
workbook. You can find the
following types of data sources.

« Database tables
» Dataset
« IMS Database

Workbooks view-> Static
Analysis tab -> Structure tab

Shared Resources graph

The network graph shows the
relationship between projects
and their data sources. Nodes on
the right represent projects
within the workbook and nodes
on the left represent data
sources that are used by
projects. Direction of the
relationship represents "read" or
"write" activity.

Workbooks view-> Static
Analysis tab -> Structure tab

Shared Resources bar chart

The stacked bar chart shows the
number of shared resources by
resource type.

Workbooks view-> Static
Analysis tab -> Structure tab

Trends

The trend lines show the
historical data of project metrics.
By default, the chart displays the
following information.

« Cyclomatic Complexity

« Number of source line of code
« Unreachable Code

You can select up to five projects

to display on a trends line to
compare the metrics values.

Workbooks view-> Static
Analysis tab -> Trends tab
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Table 20. Data analysis reports for project data from Application Discovery (continued)

Reports Name Description Displayed Location

Artifact Composition graph Artifact Composition graph is the | Artifact Composition view
connected graph showing all
artifacts (for example, program
and database table) within a
transaction. The boxes represent
artifacts within a transaction. The
arrow lines represent the
connection between two
artifacts. The arrow direction
indicates the calling direction
between artifacts.

Artifact Composition table Artifact Composition table shows |Artifact Composition view

the list of all program artifacts
within a transaction. The table is
sorted based on the analysis of
high risk to modify. The rank of
risk to modify is calculated based
on combination of the following
criteria:

« Whether the artifact is in risk
areas: Risk areas are based on
the thresholds setting.

« Whether the artifact is an
outlier: Outlier artifacts are
analyzed based on the outlier
detection algorithm leveraging
Mahalanobis distance of each
artifact to the center of the
distribution. Artifacts with large
Mahalanobis distances mean
they are outlier or abnormal
because they very far away
from majorities.

« Metrics values sorting: Given
the same risk area and outlier
status, artifacts are finally
sorted by the values of
Maintainability Index,
Unreachable Code, and
Cyclomatic Complexity.

Note: The order of the reports displayed in the Summary view of a workbook depends on your role. For
more information, see “Role-based dashboards and reports for a workbook” on page 225.

Table 21. Data analysis information for project data from Application Discovery

View Information Description

Shared Resources table Resource Name The name of the data sources

that are shared between projects
in a workbook.
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Table 21. Data analysis information for project data from Application Discovery (continued)

View

Information

Description

Resource Type

The type of the data source.
Three types of data sources are
available:

- DB2 tables
« Files
» IMS segments

Number of Projects

The number of projects that
either "read" or "write" data from
the resource.

Artifact Composition table

Outlier Status

Outlier Status indicates whether
the artifact is an outlier. Outlier
artifacts are analyzed based on
the outlier detection algorithm
leveraging Mahalanobis distance
of each artifact to the center of
the distribution. Artifacts with
large Mahalanobis distances
mean they are outlier or
abnormal because they are far
away from majorities.

Artifact Type

The program type of the artifact.

Program Name

The name of the artifact.

Maintainability Index

See details in Table 1.

Unreachable Code

See details in Table 1.

Cyclomatic Complexity

See details in Table 1.

Number of Incoming References

The number of links calling in the
artifact.

Number of Outgoing References

The number of links calling out of
the artifact.

Analyzing static metrics for a workbook

ADI provides the static metrics and reports such as project inventory, project complexity, and project
quality for all projects within the scope of a workbook.

Before you begin, you need to add at least one workbook that is associated with the Application Discovery
data provider. For more information, see “Adding a workbook” on page 215. Complete the following steps
to view the static analysis of projects within a workbook:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to view the static analysis information about.

3. On the summary view of that workbook, select the Static Analysis tab if you are not yet on the tab.

The Static Analysis reports of a workbook are displayed by tabs.

4. Select one of the following tabs to view information. For detailed report information, see “Project data
from Application Discovery reports and information” on page 273.
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« Overview
 Metric
 Structure
- Trends

. Select up to five projects from the list of projects within the workbook on the left pane to analyze those
projects. Static analysis reports for all tabs are updated based on the project selection.

. Optional: On the Overview tab, Metrics tab, and Trends tab, choose different static metric to be
displayed on the reports from the metric drop-down list on the left pane. You can find the following
metrics.

« Active Statements

- Artifacts

 Cyclomatic Complexity
« Delivered Bugs

« Maintainability Index

« Source Line of Code

« Unreachable Code

When you choose different metrics, the report on the corresponding tab is updated based on your
metric selection.

Note: The higher value of a metric or the lower value of a metric can be good or bad depending on the
metric itself. ADI calls the rising or declining trend of metric value change as the metric direction. An
increasing direction means that the higher value is better than the lower value. A decreasing direction
means that the lower value is better than the higher value. For example, Active Statements metric has
an increasing direction, which means that a higher number of Active Statements in the project
indicates the better condition. While Unreachable Code metric has a decreasing direction, hence a
lower value of unreachable code indicates a better condition. Some of the inventory metrics, such as
the number of Artifacts or the number of Source Lines of Code, the metric directions might not indicate
the condition of that metric. The following table shows the direction of all a available AD metrics.

Table 22. AD metrics and their directions

Metrics Direction
Active Statements Increasing
Artifacts No direction
Cyclomatic Complexity Decreasing
Delivered Bugs Decreasing
Maintainability Index Increasing
Source Lines of Code No direction
Unreachable Code Decreasing

When the metrics are selected as axes on the bubble chart or the radar chart, the value of the axes are
displayed in an increasing or decreasing trend depending on the metric direction. For the inventory
metrics that have no direction, the value of the axes is increasing. You can check the following
visualized metric directions for reference.
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Analyzing static metrics for a project
For projects within the scope of a workbook, you can view project level metrics for a project such as
project inventory, complexity, and quality.
Complete the following steps to analyze the static metrics for a project:

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to view the static analysis information about.

3. On the summary view of that workbook, select the Static Analysis tab if you are not yet on the tab.
The Static Analysis reports of a workbook that are organized in tabs display. You can find the following
tabs.

- Overview
 Metric
 Structure
- Trends

4. On the Overview tab, select a bubble that represents a project of which you want to view the static
analysis information on the bubble chart. The detailed project reports are displayed on the bottom
with the following information that is calculated from the latest collected data from Application
Discovery data provider. For detailed report information, see “Project data from Application Discovery
reports and information” on page 273.

« Artifact and lines of code breakdown
« Maintainability index versus Delivered bugs
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« Unreachable code trend
« Total and active statements trend

Note: The order of reports displayed depends on your role. For more information, see “Role-based
dashboards and reports for a workbook” on page 225.

Next you can perform the composition analysis of artifacts within a project by navigating to the Artifact
Composition function. For more information, see “Analyzing the Artifact Composition” on page 282.

Analyzing shared resources

Data sources such as database table and data set can be shared among multiple projects. ADI helps you
to understand the data sources that are shared by multiple projects within the scope of a workbook.

Complete the following steps to analyze shared resources.

1.

Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to view analysis information about.

3. On the summary view of that workbook, select the Static Analysis tab if you are not yet on the tab.

4. Select the Structure tab under the Static Analysis tab. The shared resources reports and information

are displayed. For more information, see “Project data from Application Discovery reports and
information” on page 273.

. Select up to five projects from the list of projects within the workbook on the left pane to analyze those

projects. The list of all the resources that are used by projects is displayed on the Shared Resources
table.

. Select up to 5 shared resources on the Shared Resources table. The Shared Resources graph and bar

chart are updated based on the selected project and shared resources.

. Optional: Uncheck any of the resource types under Resource Type Filters on the left pane to filter out

the shared resources that are displayed on the table and charts.

Analyzing project data
ADI provides the detailed project data analysis such as project inventory, project complexity, and quality.

Complete the following steps to view the analysis of project inventory, complexity, and quality. Before you
begin this activity, you need to add at least one workbook with the associated Application Discovery data
provider. For more information about how to add a workbook associated with Application Discovery, see
“Adding a workbook” on page 215.

1.

Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to view analysis information.

3. On the summary view of that workbook, select the Static Analysis tab if you are not yet on the tab.

4. The Static Analysis reports of a workbook are displayed with the following information that is

calculated from the latest collected data from Application Discovery data provider. For detailed report
information, see “Project data from Application Discovery reports and information” on page 273.

- Artifact and lines of code breakdown
 Maintainability index versus delivered bugs
« Unreachable code trend

« Total and active statements trend

Note: The order of reports displayed depends on your role. For more information, see “Role-based
dashboards and reports for a workbook” on page 225.
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For next step, you can perform the composition analysis of artifacts within a project by navigate to Artifact
Composition function. For more information, see “Analyzing the Artifact Composition” on page 282.

Analyzing the Artifact Composition

The transactions within a project can be analyzed using the Artifact Composition. The Artifact
Composition allows you to analyze potential risk areas of all the artifacts within a transaction based on
relationships between artifacts and Application Discovery related metrics such as maintainability index,
unreachable code, and cyclomatic complexity.

The Artifact Composition is displayed in two views: the Artifact Composition graph and the Artifact
Composition table. You can switch between the two views after you navigate to the Artifact Composition
function. For information about Artifact Composition graph and Artifact Composition table, see “Project
data from Application Discovery reports and information” on page 273.

Complete the following steps to navigate to analyze the Artifact Composition.

Note: If you navigate to the Artifact Composition function from the transaction analysis view of
OMEGAMON for CICS data provider or from the composition search menu, you can go directly to step 5.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to view analysis information about.
3. On the summary view of that workbook, select the Static Analysis tab if you are not yet on the tab.

4. On the Overview tab under the Static Analysis tab, select one of the bubble that represents the
project to be analyzed. The detailed project reports appear on the bottom.

5. Select the name of that project. The page to select transaction for analysis appears.

6. Select the transaction you want to analyze. The Artifact Composition map appears. You can perform
multiple actions to help analyze the Artifact Composition. For more information, see “Analyzing
transactions with the Artifact Composition graph” on page 282.

7. Select the Table icon ( = ) on the top right of the view to switch to Artifact Composition table.

8. The Artifact Composition table appears. You can perform multiple actions to help analyze the Artifact
Composition. For more information, see “Analyzing transactions with the Artifact Composition table”
on page 284.

9. Review the top-ranked artifacts on the table first as they are the potentially riskier ones to modify.
For more information, see “Reviewing the top-ranked artifacts” on page 285.

10. Select the Graph icon ( i ) on the top right of the view to switch back to the Artifact Composition
graph.

Note: You can navigate to the Artifact Composition view from the Structure tab by clicking the name of
shared resources you are interested in. The list of all transactions that use the selected shared resources
appears. Select one of the transaction to go to the Artifact Composition view and analyze as described
above.

Analyzing transactions with the Artifact Composition graph

You can perform the following actions to help analyze the transactions via the Artifact Composition graph.

Risk Areas analysis

Risk areas are the indications of potential artifacts that could be risky. Risk areas are indicated by either
blue warning icons or red warning icons. A blue warning icon indicates the artifacts that have Application
Discovery metrics changes that can indicate potential source changes in the past week. A red icon
indicates the value of Maintainability Index, Unreachable Code, or Cyclomatic Complexity is above or
below the related threshold setting.
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Complete the following steps to make a Risk Areas analysis.

1. Click the Risk Areas icon ( ) on the top header. The dialog box that explains the risk areas and
threshold setting opens.

2. Blue warning icons and red warning icons appear on the artifact boxes.

3. Slide the threshold sliders to adjust the threshold values.

4. The warning icons update based on the adjusted threshold values.

5. Click X on the upper right of the dialog box to close the Risk Areas dialog box.

Viewing program metrics

You can view all the metrics that are related to each program by clicking the artifact box. The selected
artifact is highlighted and the dialog box with program metrics with the following information opens.

« The type of program and the program name
 Metrics

— Maintainability Index

— Unreachable Code

— Active Statements

— Source Lines of Code

— Cyclomatic Complexity

— Delivered Bugs

— Total Statements

Note: You can select View Trends next to the metrics header to view historical trends of the above
metrics. By default, the view displays Maintainability Index and Source Lines of Code. You can select
the metric name to change to different metric.

« Program Reference Information

— Number of incoming references
— Number of outgoing references

« Optional: If you included the Manual Builds data provider or Rational Team Concert Builds data provider
in the same workbook as Application Discovery data provider that is analyzed, the code coverage
percentage of the artifacts is also displayed.

Note: The artifacts in the Manual Builds data provider or Rational Team Concert Builds data provider
and the Application Discovery data provider need to be the same name in order to associate the data
between the two providers.

Zooming in or out of the Artifact Composition Map

You can zoom in or zoom out on the artifact composition map by using the + icon, = icon and the slider
bars on the lower left corner of the screen.

Filtering artifacts

The artifacts can be filtered based on two criteria: filter artifacts that are connected to DB2 and filter
artifacts that are connected to File I/O.

Complete the following steps to filter artifacts.

1. On the top header, click Filters to open the drop-down list.
2. On the drop-down list, check either of the following choices or both.

« Select DB2 to display only the artifacts, which are connected to DB2.
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« Select FILE I/O to display only the artifacts, which are connected to File I/0.

3. Click the Expand Allicon ( & ) on the top header to clear all the filters.

Navigating through different projects and regions

A transaction can be associated with other projects and regions. You can view the Artifact Composition
graph of these other projects and regions by selecting a project or a region from the Project drop-down
list or the Region drop-down list on the top header.

Navigating through different transactions

There can be other transactions within a project and a region. You can view the Artifact Composition
graph of other transactions by selecting a transaction from the Transaction drop-down list on the top
header.

Highlighting a program

You can highlight a specific program in the artifact composition graph to display the relationship with
other artifacts by selecting a program name from the Select a Program drop-down list on the top header.

Changing snapshot date

By default, the Artifact Composition graph is displayed based on the latest data that is collected from the
Application Discovery server. You can view the Transaction Composition graph from different snapshots
by selecting a different date from the Date drop-down list on the top header.

Highlighting artifacts with threshold setting

Select a metric from the Select a Heat Map drop-down list on the top header to display a color coded
artifact composition graph based on the metric threshold values. Accordingly, the artifacts with the good,
acceptable, and poor threshold values are highlighted with blue, yellow, and red color.

Analyzing transactions with the Artifact Composition table

You can perform the following actions to help analyze transactions via the Artifact Composition table.

Viewing metric trends

Select the program name of which you want to view historical trends of the static analysis metrics that is
related to the program. By default, the view displays Maintainability Index and Source Lines of Code. You
can select the metric name to change to different metric.

Risk Areas analysis

Risk areas are the indications of artifacts that could be potentially risky. Risk areas are indicated by either
the blue warning icons or the red warning icons. A blue warning icon indicates the artifacts that have
Application Discovery metrics changes that can indicate potential source changes in the past week. A red
icon indicates the value of Maintainability Index, Unreachable Code, or Cyclomatic Complexity is above or
below the related threshold setting.

Complete the following steps to make Risk Areas analysis.

1. Click the Risk Areas icon ( ) on the top header. The dialogue box explaining the risk areas and
threshold setting appears.

2. Slide the threshold sliders to adjust the threshold values.
3. The warning icons update based on the adjusted threshold values.
4. Click X on the top right of the dialogue box to close the Risk Areas dialogue box.
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Changing snapshot date

By default the Artifact Composition graph is displayed based on the latest data collected from Application
Discovery server. You can view the Transaction Composition table from different snapshots by selecting a
different date from the Date dropdown list on the top header.

Navigating through other projects and regions

A transaction may be associated with other projects and regions. You can view the Artifact Composition
table of these other projects and regions by selecting a project or a region from the Project dropdown list
or the Region dropdown list on the top header.

Navigating through other transactions

There may be other transactions within a project and a region. You can view the Artifact Composition
table of other transactions by selecting a transaction from the Transaction dropdown list on the top
header.

Reviewing the top-ranked artifacts

It is recommended that you review the top-ranked artifacts on the table for analysis. This top-ranked
artifacts indicate the higher risk if there are changes to these artifacts.

The top-ranked artifacts are ranked comprehensively based on three factors:
1. Risk areas analysis.

2. Outlier analysis status.

3. Static metrics sorting

The basic idea of this ranking algorithm can be illustrated in the following figure. For simplicity, a two-
dimensional graph is shown with the x-axis represents Maintainability Index (MI) and the y-axis
represents Unreachable Code (UC). Each solid circle on the graph represents a program artifact with two
metrics: MI and UC.
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« The red rectangle shown on the graph is a risk area. It is defined by a horizontal line (UC > 25%) and a
vertical line (MI < 10), artifacts within the risk area (color labeled as red) are heuristically riskier than
those outside the risk area (color labeled as blue). As such, checking whether a program artifact is in the
risk area is the first factor to calculate the ranking.
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« From the graph, you can also see that there are two red artifacts and four blue artifacts having much
larger distances from the center compared to the others. Such distance is measured by Mahalanobis
Distance, which is a commonly-used distance measurement between a data point and a distribution,
introduced by P. C. Mahalanobis in 1936. These two artifacts can be considered as bad outliers as they
are within risk area and far away from the others. The four blue artifacts can be considered as good
outliers as they are outside the risk area and far away from the others. Thus, checking whether an
artifact is a bad outlier is the second factor in calculating the rank.

Note: ADI may generate false positives, that is, marking good outliers as bad outliers. It usually
happens when you defined improper metrics threshold settings for risk area analysis. It is
recommended that you use the default threshold settings or ask domain experts for advice.

 The last ranking factor is metrics sorting. ADI sorts artifacts by their metric values following this order:
Maintainability Index, Unreachable Code, Cyclomatic Complexity, Number Of Incoming References, and
Number Of Outgoing References.

Comparing the projects within a workbook

ADI allows you to compare up to 5 projects within a workbook. You can use the radar chart to compare
the recent values of project metrics or use the trend line to compare the historical data of project metrics.

Complete the following steps to compare projects within a workbook.

1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

. Select the name of the workbook that you want to view analysis information about.
. On the summary view of that workbook, select the Static Analysis tab if you are not yet on the tab.
. Select up to five projects from the list of projects within the workbook on the left pane to compare.

o b~ W N

. To compare the recent values of project metrics, select Metrics tab under the Static Analysis tab.

a. The radar chart is displayed with the recent values of Cyclomatic Complexity, Total Statement,
Maintainability Index, Unreachable Code, and Delivered Bugs as default.

b. On the left pane, select different metrics to be displayed for each axis from the metric dropdown
list. The radar chart is updated based on the metric you select.

6. To compare the historical data of project metrics, select Trends tab under Static Analysis tab.

a. Three trend charts showing historical value of Unreachable Code, Cyclometic Complexity and
Source Line of Code are displayed on the Trends tab.

b. On the left pane, select different metrics to be displayed for each trend chart. The trend chart is
updated based on the metric you select.

c. Optional: From the Project Aggregation drop-down list, select the aggregation calculation you want
among the following three aggregation calculations available:

« Metric min value: Calculate the minimum value of the metric for all the selected projects.
« Metric max value: Calculate the maximum value of the metric for all the selected projects.
« Metric average value: Calculate the average value of the metric for all the selected projects.

Searching for artifacts in the artifacts composition

You can learn how to search for an Application Discovery program or transaction, which you want to
visualize in the artifact composition map.

Complete the following steps to search for a program or transaction.

1. Click the Menu icon next to the IBM ADI header to open the menu pane.
2. Select Composition Search from the menu pane.

3. Type the name or part of the name of the program or transaction you want to search for in the search
box next to the ADI header.
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4. Under search result page, select Programs and Transactions tab.
5. Optional: Check one or more workbooks on the left pane to scope your search.

6. Search result appears with details. Select a program or transaction, which you want to visualize in the
artifact composition map.

7. Artifact composition map that highlights the artifact you are searching for appears along with the
dialog box that shows the artifact's metrics if available.

Sharing Application Discovery reports
You can instantly share the Application Discovery workbook reports with members within the workbook
for collaboration.
Complete the following steps to instantly share Application Discovery reports.
1. Analyze the static metrics for a workbook as described in “Analyzing static metrics for a workbook” on
page 278.

2. Select the Share icon on the upper right corner of either Overview or Metrics report to share
information on the report.

3. Select the name of members of the workbook that you want to share the report with.

4. Click Share to share report or Cancel to cancel the operation.
Complete the following steps to view the shared report.

1. Expand the drop-down menu from the Notifications icon on the upper right corner of the view.

2. Select the notification message which informs you to review the shared report. The shared report is
displayed.

Analyzing and displaying performance data from SMF and APA data

The operational data from System Management Facility (SMF) and the Application Performance Analyzer
(APA) data are analyzed and displayed in different views. You can navigate through different views of
performance data analysis results for a workbook.

Note: For SMF, ADI only uses SMF record type 30 for analysis.

Before you start this task, you need to add at least one System Management Facility data provider to the
system. For more information, see Chapter 7, “Managing connections, data providers, workbooks, and
notifications,” on page 191.

Navigating through different views of SMF and APA data analysis results

The performance data from System Management Facility (SMF) and Application Performance Analyzer
(APA) data are analyzed and displayed in several views: Workbooks view, Summary view for a workbook,
and Job Analysis view.

Workbooks view

The Workbooks view is the home page of ADI. The page will be displayed after you logging in or you can
get to the Workbooks view by selecting the Workbooks menu from the main menu panel.

The Workbooks view is the view that shows the status of all the workbooks in the system. Each workbook
displays its latest data analysis results from their associated data provider. For the workbooks that are
associated with SMF data provider, a job with the highest CPU time is displayed on the Workbooks view.
For more information, see “SMF and APA related reports and information” on page 288.

Summary view for a workbook

From the Workbooks view, select the name of any workbook that is associated with the SMF data provider
to navigate to the Summary view of a workbook. The SMF related reports is displayed on the System
Management Facility (SMF) tab under Performance tab of the summary view.
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The Summary view of SMF data provider displays performance data of all the jobs in a workbook. You can
click on the column header of the table to sort the data on that column in an ascending or descending
order to view the jobs with performance issues. You can find the following information that displays on

this view:

« CPU time

« Execute Channel Program time count

« Service Units count
« Elapsed time

For more information, see “SMF and APA related reports and information” on page 288.

Job analysis view

From the Summary view of a workbook, select the job name under the Job with Performance Issues
report. The Job analysis view is composed of the graph area and report area. By default, it displays the
trending graphs of the selected job. On the trending graph, when there is an APA report available, the APA
report icon is displayed on the graph. You can select the APA report icon to display APA report on the
bottom of the graphs. For more information, see “SMF and APA related reports and information” on page

288.

SMF and APA related reports and information

You can find the details of reports and information that is displayed for System Management Facility
(SMF) and Application Performance Analyzer (APA) data analysis.

Table 23. System Management Facility (SMF) and Application Performance Analyzer (APA) Reports

Report Name

Description

Displayed Location

Job with highest CPU time

The name of job which has the
highest CPU time within the
scope of a workbook and its CPU
time in seconds.

Workbook view

Jobs with Performance Issues

The table displaying the list of all
the jobs in the scope of a
workbook with their performance
information e.g. CPU time,
executable channel time, service
units and elapsed time count. By
default it sorts by highest CPU
time to lowest CPU time.

Workbook summary view

CPU Time trends

The trends line showing CPU time
for a selected job.

Job analysis view

Executable Channel Program
Time trends

The trends line showing the
count of Execute Channel
Program time for a selected job.

Job analysis view

Total Services Unit trends

The trends line showing the
amount of total service units
consumed by a selected job.

Job analysis view

CPU Services Unit trends

The trends line showing the
amount of CPU service units
consumed by a selected job.

Job analysis view

I/0 Services Unit trends

The trends line showing the
amount of I/0O service units
consumed by a selected job.

Job analysis view
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Table 23. System Management Facility (SMF) and Application Performance Analyzer (APA) Reports
(continued)

Report Name Description Displayed Location

MSO Services Unit trends The trends line showing the Job analysis view
amount of main storage service
units consumed by a selected
job.

SRB Services Unit trends The trends line showing the Job analysis view
amount of Service Request Block
(SRB) service units consumed by
a selected job.

Application Performance The table displaying the list of all
Analyzer report programs within a selected job
with their performance
information e.g. CPU time,
executable channel time count,
service units count and elapsed
time.

Table 24. System Management Facility (SMF) and Application Performance Analyzer (APA) Information

View Information Description
Workbook summary view Job The name of job within a
workbook.
CPU time The amount of time CPU was

used for processing a job.

Executable Program Channel The count of call for low level-

(EXPC) time count device access by a job.

Service Units (SRVU) count The amount of service unit
consumed by a job.

Elapsed time The elapsed time processing a
job.

Job analysis view Program The name of program within a

job.

CPU time The percentage of CPU time used
for processing a program.

Measurements The APA measurement count for
a program.

Description The amount of service unit

consumed by a program.

Analyzing the job performance data

You can analyze the job performance data from System Management Facility (SMF) and Application
Performance Analyzer (APA).

Note: Before you start analyze the job performance data, you need to add at least one workbook with the
associated System Management Facility data provider.

Complete the following steps to view the job performance:
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1. Go to the Workbooks view. By default, you are on the Workbooks view after you log in ADI. If you are
not yet on the Workbooks view, click the Menu icon next to the IBM ADI header, and select
Workbooks from the menu pane that appears.

2. Select the name of the workbook that you want to view analysis information.
3. On the summary view of that workbook, select the Performance tab if you are not yet on the tab.

4. On the Performance tab, select the System Management Facility (SMF) tab if you are not yet on the
tab.

5. View the Job with Performance Issues report on the System Management Facility (SMF) tab. You
can find the following information.

- CPU time in second

« Execute Channel Program (EXCP) time count

« Service Units count

- Elapsed time in second
6. Optional : Search for jobs by the job name in the search box on the top of the table.
7. Select the job name to go to the analysis of the selected job.

8. View the two trends lines to compare the performance data of the selected job. By default, the view
displays the trends of CPU time and Execute Channel Program Time.

9. Optional: Click the label of trend line and select the different data to display such as CPU Service
Units, I/O Service Units, MSO Service Units, and SRB Service Units.

10. Optional : Select the APA report icon on the trends line if it is available on the trend line to view the
APA report that corresponds to the date you selected on the trend line.

11. View the following information of the APA report:
« CPU time in seconds
« Execute Channel Program (EXCP) time count
« Service Units count
- Elapsed time in second
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Chapter 9. Troubleshooting

Troubleshooting helps you identify and solve problems that occur while using ADI.

Limited platform support

This application is built by using the Jazz infrastructure. However, ADI doesn't support all the platforms
that are currently listed as supported for Jazz. For more information about the supported environment for
ADI, see “Hardware and software requirements” on page 103.

Requirements on the pop-up blocker configuration

Currently, when you need to authenticate, the ADI log-on dialog pops up. Therefore, the browser that you
are using must be configured to allow all the pop-up windows from the ADI server machine. In other
words, you do not need to disable your pop-blocker, but you must configure it to allow the pop-up
window from the ADI server. You can typically accomplish it in the browser's preferences settings by
specifying an exception. Another method is to let the browser block the first initial pop-up window and
then click the configuration banner or button that is displayed to inform you that a pop-up window was
blocked. You need to select the option to allow pop-ups from this site in the future and then reload the
page to make the pop-up log-on window appear.

Requirements on a self-signed certificate and browser configurations for the application server
shipping with ADI

After the installation, you need to configure a certificate authority that is a signed or self-signed certificate
for your application server. You need to send instructions to your end users about how to import this
certificate to avoid warnings of errors in their browsers.

« Forinstruction about configuring the certificates, see the Jazz online help: Configuring security
certificates.

« For information about how to configure the certificate, you can follow the same instructions as
described in Configuring security certificates for Report Builder servers.

- For information about how to configure a browser for such self-signed certificates, follow the
instructions in Importing certificates and configuring browsers for Report Builder reports.

Login problem after setting up ADDI

After you set up IBM ADDI, you need to restart the server. Otherwise, you will not be able to log in with
the correct credentials and IBM ADDI will request you for re-authentication. When you open the ADT
installation folder\adi\server\liberty\servers\clm\logs\addi-bzxd.log, youcan see
the warning of "Failed authentication with Jazz server". To restart the server, complete the following
steps:

1. Navigate to the <unzipped-adi-installer>/adi/sexver directory.
2. Shut down the server by running the sexver. shutdown script.

3. Restart the server after the you shut down the server successfully by running the server.startup
script.

Icon display error on ADI browser page

ADI uses a custom font to display all of its icons and browser settings might prevent the custom font from
being downloaded. In that case, when you browse ADI, the UI might be filled with strange characters and
numbers that don't make sense. Therefore, you need to make sure that your browser preferences are set
to allow pages to choose their own fonts. This icon display error occurs in Mozilla Firefox browser.

To verify that your Mozilla Firefox browser is configured to download the custom font, make sure that the
following settings are correct:
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1. Select Tools>Options.
2. Select Content in the left navigation area.
3. In the Fonts & Colors section, click Advanced....

4. On the Fonts window, verify that the checkbox for Allow pages to choose their own fonts, instead of
my selections above is selected and then press OK.

SQL error (SQLCODE = -964) on massive data update transactions for DB2

When you perform massive DB2 update transactions, for example, deleting a data provider with 200,000
entries, you might observe SQL error with error code -964. The possible cause for the error is that your
DB2 log setting is wrong or too restrictive. To solve this issue, you need to increase the size of your
transaction logs. You can refer to the following sample statements to increase log size, supposing the
name of your DB2 data warehouse is "DW".

- db2 get db cfg for DW
« db2 update db cfg for DW using LOGPRIMARY 64
« db2 update db cfg for DW using LOGSECOND 192

Note: The total number of primary logs plus secondary logs cannot exceed 256. It is recommended to set
larger secondary log size since they are constantly cleared by DB2.

Migration error (Error 503: CRJAZ1173W) when migrating from ADI 1.0.1 or ADI 1.0.1 ifix01 to ADI
1.0.2

When you complete the migration steps, start the new server, and navigate to the applications main page:
https://servername:9443/adi/web, you might hit the following error.

Exrror 503: CRJAZ1173W The com.ibm.team.repository.service.internal.IlLogoutRestService service is
not available.

This error is caused by services trying to access Jazz Team Server (JTS) root services too early in the
application. This means that JTS is not fully started and the root services that are required for
authentication are not yet available.

To fix the error, you should try the following steps:

1. Open a browser and navigate to the JTS admin page: https://servername:9443/jts/admin to
ensure that Jazz Team Server is fully started.

2. If you can successfully access the JTS admin page, you can retry accessing the applications main
page: https://servername:9443/adi/web.

3. Review the progress of migration tasks in the log file located in adi102/server/logs/adi.log to verify
that your data is migrated successfully.

4. Confirm that these two lines are shown in the log.
CRIDAOGO59I The DIMEZ warehouse schema validation has completed.
and
CRIDAGO52I Completed checking the ADI data migration status.

5. If you find errors in the log, review the error message to understand the nature of the problem. Contact
technical support to get further help with any migration error messages.

Incorrect statuses of business terms after the migration from ADI 5.1.0 to ADI 5.1.0.2

The statuses of business terms in V5.1.0 are not preserved after you migrate from ADI V5.1.0 to ADI
V5.1.0.2. You need to manually correct the statuses based on the following mapping.
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Table 25. The status mapping between V5.1.0 and V5.1.0.2

V5.1.0 Status V5.1.0.2 Status
New Waiting For Approval
In Progress New

Waiting For Approval Rejected

Approved In Progress
Rejected Approved

A DB2 problem after the migration from ADI 5.1.0 to ADI 5.1.0.2 or later versions

After you migrate from ADI V5.1.0 to ADI V5.1.0.2 or later versions, you might fail to save the association
between a code snippet and a business term due to a DB2 problem. The problem might occur when you
try to complete the following steps:

1. Create a Business Rules Discovery data provider and a workbook.
2. Navigate to the Keyword details page.
3. Associate a code snippet to a business term.

You might find the association cannot be saved and nothing happens when you click the Save button. If
you check the ADI server console log, you might find the following error messages:

org.springframework.web.util.NestedServletException: Request processing failed; nested
exception is org.hibernate.exception.GenericJDBCException: could not extract ResultSet

and

ERROR org.hibernate.engine.jdbc.spi.SqlExceptionHelper - DB2 SQL Error: SQLCODE=-668,
SQLSTATE=57016, SQLERRMC=7;ADDI.OCCURRENCE, DRIVER=4.21.29

As a workaround to the problem, an ADI server admin and a DB2 admin should complete the following
steps:

1. Navigate to the <unzipped-adi-installer>/adi/sexvex directory.
2. Shut down the server by running the server. shutdown script.
3. Start the DB2 command line processor and run the following commands.

a. Run CONNECT command to connect to the ADI warehouse database.
DB2 CONNECT TO <ADI warehouse database name>

b. Run REORG TABLE command to reorganize the table.
DB2 REORG TABLE ADDI.OCCURRENCE

¢. Run DISCONNECT command to disconnect from the ADI warehouse database.
DB2 DISCONNECT <ADI warehouse database name>

4. Navigate to the <unzipped-adi-installer>/adi/sexrver directory.
5. Start the server by running the server.startup script.

Error in importing archive files from a Mac machine

When you create an archive file on a Mac machine, a metadata file will be created in th archive file. You
can import that file to ADI but an error message will occur because ADI doesn't understand the metadata
file.

You can ignore the error message. The import function is still working correctly.
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Application log files

Application logs contain important information about the JTS server and ADI server applications. Consult
the application logs when you encounter errors in the application. If there is an error ID associated with
the error message, the administrator can search for that ID in the application logs to ensure the
appropriate message is being investigated. IBM Support may request log levels be adjusted for ADI
application.

Perform the following steps to adjust the log levels.

1. Browse to Installed_ADI_folder > adi > server > conf > adi and edit logdj.properties
files.

2. Go to the line 17 on the log4j.properties and switch the log level from WARN to INFO.
Other key log files are available to collect to aid the troubleshooting. The key log files are:

- Log file for ADI application: Installed_ADI_folder\adi\server\liberty\servers\clm\logs
\adi.log

» Log file for JTS: Installed_ADI_folder\adi\server\liberty\servers\clm\logs\jts.log

« Log file for ADI data collection: Installed_ADI_folder\adi\server\confl\adi\logs\adi-
collections.log

« Log file to check which patches have been applied: Installed_ADI_folder\adi\server\liberty
\servers\clm\logs\adi-patch.log

Slow performance of OMEGAMON for CICS data provider

If you collect many months of data for millions of transactions from an OMEGAMON for CICS data
provider, you might see a slowdown for the Transactions with Performance and Reliability Issues
viewlet. For DB2 database, you can apply the following scripts to generate additional indexes and
constraints that improve the performance significantly.

If you create your database with ADI V5.0.3 or earlier versions, run the following scripts.

CREATE INDEX "DIMEZ"."IDX1712012235210" ON "DIMEZ"."FACTTRANSACTIONMETRICS" ( "SERVICECLASS",
"PLEX", "SNAPSHOT" ) ALLOW REVERSE SCANS COLLECT STATISTICS;

CREATE INDEX "DIMEZ"."IDX1712012235540" ON "DIMEZ"."FACTTRANSACTIONMETRICS" ( "SNAPSHOT",
"NUMTRANSEXCRESPTIMEGOAL", "NUMABENDS", "DB2WAIT", "FILEWAIT", "AVGCPUTIME",
"AVGRESPONSETIME" , "TOTALTRANSACTIONS", "TRANSACT", "MAXBUCKET", "SERVICECLASS", "PLEX" )
ALLOW REVERSE SCANS COLLECT STATISTICS;

CREATE INDEX "DIMEZ"."IDX1712020039000" ON "DIMEZ"."FACTTRANSACTIONMETRICS" ( "SERVICECLASS",
"NUMTRANSEXCRESPTIMEGOAL", "SNAPSHOT", "TRANSACT", "MAXBUCKET", "PLEX") ALLOW REVERSE SCANS
COLLECT STATISTICS;

ALTER TABLE DIMEZ.FACTTRANSACTIONMETRICS ALTER COLUMN SERVICECLASS SET NOT NULL;
ALTER TABLE DIMEZ.FACTTRANSACTIONMETRICS ALTER COLUMN MAXBUCKET SET NOT NULL;
ALTER TABLE DIMEZ.FACTTRANSACTIONMETRICS ALTER COLUMN PLEX SET NOT NULL;

CALL SYSPROC.ADMIN_CMD('REORG TABLE DIMEZ.FACTTRANSACTIONMETRICS');

ALTER TABLE DIMEZ.FACTTRANSACTIONMETRICS ALTER COLUMN SNAPSHOT SET NOT NULL;
ALTER TABLE DIMEZ.FACTTRANSACTIONMETRICS ALTER COLUMN TRANSACT SET NOT NULL;
CALL SYSPROC.ADMIN_CMD('REORG TABLE DIMEZ.FACTTRANSACTIONMETRICS');

In addition, if you create your database with ADI V5.0.2 or earlier versions, run the following scripts to
perform an additional operation.

CREATE INDEX "DIMEZ"."IDX1705190119390" ON "DIMEZ"."FACTTRANSACTIONMETRICS" ( "SERVICECLASS"
ASC, "NUMTRANSEXCRESPTIMEGOAL" ASC, "NUMABENDS" ASC, "DB2WAIT" ASC, "FILEWAIT" ASC,
"AVGCPUTIME" ASC, "AVGRESPONSETIME" ASC, "TOTALTRANSACTIONS" ASC, "SNAPSHOT" ASC, "TRANSACT"
ASC, "MAXBUCKET" ASC, "PLEX" ASC ) ALLOW REVERSE SCANS COLLECT STATISTICS

Verifying the Elasticsearch server is running

Starting from V5.0.4, ADI integrates Elasticsearch in it and requires that elasticsearch server is always up
and running in the background. The Elasticsearch server is started by default when you start ADI
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application. You can easily verify that the Elasticsearch server is running through one of the following two
methods.

« Open your browser and navigate to http://localhost:9200/?pretty.

« Open your terminal/command prompt and run the command cuxl http://localhost:9200/?
pretty.

If a JSON response is returned successfully, you can confirm that Elasticsearch server is up and running.

If you don't see a JSON response that is returned, you can conclude that the Elasticsearch server is not
running. You need to investigate further to resolve this issue.

Note: For more information about what went wrong, refer to the Elasticsearch log files.

Elasticsearch log files

Elasticsearch log files contain important information about the Elasticsearch server that can help you
troubleshoot errors pertaining to running/starting the Elasticsearch server.

You can find the Elasticsearch log files in the Installed ADI folder/adi/elasticsearch/logs
folder.

Elasticsearch failing to startup

When you start ADI application, you might notice an error message in the console stating that
Elasticsearch failed to start. This error message might be different for different operating systems. Check
the following tips for each operating system on how to resolve these errors.

Windows

On a Windows operating system, Elasticsearch is run as a background service. During ADI application
startup, the "adi-elasticsearch" Windows service is installed and started. If you notice an error in the
command prompt, such as “Failed to install '‘adi-elasticsearch' service” or "Failed to start 'adi-
elasticsearch' service", then it means that something went wrong while you were installing or starting the
"adi-elasticsearch" service.

To resolve this error, complete the following steps.

1. Verify if the Elasticsearch is running or not. You can perform this task by following the steps provided
in the previous section of Verifying Elasticsearch server is running .

2. If the Elasticsearch is not running, review the Elasticsearch log files to understand what went wrong
while you were installing or starting up the Elasticsearch service. You can find the Elasticsearch log
filesinthe Installed ADI folder/adi/elasticsearch/logs folder.

3. Fix the errors reported in the log files.
4. Stop and restart ADI application server.

5. Verify if the Elasticsearch service is installed and started successfully this time. To confirm it, verify
that you see The service 'adi-elasticsearch' has been installed. and The service
'adi-elasticsearch' has been started. messagesin the command prompt or complete the
steps as described in the Verifying Elasticsearch server is running section.

6. If you are unable to understand the nature of the problem, complete the steps described in the
following Workaround section.

Linux

On a Linux operating system, Elasticsearch is run in the background as a daemon process and it is started
during ADI application startup. If you notice any errors related to Elasticsearch in the terminal during
startup, then it might indicate that something went wrong when you start the Elasticsearch.

To resolve this error, complete the following steps.

1. Verify if the Elasticsearch is running or not. You can perform this task by following the steps provided
in the previous section of Verifying Elasticsearch server is running .
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2. If the Elasticsearch is not running, review the Elasticsearch log files to understand what went wrong
while you were installing or starting up the Elasticsearch service. You can find the Elasticsearch log
filesinthe Installed ADI folder/adi/elasticsearch/logs folder.

3. Fix the errors reported in the log files.
4. Stop and Restart ADI application server.

5. Verify if the Elasticsearch service is installed and started successfully this time. To confirm it,
complete the steps as described in the Verifying Elasticsearch server is running section.

6. If you are unable to understand the nature of the problem, complete the steps described in the
following Workaround section.

Workaround

If you are unable to understand the nature of the problem, contact technical support to get further
help. IBM Support might request ADI application or Elasticsearch log files for reference. Therefore, you
need to preserve a copy of these log files from the session when you encountered these issues.

As a workaround, you can complete the following steps to start the Elasticsearch server manually in a
separate terminal/command prompt.

1. Open terminal/command prompt and navigate to the Installed ADI folder/adi/
elasticsearch by running the following command:

cd Installed ADI folder/adi/elasticsearch
2. In the current directory, start the Elasticsearch server by running the following command.

startes

After you complete these steps, you can start the Elasticsearch server successfully and continue to
use ADI application.

Huge Elasticsearch log files

If you are not able to access the Enterprise Artifact data or keywords information and start seeing various
500 internal server error messages, check the size of your Elasticsearch log file. If the size of
Elasticsearch log file is a lot larger than usual, complete the following steps:

1. Update the rootLoggexr.level property to be errox logger level:

a. Openthe log4j2.propertiesfileinthe Installed ADI folder/adi/elasticsearch/
config path.

b. Update the rootLogger.level property as rootLogger.level = error.
2. Investigate if any zombie ADI Java processes that might lock Elasticsearch data folder are running.
3. Terminate the zombie ADI Java processes if any.

Note: Avoid deleting anything in the adi\elasticsearch\data folder, unless you want to clean
Elasticsearch server for a fresh restart.

Problems with running ADI application on Linux using port 80 or port 443

Starting from ADI V5.0.4, the Elasticsearch is started by default during ADI application server startup. The
startes script is used on Linux to start Elasticsearch as a non-root user when the rest of ADI is started
as a root user.

ADI application cannot be configured (jts/setup) as a non-root user. On Linux, ports below 1024 can
be opened only by a root user. If you have problems to run your ADI application on Linux by using port 80
or port 443, make sure that you run the ADI application server as a root user.

If you run ADI application on Linux by using port 80 or port 443 as a root user, the Elasticsearch server
startup will fail because Elasticsearch cannot be run as a root user. In this case, you need to complete the

296 IBM Application Delivery Intelligence for IBM Z : User Guide



following steps to make a non-root user as the owner of the Elasticsearch directory and start it manually
in a separate terminal.

1. Open terminal and run the following command to navigate to the Installed ADI folder/adi/
elasticsearch:

cd Installed ADI folder/adi/elasticsearch

2. In the current directory, run the following command to change the ownership to a non-root user.
chown -R non-root user .

3. Run the following command to switch to the non-root user.
su non-root user

4. Run the following command to start the Elasticsearch server.

startes

Note: If you are using SSH, you need to keep the session alive. Otherwise, the Elasticsearch will
terminate when you quit the SSH connection.

After you complete the previous steps, your ADI application server will run as a root user while your
Elasticsearch server will run separately as a non-root user.

Troubleshooting tip

For more troubleshooting information on ADI, you can check the Q&As on dW Answers page.
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Chapter 10. Providing feedback

You can provide feedback to ADI by sending an email, opening a Service Request, or sending a Request
For Enhancement (RFE).

Sending an email

Complete the following steps to send an email to ADI.

1. Log in to ADI with your user ID and password.

2. Click the Menu icon next to the IBM ADI header to open the menu panel.

3. Click Feedback from the menu panel.

4. Select Send Email from the dropdown menu. Your default email program is opened with the default
recipient and subject.

Opening a Service Request

In the case that you have problems or issues and need ADI support, you can open a Service Request. You
need to have an IBM ID and password to open a Service Request. You can register your IBM ID at IBM
site.

Complete the following steps to open a Service Request to ADI.
1. Login to ADI with your user ID and password.
2. Click the Menu icon next to the IBM ADI header to open the menu pane.

3. Click Feedback from the menu panel.

4. Select Open Service Request from the dropdown menu. You will be redirected to the Service Request
submission page on IBM site.

Sending a Request for Enhancement (RFE)

In the case that you want to request or suggest an enhancement of ADI capabilities, you can submit a
Request for Enhancement. You need to have an IBM ID and password to open a request. You can register
IBM ID at IBM site.

Complete the following steps to open a Request for Enhancement for ADI.
1. Login to ADI with your user ID and password.
2. Click the Menu icon next to the IBM ADI header to open the menu pane.

3. Click Feedback from the menu panel.

4. Select Request for Enhancement from the dropdown menu. You will be redirected to the Servers and
Systems Software RFE Community on IBM site.
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Chapter 11. Accessibility features for ADI

Accessibility features assist users who have a disability, such as restricted mobility or limited vision, to
use information technology content successfully.

Accessibility features
ADI includes the following major accessibility features:

« Keyboard-only operation
» Operations that use a screen reader

ADI uses the latest W3C Standard, WAI-ARIA 1.0 (http://www.w3.org/TR/wai-aria/), to ensure
compliance to US Section 508 (http://www.access-board.gov/guidelines-and-standards/
communications-and-it/about-the-section-508-standards/section-508-standards), and Web Content
Accessibility Guidelines (WCAG) 2.0 (http:/www.w3.org/TR/WCAG20/). To take advantage of
accessibility features, use the latest release of your screen reader in combination with the latest web
browser that is supported by this product.

The ADI online product documentation in IBM Knowledge Center is enabled for accessibility. The
accessibility features of IBM Knowledge Center are described at https://www.ibm.com/support/
knowledgecenter/en/about/releasenotes.html#accessibility.

Keyboard navigation
This product uses standard navigation keys.
ADI uses Tab and Return as the keyboard shortcuts.

To enable keyboard navigation on Apple Mac OS X for your browser, click System Preferences >
Keyboard > Shortcuts, and select the All controls radio box at the bottom of the dialog.

Related accessibility information

In addition to standard IBM help desk and support websites, IBM has established a TTY telephone
service for use by deaf or hard of hearing customers to access sales and support services:

TTY service
800-IBM-3383 (800-426-3383)
(within North America)

IBM and accessibility

For more information about the commitment that IBM has to accessibility, see IBM Accessibility
(www.ibm.com/able).
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Chapter 12. Notices

This information was developed for products and services offered in the US. This material might be
available from IBM in other languages. However, you may be required to own a copy of the product or
product version in that language in order to access it.

IBM may not offer the products, services, or features discussed in this document in other countries.
Consult your local IBM representative for information on the products and services currently available in
your area. Any reference to an IBM product, program, or service is not intended to state or imply that only
that IBM product, program, or service may be used. Any functionally equivalent product, program, or
service that does not infringe any IBM intellectual property right may be used instead. However, it is the
user's responsibility to evaluate and verify the operation of any non-IBM product, program, or service.

IBM may have patents or pending patent applications covering subject matter described in this
document. The furnishing of this document does not grant you any license to these patents. You can send
license inquiries, in writing, to:

IBM Director of Licensing

IBM Corporation

North Castle Drive, MD-NC119
Armonk, NY 10504-1785

us

For license inquiries regarding double-byte character set (DBCS) information, contact the IBM Intellectual
Property Department in your country or send inquiries, in writing, to:

Intellectual Property Licensing

Legal and Intellectual Property Law

IBM Japan Ltd.

19-21, Nihonbashi-Hakozakicho, Chuo-ku
Tokyo 103-8510, Japan

INTERNATIONAL BUSINESS MACHINES CORPORATION PROVIDES THIS PUBLICATION "AS IS"
WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO,
THE IMPLIED WARRANTIES OF NON-INFRINGEMENT, MERCHANTABILITY OR FITNESS FOR A
PARTICULAR PURPOSE. Some jurisdictions do not allow disclaimer of express or implied warranties in
certain transactions, therefore, this statement may not apply to you.

This information could include technical inaccuracies or typographical errors. Changes are periodically
made to the information herein; these changes will be incorporated in new editions of the publication.
IBM may make improvements and/or changes in the product(s) and/or the program(s) described in this
publication at any time without notice.

Any references in this information to non-IBM websites are provided for convenience only and do not in
any manner serve as an endorsement of those websites. The materials at those websites are not part of
the materials for this IBM product and use of those websites is at your own risk.

IBM may use or distribute any of the information you provide in any way it believes appropriate without
incurring any obligation to you.

Licensees of this program who wish to have information about it for the purpose of enabling: (i) the
exchange of information between independently created programs and other programs (including this
one) and (ii) the mutual use of the information which has been exchanged, should contact:

IBM Director of Licensing

IBM Corporation

North Castle Drive, MD-NC119
Armonk, NY 10504-1785

us
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Such information may be available, subject to appropriate terms and conditions, including in some cases,
payment of a fee.

The licensed program described in this document and all licensed material available for it are provided by
IBM under terms of the IBM Customer Agreement, IBM International Program License Agreement or any
equivalent agreement between us.

Information concerning non-IBM products was obtained from the suppliers of those products, their
published announcements or other publicly available sources. IBM has not tested those products and
cannot confirm the accuracy of performance, compatibility or any other claims related to non-IBM
products. Questions on the capabilities of non-IBM products should be addressed to the suppliers of
those products.

Statements regarding IBM's future direction or intent are subject to change or withdrawal without notice,
and represent goals and objectives only.

AlL IBM prices shown are IBM's suggested retail prices, are current and are subject to change without
notice. Dealer prices may vary.

This information is for planning purposes only. The information herein is subject to change before the
products described become available.

This information contains examples of data and reports used in daily business operations. To illustrate
them as completely as possible, the examples include the names of individuals, companies, brands, and
products. All of these names are fictitious and any similarity to actual people or business enterprises is
entirely coincidental.

COPYRIGHT LICENSE:

This information contains sample application programs in source language, which illustrate programming
techniques on various operating platforms. You may copy, modify, and distribute these sample programs
in any form without payment to IBM, for the purposes of developing, using, marketing or distributing
application programs conforming to the application programming interface for the operating platform for
which the sample programs are written. These examples have not been thoroughly tested under all
conditions. IBM, therefore, cannot guarantee or imply reliability, serviceability, or function of these
programs. The sample programs are provided "AS IS", without warranty of any kind. IBM shall not be
liable for any damages arising out of your use of the sample programs.

Each copy or any portion of these sample programs or any derivative work must include a copyright
notice as follows:

© (your company name) (year).

Portions of this code are derived from IBM Corp. Sample Programs.

© Copyright IBM Corp. _enter the year or years_.

Trademarks

IBM, the IBM logo, and ibm.com are trademarks or registered trademarks of International Business
Machines Corp., registered in many jurisdictions worldwide. Other product and service names might be
trademarks of IBM or other companies. A current list of IBM trademarks is available on the web at
"Copyright and trademark information" at www.ibm.com/legal/copytrade.shtml.
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