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Data masking

Use the Data Masking stage to mask sensitive data that must be included for analysis, in research, or for the development of new software. By using this pack, you can comply with company and government standards for data privacy, including the Sarbanes-Oxley (SOX) Act (and its equivalents around the world).

Overview

The Data Masking stage has a variety of predefined masking policies to mask different types of data.

These predefined data masking policies can be used to mask information in one of the following data types:

- **Context-aware data types**
  Context-aware business data types such as email addresses, national identification numbers, or credit card numbers.

- **Generic data types**
  Generic data types such as dates or text strings are supported.

Some of the key features of the Data Masking stage are:

- Consistently mask an identifier in all data sources across the enterprise.
- Mask individual records, while maintaining analytical integrity.
- Mask data values with fictional but valid values for data types or business element types, while maintaining application integrity.
- Mask data repeatedly, while maintaining the referential integrity.
- Create masked test databases.
Installing and configuring

The Data Masking stage requires Optim Data Privacy Providers, which is a library to mask privacy data. To use the Data Masking stage, you must install Optim Data Privacy Providers on the InfoSphere Information Server engine tier.

For more information about installing and configuring, see [Installation instructions](#).

Designing a data masking job

You must create Data Masking stage jobs in order to assign data masking policies to relevant columns. You must also set up column definitions for stage operations.

A Data Masking stage job contains:

**Input link**

- The input source can be a file, database or any other supported stage.

**Output link**

- The output source can be a file, database or any other supported stage.

**Reject link**

- When a reject link is configured, invalid and rejected records are copied to this file or any other supported stage.

A Data Masking stage job can be created in one of the following ways:
**One input link and one output link**

The Data Masking stage job represented in the following image is a simple job with one input link and one output link.

When a column is associated with a masking policy, data in that column is masked in the Data Masking stage.

**One input link, one output link, and one reject link**

The Data Masking stage job represented in the following image contains one input link, one output link, and one reject link:

If the input source data fails to validate, an error occurs. When a reject link is configured in the job, the record with the invalid data is copied to the configured destination. You can configure the error handling behavior in the stage property.

**Creating a data masking job**

Use the Masking Policy Editor to create the Data Masking stage job.

**Procedure**

1. From the Designer client, select **File > New**.
2. Select the **Parallel Job** icon, and click **OK**.
3. In the Parallel Job canvas, create input, output, and optionally reject stages.
4. In the Designer client palette area, click **Processing**.
5. In the processing section of the palette, select the **Data Masking** stage icon and drag the stage to your open job. Position the stage in between the input, output, and reject stages.
6. Link the different stages.
7. Rename the links and stages.
8. Select **File > Save** to save the job.

**What to do next**

“Setting up column definitions”

**Setting up column definitions**

You can create a set of columns and save the column definitions for later use, or load predefined column definitions. When the column definitions of output columns of Data Masking stage are saved or loaded, the data masking policy is saved or loaded along with other metadata.

**Before you begin**

“Creating a data masking job” on page 3

**Procedure**

1. On the parallel canvas, double-click the Data Masking stage icon.
2. Select the input link.
3. On the **Columns** tab, modify the columns grid to specify the metadata that you want to define.
   a. Right-click within the grid, and select **Properties** from the menu.
   b. In the Grid properties window, select the properties and the order in which you want the selected properties to be displayed. Then, click **OK**.
4. To save the column definitions as a table definition in the repository:
   a. Click **Save**.
   b. In the Save Table Definition window, enter the appropriate information, and then click **OK**.
   c. In the Save Table Definition As window, select the folder where you want to save the table definition, and then click **Save**.
5. To load column definitions from the repository:
   a. Click **Load**.
   b. In the Table Definitions window, select the table definition to load, and click **OK**.
   c. In the Select Columns window, use the arrow buttons to move columns from the **Available columns** list to the **Selected columns** list. Click **OK**.

**What to do next**

“Configuring stage properties” on page 5
Configuring stage and link properties

Every Data Masking stage job contains stages and links representing the flow of data. The links join the various stages in a job together and are used to specify how data flows when the job is run. The Data Masking stage job has an input link, output link and a reject link.

Configuring stage properties

When you create a Data Masking stage job, you can configure actions that you want to be performed when validation errors occur. Validation errors can include errors caused by invalid source data formats.

Before you begin

“Creating a data masking job” on page 3

Procedure

1. On the parallel canvas, double-click the Data Masking stage icon.
2. On the Properties tab, use the Fail on Validation Error field to specify how you want to handle validation errors. Selecting Fail aborts the job if validation errors occur, and Continue copies records to the reject link, when a reject link exists, or to the output link, when a reject link does not exist.
3. Optional: If you selected Continue in the previous step, then in the Warning field, select the options to log warning messages.
4. Click OK to save the changes.

Configuring the output link

The properties on an output link define the data to be read from a data source. When the data masking policy is applied to a column, the output link displays the applied policy. If you want to use the hash lookup data masking policy, you must configure data source connection properties and the usage properties in the output link.

Before you begin

“Creating a data masking job” on page 3

Procedure

1. On the parallel canvas, double-click the Data Masking stage icon.
2. Select the output link.
3. To configure a connection to the database:
   a. On the Properties tab in the Connectors section, select the database.
   b. Select Variant.
   c. Specify details of the database that you want to connect to.
4. To configure reference table properties:
   a. On the Properties tab in the Usage Properties section, select the Source column for Hash Key generation field, then select the source column from Available columns. The value from the specified column is used to generate a hash key.
   b. In the Table name field, specify the table that you want to use for hash lookup.
c. Optional: In the Seed Value field, specify a value. A seed value is used to generate a hash key value. The seed value must be an integer from 0 to 2,000,000,000. The default value is -1, which means that no seed is used.

d. In the Hash key column name field, specify the name of the hash key column in the reference table.

e. To add additional reference tables, right click one of the numbered tables, and select Add Property Value.

f. To delete a reference table, right click the numbered table you want to delete, and select Remove Property Value.

5. Click OK to save the connection information.

Configuring the reject link

If you create a job with the reject link, the records rejected due to validation errors are copied to the reject link.

Before you begin

“Creating a data masking job” on page 3

Procedure

1. On the parallel canvas, double-click the Data Masking stage icon.

2. Select the reject link.

3. On the Reject tab, select ERRORCODE or ERRORTEXT, or both, in the Add to reject row section to specify the error code and the corresponding error message to describe the reason for rejection in the error message.

4. In the Reject From Link field, select the input link.

5. In the Abort when field, specify when you want to stop a job because of too many rejected rows.

6. Click OK to save.

Assigning a data masking policy to a column

Use the Masking Policy Editor to assign the data masking policies to the relevant columns.

Before you begin

“Creating a data masking job” on page 3

Procedure

1. On the parallel canvas, double-click the Data Masking stage icon.

2. Select the output link.

3. Select the Columns tab.

4. Click the Masking Policy Editor button. The Masking Policy Editor is displayed.

5. In the Output Column field, select the column whose data you want to mask.

6. In the Masking Policy option, select the required data masking policy.

7. In the Masking Policy Options section, configure the parameters for the data masking policy.

8. Click OK to save the changes.
What to do next

"Compiling and running data masking jobs"

Compiling and running data masking jobs

You must compile the Data Masking stage jobs into executable scripts that you can schedule and run.

Procedure

1. In the InfoSphere® DataStage® and QualityStage® Designer Client, open the Data Masking stage job that you want to compile.
2. Click the Compile icon.
3. If the Compilation Status area shows errors, edit the job to resolve the errors. After resolving the errors, click Re-compile.
4. When the job compiles successfully, click the Run icon, and specify the job run options:
   a. Specify the job parameters as required.
   b. Optional: Click Validate to verify if the job can run successfully.
   c. Click Run to extract, convert, or write data.
5. To view the results of validating or running a job:
   a. In the InfoSphere DataStage and QualityStage Designer Client, select Tools > Run Director to open the Director client
   b. In the Status column, verify that the job was validated or completed successfully.
   c. If the job or validation fails, select View > Log to identify any runtime problems.
6. If the job has runtime problems, fix the problems, recompile, validate (optional), and run the job until it completes successfully.

Setting up sample reference tables

The Data Masking stage includes sample reference data for hash lookup in a CSV file that you can import into the IBM® InfoSphere DataStage and QualityStage Designer Client.

About this task

You can use your own reference data for the hash lookup masking policy or set up the sample reference tables. The sample reference tables include the following data:

Address
Sample address data for Australia (AU), Canada (CA), Germany (DE), Spain (ES), France (FR), Italy (IT), Japan (JP), United Kingdom (UK), and United States of America (USA).

Name – First name, Last name
Sample name data includes first name, male first name, female first name, and last name for the supported countries.

Company name
Company name in English.

Personal Information
A set of data associated to a person in a record. For example, the personal
information for the USA contains information such as first name, last name, company name, national identification number, gender, phone number, birth date, and email address.

**Procedure**
1. Set up a database to store the reference data, and create an ODBC DSN for this database.
2. Uncompress the sample_reference_data.zip file on the engine tier machine.
4. Import the setup_dsjobs.dsx file in the IBM InfoSphere DataStage and QualityStage Designer Client.
5. Compile and run all the imported jobs in the IBM InfoSphere DataStage and QualityStage Designer Client. The sample jobs create tables and store the reference data.

---

**Data masking policies**

The Data Masking stage provides a variety of predefined data masking policies.

**Credit card number data masking policy**

The credit card number data masking policy generates an appropriate mask for credit card numbers based on the source data. The Data Masking stage supports data masking for American Express, MasterCard, Visa, and Discover credit cards.

**Supported data types**

The credit card number masking policy can be applied to one of the following data types:

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td></td>
<td>13 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters.</td>
</tr>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>13 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters.</td>
</tr>
<tr>
<td>NChar</td>
<td></td>
<td>13 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters.</td>
</tr>
<tr>
<td>VarChar</td>
<td></td>
<td>13 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters.</td>
</tr>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>13 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters.</td>
</tr>
<tr>
<td>NVarChar</td>
<td></td>
<td>13 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters.</td>
</tr>
<tr>
<td>BigInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
</tbody>
</table>
Masking policy options

Mask Mode

Use one of the following options to specify modes of masking data:

Repeatable Masking
The first four digits of the credit card number are copied from the source to the output and the rest of the digits are masked. This type of masking is repeatable for data from the same source, regardless of the order.

Use 4 issuer digits
The first four digits of the credit card number are copied from the source to the output. The remaining part of the credit card number is appended with the masked account number and a check digit. A check digit is a digit added to a number that validates the authenticity of the number. When this option is used, different runs for the same input can result in different numbers. The uniqueness of the number is guaranteed only when the Data Masking stage job runs in the sequential mode or runs on one node.

Use 6 issuer digits
The first six digits of the credit card number are copied from the source to the output. The remaining part of the credit card number is appended with the masked account number and a check digit. When this option is used, different runs for the same input can result in different numbers. The uniqueness of the number is guaranteed only when the Data Masking stage job runs in the sequential mode or runs on one node.

Examples

The following examples show what the masked data might look like after the masking policy is applied. In these examples, the original value is 3400 1100 0000 063.

Table 2. Data masking examples for credit card number

<table>
<thead>
<tr>
<th>Parameter</th>
<th>Example of masked data</th>
</tr>
</thead>
<tbody>
<tr>
<td>Repeatable masking</td>
<td>3400 1065 4300 068</td>
</tr>
<tr>
<td>Use 4 issuer digits</td>
<td>3400 4100 0000 011</td>
</tr>
<tr>
<td>Use 6 issuer digits</td>
<td>3400 1165 4300 066</td>
</tr>
</tbody>
</table>

Email address data masking policy

The email address data masking policy generates an appropriate mask for source email addresses. You can mask the entire email address, only the user name, or only the domain name.

Supported Data Types

The email address data masking policy can be applied to one of the following data types:

Table 3. Supported data types for the email address data masking policy

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td>3 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
</tbody>
</table>
### Table 3. Supported data types for the email address data masking policy (continued)

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>3 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>NChar</td>
<td></td>
<td>3 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>3 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>NVarChar</td>
<td></td>
<td>3 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
</tbody>
</table>

## Masking policy options

**Mask Mode**

Use one of the following options to specify modes of masking data:

- **All**: Masks the entire email address. This is the default option.
- **User name only**: Masks only the user name. The domain name is copied from the source data.
- **Domain name only**: Masks only the domain name. The user name is copied from the source data.

**Domain Name**

Specify the following information if you selected the **All** or **Domain name only** option for the **Mask Mode** option.

- **Domain Mask Mode**
  - Select **Auto-generated domain name** to automatically generate the domain name. This is the default option.
  - Select **Selected from a list of domain names** to select the domain name from a list of large email service providers.

- **Seed**: Seed value in integer up to 31 digits.

### Examples

The following examples show what the masked data might look like after the masking policy is applied. In these examples, the original value is lewis.maria@university.edu.

<table>
<thead>
<tr>
<th>Parameter</th>
<th>Example of masked data</th>
</tr>
</thead>
<tbody>
<tr>
<td>All</td>
<td><a href="mailto:bkfgohrnrtseqq85@bkgiplpsrhsl16.org">bkfgohrnrtseqq85@bkgiplpsrhsl16.org</a></td>
</tr>
<tr>
<td>User name only</td>
<td><a href="mailto:hhdighponbprc100@university.edu">hhdighponbprc100@university.edu</a></td>
</tr>
<tr>
<td>Domain name only</td>
<td><a href="mailto:Lewis.Maria@bkgiplpsrhsl16.org">Lewis.Maria@bkgiplpsrhsl16.org</a></td>
</tr>
</tbody>
</table>

**US national ID data masking policy - National ID (US)**

The national identification number for USA is the Social Security number. The US national ID data masking policy generates an appropriate mask for the Social Security numbers based on the source data.
The Social Security number is represented in AAA-GG-SSSS format, where, AAA indicates the three digit area code, GG indicates the two digit group code, and SSSS indicates the four digit serial number.

**Supported data types**

The National ID (US) data masking policy can be applied to columns of one of the following data types:

*Table 5. Supported data types for National ID (US) data masking policy*

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td></td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NChar</td>
<td></td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>VarChar</td>
<td></td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
</tbody>
</table>
Table 5. Supported data types for National ID (US) data masking policy (continued)

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NVarChar</td>
<td></td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>BigInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td>The separator must be None.</td>
</tr>
<tr>
<td>Integer</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td>The separator must be None.</td>
</tr>
<tr>
<td>Decimal</td>
<td></td>
<td>9</td>
<td>0</td>
<td>Yes or No</td>
<td>The separator must be None.</td>
</tr>
</tbody>
</table>

**Masking policy options**

**Mask Mode**

Use one of the following options to specify modes of masking data:

**Repeatable masking**

The result is always the same for different runs of the same source data. The source area number is copied without altering, while the group and serial number are masked.

**Randomize area number**

The result might be different each time the source data is processed. It generates a random source area number, and an appropriate group number. The uniqueness of the generated number is guaranteed only when the Data Masking stage is run in the sequential mode or is run on one node.

**Separator**

Use one of the following options to specify the output format of masked data:
Keep source format
To use the input format as the output format. This is the default option.

No separator
No separators are used in the output format.

DASH
To use the dash as a separator.

SPACE
To use the space as a separator.

DOT
To use the dot as a separator.

Examples

The following examples show what the masked data might look like after the masking policy is applied with specific formatting options selected. In these examples, the original value is 987654321.

Table 6. Data masking examples for National ID (US) masking policy

<table>
<thead>
<tr>
<th>Separator</th>
<th>Example of masked data</th>
</tr>
</thead>
<tbody>
<tr>
<td>No separators</td>
<td>867923415</td>
</tr>
<tr>
<td>Dash</td>
<td>867-92-3415</td>
</tr>
<tr>
<td>Space</td>
<td>867 92 3415</td>
</tr>
<tr>
<td>Dot</td>
<td>867.92.4321</td>
</tr>
</tbody>
</table>

Canada national ID data masking policy - National ID (CA)

The national identification number for Canada is the Social Insurance Number. The National ID (CA) data masking policy generates a valid Canada Social Insurance Number based on the source data.

When this policy is used to mask data, the first three digits are copied from the source, and the remaining parts are masked. The result is always the same for different runs of the same data.

Supported data types

The National ID (CA) data masking policy can be applied to columns of one of the following data types:

Table 7. Supported data types for National ID (CA) data masking policy

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td></td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
</tbody>
</table>
Table 7. Supported data types for National ID (CA) data masking policy (continued)

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NChar</td>
<td></td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>VarChar</td>
<td></td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NVChar</td>
<td></td>
<td>9 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
</tbody>
</table>
Table 7. Supported data types for National ID (CA) data masking policy (continued)

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>BigInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td>The separator must be None.</td>
</tr>
<tr>
<td>Integer</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td>The separator must be None.</td>
</tr>
<tr>
<td>Decimal</td>
<td>9</td>
<td>0</td>
<td></td>
<td>Yes or No</td>
<td>The separator must be None.</td>
</tr>
</tbody>
</table>

Masking policy options

Separator

Use one of the following options to specify the output format of masked data:

Keep source format
To use the input format as the output format. This is the default option.

No separator
No separators are used in the output format.

DASH
To use the dash as a separator.

SPACE
To use the space as a separator.

DOT
To use the dot as a separator.

Examples

The following examples show what the masked data might look like after the masking policy is applied with specific formatting options selected. In these examples, the original value is 987654321.

Table 8. Data masking examples for National ID (CA) masking policy

<table>
<thead>
<tr>
<th>Separator</th>
<th>Example of masked data</th>
</tr>
</thead>
<tbody>
<tr>
<td>No separators</td>
<td>987923415</td>
</tr>
<tr>
<td>Dash</td>
<td>987-923-415</td>
</tr>
<tr>
<td>Space</td>
<td>987 923 415</td>
</tr>
<tr>
<td>Dot</td>
<td>987.923.415</td>
</tr>
</tbody>
</table>

French national ID data masking policy - National ID (FR)


The general format of French National Institute for Statistics and Economic Studies number is SYYMMDDCCCOOOK, where:
• S is the gender and citizenship information
• YY is the last two digits of the year of birth
• MM is the month of birth
• DD is the department of origin
• CCC is the commune of origin
• OOO is the order number
• KK is the control key or the check digit.

When the identification number is masked, the part containing the department of origin DD is copied from the source data, while the other parts are masked. The result is always the same for different runs of the same data.

**Supported data types**

The French National Institute for Statistics and Economic Studies number masking policy can be applied to columns of one of the following data types:

**Table 9. Source Column**

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td></td>
<td>15 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>15 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NChar</td>
<td></td>
<td>15 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
</tbody>
</table>
### Table 9. Source Column (continued)

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>VarChar</td>
<td></td>
<td>15 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>15 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NVarChar</td>
<td></td>
<td>15 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
</tbody>
</table>

### Masking policy options

**Separator**

Use one of the following options to specify the output format of masked data:

- **Keep source format**
  - To use the input format as the output format. This is the default option.

- **No separators**
  - No separators are used in the output format.

- **DASH**
  - To use the dash as a separator.

- **SPACE**
  - To use the space as a separator.
Examples

The following examples show what the masked data might look like after the masking policy is applied with specific formatting options selected. In these examples, the original value is 287091821012345.

Table 10. Data masking examples for National ID (FR) data masking policy

<table>
<thead>
<tr>
<th>Separator</th>
<th>Example of masked data</th>
</tr>
</thead>
<tbody>
<tr>
<td>No separators</td>
<td>150318378987654</td>
</tr>
<tr>
<td>Dash</td>
<td>1503183789876-54</td>
</tr>
<tr>
<td>Space</td>
<td>1503183789876 54</td>
</tr>
</tbody>
</table>

Italy national ID data masking policy - National ID (IT)

The national identification number for Italy is the Fiscal Code. The National ID (IT) data masking policy generates a valid Fiscal Code number based on the source data. When the Fiscal Code number is masked, the part containing the name is copied from the source and the other parts are masked. The result is always the same for different runs of the same source data.

The general format of the Italy Fiscal Code number is FFF-NNN-YYMDD-RRRRC, where:
- FFF is the encoded family name string
- NNN is the encoded first name string, YY is the year of birth
- M is an alphabet representing the month of birth
- DD is the day of birth
- RRRR is the region code
- C is the control character calculated from the first 15 characters

Supported data types

The Italian Fiscal Code data masking policy can be applied to columns of one of the following data types:

Table 11. Supported data types for National ID (IT) data masking policy

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td></td>
<td>16 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>SQLType</td>
<td>Extended</td>
<td>Length</td>
<td>Scale</td>
<td>Nullable</td>
<td>Note</td>
</tr>
<tr>
<td>---------</td>
<td>-----------</td>
<td>----------</td>
<td>-------</td>
<td>----------</td>
<td>----------------------------------------------------------------------</td>
</tr>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>16 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NChar</td>
<td></td>
<td>16 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>VarChar</td>
<td></td>
<td>16 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>16 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NVChar</td>
<td></td>
<td>16 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
</tbody>
</table>
**Masking policy options**

**Separator**  
Use one of the following options to specify the output format of masked data:

- **Keep source format**  
  To use the input format as the output format. This is the default option.

- **No separator**  
  No separators are used in the output format.

- **DASH**  
  To use the dash as a separator.

- **SPACE**  
  To use the space as a separator.

**Examples**

The following examples show what the masked data might look like after the masking policy is applied with specific formatting options selected. In these examples, the original value is ABCDEF12E34F567G.

<table>
<thead>
<tr>
<th>Separator</th>
<th>Example of masked data</th>
</tr>
</thead>
<tbody>
<tr>
<td>No separators</td>
<td>EFGHAB34D12H789I</td>
</tr>
<tr>
<td>Dash</td>
<td>EFG-HAB-34D12-H789I</td>
</tr>
<tr>
<td>Space</td>
<td>EFG HAB 34D12 H789I</td>
</tr>
</tbody>
</table>

**Spain national ID data masking policy - National ID (ES)**

The national identification number for Spain is the Fiscal Identification number (NIF) or the Foreigner’s Identification number (NIE). The Fiscal Identification number is given to citizens of Spain and the Foreign Identification number is given to foreign residents.

The general format of Fiscal Identification Number is SSSSSSS-A, where SSSSSSS is the seven digit serial number and A is the literal which is computed based on serial number. The general format of the Foreigner’s Identification Number is X-SSSSSSS-A, where X is the literal, SSSSSS is the seven digit serial number, and A is the literal which is computed based on the serial number. When the Foreigner’s Identification number is masked, the first literal is copied from the source data and the other parts are masked. When the Fiscal Identification number is masked, all parts are masked. The result is always the same for different runs of the same source data.

**Supported data types**

The Spain national identification number masking policy can be applied to columns of one of the following data types:
<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td></td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NChar</td>
<td></td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>VarChar</td>
<td></td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
</tbody>
</table>
Table 13. Supported data types for National ID (ES) data masking policy (continued)

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>NVarChar</td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
</tbody>
</table>

Masking policy options

Separator

Use one of the following options to specify the output format of masked data:

Keep source format
To use the input format as the output format. This is the default option.

No separator
No separators are used in the output format.

DASH
To use the dash as a separator.

SPACE
To use the space as a separator.

Examples

The following examples show what the masked data might look like after the masking policy is applied with specific formatting options selected. In these examples, the original value is 9876543L.

Table 14. Data masking examples for National ID (ES) data masking policy

<table>
<thead>
<tr>
<th>Separator</th>
<th>Example of masked data</th>
</tr>
</thead>
<tbody>
<tr>
<td>No separators</td>
<td>8679234L</td>
</tr>
<tr>
<td>Dash</td>
<td>8679234-L</td>
</tr>
<tr>
<td>Space</td>
<td>8679234 L</td>
</tr>
</tbody>
</table>

UK national ID data masking policy - National ID (UK)

The national identification number for UK is the National Insurance Number (NINO). The National ID (UK) data masking policy generates a valid National Insurance Number based on the source data.

The general format of UK National Insurance number is PP-NNNNNNN-S, where:

- PP is the prefix pattern
- NNNNNN is a number between 000001 to 999999
- S is the suffix is limited to A, B, C, or D.
When the national identification number is masked, the prefix and the suffix are not be masked, and the other parts are masked.

**Supported data types**

The National ID (UK) data masking policy can be applied to columns of one of the following data types:

*Table 15. Supported data types for National ID (UK) data masking policy*

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td></td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NChar</td>
<td></td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>VarChar</td>
<td></td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
</tbody>
</table>
Table 15. Supported data types for National ID (UK) data masking policy (continued)

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
<tr>
<td>NVChar</td>
<td></td>
<td>8 or longer</td>
<td>N/A</td>
<td>Yes or No</td>
<td>Cannot contain null characters. The length must be enough to contain the national ID with the selected separator.</td>
</tr>
</tbody>
</table>

**Masking policy options**

**Separator**

Use one of the following options to specify the output format of masked data:

- **Keep source format**
  To use the input format as the output format. This is the default option.

- **No separators**
  No separators are used in the output format.

- **DASH**
  To use the dash as a separator.

- **SPACE**
  To use the space as a separator.

**Separation Format**

Select one of the following separation formats:

- **XX-123456-Y**
  Separates the output format into 3 parts.

- **XX-12-34-56-Y**
  Separates the output format into 5 parts.

**Examples**

The following examples show what the masked data might look like after the data masking policy is applied with specific formatting options selected. In these examples, the original value is AB987654C.
Table 16. Data masking examples for National ID (UK) data masking policy

<table>
<thead>
<tr>
<th>Separator</th>
<th>Example of masked data</th>
</tr>
</thead>
<tbody>
<tr>
<td>No separators</td>
<td>AB123456C</td>
</tr>
<tr>
<td>Dash</td>
<td>AB-123456-C, AB-12-34-56-C</td>
</tr>
<tr>
<td>Space</td>
<td>AB 123456 C, AB 12 34 56 C</td>
</tr>
</tbody>
</table>

Date age data masking policy
The date age data masking policy generates a new date based on the source data value. The date age data masking policy does not generate random dates.

Supported data types
The date age data masking policy can be applied to columns of one of the following data types:

Table 17. Supported data types for date age data masking policy

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
</tr>
</thead>
<tbody>
<tr>
<td>Date</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Timestamp</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Timestamp</td>
<td>Microseconds</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
</tbody>
</table>

Masking policy options

Aging Amount
Use this option to specify integers to increment or decrement the year, month, week, or day. A positive number increments the age, and a negative number decrements the age.

Specific Year
Use this option to specify a year to replace the year in the source data. When this option is specified, the values specified in the Aging Amount option are disabled and ignored at runtime.

Repeatable replacement data masking policy
The repeatable replacement data masking policy masks source data in the format of the source data. You must always provide input data to the repeatable replacement data masking policy. You can use this data masking policy to convert keys such as the primary key or the foreign key.

In repeatable replacement data masking, capital letters are masked to random capital letters, lowercase letters are masked to random lowercase letters, and numbers are masked to random numbers. Any other character is copied to the output unchanged. For example, the string AB-123$xyz might be masked to OW-159$bgo. Other characters that appear in the input are copied to the output unchanged.

Supported data types
The repeatable replacement data masking policy can be applied to columns of one of the following data types:
Table 18. Supported data types for the Repeatable Replacement data masking policy

<table>
<thead>
<tr>
<th>SQLType</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td>Any</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>NChar</td>
<td>Any</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>VarChar</td>
<td>Any</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>NVarChar</td>
<td>Any</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>BigInt</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>BigInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Integer</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Integer</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>SmallInt</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>SmallInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>TinyInt</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>TinyInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Decimal</td>
<td>Any</td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Float</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Double</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
</tbody>
</table>

**Masking policy options**

**Copy** Specify the position and length numbers in the string. It replaces the string from the source data with the specified options. Multiple specifications must be made from left to right with no overlap. For example, ",(1,2)(3,5)".

**Number Mode**
Select Yes or No to use the masking logic for numbers. If you select Yes, the masking logic for numbers is used even for strings.

**Seed** Specify seed literal in integer. This value is optional. If no value is specified, the default seed value is used.
Result of number mode option for different data types

Table 19. Result of number mode option for data types

<table>
<thead>
<tr>
<th>Data Type</th>
<th>Number Mode</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>TinyInt, SmallInt, Integer, BigInt, Float, Double</td>
<td>Yes</td>
<td>Result is the same as the result of character data types when Number Mode is set to Yes. Result might exceed the storage size of the data type when the most significant digit of the data type in the decimal expression is not zero. For example, the maximum value of Unsigned SmallInt is 65535. When input is greater than or equal to 10000, the result might exceed 65535. Use a data type that is capable of storing the result. The result is unique unless it exceeds the storage size of the data type.</td>
</tr>
<tr>
<td>TinyInt, SmallInt, Integer, BigInt, Float, Double</td>
<td>No</td>
<td>Result is unique and within the storage size of the data type.</td>
</tr>
<tr>
<td>Char, NChar, VarChar, NVarChar</td>
<td>Yes</td>
<td>Result is the same as the result of numeric data types when Number Mode is set to Yes. The input value must be a string expression of a numeric value without which, the Number Mode option is ignored. The result is unique.</td>
</tr>
<tr>
<td>Char, NChar, VarChar, NVarChar</td>
<td>No</td>
<td>Input can be any string. The result is unique.</td>
</tr>
<tr>
<td>Decimal</td>
<td>Yes or No</td>
<td>Result is the same as the result of character data types when Number Mode is set to Yes. The result is unique.</td>
</tr>
</tbody>
</table>

Random replacement data masking policy

The random replacement data masking policy masks source data in different formats for different runs of the source data.

In random replacement data masking, capital letters are masked to random capital letters, lowercase letters are masked to random lowercase letters, and numbers are masked to random numbers. Any other character is copied to the output unchanged. For example, the string AB-123$xyz might be masked to OW-159$bgo. However, the output generated for the same input will be different each time the data is generated.
**Supported data types**

The random replacement data masking policy can be applied to columns of one of the following data types:

*Table 20. Supported data types for the random replacement data masking policy*

<table>
<thead>
<tr>
<th>SQL Type</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td>Any</td>
<td>N/A</td>
<td></td>
<td>Yes or No</td>
</tr>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>NChar</td>
<td>Any</td>
<td>N/A</td>
<td></td>
<td>Yes or No</td>
</tr>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>VarChar</td>
<td>Any</td>
<td>N/A</td>
<td></td>
<td>Yes or No</td>
</tr>
<tr>
<td>NVarChar</td>
<td>Any</td>
<td>N/A</td>
<td></td>
<td>Yes or No</td>
</tr>
<tr>
<td>BigInt</td>
<td>N/A</td>
<td>N/A</td>
<td></td>
<td>Yes or No</td>
</tr>
<tr>
<td>BigInt</td>
<td>UNSIGNED</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Integer</td>
<td>N/A</td>
<td>N/A</td>
<td></td>
<td>Yes or No</td>
</tr>
<tr>
<td>Integer</td>
<td>UNSIGNED</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>SmallInt</td>
<td>N/A</td>
<td>N/A</td>
<td></td>
<td>Yes or No</td>
</tr>
<tr>
<td>SmallInt</td>
<td>UNSIGNED</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>TinyInt</td>
<td>N/A</td>
<td>N/A</td>
<td></td>
<td>Yes or No</td>
</tr>
<tr>
<td>TinyInt</td>
<td>UNSIGNED</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Decimal</td>
<td>Any</td>
<td>Any</td>
<td></td>
<td>Yes or No</td>
</tr>
<tr>
<td>Float</td>
<td>N/A</td>
<td>N/A</td>
<td></td>
<td>Yes or No</td>
</tr>
<tr>
<td>Double</td>
<td>N/A</td>
<td>N/A</td>
<td></td>
<td>Yes or No</td>
</tr>
</tbody>
</table>

**Masking policy options**

*Copy*  Specify the position and length numbers in the string. It replaces the string from the source data with the specified options. Multiple specifications must be made from left to right with no overlap. For example, "(1,2)(3,5)".

**Hash data masking policy**

The hash data masking policy generates an integer hash value that is based on the value of the source column that you specified. The output column can be different from the source column, but the input link must contain a column with the same name as the output column.

You can use the hash data masking policy instead of the hash lookup data masking policy to perform the hash lookup operations with a Lookup stage that is downstream from the data masking stage. Unlike the hash lookup data masking policy, the hash data masking policy does not access the reference table to get the maximum value for a hash key or to perform the lookup operation to replace data in the columns. To use the hash data masking policy to perform normal or sparse lookup operations, the Lookup stage must be downstream from the data masking stage.
**Supported data types**

The hash data masking policy can be applied to output columns of type Integer, SmallInt, or TinyInt. Data of type BigInt, decimal, numeric, real, double, float data types are not supported.

*Table 21. Supported data types for output column for hash data masking policy*

<table>
<thead>
<tr>
<th>SQL Type</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>TinyInt</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td>An unsigned integer is not supported.</td>
</tr>
<tr>
<td>SmallInt</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td>An unsigned integer is not supported.</td>
</tr>
<tr>
<td>Integer</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td>An unsigned integer is not supported.</td>
</tr>
</tbody>
</table>

*Table 22. Supported data types for source column for hash data masking policy*

<table>
<thead>
<tr>
<th>SQL Type</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
<th>Note</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td>Any</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>NChar</td>
<td>Any</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>VarChar</td>
<td>Any</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>NVarChar</td>
<td>Any</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>BigInt</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>BitInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Integer</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Integer</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>SmallInt</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>SmallInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>TinyInt</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>TinyInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Decimal</td>
<td>Any</td>
<td>Any</td>
<td></td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Float</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Double</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Date</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Time</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Time</td>
<td>Microseconds</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Timestamp</td>
<td>N/A</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
<tr>
<td>Timestamp</td>
<td>Microseconds</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
<td></td>
</tr>
</tbody>
</table>
**Masking policy options**

**Source Column Name**
Name of the source column on the input link from which the hash key value is calculated.

**Maximum value**
Specify any 32-bit signed integer value. The value of the generated hash key must be equal to or less than the specified value. If the output column is SmallInt (16-bit integer) or TinyInt (8-bit integer) and the specified maximum value is greater than the maximum value that is allowed for the data type, the value that you specify is replaced by the default maximum value when the job is run. The maximum value for the data type is 32767 for SmallInt and 127 for TinyInt.

**Seed**
The value specified here is used as a seed initialize hash key generation.
Specify an integer value in the range 0 - 2000000000 as the seed value. The default value is -1, which means that no seed is used.

**Hash lookup data masking policy**
The hash lookup data masking policy masks input columns by using a reference table on a database. It calculates hash value based on the value of a source column and retrieves a record whose hash key column matches the hash value.

The Data Masking stage includes sample reference data for hash lookup. You can use your own reference data for the hash lookup masking policy or set up the sample reference tables.

When the hash lookup data masking policy is assigned to a column:
1. The value specified in the source column is read.
2. A hash key value is calculated for the selected value.
3. This hash key value is internally used to lookup on the reference tables, and to locate the matching record.
4. The value specified in the relevant column of the matched record is retrieved and copied to the output link.

If the source value contains either a zero-length variable character, a space, or a NULL, the following negative value is used as the hash key:
-3 for NULL
-2 for all spaces
-1 for zero-length variable character

To use the hash lookup data masking policy, you must configure the database connection information in the output link. This version of Data Masking stage supports DB2, Oracle, and ODBC databases. The hash lookup masking policy also requires the reference table name to be specified in the output link property. In order to establish association of reference table options specified in the output link and the column, you must ensure that the table name specified for the Reference Table name option in the hash lookup data masking policy and the table name specified in the output link match.

The following figure illustrates how the hash lookup data masking policy works:
Supported data types

The hash lookup data masking policy can be applied to any data types, but it should match with the data type of associated column in the reference table. The source column for hash key generation can be one of the following data types:

Table 23. Supported data types for source column for hash key generation

<table>
<thead>
<tr>
<th>SQL Type</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
</tr>
</thead>
<tbody>
<tr>
<td>Char</td>
<td></td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Char</td>
<td>Unicode</td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>NChar</td>
<td></td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>VarChar</td>
<td></td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>VarChar</td>
<td>Unicode</td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>NVarChar</td>
<td></td>
<td>Any</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>BigInt</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>BigInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Integer</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Integer</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>SmallInt</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>SmallInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>TinyInt</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>TinyInt</td>
<td>Unsigned</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Decimal</td>
<td></td>
<td>Any</td>
<td>Any</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Float</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Double</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Date</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Time</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Time</td>
<td>Microseconds</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
<tr>
<td>Timestamp</td>
<td></td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
</tbody>
</table>
Table 23. Supported data types for source column for hash key generation (continued)

<table>
<thead>
<tr>
<th>SQL Type</th>
<th>Extended</th>
<th>Length</th>
<th>Scale</th>
<th>Nullable</th>
</tr>
</thead>
<tbody>
<tr>
<td>Timestamp</td>
<td>Microseconds</td>
<td>N/A</td>
<td>N/A</td>
<td>Yes or No</td>
</tr>
</tbody>
</table>

**Masking policy options**

**Reference Table Name**
The name of the reference table that is specified in the output link.

**Column Name in Reference Table**
The name of the column that is specified in the reference table.
Appendix A. Product accessibility

You can get information about the accessibility status of IBM products.

The IBM InfoSphere Information Server product modules and user interfaces are not fully accessible. The installation program installs the following product modules and components:
- IBM InfoSphere Business Glossary
- IBM InfoSphere Business Glossary Anywhere
- IBM InfoSphere DataStage
- IBM InfoSphere FastTrack
- IBM InfoSphere Information Analyzer
- IBM InfoSphere Information Services Director
- IBM InfoSphere Metadata Workbench
- IBM InfoSphere QualityStage

For information about the accessibility status of IBM products, see the IBM product accessibility information at [http://www.ibm.com/able/product_accessibility/index.html](http://www.ibm.com/able/product_accessibility/index.html).

Accessible documentation

Accessible documentation for InfoSphere Information Server products is provided in an information center. The information center presents the documentation in XHTML 1.0 format, which is viewable in most Web browsers. XHTML allows you to set display preferences in your browser. It also allows you to use screen readers and other assistive technologies to access the documentation.

The documentation that is in the information center is also provided in PDF files, which are not fully accessible.

IBM and accessibility

See the [IBM Human Ability and Accessibility Center](http://www.ibm.com/able) for more information about the commitment that IBM has to accessibility.
Appendix B. Reading command-line syntax

This documentation uses special characters to define the command-line syntax.

The following special characters define the command-line syntax:

[ ] Identifies an optional argument. Arguments that are not enclosed in brackets are required.

... Indicates that you can specify multiple values for the previous argument.

| Indicates mutually exclusive information. You can use the argument to the left of the separator or the argument to the right of the separator. You cannot use both arguments in a single use of the command.

{} Delimits a set of mutually exclusive arguments when one of the arguments is required. If the arguments are optional, they are enclosed in brackets ({}).

Note:
• The maximum number of characters in an argument is 256.
• Enclose argument values that have embedded spaces with either single or double quotation marks.

For example:

wsetsrc [-S server] [-l label] [-n name] source

The source argument is the only required argument for the wsetsrc command. The brackets around the other arguments indicate that these arguments are optional.

wlsac [-l | -f format] [key...] profile

In this example, the -l and -f format arguments are mutually exclusive and optional. The profile argument is required. The key argument is optional. The ellipsis (...) that follows the key argument indicates that you can specify multiple key names.

wrb -import {rule_pack | rule_set}...

In this example, the rule_pack and rule_set arguments are mutually exclusive, but one of the arguments must be specified. Also, the ellipsis marks (...) indicate that you can specify multiple rule packs or rule sets.
Appendix C. How to read syntax diagrams

The following rules apply to the syntax diagrams that are used in this information:

- Read the syntax diagrams from left to right, from top to bottom, following the path of the line. The following conventions are used:
  - The >>--- symbol indicates the beginning of a syntax diagram.
  - The ---> symbol indicates that the syntax diagram is continued on the next line.
  - The >--- symbol indicates that a syntax diagram is continued from the previous line.
  - The --->< symbol indicates the end of a syntax diagram.
- Required items appear on the horizontal line (the main path).

Required_item

- Optional items appear below the main path.

Optional_item

If an optional item appears above the main path, that item has no effect on the execution of the syntax element and is used only for readability.

Optional_item

- If you can choose from two or more items, they appear vertically, in a stack. If you must choose one of the items, one item of the stack appears on the main path.

Required_choice1
Required_choice2

If choosing one of the items is optional, the entire stack appears below the main path.

Optional_choice1
Optional_choice2

If one of the items is the default, it appears above the main path, and the remaining choices are shown below.

Default_choice

- An arrow returning to the left, above the main line, indicates an item that can be repeated.
If the repeat arrow contains a comma, you must separate repeated items with a comma.

A repeat arrow above a stack indicates that you can repeat the items in the stack.

- Sometimes a diagram must be split into fragments. The syntax fragment is shown separately from the main syntax diagram, but the contents of the fragment should be read as if they are on the main path of the diagram.

  Fragment-name:

  - Keywords, and their minimum abbreviations if applicable, appear in uppercase. They must be spelled exactly as shown.
  - Variables appear in all lowercase italic letters (for example, `column-name`). They represent user-supplied names or values.
  - Separate keywords and parameters by at least one space if no intervening punctuation is shown in the diagram.
  - Enter punctuation marks, parentheses, arithmetic operators, and other symbols, exactly as shown in the diagram.
  - Footnotes are shown by a number in parentheses, for example (1).
Appendix D. Contacting IBM

You can contact IBM for customer support, software services, product information, and general information. You also can provide feedback to IBM about products and documentation.

The following table lists resources for customer support, software services, training, and product and solutions information.

*Table 24. IBM resources*

<table>
<thead>
<tr>
<th>Resource</th>
<th>Description and location</th>
</tr>
</thead>
<tbody>
<tr>
<td>IBM Support Portal</td>
<td>You can customize support information by choosing the products and the topics that interest you at <a href="http://www.ibm.com/support/entry/portal/Software/Information_Management/InfoSphere_Information_Server">www.ibm.com/support/entry/portal/Software/Information_Management/InfoSphere_Information_Server</a></td>
</tr>
<tr>
<td>Software services</td>
<td>You can find information about software, IT, and business consulting services, on the solutions site at <a href="http://www.ibm.com/businesssolutions/">www.ibm.com/businesssolutions/</a></td>
</tr>
<tr>
<td>My IBM</td>
<td>You can manage links to IBM Web sites and information that meet your specific technical support needs by creating an account on the My IBM site at <a href="http://www.ibm.com/account/">www.ibm.com/account/</a></td>
</tr>
<tr>
<td>Training and certification</td>
<td>You can learn about technical training and education services designed for individuals, companies, and public organizations to acquire, maintain, and optimize their IT skills at <a href="http://www.ibm.com/software/sw-training/">http://www.ibm.com/software/sw-training/</a></td>
</tr>
</tbody>
</table>
Appendix E. Accessing and providing feedback on the product documentation

Documentation is provided in a variety of locations and formats, including in help that is opened directly from the product client interfaces, in a suite-wide information center, and in PDF file books.

The information center is installed as a common service with IBM InfoSphere Information Server. The information center contains help for most of the product interfaces, as well as complete documentation for all the product modules in the suite. You can open the information center from the installed product or from a Web browser.

Accessing the information center

You can use the following methods to open the installed information center.

• Click the Help link in the upper right of the client interface.

  Note: From IBM InfoSphere FastTrack and IBM InfoSphere Information Server Manager, the main Help item opens a local help system. Choose Help > Open Info Center to open the full suite information center.

• Press the F1 key. The F1 key typically opens the topic that describes the current context of the client interface.

  Note: The F1 key does not work in Web clients.

• Use a Web browser to access the installed information center even when you are not logged in to the product. Enter the following address in a Web browser: http://host_name:port_number/infocenter/topic/com.ibm.swg.im.iis.productization.iisinfsv.home.doc/ic-homepage.html. The host_name is the name of the services tier computer where the information center is installed, and port_number is the port number for InfoSphere Information Server. The default port number is 9080. For example, on a Microsoft® Windows® Server computer named iisdocs2, the Web address is in the following format: http://iisdocs2:9080/infocenter/topic/com.ibm.swg.im.iis.productization.iisinfsv.nav.doc/dochome/iisinfsrv_home.html.

A subset of the information center is also available on the IBM Web site and periodically refreshed at http://pic.dhe.ibm.com/infocenter/iisinfsv/v9r1/index.jsp.

Obtaining PDF and hardcopy documentation

• A subset of the PDF file books are available through the InfoSphere Information Server software installer and the distribution media. The other PDF file books are available online and can be accessed from this support document: https://www.ibm.com/support/docview.wss?uid=swg27008803&wv=1

• You can also order IBM publications in hardcopy format online or through your local IBM representative. To order publications online, go to the IBM Publications Center at http://www.ibm.com/e-business/linkweb/publications/servlet/pbi.wss.
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Providing comments on the documentation

Your feedback helps IBM to provide quality information. You can use any of the following methods to provide comments:

- To comment on the information center, click the Feedback link on the top right side of any topic in the information center.
- Send your comments by using the online readers’ comment form at www.ibm.com/software/awdtools/rcf/
- Send your comments by e-mail to comments@us.ibm.com. Include the name of the product, the version number of the product, and the name and part number of the information (if applicable). If you are commenting on specific text, include the location of the text (for example, a title, a table number, or a page number).
- You can provide general product feedback through the Consumability Survey at http://www.ibm.com/software/ucd/consumability/
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